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Copyright and Legal Disclaimer

Copyright © 1998-2007 Dialogic Corporation. All Rights Reserved. Y ou may not reproduce this document in
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All contents of this document are subject to change without notice and do not represent acommitment on the part of
Diaogic Corporation or its subsidiaries. Reasonable effort is made to ensure the accuracy of the information
contained in the document. However, due to ongoing product improvements and revisions, Dialogic Corporation
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INFRINGEMENT OF ANY INTELLECTUAL PROPERTY RIGHT OF A THIRD PARTY.
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other than alicense to use such product in accordance with intellectual property owned or validly licensed by
Dialogic Corporation or its subsidiaries. More detailed information about such intellectual property is available
from Dialogic Corporation'slegal department at 9800 Cavendish Blvd., 5th Floor, Montreal, Quebec, Canada H4M
2V9. The software referred to in this document is provided under a Software License Agreement. Refer to the
Software License Agreement for complete details governing the use of the software.

Dialogic Corporation encourages all users of its productsto procure all necessary intellectual property
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intellectual property infringement and disclaims any responsibility related thereto. These intellectual
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conceptsor applicationsto be aware of and comply with different national license requirements.
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Limited Warranty

Dialogic Corporation (“Dialogic”) warrants the hardware component of the product described in this documentation
(the “Product”) to be free from defects in materials and workmanship under normal and proper use for the period
specified in your signed agreement with Dialogic. In the event that you have no signed agreement setting out a
warranty period, the period shall be the standard warranty period for such hardware component of the product set
out on www.dialogic.com on the date of your purchase of the product. Dialogic a so warrants the disk on which
software and firmware are recorded to be free from defects in materials and workmanship under normal and proper
use for aperiod of 90 days from the date of purchase from Dialogic. Thiswar ranty doesnot apply to the software
and firmwar e themselves. Thiswarranty also does not apply to any expendable components, any damage resulting
from abuse of the Product, or normal wear and tear. In the event of awarranty claim, the item, if in the opinion of
Diaogicit is proved to be defective, will be repaired or replaced with afunctionally equivalent item, at Dialogic's
sole option, upon delivery to Dialogic of the defectiveitem, together with adated proof of purchase and specification
of the problem. Diaogic is not responsible for transportation and related charges in connection with shipment of
itemsto Dialogic for warranty service. Dialogic reserves the right to charge for inspection at Dialogic's then
prevailing rates of returneditemsif it isdetermined that theitemswere not defective within theterms of thewarranty.
To obtain warranty service return the Product, contact Dialogic Technical Support.

With respect to software and firmware, it should be understood that these components are compl ex workswhich may
contain undiscovered defects. Although the software and firmware provided with the Product contain substantially
the features described in the documentation, to the extent applicable to the product purchased, Dialogic does not
warrant that the operation of such software and firmware will meet the user’s requirements or be uninterrupted or
free of errors.

No oral or written information or advice given by Dialogic or its authorized representatives will create awarranty or
increase the scope of thiswarranty. No representative, agent, dealer or employee of Dialogic is authorized to give
any other warranty or to assumefor Dial ogic any other liability in connection with the sale and service of the Product.
Except as expressly agreed by Dialogic in writing, Dialogic makes no representations or warranties of any
kind, expressor implied, with respect to the Product or any hardware, software or firmware components
thereof. In particular, but without limitation of the foregoing, Dialogic disclaims all implied warranties of
merchantability or fitnessfor a particular purpose and there are no warranties that extend beyond the
description or duration of thiswar ranty. Some states or countriesdo not allow the exclusion of implied warranties
so the above exclusion may not apply to you.

Inno event shall Dialogic beliablefor loss of profitsor indirect, special, incidental, or consequential damages arising
out of the use of or inability to use the Product. The sole and exclusive remedy, in contract, tort or otherwise,
available for a breach of this warranty and for any and all claims arising out of or in any way connected with the
purchase of the Product shall be limited to the repair or replacement of any defective item or, at Dialogic's sole
option, the payment of actual direct damages not to exceed the payments made to Dia ogic for the Product in
question. Some states do not allow the limitation or exclusion of liability for incidental or consequential damages,
so the above limitation and exclusion may not apply to you.

This warranty gives you specific legal rights. You may also have other rights which vary from state-to-state or
country-to-country. Any provision of thiswarranty that is prohibited or unenforceable in any jurisdiction shall, asto
such jurisdiction, be ineffective to the extent of such prohibition or unenforceability without invalidating the
remaining provisions hereof or affecting the validity of enforceability of such provision in any other jurisdiction.



END USER SOFTWARE LICENSE AGREEMENT

*% |MPORTANT ***
PLEASE READ CAREFULLY BEFORE OPENING THE ENCLOSED PACKAGE.

This End User License Agreement is alegal agreement between Dialogic Corporation and its subsidiaries
(collectively, “Dialogic”) and you (either an individual or an entity) (“End User”). IF YOU HAVE A WRITTEN,
SIGNED LICENSE AGREEMENT GOVERNING THE USE OF THE ACCOMPANYING SOFTWARE,
THE TERMSAND CONDITIONS OF THAT AGREEMENT WILL APPLY TO YOUR USE OF THE
SOFTWARE. IF YOU HAVE A WRITTEN, SIGNED SOFTWARE DEVELOPMENT LICENSE
EXCLUSION GOVERNING THE USE OF THE SOFTWARE (“SPECIAL TERMS'), THOSE SPECIAL
TERMSARE HEREBY INCORPORATED INTO THISAGREEMENT. Read the following terms and
conditions carefully before using the accompanying software. They define your rights and obligations with respect
to the enclosed Software. If you do not agree to the terms of this End User Software License Agreement, promptly
destroy the Software and return the License Key that you purchased for the Software or the Dial ogic® Hardware that
you purchased for use with the Software, if any, to the place you obtained it for afull refund. USING THE
DIALOGIC PRODUCT INDICATESYOUR AGREEMENT WITH AND ACCEPTANCE OF THE FOLLOWING
TERMS AND CONDITIONS. AN INDIVIDUAL WHO DOES NOT HAVE AUTHORITY TO BIND THE
ENTITY USING THE SOFTWARE SHOULD NOT USE THE SOFTWARE WITHOUT OBTAINING
APPROVAL OF THISAGREEMENT FROM A PERSON HAVING SUCH AUTHORITY.

YOU UNDERSTAND THAT, IF YOU PURCHASED THE PACKAGE FROM AN AUTHORIZED RESELLER
OF DIALOGIC, THAT RESELLER ISNOT DIALOGIC'SAGENT AND ISNOT AUTHORIZED TO MAKE
ANY REPRESENTATIONS, CONDITIONS OR WARRANTIES, STATUTORY OR OTHERWISE, ON
DIALOGIC'SBEHALFNOR TO VARY ANY OF THE TERMS OR CONDITIONS OF THISAGREEMENT. IN
ADDITION, YOU ACKNOWLEDGE THAT, UNLESS OTHERWISE AGREED BY THAT RESELLERIN
WRITING OR PROHIBITED BY LAW, THE LIMITATIONS OF CONDITIONS AND WARRANTIES,
STATUTORY OR OTHERWISE, AND LIABILITY SET FORTH IN THISAGREEMENT ALSO APPLY TO
AND BENEFIT THAT RESELLER.

The Softwaremay include obj ect code ver sions of third party softwar e packages, including one or moreof the
following, which are subject to thetermsand conditions of the applicable license agreementsfound at the
websitesidentified below. Pleaserefer to the attached Exhibit A to find out which, if any, licensesare

applicable.

B ACE™ softwareand TAO™ software are copyrighted by Douglas C. Schmidt and hisresearch group at
Washington University, University of California, Irvine, and Vanderbilt University. Copyright (c) 1993-2003, all
rightsreserved. Moreinformation isavailable at:

http://www.cs.wustl.edu/~schmidt/ACE.html

B wxWindows softwar e is copyrighted by Julian Smart, Robert Roebling et al.
Copyright (c) 1998 Julian Smart, Robert Roebling et al. Moreinformation isavailable at:

http://www.wxWindows.or g

[ Portions of the Softwar e are licensed under the Apache License, Version 2.0 (the " Apache License");
you may not usethisfile except in compliance with the Apache License. You may obtain a copy of the
Apache License at:
http://www.apache.or g/licenses/L ICENSE-2.0
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Unlessrequired by applicable law or agreed to in writing, software distributed under the Apache
Licenseisdistributed on an "AS1S"' BASIS, WITHOUT WARRANTIES OR CONDITIONS OF
ANY KIND, either expressor implied. See the Apache License for the specific language governing
permissions and limitations under the Apache License.

Unlessrequired by applicable law or agreed to in writing, software distributed under the Apache
Licenseisdistributed on an "AS1S"' BASIS, WITHOUT WARRANTIES OR CONDITIONS OF
ANY KIND, either expressor implied. Seethe Apache License for the specific language gover ning
permissionsand limitations under the Apache License.

Definitions

. “Diaogic Hardware” means voice and/or fax processing hardware and/or any other computer hardware

manufactured by or for Dialogic which may (without limitation) be marketed under the brands Dialogic,
Brooktrout, Excel, and/or Snowshore and purchased by the End User from Dialogic or one of its authorized
resellers.

“License Key” means an access code or activation key provided by Diaogic or one of its authorized resellers
to enable End User to use the Software.

“ Software” means the software provided to you in the enclosed package or enabled by the enclosed License
Key, together with any accompanying documentation.

License

. Grant. Subject to the terms of this Agreement, Dialogic grants to End User alimited, non-exclusive, non-

transferable license (without the right to sublicense), to use the Software in accordance with the following
provisions: (g) if the Software is provided to End User for use with Dialogic Hardware, to use the Software
solely in connection with Dialogic Hardware for End User’ sinternal business purposesand (b) if the Software
isprovided as host-based media processing software, to use the Software solely in connection with End User’s
internal business purposes, provided that End User purchases a License Key. The Software isused in
connection with Dialogic Hardware if it is operated only on the central processing unit of a computer served
by one or more items of Dialogic Hardware and, where appropriate in connection with such use, itis
downloaded into memory located on Diaogic Hardware.

Copies. End User shall not copy the Software, except as permitted under applicable law, and then only with the
inclusion of all copyright, proprietary and other notices.

No Reverse Engineering. End User shall have no rights to any source code for the Software. End User agrees
that it shall not cause or permit the disassembly, decompilation or reverse engineering of the Software or
otherwise attempt to gain accessto the source code to the Software. If applicablelaw requires accessto source
code for some purpose, such as inter-operability with other software, and End User desires access for that
required purpose, End User shall notify Dialogic, and Dialogic shall have the option, in its discretion, to (i)
perform thework to derive any required information at Dialogic’ susual consulting rate, or (ii) alow End User
access to source code solely for the legally required purpose.

Additional Restrictions. End User shall not, and shall not permit any third party to disclose the results of any
benchmark test of the Software to athird party without the prior written approval of Dialogic.

Reservation of Rights. Dialogic and its licensors reserve al rights not otherwise expressly granted in this
Section 2. Any use, modification, reproduction or distribution of the Software not expressly permitted under
this Agreement is herby expressly prohibited.

License Keys. The use of the Software may require a License Key from Dialogic. End User shall not (a) use
any access code or activation key other than the License Key (if any) provided by Dialogic or (c) develop or
alter any access code for the Software or otherwise circumvent or attempt to circumvent the License Key.

Upgrades, Updates, Etc. Unless otherwise agreed to in a separate agreement, End User shall have no right to
receive any corrections, enhancements, upgrades, maintenance rel eases or other modificationsto the Software
(“Changes’). For clarity, End User acknowledgesthat if it isaparty to Dialogic’ s Software Devel oper License
Agreement and/or Master Software Maintenance Agreement, and it receives Changes under either of those




3.

agreements, End User shall have no right to use those Changes under this End User Software License for its
internal business purposes unless End User has entered into a separate maintenance agreement for the
Software and has paid Dialogic the applicable maintenance fee.

Purchase of License Key

If the Software is distributed to End User as host-based media software, End User shall purchase a License Key
from Dialogic or its authorized reseller.

4.
4.1.

oo

5.2.

6.2.

Owner ship

Dialogic or itslicensors own and shall retain all proprietary rights, including all patent, copyright, trade secret,
trademark and other intellectual property rights, in and to the Software and any modifications thereto made by
any entity.

. Unless End User entersinto a separate agreement with Dialogic or its authorized reseller which entitles End

User to receive maintenance and support services, End User shall have no right to receive any corrections,
enhancements, upgrades or other modifications to the Software (“Changes”).

. End User acknowledges that the license granted under this Agreement does not provide End User with title to

or ownership of the Software, but only aright of limited use under the termsand conditions of this Agreement.
End User shall keep the Software free and clear of all claims, liens and encumbrances.

Limited Warranty
Scope of Limited Warranty

a.Dialogic warrants to End User that for a period of ninety (90) days from delivery of the Software to End
User (the “ Software Warranty Period”), the Software will substantially perform in accordance with its
documentation. Dialogic's sole liability and End User’s exclusive remedy under this limited warranty
shall be (i) therepair or replacement of the non-conforming Software or, (ii) at Dialogic’s option, in the
case of Software licensed under Section 2.1(a) the refund of the price paid by End User for the Dialogic
Hardware or, in the case of host-based media processing software licensed under Section 2.1(b), the
refund of the price paid by End User for the License Key.

b.The remedies set forth in Section 5.1(a) are available only if Dialogic ispromptly notified in writing, within
the applicable warranty period, upon discovery of the non-conformity by End User, and Dialogic’s
examination of the Software and/or Dialogic Hardware discloses that such non-conformity exists. This
limited warranty shall not apply if the Software or Dialogic Hardware has been: (i) altered or modified;
(ii) subjected to negligence, computer or electrical malfunction; or (iii) used, adjusted, installed or
operated other than in accordance with instructions furnished by Diaogic or with an application or in an
environment other than that intended or recommended by Dialogic.

Disclaimer of Any Other Warranties. EXCEPT FOR THE EXPRESS, LIMITED WARRANTY PROVIDED

IN SECTION 5.1, DIALOGIC MAKES NO WARRANTIES, EITHER EXPRESS OR IMPLIED, WITH
RESPECT TO THE SOFTWARE, AND Diaogic DISCLAIMSALL IMPLIED WARRANTIES OF
MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE AND NONINFRINGEMENT.
Dialogic DOES NOT WARRANT THAT THE SOFTWARE WILL BE UNINTERRUPTED OR ERROR-
FREE, OR THAT IT WILL SATISFY END USER'S REQUIREMENTS.

Limitation of Liability

. INNO EVENT SHALL DIALOGIC'SORITSLICENSORS AGGREGATELIABILITY ARISING

UNDER THISAGREEMENT EXCEED THE AMOUNTS PAID BY END USER TO DIALOGIC
HEREUNDER.

IN NO EVENT WILL DIALOGIC ORITSLICENSORS BE LIABLE TO END USER FOR SPECIAL,
INCIDENTAL, CONSEQUENTIAL, EXEMPLARY, PUNITIVE, MULTIPLE OR OTHER INDIRECT
DAMAGES, OR FOR LOSS OF PROFITS, LOSS OF DATA OR LOSS OF USE DAMAGES, ARISING
OUT OF THISAGREEMENT, WHETHER BASED UPON WARRANTY, CONTRACT, TORT, STRICT
LIABILITY OR OTHERWISE, EVEN IF DIALOGIC HAS BEEN ADVISED OF THE POSSIBILITY OF
SUCH DAMAGES OR LOSSES.



7. Termand Termination

7.1. Termination. Dialogic shall have the right to terminate this Agreement and the license granted herein in the
event End User failsto comply with any of the terms and conditions of this Agreement and such default has
not been cured within thirty (30) days after written notice of such default.

7.2. Effect of Termination. Upon termination of this Agreement, all licenses and other rights granted under this
Agreement will becomenull and void. Within five (5) days after termination of this Agreement, End User shall
return to Dialogic or destroy, at End User’s expense, the Software, including all copies thereof. Sections 2.2-
2.6 and 4-10 shall survive termination of this Agreement.

8. U.S Government Restricted Rights

If Softwareis acquired by or on behalf of aunit or agency of the United States government, the Software is
provided as “commercial computer software” or “commercial computer software documentation” and, absent a
written agreement to the contrary, the government’ s rights with respect to such Software are limited by the terms of
this Agreement pursuant to FAR Paragraph 12.212(a) and/or DFARS Paragraph 227.7202-1(a), as applicable.

9. Export
End User shall comply with all export and re-export restrictions, laws and regulations of the U.S. Commerce
Department and other U.S. agencies and authorities.

10. General

10.1. Assignment. This Agreement shall be binding upon and inure to the benefit of the parties hereto, and their
respective successors and permitted assigns. End User shall not assign or otherwise transfer this Agreement
or any rights or obligations hereunder, in whole or in part, whether by operation of law or otherwise, without
Dialogic’s prior written consent. Any purported transfer, assignment or delegation without such prior written
consent will be null and void and of no force or effect.

10.2. Entire Agreement. This Agreement, together with any Special Terms, represents the entire agreement between
the parties, and supersedes all prior agreements and understandings with respect to the matters covered by this
Agreement. In the event of a conflict between this Agreement and the Special Terms, the Special Terms shall
control. End User agreesthat it has not entered in this Agreement based on any representations other than those
contained herein. No modification of or amendment to this Agreement, nor any waiver of any rightsunder this
Agreement, shall be effective unless in writing signed by the party to be charged.

10.3. Governing Law. This Agreement shall in al respects be governed by the laws of the Commonwealth of
Massachusetts, excluding: (i) its conflicts of laws principles; (ii) the United Nations Convention on Contracts
for the International Sale of Goods; (iii) the 1974 Convention on the Limitation Period in the International Sale
of Goods; and (iv) the Protocol amending the 1974 Convention, done at Vienna April 11, 1980.

10.4. Severahility. If any of the provisions of this Agreement isheld by acourt of competent jurisdictiontobeinvalid
under any applicable statute or rule of law, such provision shall, to that extent, be deemed omitted, and the
remaining portions of this Agreement shall remain in full force and effect.

10.5. Waiver. The waiver of one breach or default or any delay in exercising any rights shall not constitute awaiver
of any subsequent breach or default.

10.6. Notices. All notices permitted or required under this Agreement shall bein writing and shall be delivered in
person or mailed by first class, registered or certified mail, postage prepaid, to the address of the party
specified on the first page of this Agreement or such other address as either party may specify inwriting. Such
notice shall be deemed to have been given upon receipt.

10.7. Headings. The headings are for convenience and shall not be used to construe this Agreement.

10.8. No Agency; Independent Contractors. Nothing contained in this Agreement shall be deemed to imply or
constitute that either party isthe agent or representative of the other party, or that both partiesarejoint ventures
or partners for any purpose.




EXHIBIT A
THIRD PARTY SOFTWARE LICENSES

The Software includes object code versions of the following third party software packages, which are subject to the
terms and conditions of the applicable license agreements found at the websites identified:

B ACE™ softwareand TAO™ software are copyrighted by Douglas C. Schmidt and hisresearch group
at Washington University, University of California, Irvine, and Vanderbilt University. Copyright (c)
1993-2003, all rightsreserved. Moreinformation isavailable at:
http://lwww.cs.wustl.edu/~schmidt/ACE.html

m  wxWindows softwareis copyrighted by Julian Smart, Robert Roebling et al.
Copyright (c) 1998 Julian Smart, Robert Roebling et al. Moreinformation is available at:
http://www.wxWindows.org

®  Portions of the Software arelicensed under the Apache License, Version 2.0 (the " Apache License");

you may not usethisfile except in compliance with the Apache License. You may obtain a copy of the
Apache License at:

http://www.apache.or g/licenses/L ICENSE-2.0

Unlessrequired by applicable law or agreed to in writing, software distributed under the Apache
Licenseisdistributed on an " AS1S" BASIS, WITHOUT WARRANTIES OR CONDITIONS OF
ANY KIND, either expressor implied. See the Apache License for the specific language governing
permissions and limitations under the Apache License.
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Preface

About this Guide

This guide explains how to configure Dialogic® Brooktrout® Fax Server
(SR140 and TR1034) to interoperate with Cisco Networks IP equipment.

Manual Conventions

This manual uses the following conventions:

m |talicsdenote the names of variablesin the prototype of afunction, and file
names, directory names, and program names within the general text.

m  TheCourier fontin bold indicates a command sequence entered by the
user at the system prompt, for example:
cd /Brooktrout/boston/bfv._api

m  TheCourier font not bolded indicates system output, for example:
C:>Files installed.

®  Bold indicates the data type of the prototype of functions, dialog boxes,
dialog box controls, windows, and menu items.

B Square brackets|[ ] indicate that the information to be typed is optional.

B Anglebrackets < > indicate that you must supply avalue with the
parameter.

The Caution icon is used to indicate an action that could cause harm to

the software or hardware.

The Warning icon is used to indicate an action that could cause harm to

g the user.
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Related Documents

Cisco Documents

m  How to Configure MGCP with Digital PRI and Cisco CallManager,
Document 1D 23966

http: //www.cisco.com/en/U Stech/tk1077/technol ogies_configuration_example
09186a00801ad22f.shtml

m  MGCPwith Digital CAS and Cisco CallManager Configuration Example,
Document 1D 43802

http://mwww.cisco.com/en/UStech/tk1077/technologies configuration_example
09186a008022eaa3.shtml

m  Understanding Cisco IOSH.323 Gatekeeper Call Routing - Document |D
24462.

http: //www.cisco.com/en/US/tech/tk1077/technologies tech note09186a00800
a8928.shtml

Viewing and Printing this Document

You must have Adobe® Reader installed to view this document online. Because
this document contains many screen prints, you should view it on ahigh quality
monitor and zoom to at least 100 percent.

Only print this document on a printer that supports at |east 600 dpi.
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Getting Technical Support

Dialogic provides technical support for customers who have purchased
hardware or software products from Dialogic. If you purchased productsfrom a
reseller, please contact that reseller for technical support.

To obtain technical support, please use one of the following methods:

Web: www.cantata.com/support

See Support Tickets:
www.cantata.com/support/tickets.cfm

and Contacting Support:
wWww.cantata.com/support/contact_support.cfm

Email:  techsupport@cantata.com

Phone:  North America +1 781-433-9600
Belgium: +32 2-658-5170
Japan: +81 3-3234-2176
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Introduction

IP Networks

Enterprises aretransitioning to all 1P networks and as part of that, are migrating
business critical fax communicating to the new 1P network.

Diaogic® Brooktrout® products are the market leader in intelligent fax
platforms and offers the fullest featured and broadest range of fax and fax-over-
I P platforms (Fol P) available on the market today. Both Dialogic®
Brooktrout® SR140™ and TR1034™ fax platforms support real-time Fol P,
providing companies with the ability to integrate fax serversinto their Vol P
network.

Diaogic has completed extensive interoperability testing in a Cisco IP
environment. This document is based on that testing and provides detailed
configuration procedures for implementing the Dialogic fax platformin a Cisco
I P network.

Fol P providers can use this document to assist with achieving successfully
configured installations.

[Eny
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Chapter 1: Introduction

Cisco Unified Communications Manager

Major Elements

The Cisco Unified Communications Manager Version 6.0(1) was called the
Cisco CallManager in previousversions. Thisdocument refers generically to all
versions as the Cisco Unified Communications Manager (CUCM).

This document focuses on configurations with the Dialogic Brooktrout Fax
Server (SR140 and TR1034) and the following Cisco | P equipment:

m  Cisco Unified Communications Manager (CUCM)
¢+ SIP, H.323, MGCP
¢ Version 4.2(3) within the 4.2.x product line
*  Version 5.0.4(a) within the 5.0.x product line
¢ Version 6.0(1) within the 6.0.x product line
m  Cisco 10S Gateway Series (those capable of supporting T.38)
¢ SIP, H.323, MGCP
¢ |OSversion 12.3T or later

The major elements in a Cisco

FOIP network
E

SR 140 or

TR1034 IP

PSTN— g
GW

351 Note: 10S of GW 12.4 (or 12.3T)

cucm

Figure 1. Major Elements in Dialogic Brooktrout - Cisco FolP
Network
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Dialogic Brooktrout Fax and Voice Diagnostic Test Utility

Dialogic Brooktrout Fax and Voice Diagnostic Test
Utility

This document refers to Dialogic Brooktrout GUI-based Fax and Voice
Diagnostic Test Utility for verifying each configuration. You can download it
from the following website at:

http: //www.cantata.comysupport/productinfo.cfm?frmProduct= TR1034& frmC
ategory=Download

Under Frequently Requested you find the GUI-based Fax and Voice
Diagnostic Test for Windows. Each GUI-based Fax and Voice Diagnostic Test
for Windows supports certain Dialogic Brooktrout driver versions and these
versions are listed on this website.

In order to find out which Fax and Voice Diagnostic Test matches with your
LAN-Fax application, you search for the driver boston.sys on your LAN-fax
server and look at the Version Tab of the Properties of thisfile boston.sys.
Instead of looking at the version numbers, you can also ook at the time stamps
on thiswebsite. When your LAN-Fax application is using Dia ogic Brooktrout
latest software, then you download the GUI-based Fax and Voice Diagnostic
Test for Windows with the most recent time stamp.

For instructions on how to use the GUI-based Fax and Voice Diagnostic Test,
see the extensive Help file included in the Test tool.

Network Protocol Analyzer

You can use anetwork protocol packet analyzer such as Wireshark to verify the
configuration when using the Fax and Voice Diagnostic Test Utility.

This document is not to be distributed to a third party without written permission from Dialogic. 3



Chapter 1: Introduction

Configuration Decisions

The following flow diagrams highlight the decisions you will make before
configuring your Dialogic Brooktrout /Cisco Fol P network. Refer to Chapter 2
Fol P Topologies on page 7 for an overview of each topology which are based
on these decisions.

Guestions to ask

START

SR 40 taiks to
Cafi Manager and
routing with route
paterns in CM

SRT4D talks directiy 0
Gateway and routing via
dia-peers

Mote 1: MGCP = media gateway control protocol

Wote 2 1 when MGCP, other less elegant solutions are: TR1034 E1/T1 instead of 1P, an
extra G¥Y, or an extra E1/T1 ling and E1/T1 modulg inthe Gw

Figure 2. Configuration Decisions part 1
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Configuration Decisions

SR140talks to
gateway or talks to |
Call Manager

SIP

N\

SIP praxy?

Figure 3. Configuration Decisions part 2

This document does not cover all possible results of thisflow diagram. It
covers the possible scenarios without a gatekeeper and without aproxy and one
scenario with a gatekeeper.

This document is not to be distributed to a third party without written permission from Dialogic. 5



Chapter 1: Introduction

Using this Document

This document guides you through the configuration of their Dialogic
Brooktrout /Cisco Fol P solution. It assumesthat al hardware/software licenses
areinstalled and cabling is properly connected.

There are severa configurations covered in this document. Each configuration
isintended to be a standalone module and as such most include:

m  Network diagramsthat include the actual 1P addresses used in the
configuration

m  Proceduresto configure Dialogic Brooktrout Fax Server
m  Configuration files
m  Proceduresto configure CUCM which include detailed screen shots

Procedures to verify the configuration.

Hyperlinks allow you to access this related information in other sections.

6 This document is not to be distributed to a third party without written permission from Dialogic.



2
FolP Topologies

Categories of Topologies

This document provides the following three general categories of FolP
topologies used by the Dialogic Brooktrout Fax Server interoperating with
Cisco Networks equipment.

m  Category 1 - FolP Communication Directly Between the Gateway and Fax
Server on page 8

m  Category 2 - Routing Intelligence in Centralized Gatekeeper on page 9

m  Category 3 - Cisco Unified Communications Manager Performsall Call
Control on page 10

This chapter provides an overview of each category. Each category has specific
variations based on protocols and versions of the Cisco Unified
Communications Manager. This document provides configuration procedures
for each variation.

This document is not to be distributed to a third party without written permission from Dialogic.
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Chapter 2: FolP Topologies

Category 1 - FolP Communication Directly Between the
Gateway and Fax Server

In this topology, all fax routing intelligence isin the Fax Server.

cucm
-;.
> [mm| ¢ VolP Traffis
F) . PSTN
T.38 Fax GWY N
Fax Traffic
Server

Figure 4. Category 1 Topology

For specific configuration information refer to the chapters below:

m  Chapter 3 Topology: FolP Direct - H.323 on page 15
m  Chapter 4 Topology: FolP Direct - SP on page 33

8 This document is not to be distributed to a third party without written permission from Dialogic.



Category 2 - Routing Intelligence in Centralized Gatekeeper

Both the Fax Server and the Cisco gateway are provisioned to use a
Gatekeeper.

Gatekeeper

provides Gatekeeper
IP address Has Fax
o -~ Routing Tables
Call Control " 5
Setup / Tear Down 4 PSTN ‘l;.

- T.38 Fax ewy e
Sera\,’;, Traffic

Figure 5. Category 2

For specific configuration information refer to the chapter below:

Chapter 5 Topology: 10S Gatekeeper on page 45

This document is not to be distributed to a third party without written permission from Dialogic. 9



Chapter 2: FolP Topologies

Category 3 - Cisco Unified Communications Manager
Performs all Call Control

In the following topology, the Cisco Unified Communications Manager
(CUCM) does dll the call control. The gateway sends all signaling to the
CUCM which forwards it along to the Fax Server. The Fax Server responds to
the CUCM and the CUCM forwards all signaling back to the gateway. Oncethe
call is established, the fax traffic flows directly between the gateway and the

Fax Server.
cucm
CUCM does T,
Setup / Tear Downy |14 + CUCM does
-

ha Setup / Tear Down
s

7 ——eL

T.38 Fax Gwy ——
Traffic

a

il

Fax
Server

Figure 6. Category 3
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CUCM Versions

The following table and diagrams provide the versions of CUCM that work in
these topologies.

Note: Thisdocument provides configuration information on each scenario

below except the two SIP/H.323 protocol scenarios.

Table 1. Network Protocols Supported by CUCM Versions

Protocol Between Fax CUCM Version 4.x | CUCM Version 5.x | CUCM Version 6.x
Server and CUCM Greater Than or Greater Than or Greater Than or
Equal to 4.2(3) Equal to 5.0(4) Equal to 6.0(1)
Protocol Between CUCM
and Cisco Gateway
H.323 Yes Yes Yes
H.323
SIP No Yes Yes
SIP
SIP No Yes Yes
H.323
H.323 No Yes Yes
SIP
H.323 Yes No Yes
MGCP
SIP No No Yes
MGCP

This document is not to be distributed to a third party without written permission from Dialogic.

11




Chapter 2: FolP Topologies

Diagrams
MGCP
Network
CUCM does cucm e s
o ) I 20
e S Down E:_ Setup / Tear Down
P4
~ MGCP
Fax 7~ H.323
Server .~ 5 ~ =
~ T
~ P 2
E eI )
T.38 Fax GwY —a
Traffic

Figure 7. CUCM Versions 4.x greater than or equal to 4.2(3) and
6.x greater than or equal to 6.0(1)

CUCM does CUCH —
_—I oes
Batup f Toar Down :_ Setup / Tear Down
=
. H.323
FaE . # Hazs
Server .~ ' ~ -
) A
_ PSTN
)
T.38 Fax Gwy s
Traffic

Figure 8. CUCM Versions 4.x greater than or equal to 4.1(3),
5.x, and 6.x

CUCM does UM —

e il Downl Setup / Tear Down
~

MGCP
Fax 7~ SIP
Server .~ ~ —_—

[ ~ (_,.- — —
= . \‘ :,I _!__
E FSTN

T.38 Fax GWY - —
Traffic

Figure 9. CUCM Versions 6.x greater than or equal to 6.0(1)
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CUCM does CUCM

CUCM does
Sebog. Ehwat Downl Setup / Tear Down
/' = b

Fax >
Server ‘/ sip

T.38 Fax

GWY L
i} Traffic

Figure 10. CUCM Versions 5.x greater than

or equal to 5.0(4) and
6.x greater than or equal to 6.0(1)
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Chapter 2: FolP Topologies

Where to Find

These versions of CUCM have been tested and the configurations are
documented in the following chapters.

m  Chapter 6 Topology: H.323 - CUCM 4.2(3) - H.323 on page 73
Chapter 7 Topology: H.323 - CUCM 4.2(3) - MGCP on page 107
Chapter 8 Topology: H.323 - CUCM 5.04 - H.323 on page 147
Chapter 9 Topology: SIP - CUCM 5.04 - SP on page 195
Chapter 10 Topology: H.323 - CUCM 6.0(1) - H.323 on page 245
Chapter 11 Topology: H.323 - CUCM 6.0(1) - MGCP on page 285
Chapter 12 Topology: SIP - CUCM 6.0(1) - SIP on page 329
Chapter 13 Topology: SIP - CUCM 6.0(1) - MGCP on page 365

14
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3
Topology: FolP Direct - H.323

Introduction

Inthistopology, all fax routing intelligenceisinthe Fax Server. H.323 signaling
istransmitted between the Cisco Media Gateway and the Fax Server.

Note: The SR140 Software is used as an example Fax Server in this chapter.
The TR1034 IP board can also be used as Fax Server.

Inbound number dialed: 323 241 xxx
Outbound number dialed: 1 000 Oxx

‘ H323 E PSTN
(F) ! )

T.38 Fax S
172.20.33.129

Fax Traffic
Server
17220.214.241

Figure 11. Fax Server Communicates FolP Directly with the Cisco
Media Gateway
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Chapter 3: Topology: FolP Direct - H.323

Configuration Sequence

Follow the configuration sequence below for this topology:

m  Configuring Dialogic Brooktrout Fax Server on page 17
m  Configuring the Cisco Media Gateway on page 25
m \erifying the Configuration on page 26

16 This document is not to be distributed to a third party without written permission from Dialogic.



Configuring Dialogic Brooktrout Fax Server

Configuring Dialogic Brooktrout Fax Server

This section includes steps to configure the Dial ogic Brooktrout Fax Server for
Faststart and Slowstart configurations.

Note: Faststart isthe default configuration.

Faststart Configuration

» Follow the steps below to configur e the SR140 Software using the
Dialogic Brooktrout Configuration Tool to support this network
topology for afaststart configuration.

1. Open the Diaogic Brooktrout Configuration Tool in Advanced Mode.

# Brooktrout Configuration Tool - Advanced Mode

Fle Wiew Opbors  Hep

i [~ T, 4
Home Save  opeh | Lcerss Help
= Brockiroul [Bozhon Host Sereics - Ruraing|
Coibver Paramelers [l boads| .
BTl Paramaters ()l boards| Brooktrout Configuration Tool

= CallConhicl Paamelers
bhodike Dt SR140
=P Call Canfrol Modues
SIF
H3E

Advanced Mode
This page cortains essential infarmation 10 use the 10l efectiely. You can get to this page any time by clicking on the Home icon an the 1oolbar. The user intedface consists of ben vess: (2] the
explorer view and [b) the cordent view.

The explorr siew allows you 1o navigate through the varkous o L af Harehare and Snftware. The content view cantains either infornztional conterd such as this pag
or controls 1hat allow you fa fine tune the Brooktou componants.

In this mode you can: Ik
* Edit call contral configuration par module.
* Edit the bteall parameters.
= Edit he davica dnver paramatars.
= Eaue the confiquration informtion.
* And finally apply the cordiguraiion.

Fleaze note that wou muzi apply the cordiguration infarmation far the changes to take effect. The apply action i available from the toolbar 8= well as fom the Optians menu.
Urder normal eonditions (that is, all Brokirout hardeearz installed on your system has the sarme ship level nurnbar i on them), the ion tonl should core up in the Wizard

Mode. It can alzo be lzunched explicily 10 come up in the advanced mode by using fa or —advanced command line option. i vou did not specdy this option and the tool came wp in in this mode,
il is because hardware detected by the tool required identification or the host systern has mone than one type of Brookirout hardvwane models installed

Figure 12. The Dialogic Brooktrout Configuration Tool

2. Configure for the H.323 protocol asfollows. Under IP Call Control
Modules, click H.323 then click the IP Parameters tab.

This document is not to be distributed to a third party without written permission from Dialogic. 17



Chapter 3: Topology: FolP Direct - H.323

The following screen appears.

Uy Brooktrout Configuration Teool - Advanced Mode

Fie View Options Hep

A« = |3 @ & | *
Home = Back (o0 | Save Apoh | License  Help

= Brookhiout Boston Host Service - Runng] | Ganesl infomation Lppumm“_;ap,mqm
Diiver Pacamaters (A1 bosds]
BTCa8 Pararmastess (48 boasds] Fi323_deladl_gsteway. 0.0.0.0 0
= Call Cortiod Patarmeder:
Madue (41: SR140 323 el Edakes:
= |P ol Cortiol Modkies
W32
sIP h323_galekeeper_id [
h323_galekeeper_ip_addiess: 0.0_0_0 0
323 _galekeeper i fo
h323 h3ZADskes: I |
323 local_ip_addesz: [ trzaznzeza fiz
h323 Marsdactuses [Biockiiout Technology
1323 MardactireCode [a8
h323_ma_sessons; {zE
K323 pagisiar [T f——1
h323_suppor_steimate_gkc foi:u —r—r1
h323 135CountyCode: her o — %5
h323_t35E tension: fo

Figure 13. IP Parameters
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Configuring Dialogic Brooktrout Fax Server

3. Click Show Advanced. Thefollowing screen appears. Complete thefields
asindicated below.

Brooktrout Configuration Teol - Advanced Mode
Fla View Options Help
4 « » @ @

Back Save  Apol

Home

=1 Brocktioet [Boston Hast Servace - Runring)
Diives Porametess (AN bosds]
BTCall Paramatess [AN boasds]
= Call Cortiod Patarmeder:
Modide 41 SRT40
= IP Cll Cortrol Mockdes
W33
SIP

Figure 14.

£ 2
License | Help.
General Infomation |PPaa;\;o-1;.‘if i Pavameters
Fi323_deladl_gsteway. [o.0.0.0 o
h323_eEAskas I |
h323_galekeaper_id
I23_gatekeeper_ip_addiess: [6.0_0_0 0
323 gatekeepar_t o
h323_hiZA0 skas | |
h323_locsl_ip_addess: frz20214241 170
h3Z3_ Marfachxer
323 ManudactireCode 7]
h323_man_sessions: =
h323_regider [0 F =5l
323 sippoi_aemate._ghc Mo p—— 1
323 ¥5CourtyCode er @ j— 2=
h323_I5E sension: (1]
Advanced 5elling:
Do not change thete parameter: unless you have
e natructed bo do so
23 Fastitert o 34
hIZ3_ H245518gs 50 - 5
hIZ3_h245T unneling o J]h
h323_OkRepctPeiporaeT mecut A A p— 1000
Hida Advanced <«

Advanced Settings

Note: Whenthe h323 local_ip addressfield is set to the default value
(0.0.0.0:0), the system usesthe | P address of thefirst Ethernet modulein
the system and port number 1720. If there are more than one ethernet
modulesin the Fax Server then specify the actual |P address of the
desired ethernet module that will be used.

4. Click T.38 Parameter and complete fields as indicated below.

v Brooktrout Configuration Tool - Advanced Mode

Fle View Options Help

ot Aa HE @
Home Bad Save  Apply
= Braaktraut | Previols Page - Running)

Diriver Parameters (4l boards)
BTCall Parameters [4ll boards]
—|- Call Control Parameters
Module 0x41: SR140
= IP Call Corntral Modules
H.323
SIP

Figure 15.

g ?
Licenze Help
General Information] IP Parameters  T.38 Parameters l
Mawirmum Bit Fate, bps: -
Media Renegotiate Delay Inbound, mzec: |4DDD
Media Renegotiate Delay Outbound, msec: |-‘I
T30 Fast Notify: [Na =l
UDPTL Redundancy Depth Contral: l? 0 J 3
UDPTL Redundancy Depth Image: l? 0 J 2

T.38 Parameters

This document is not to be distributed to a third party without written permission from Dialogic.
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Chapter 3: Topology: FolP Direct - H.323

5. Under Call Control Parameters, click Module 0x41: SR140 and select the
Parameters tab. Complete the fields as indicated below.

Brookirout Configuration Tool - Advanced Mode
do View Oplions Hep

6 &« = @ @ |9
Jome  Back Save Apply | License | Help

= Biookirout (Boston Hout Senvice - Rureingl | Gereral indomation. Pavamedess |
Dirrver Patametens (A1 bosds]

BTCal Parameters (A8 boards| 1P Gl Cortrod Mok CE=]
= Call Corisol Parametens

P Inteitace [IokeARFRO71000 MT Moble Conmection - Packel Schedur Mvpe 172,20, 214,241
Lowsest IP Port Mussber, {55000
Fighest IP Port Humber 5700

Figure 16. Module 0x41: SR140 Parameters

6. Select the desired network interface controller (NIC) for the IP Interface
field.

7. Click Apply.

20
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Configuring Dialogic Brooktrout Fax Server

Slowstart Configuration

» Follow the steps below to configure the SR140 Software using the
Dialogic Brooktrout Configuration Tool to support this network
topology.

1. Open the Dialogic Brooktrout Configuration Tool in Advanced Mode.

# Brooktrout Configuration Tool - Advanced Mode

Fle Wiew Opbors  Hep

i [~ T+
Home Save  opeh | Lcerss Help
= Brockiroul [Bozhon Host Sereics - Ruraing|
Coibver Paramelers [l boads| .
BTl Paramaters ()l boards| Brooktrout Configuration Tool

= CallConhicl Paamelers
bhodike Dt SR140
=P Call Canfrol Modues
SIF
H3E

Advanced Mode

This page cortains essential infarmation 10 use the 10l efectiely. You can get to this page any time by clicking on the Home icon an the 1oolbar. The user intedface consists of ben vess: (2] the
explorer view and [b) the cordent view.

The explorr siew allows you 1o navigate through the varkous o L af Harehare and Snftware. The content view cantains either infornztional conterd such as this pag
or controls 1hat allow you fa fine tune the Brooktou componants.

In this mode you can: Ik
* Edit call contral configuration par module.
* Edit the bteall parameters.
= Edit he davica dnver paramatars.
= Eaue the confiquration informtion.
* And finally apply the cordiguraiion.

Fleaze note that wou muzi apply the cordiguration infarmation far the changes to take effect. The apply action i available from the toolbar 8= well as fom the Optians menu.

Urder normal eonditions (that is, all Brokirout hardeearz installed on your system has the sarme ship level nurnbar i on them), the ion tonl should core up in the Wizard
Mode. It can alzo be lzunched explicily 10 come up in the advanced mode by using fa or —advanced command line option. i vou did not specdy this option and the tool came wp in in this mode,
il is because hardware detected by the tool required identification or the host systern has mone than one type of Brookirout hardvwane models installed

Figure 17. Dialogic Brooktrout Configuration Tool

2. Configure for the H.323 protocol asfollows. Under IP Call Control
Modules, click H.323 then click the IP Parameters tab.
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3. Click Show Advanced. Thefollowing screen appears. Completethefields
asindicated below.

# Brooktrout Confizuration Tool - Advanced Mode

[

Fl2 View Opbons ™ Help
@ | = = i & o T
Home  Back Save  Appkt | Lcenss | Hel

= Enookbout [Boston Hoaf Service - Bunrngl | G aneral infomation [P Parametess |T B Parsmdens
Dubvei Ptrstans (A0 boseds)

BTCal Pistameters (41 bomds| hi23_defal_gateway e B o-H0
= Lol Corrol Paw et s
Module Ded1: SRT40 32T el Edalisn
= P Call Conbiod Mosdubes

H.323

SIP HZ3 gatekeepse id [
hEZ3_gatekeeper_in_addisa [ ] 0. 0 0
RIE3_gabeheeper_ti ]
Lersl ene ok
R local ip_addiets [ 17220214 2410 Rl
W3 Marsdpehasr [Bonckmoat Techrcloge
K33 MarndschreCode [a
32T mas_sesmions 1256
W23 register [0 0 p—"—1
h323_muppos_siemale_gh: [0 —— 1
323 ESCouniyCode [8T O j— 5
RIE3 KL deriann [o

Advanced Settnas
Dok these pacamelais unleas you heve
Foetnaciod 10 @3 40

AEA_FactShat B0 p——— 1
b3 H4G5epe [37 0 | s J
I23_h245T uneslng: Mmoo f—1
h323_0k: AepctR eaponse T meout: Fa -1 p— 10000

Figure 18. Advanced Settings

Note: Whenthe h323 local_ip_addressfield is set to the default value
(0.0.0.0:0), the system usesthe | P address of thefirst Ethernet modulein
the system and port number 1720. If there are more than one ethernet
modulesin the Fax Server and the first module will not be used to
process H.323 call control messages, then specify the actual |P address
of the desired ethernet module that will be used.

4. Set thefields below asfollows to ensure that Cisco interoperability works
correctly.

¢ h323 FastStart=0
¢ h323_H245Stage =3
¢ h323_h245Tunneling=0
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Configuring Dialogic Brooktrout Fax Server

5. Click T.38 Parameter and complete fields as indicated below.

v Brooktrout Configuration Tool - Advanced Mode
Fle View Options Help

o | H H & @« 2

Home Bacg Save  Apply | Licenze Help

=1 Brooktrout [Previous Page|-Rumning | General Information ] IP Parameters  T.38 Parameters l
Diriver Parameters (4l boards)
BTCallParametes Al boads) Masimm Bt Rte, bps: -
—|- Call Control Parameters
Madule 0x41: SR140 Media Renegotiate Delay Inbound, mzec: |4DDD
=P Eall;ﬁ;;tml Modules Media Renegotiate Delay Outbound, msec: |-‘I
5P T30 Fast Nty Mo =
UDPTL Redundancy Depth Contral: l? 0 J 3
UDPTL Redundancy Depth Image: l? 0 J 2

Figure 19. T.38 Parameters

6. Under Cal Control Parameters, click Module 0x41: SR140 and select the
Parameters tab. Complete the fields as indicated below.

Brookirout Configuration Tool - Advanced Mode

Fe View Cpbors Hep
4 & » B @als|t?
Home  Back Swve Apply | Licaas | Help
=1 Biooklons Bosion Heot Setvce-Rurcid] | G idpmation Povanetes |
Dy Patametars (A1 boads]
BTCHl Pasameters [A boaich] P Cal Caehrod Mode O
= Cofl Coriol Parameten =1
T Plrisface [IrvetRIPRO/1000 MT Mobie Comsciun - Packa Schecat inged 172.20.2 14,241
= IPCl Corire Moddes
- LowestIP Post Hussber [F6000
Ha Fighest IP Pest ustbe (57000

Figure 20. Module 0x41: SR140 Parameters

7. Click Save.
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Configuration Files

Use the configuration filesin the sections below to help you configure the
SR140 Software in faststart and slowstart configurations.

m  Faststart Configuration - SR140 on page 424
m  Sowstart Configuration - SR140 on page 435
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Configuring the Cisco Media Gateway

Configuring the Cisco Media Gateway

Configuring the Cisco Media Gateway involves the following.

m  Enable T.38 support
m  Configureline card interface
m  Configure Dial-Peers (VolP and POTS)

Refer to the following configuration file as a guide to configure your Cisco
Media Gateway.

m  Appendix B, Faststart Configuration - Cisco Gateway-Config on page 429
m  Appendix B, Sowstart Configuration - Cisco Gateway-Config on page 440
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Verifying the Configuration

Use the Dialogic Brooktrout Fax and Voice Diagnostic Test utility asfollowsto
test the configuration.

Thistest verifies the following:

m  SR140 Software configuration
m  Cisco Media Gateway configuration

Verifying Fax Server Basic Configuration

Before continuing, refer to Verifying Basic Configuration - Fax Server
172.20.214.241 on page 410 to verify that the Fax Server softwareisinstalled
correctly.

Outbound Call

» Follow the stepsbelow to test a call outbound from the Fax Server to
the Cisco Media Gateway.

1. Openthe Fax and Voice Diagnostic Test utility. The following screen
appears. Click the 2. Telephony button (press the Apply button in the
Brooktrout Configuration Tool after configuring). Click the 3.Initialize
button.
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Verifying the Configuration

& Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3 |

Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
Fax Woice 1, Driver [2. TeIephony] [ 3. Initialize: “Dx41 V| [Current ] [Current ] [ Port Hiskory ] Looping OFF
Paort Status Phone number Part Status Phone number

i for o L —

2y

3. Waiting for IP Call 18, Waiting for IP Call

4, Waiting for IP Call 19, Waiting for IP Call

5. Waiting For IP Cal [ ] a0 watingfor P cal [ ]
& Waiting For IP Cal [ ] 2t watngforpcal [ ]
7. Waiting for IP Call 22, Waiting For IP Call

8, Waiting for IP Call 23, Waiting for IP Call

9,

11, Waiting for IP Call 26, Waiting for IP Call

12, Waiting for IP Call 27, Waiting For IP Call

09/13/2007 13:39:44 [**] Brooktrout debug logging turned O, ~
09/13/2007 13:39:44 [**] This feature quickly results in large log files in the Test program directory when Faxing. _
09/13/2007 13:39:44 [**] Turn off once you have collected the desired logs,
09/13/2007 13:40:38 [00] Pausing For 2000ms before Reset,
09/13/2007 13:41:40 [00] Pausing for 2000ms before Reset,
09/13{2007 13:42:08 [**] Brooktrout debug logging turned OFF,

v
Alarm State: Mo Alarm Framing: M4 CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: MjA

Figure 21. Fax and Diagnostic Test

2. Enter the destination telephony number and the I P address of the Cisco
Media Gateway in the Phone Number box for Port 1 - for example.

Ef Fax and| Voice Diagnostic Test for Windows : SDK 5.0.0B3

Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
Fax Woice 1, Driver [2. TeIephony] [ 3. Initialize: “Dx41 V| [Current ] [Current ] [ Port Hiskory ] Looping OFF
Paort Status Phone number Part Status Phone number

Figure 22. Gateway IP Address
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3. Click Current to send the test fax call.

|=F Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3
Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
Fax Woice 1, Driver [2. Telephony] [ 3. Initialize: “Dx41 V| Curre:[f Current Port Hiskory | Looping OFF
Paort Status Phone number Part Status Phone number

Figure 23. Current

4. Notethe status at the bottom of the screen. Port 1[00] pauses when the call
iscompleted. When the call iscompleted, Click Port History whilethe just
used Phone Number box is highlighted.

|=F Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3
el Logging  Help

Choose Functionality Board/Module DialiSend Reset/Hangup
Fax Woice 1, Driver [2. Telephony] [ 3. Initialize: “Dx41 V| [Current ] [Current ] [ Part History* Looping OFF
Paort Status Phone number Part Status Phone number

Figure 24. Port History
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Verifying the Configuration

5. Verify that the outbound call was successful.

Board/Module DialiSend Reset/Hangup
15 [2. Telephony] [ 3, Initialize: ”Dx41 V| [Current] [Current] [Port History ] Loop
Port Status Phone number Part Status Phone number

1. Waiting for IP Call 16, Waiting for IP Call |

REEEL History for Channel 1 [ 1
‘Waiking
o 09/13(2007 13:47:34 Dialing 1000000@172,20.33.129 -~
Waiting [l | 0oy 305007 13:47:34 Resetting Channel = :I
Waiting 09/13/2007 13:47:38 Fax answer tone detected, |
09/13/2007 13:47:39 Connected, L
waiting f| | 09/13/2007 13:47:40 T% Remate ID ™"

09/13/2007 13:47:45 Sending Fax,

walting fl | 09/13(2007 13:47:55  Bad Lines =0
, 09/13(2007 13:47:55  Baud Rate = 14400 Bps
Waiting [l | noi1 30007 13:47:55  Confirm val = MCF :I
Waiting 09/13/2007 13:47:55  Duration = 16 seconds |
09/13(2007 13:47:55 ECM =256

10, Waiting | |09/13/2007 13:47:55  Line Farmat = MMR

09/13/2007 13:47:55  Resolution = 200Hx200V (Fine)
11, Waiting | |09/13/2007 13:47:55  Tatal Lines = 2168
- 09/13{2007 13:47:55 Page 1:
12, wWiaiting fl | fay) 312007 13:47:55 Pausing For 2000ms before Reset.

13, Waiting | |09/13/2007 13:47:55 Success
097132007 13:47:57 Resetting Chal%gl

]
14, Waiting f} |

09/13/2007 13;39:44 [**] This feature quickly results in large log files in the Test program directory when Faxing. |
09/13{2007 13:39:44 [**] Turn off once you have collected the desired logs, =B
09/13/2007 13:40:38 [00] Pausing for 2000ms before Reset,

09/13/2007 13:41:40 [00] Pausing For 2000ms before Reset,

09/13/2007 13;42:08 [**] Brooktrout debug logging turned OFF,

09/13/2007 13:47:55 [00] Pausing For 2000ms before Reset,

SRR R ent GhE e LY

Alarm State: Mo Alarm Framing: MNfA CRC:  N/A  Bi-Polar Yiolations:  Mfa  Clock Slips: MfA

Figure 25. Outbound Call Successful
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Inbound Call

» Follow the stepsbelow totest acall inbound tothe Fax Server from the
Cisco Media Gateway.

Initiate a call from the PSTN using 323241000.

Watch all channels because a call should come in on one of the waiting
channels.

& Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3

Action  Logging Help
Choose Functionality Board/Module DialiSend Reset/Hangup
[2. Telephony] [ 3. Initialize ] Oxdl w [Current ] [Current ] [ Port Hiskory
Paort Status Phone number Part Status Phone number
1. Waiting for IP Call 16, Waiting for IP Call
2. Waiting for IP Call 17, Waiting for IP Call
3. Waiting for IP Call 18, Waiting for IP Call
4, Waiting for IP Call 19, Waiting for IP Call
5. ‘Waiting for IP Call 20, Waiting For IP Call
6, ‘Waiting for IP Call 21, Waiting for IP Call
7. Waiting for IP Call 22, Waiting For IP Call
8, Waiting for IP Call 23, Waiting for IP Call
9, Waiting for IP Call 24, ‘Waiting for IP Call
10, Waiting for IP Call % 25, Waiting for IP Call
11, Waiting for IP Call 26, Waiting for IP Call
12, Waiting for IP Call 27, Waiting For IP Call
13, Waiting for IP Call 28, Waiting For IP Call
14, Waiting for IP Call 29, ‘Waiting for IP Call
15, Waiting for IP Call 30, Waiting For IP Call
09/13/2007 13:39:44 [**] This feature quickly results in large log files in the Test program directory when Faxing. ~
09/13/2007 13:39:44 [**] Turn off once you have collected the desired logs,
09/13/2007 13:40:38 [00] Pausing For 2000ms before Reset,
09/13/2007 13:41:40 [00] Pausing for 2000ms before Reset,
09/13{2007 13:42:08 [**] Brooktrout debug logging turned OFF,
09/13/2007 13:47:55 [00] Pausing for 2000ms before Reset,
v
Alarm State: Mo Alarm Framing: M4 CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: MjA

Figure 26. Fax and Voice Diagnostic Test

3. Click the Phone number box on which the call camein and click the
Port History button.

4. Verify that the call was successful.
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Verifying the Configuration

Choose Functionality Board{Module DialiSend Reset{Hangup

[2. Telephony] [ 3. Initialize ]|Dx41 'V| [Current] [Current] [Port History] Lo

Paort Status Phone number Paort Status Phone number

1, Waiting for IP Call 16, Waiting for IP Call |
2. Waiting for IP Cal [ 1. waiting for 1P cal | |

i History for Channel 2 by

09/13/2007 13:37:38 Waiting for IP Call ~

09/13/2007 13:55:13 DID: 323241000 CallerID: TA:172,20,33,129:58557 = |:|

23 R¥ Remote ID ™

27 Receiving Fax,
)

Bad Lines =0
Baud Rate = 14400 Bps

Confirm Wal = MCF T
Duration = 15 seconds |
Line Format = MMR.

Resolution = 200Hx200% (Fine)

36 TotalLines = 2168
36 Page 1:

36 Pausing for 2000ms before Reset,
36 Success = |
38 Resetting Channel % |

09/13/2007 13:55:41 Waitina for IP Call

@
) I

Fax Voice

N S TR = T 13 B 4

Sk e o o T oy 4 i R i) i e e s e o ~
09/13/2007 13:55:07 [**] Brooktrout debug logging turned O, =
09/13{2007 13:55:07 [**] This feature quickly results in large log files in the Test program directory when Faxing.
09/13/2007 13:55:07 [**] Turn off once you have collected the desired logs,
09/13{2007 13;55:36 [01] Pausing for 2000ms before Reset,
09713{2007 13:55:44 [**] Brooktrout debug logging turned OFF,

_£
Alarm State: Mo Alarm Framing: MN/A CRC:  N/A  Bi-Polar iolations:  Mf&  Clock Slips: Nfa

Figure 27. Inbound Call Successful

This document is not to be distributed to a third party without written permission from Dialogic. 31



Chapter 3: Topology: FolP Direct - H.323

32 This document is not to be distributed to a third party without written permission from Dialogic.



4
Topology: FolP Direct - SIP

Introduction

In this topology, all fax routing intelligenceisin the Fax Server. SIP signaling
istransmitted between the Cisco Media Gateway and the Fax Server.

Note: The SR140 Software is used as an example Fax Server in this chapter.
The TR1034 IP board can also be used as Fax Server.

VolP Traffic

Inbound Mumber Dialed: 519 214 xxx
Qutbound Number Dialed: 1 000 00x

E s - PSTN
G .__. /
- T.38 Fax Gwy _—

Server Traffic 172.20.33129
172.20.214.241

Figure 28. Fax Server Communicates FolP Directly with the Cisco
Media Gateway
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Configuration Sequence

Follow the configuration sequence below for this topology:

m  Configuring the Dialogic Brooktrout Fax Server on page 35
m  Configuring the Cisco Media Gateway on page 38
m \erifying the Configuration on page 39

34 This document is not to be distributed to a third party without written permission from Dialogic.



Configuring the Dialogic Brooktrout Fax Server

Configuring the Dialogic Brooktrout Fax Server

» Follow the steps below to configur e the SR140 Software using the
Dialogic Brooktrout Configuration Tool to support this network
topology.

1. Open the Dialogic Brooktrout Configuration Tool in Advanced Mode.

|# Brooktrout Configuration Tool - Advanced Made

Fle Wiew Opbors  Hep

i [~ T, 4
Home Save  opeh | Lcerss Help
= Brockiroul [Bozhon Host Sereics - Ruraing|
Coibver Paramelers [l boads| .
BTl Paramaters ()l boards| Brooktrout Configuration Tool

= CallConhicl Paamelers
bhodike Dt SR140
=P Call Canfrol Modues
SIF
H3E

Advanced Mode
This page cortains essential infarmation 10 use the 10l efectiely. You can get to this page any time by clicking on the Home icon an the 1oolbar. The user intedface consists of ben vess: (2] the
explorer view and [b) the cordent view.

The explorr siew allows you 1o navigate through the varkous o L af Haritware and Software. The content wiews cantaing either informetional contem such as this page
or controls 1hat allow you fa fine tune the Brooktou componants.

In this mode you can: Ik
* Edit call contral configuration par module.
* Edit the bteall parameters.
= Edit he davica dnver paramatars.
= Eaue the confiquration informtion.
* And finally apply the cordiguraiion.

Fleaze note that wou muzi apply the cordiguration infarmation far the changes to take effect. The apply action i available from the toolbar 8= well as fom the Optians menu.
Urder normal eonditions (that is, all Brokirout hardeearz installed on your system has the sarme ship level nurnbar i on them), the ion tonl should core up in the Wizard

Mode. It can alzo be lzunched explicily 10 come up in the advanced mode by using fa or —advanced command line option. i vou did not specdy this option and the tool came wp in in this mode,
il is because hardware detected by the tool required identification or the host systern has mone than one type of Brookirout hardvwane models installed

Figure 29. Dialogic Brooktrout Confutation Tool

2. Configurefor the SIP protocol asfollows. Under |P Call Control Modules,
click SIPthen click the IP Parameters tab. The following screen appears.
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oktrout Configuration Tool - Advanced Mode =

View Options  Help %
\s H @ | & ?
Back Save  Apply | Licenze Help
ktrout [Boston Host Service - Runningl | General Infarmation 1P Parameters | T.38 Parameters
Diriver Parameters (4l boards)
BTCall Parameters (&l boards) sip_Cortact: [ 0o o .0 o
Call Contral Parameters .
Madule 0x41: SR140 sip_default_gatewsay: | o. 0. 0.0 o
IP Call Contral Modules sip_description_UR: |
H.323
SIP sip_email: |
zip_From: |An0nymous <gip:no_from_infof@anonymous. invalid:
zip_max_sessions: T _J— 1000
zip_phone: |
zip_proxy_serverl: |
Tip_prosy_servers: |
Tip_prosy_servers: |
zip_proxy_serverd: |
zip_registration_szerverl: |
zip_registration_server?: |
zip_registration_serverd: |
zip_registration_serverd: |
zip_session_description: |
zip_session_name: |n0_sessi0n_name
Tip_username: |
Show Advance

Figure 30. SIP Configuration

Note: Whenthe SIP_Contact isset tothedefault value (0.0.0.0:0), the system
uses the | P address of the first Ethernet module in the system and port
number 5060. If there are more than one ethernet modules in the Fax
Server then specify the actual |P address and port of the desired ethernet
module that will be used.

3. Click T.38 Parameter and complete fields as indicated below.

v Brooktrout Configuration Tool - Advanced Mode
Fle View Options Help

@ B @ & 9
Home Back Save  Apply | Licenze Help
=1 Brooktrout [Boston Host Service - Stopped] | 5 eneral Information ] |P Parameters  T.38 Parameters l
Diriver Parameters (4l boards)
BTCallParametes Al boads) Masimm Bt Rte, bps: -
—|- Call Control Parameters
Madule 0x41: SR140 Media Renegotiate Delay Inbound, mzec: |4DDD
=P Eall;ﬁ;;tml Modules Media Renegotiate Delay Outbound, msec: |-‘I
5P T30 Fast Nty Mo =
UDPTL Redundancy Depth Contral: l? 0 J 3
UDPTL Redundancy Depth Image: l? 0 J 2
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Configuring the Dialogic Brooktrout Fax Server

Figure 31. T.38 Parameters

4. Under Call Control Parameters, click Module 0x41: SR140 and select the
Parameters tab. Complete the fields as indicated below.

v Brooktrout Configuration Tool - Advanced Mode
Fle View Options Help

N H @& & 92
Home Back Save  Apply | Licenze Help

= Brooktrout [Boston Host Service - Runningl | General Information Parameters
Diriver Parameters (4l boards)

BTCall Parameters (Al boards] IP Call Control Module: =
—|- Call Control Parameters %
Module 0x41; SR140 IF Interface |Broadcom Metstreme Gigahit Ethernet - Packet Scj
=1 IP Call Control Modul
;.3;; ol odules Lowest P Part Murnber: |sE000
SIP Highest IP Part Mumber: |s7000

Figure 32. Parameters

5. Select the desired network interface controller (NIC) for the IP Interface
field.

6. Click Apply.

Configuration Files

Use the configuration filesin the sections below to help you configure the
SR140 Software:

Appendix C, SR140 Configuration Files on page 448
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Configuring the Cisco Media Gateway

Configuring the Cisco Media Gateway involves the following.

m  Enable T.38 support
m  Configureline card interface
m  Configure Dial-Peers (VolP and POTS)

Refer to the configuration file in the Appendix C, Cisco Gateway-Config on
page 454 as a guide to configure your Cisco Media Gateway.

38
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Verifying the Configuration

Verifying the Configuration

Use the Dialogic Brooktrout Fax and Voice Diagnostic Test utility asfollowsto
test the configuration for an inbound and outbound call.

Thistest verifies the following:

m  SR140 Software configuration
m  Cisco Media Gateway configuration

Verifying Fax Server Basic Configuration

Before continuing, refer to Verifying Basic Configuration - Fax Server
172.20.214.241 on page 410 to verify that the Fax Server softwareisinstalled
correctly.
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Outbound Call

» Follow the stepsbelow to test a call outbound from the Fax Server to
the Cisco M edia Gateway.

1. Open the Fax and Voice Diagnostic Test utility. The following screen
appears. Click the 2. Telephony button (press the Apply button in the
Brooktrout Configuration Tool after configuring). Click the 3.Initialize
button.

= Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3 |

Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
[2. TeIephony] [ 3. Initialize “Dx41 V| [Current ] [Current ] [ Port Hiskory ]
Paort Status Phone number Part Status Phone number

Figure 33. Fax and Diagnostic Test

2. Enter the destination telephone number and the | P address of the Cisco
Media Gateway

Ef Fax and| Voice Diagnostic Test for Windows : SDK 5.0.0B3 |

Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
[2. TeIephony] [ 3. Initialize “Dx41 V| [Current ] [Current ] [ Port Hiskory ]
Paort Status Phone number Part Status Phone number

Figure 34. Gateway IP Address

3. Click Current to send the test fax.

Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3
Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
[2. TeIephony] [ 3. Initialize “Dx41 V| [Currenl‘,\l all [Current ] [Port History ]
&3
Paort Status Phone number Part Status Phone number

Figure 35. Current
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Verifying the Configuration

4. Whenthecall iscomplete, click Port History while the just used Phone
Number box is highlighted.

I=F Fax and| Voice Diagnostic Test for Windows : SDK 5.0.0B3 X
Action  Logging Help
Choose Functionality Board/Module DialiSend Reset/Hangup
Fax Woice 1, Driver [2. Telephony] [ 3. Initialize: “Dx41 V| [Current ] [Current ] | Part History[\i Looping OFF
Paort Status Phone number Part Status Phone number

1. Waiting for IP Call

Figure 36. Port History

[ ]
[ ]
[ 1]

2. Waiting for IP Call
3. Waiting for IP Call

5. Verify that the outbound call was successful.

Choose Functionality Board{Module DialiSend ResetfHangup

[2. Telephony] [3. Initialize ]|Dx41 V| [Current] [Current] [Port History]

Part Status

Fax Volce 1l

Port Status Phone number

16, ‘Waiting for TP Call | |

Phone number

1. Waiting for IP Call

EB History for Channel 1 X [ ]
30w
09/13{2007 14:11:06 Dialing 1000000@172.20,33.129 ~
4. Wl |09/13(2007 14:11:11 Fax answer tone detected,
.yl |09/13/2007 14:11:12 Connected. i—i
! 09/13/2007 14:11:13 T% Remate ID ™ L |
6, wi |09/13/2007 14:11:18 Sending Fax. | |
09/13/2007 14:11:28  Badlines =0
7wl |09/13/2007 14:11:28  Baud Rate = 14400 Bps
09/13/2007 14:11:28  Corfirm Yal = MCF
8 Wl 09/13/2007 14:11:28  Duration = 16 seconds
ol D9/13/2007 14:11:28  ECM =2%6 | _|
3 09/13{2007 14:11:28  Line Format = MMR L —.
10, wl |09/13/2007 14:11:28  Resolution = 200Hx200% (Fine) |:|
09/13/2007 14:11:28  Total Lines = 2168
11w | 09/13/2007 14:11:25 Page 1:
09/13/2007 14:11:28 Pausing for 2000ms before Reset,
12, WY | nof13/2007 14:11:28 Success LS
13, wl |0913/2007 14:11:30 Resetting channel}\ —|
' 091132007 14:11:31 Waitina For IF Call b |
s [ 1
15. W] :

09/13/2007 14:10:51 [**] @ Initislizing 30 channels. .. ~|
156 [**] Brooktrout debug logging turned ON,

09/13/2007 14:10:56 [**] This feature quickly results in large log files in the Test program directory when Faxing.
09/13/2007 14:10:56 [**] Turn off once you have collected the desired logs.

09/13/2007 14:11:28 [00] Pausing for 2000ms before Reset,

09/13/2007 14:11:36 [**] Brookkrout debug logging turned OFF,

v

"

Alarm State; Mo Alarm Framing: MN/A CRC:  N/A  Bi-Polar Violations:  Mfa  Clock Slips:

Figure 37. Outbound Call Successful
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Inbound Call

» Follow the stepsbelow totest acall inbound tothe Fax Server from the
Cisco Media Gateway.

Initiate a call from the PSTN using 519241000.

Watch all channels because a call should come in on one of the waiting
channels.

= Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3

Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
[2. Telephony] [ 3. Initialize ] Oxdl w [Current ] [Current ] [ Port Hiskory
Paort Status Phone number Part Status Phone number
1. Waiting for IP Call 16, Waiting for IP Call
2. Waiting for IP Call %1?. ‘Waiting For IP Call
3. Waiting for IP Call 18, Waiting for IP Call
4, Waiting for IP Call 19, Waiting for IP Call
5. ‘Waiting for IP Call 20, Waiting For IP Call
6, ‘Waiting for IP Call 21, Waiting for IP Call
7. Waiting for IP Call 22, Waiting For IP Call
8, Waiting for IP Call 23, Waiting for IP Call
9, Waiting for IP Call 24, ‘Waiting for IP Call
10, Waiting for IP Call 25, Waiting for IP Call
11, Waiting for IP Call 26, Waiting for IP Call
12, Waiting for IP Call 27, Waiting For IP Call
13, Waiting for IP Call 28, Waiting For IP Call
14, Waiting for IP Call 29, ‘Waiting for IP Call
15, ‘Waiting for IP Call 30, Waiting For IP Call
09/13/2007 14:27:44 [00] Pausing for 2000ms before Reset, ~

09/13/2007 14:32:16 [**] Brooktrout debug logging turned O,

09/13/2007 14:32:16 [**] This feature quickly results in large log files in the Test program directory when Faxing.
09/13/2007 14:32:16 [**] Turn off once you have collected the desired logs,

09/13/2007 14:33:01 [00] Pausing For 2000ms before Reset,

09/13f2007 14:33:10 [**] Brooktrout debug logging turned OFF,

v

Alarm State: Mo Alarm Framing: M4 CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: MjA

Figure 38. Fax and Voice Diagnostic Test
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3. Click the Phone number box on which the call came in and click the
Port History button.

Ef Fax and| Voice Diagnostic Test for Windows : SDK 5.0.0B3
Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
Fax Woice 1, Driver [2. Telephony] [ 3. Initialize: “Dx41 V| [Current ] Current
Paort Status Phone number Part Status Phone number

2. Waiting For IP Cal [ ] 17 watngfor P cal [ ]
3. Waiting for IP Call 18, Waiting for IP Call

4, Waiting for IP Call 19, Waiting for IP Call

5. Waiting For IP Cal [ ] a0 watingfor P cal [ ]
& Waiting For IP Cal [ ] 2t watngforpcal [ ]
7. Waiting for IP Call 22, Waiting For IP Call

8, Waiting for IP Call 23, Waiting for IP Call

a,

Waiting For TP Call [ ] 24 watngforpcal [ ]
10, Waiting for TP Call [ ] s watngforpcal [ ]
11, Waiting for TP Call 26, Waiting For IP Call [ ]
12, Waiting for IP Call 27, Waiting For IP Call _
13, Waiting for TP Call [ ] 28 watngforpcal [ ]
14. Waiting for TP Call [ ] 29 watngforpcal [ ]
15, Waiting for TP Call [ ] a0 watngforPcal ]

09/13/2007 14:40:55 [25] Pausing for 2000ms before Reset,

09/13/2007 14:41:03 [**] Brooktrout debug logging turned O,

09/13/2007 14:41:03 [**] This feature quickly results in large log files in the Test program directory when Faxing.
09/13/2007 14:41:03 [**] Turn off once you have collected the desired logs,

09/13/2007 14:41:54 [26] Pausing for 2000ms before Reset,

09/13{2007 14:42:01 [**] Brooktrout debug logging turned OFF,

|

v

Alarm State: Mo Alarm Framing: M4 CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: MjA

Figure 39. Port History
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4. Verify that the inbound call was successful.

Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3

Choose functionality Board/Module Dial{Send ResetHangup
[2.Teleph0ny] [S.Initialize ]|0x41 V| [Current][ all ] [Current][ All ] [PortHistoryJ Lo

History for. Channel 27 Phane number

Fax Yalce 1,

Call
097132007 14:27:12 Waiting For IP Call ~ | | |
09/13/2007 14:41:32 DID: 519241000 CallerIl: 172.20.33.129 T Call | |
097132007 14:41:36 Call answered
09/13/2007 14:41:42 RY Remote ID ™ Call | |
097132007 14:41:45 Receiving Fax, call | |
09/13/2007 14:41:54 Bad Lines =0
09)13/2007 14:41:54  Baud Rate = 14400 Bps call [ |
09/13/2007 14:41:54 Confirm Yal = MCF ;
097132007 14:41:54 Duration = 18 seconds Call | |
09/13/2007 14:41:54 ECM =256 :
09/13/2007 14:41:54  Line Format = MMR: Call
09/13/2007 14:41:54 Rescolution = 200Hx200Y (Fine) call
097132007 14:41:54 Total Lines = 2165
09)13/2007 14:41:54 Page 1: call | |
09/13/2007 14:41:54 Pausing for 2000ms befare Reset.
09132007 14:41:54 Success ) fcan | |
09/13/2007 14:41:56 Resetting Channel
09/13/2007 14:41:58 Waitina Far IP Call Y| fcal | |
[
: : Cal | |
14. Waiting For IP Call | | 29, waiting for 1P Call | |
15. waiting for IP Call | | 30 waiting for 1P Call | |
094132007 14:40:55 [25] Pausing For 2000ms before Reset, ~|
097132007 14:41:03 [**] Brooktrout debug logging turned O, B
097132007 14:41:05 [**] This feature guickly results in large log files in the Test program directory when Faxing.
097132007 14:41:03 [**] Turn off once vou have collected the desired logs.,
097132007 14:41:54 [26] Pausing For 2000ms before Reset,
09/13/2007 14:42:01 [**] Brookkrout debug logging turned OFF.
3
Alarm State: Mo alarm Framing: MNfa& CRC:  M/A Bi-Polar Wiolations:  MNja  Clock Slips: NfA

Figure 40. Inbound Call Successful
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5
Topology: I0S Gatekeeper

Introduction

In this topol ogy, the Fax Server and Cisco Media Gateway are provisioned to
use an H.323 gatekeeper. The gatekeeper provides the | P addresses to the Fax
Server and the Gateway. The Fax Server performsthe call control viathe H.323
protocol.

Note: TheTR1034 P boardisused asan example Fax Server for thistopol ogy.
The SR140 Software can also be used as the Fax Server.

The diagrams below show the following:
B Registration

m  Outbound Call Flow

® [nbound Call Flow
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Gatekeeper on
Gateway
Pvas21

H.225 Registration

—
10.128 52,6
-

Fax
Server
Fax Server 10.128.53.11%
TR1034 - 10.128.53.20

H.225 Registration

<
~ 4 —~ A

—

Gateway o

PV3845
10.128.52.4

Figure 41. H.225 RAS Registration

Gatekeeper on
Gateway
Pv2az1
Qutbound Dialed Number: 1 000 00x
10.128.52,6 —
Call Control @ o
@ Setup / Tear Down , ... { STN
® T Gateway T
PV3845
Fax 10128524
Server

Fax Server 10,128.53.119
TR1034 - 10.128.53.20

Figure 42. Outbound Call Flow
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Gatekeeper on
Gateway
PV2821

10128526

Call Control

@ Setup / Tear Down ...

Inbound Digled Number: 323 119 000

@ T.38 Fax
Traffic

Fax
Server
Fax Server 10,128.53,119
TR1034 - 10.128.53.20

Gateway .

PV3845
10.128.52.4

Figure 43. Inbound Call Flow
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Chapter 5: Topology: I0S Gatekeeper

Configuration Sequence

Follow the sequence below to configure this topology:

m  Configuring the Dialogic Brooktrout Fax Server on page 49
m  Configuring the Cisco Gatekeeper on page 59

B Configuring the Cisco Media Gateway on page 60

m  \erifying the Configuration on page 61
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Configuring the Dialogic Brooktrout Fax Server

Configuring the Dialogic Brooktrout Fax Server

Note: TheTR1034 1P boardisused asan example Fax Server for thistopol ogy.
The SR140 Software can also be used as the Fax Server.

» Follow the steps below to configure the TR1034 board using the Dialogic
Brooktrout Configuration Tool to support this network topology.

1. Open the Dialogic Brooktrout Configuration Tool in Advanced Mode.

# Brooktrout Configuration Tool - Advanced Maode
Fle Wew Ophors  Hep

[~ I R
Hame Sees  fooh | Lcerms  Heo

~ Brookirout |Boston Host Seracs - Hueeng|
Doiiwer Faramelens (@l boacs| B
BT Cal Faramaters (41l boards| Brooktrout Configuration Tool
= Call Cantrct Pereameters
P odabe Oud 1. SR140
— IP Lol Cantinl Madues
P Advanced Mode
H3a2z

This page comains assantial information 10 Use tha 1nol efactiely. Fou can get to this page any tima by clicking on the Home icon o the 1o0lbar. The user interacs cansists of fwn vews: (2] the
explorer view and [b) the conert view.

The explorer siew sllows you 1o navigate through the uarious confiqurahble components of Brooktmut Hardware snd Sofware The content siew cantains sither informational contert such as this page
or controls that allos you o fine tuns the Brookiou componants

In this mode you can L
= Edit call control configuration par module
* Edit the brcall parametars
= Edit ihe davice dnver paramstars.
* Eaue the configuration informstion
* And finally spaly the corfigurstion.

Flease note that you must apply the corfiguration information for the changes to take effect. The apply action is awailable from the toolbar a5 well as fom the Gptians menu
Undar normal condtions (that is, all Bmekirout hareaers installed on your system has 1ha same ship level nunbar an ther), the fon tonl should corme up in the Wizard

Mode. It can also be lsunched =xplicily 1o come up in the sdvsnced mods by using /a or —advanced command line aption. §you did not speciy this option and the tool came up in in this mode,
il i3 because hardware detected by the tool required identiication or the host systern has mome than one type of Bmokirout herdware models installed

Figure 44. Dialogic Brooktrout Configuration Tool

2. Thetool detectsan |P modulein the system. The following screen appears.
Select H.323.
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Configure IP Stack x|

IP Enabled module(z] have been detected in pour system.
‘wiould wou like to configure a Brooktrout IP stack to run on
thiz modulefz]?

" Mane

" 5IP

" Both [SIP and H323]

oK Q{J Cancel |

Figure 45. IP Parameters

3. Thefollowing screen appears. Select the TR1034 module in the left pane.
Then select IP in the Call Control Type box.

ﬂ:Brooktrout Configuration Tool - Advanced Mode

_|ol x|
File Wiew Options Help
fal & = (=] i a1 %
Home Back  Fest Save  Apply | Licenze Help
=- B_rooktrout [Boston Host Service - Stopped)

Global Settings | Clack Settingsl Port & I
i Diriver Parameters [All boards)

- BT Call Parameters (&l boards) Call Control Type:
- Call Control Parameters

Module 0x2: TR1034+P24424FH-T1
irtual Module - Mot Available

Mumber of Channels to Download:

E| IP Call Cortrol Modues Carnection [nfarmation: I @I
""" H.323 PCM Companding: [MU-Law =l
Enable Static Ring D etection: IYes j

JATE Redial Restriction: |3 tirnes in 3 minutes j

Figure 46. Call Control Type

4, Select the Ethernet/IP Port tab.

ﬂ:Brooktrout Configuration Tool - Advanced Mode

_|ol x|
File Wiew Options Help
fat - =» = 53 ?
Home Back  Fest Save  Apply | Licenze Help
[=- Brooktrout ([Boston Host Service - Stopped]

- Driver Parameters [All boards]
- BT Call Parameters (&l boards)
- Call Control Parameters

Module 0x2: TR1034+P24424FH-T1 IF Address:
irtual Module - Mot Available

Global Settingsl Clock Settings  Ethemet/IP Pmt[g

IP Call Contral Madule:

5 IP Call Contiol Modules 1P Netmask:
e H.323 IP Gateway:
IP Broadcast:
Lowest P Part Murnber: |EBDDD
Highest IP Port Mumber: |5?DDD
Ethernet Speed: IAuto j
ARP timeout, min: |1 0

Figure 47. Ethernet/IP Port
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Configuring the Dialogic Brooktrout Fax Server

5. Complete the screen as indicated below.

5 Brooktrout Configuration Tool - Advanced Mode 10l =|
File Wiew Options Help
fat - =» =] 53 ?
Home Back  Fest Save  Apply | Licenze Help
[l Brooktrout [Boston Host Service - Stapped] | Giobal Settings I Clock Settings  Ethemet/IP Port |
river Parameters [All boards]
TCall Parameters (41l boards) 1P Call Contral Madule: IH_323 j
[1- Call Contral Parameters
- Module 0x2: TR1034+P24V24FH-T1 | P Address: 10 .128. 53 . 20
irtual Module - Mot Available . l—
=P Call Contral Madules [P 2 255 252 . 0
e H.323 IP Gateway: 10 . 128 . 52 . 254
IP Broadcast: 10 0128 . B3 . 255 h
Lowest P Part Murnber: |EBDDD
Highest IP Port Mumber: |5?DDD
Ethemet Speed: IAuto j
ARP timeout, min: |1 0

Figure 48. Ethernet/IP Data
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6. Select H.323 in theleft pane. Click IP Parameters tab.

5 Brooktrout Configuration Tool - Advanced Mode 10l =|
File Wiew Options Help
@« = | d o e
Home Back  Fest Save  Apply | Licenze Help
1+ Brooktrout [Baston Host Service - Stopped) | General Information 1P P b | T38P | I RTPF. "
i Diriver Parameters [l boards) %
TCall Parameters [All boards] h323_default_gateway: | M. o. a0 U 1}
1+ Call Contral Parameters )
b Module 0x2: TR1034+P24v24FH-T1 | 1323 elBdalias: =l
irtual Module - Mot Available LI
B- IF* Eall Cantral Madules
- H.323 h323_gatekeeper_id: |
h323_gatekeeper_ip_address: | 1] 1] o .0 0
h323_gatekeeper_tt: |D
h323_h323|Dalias: | ;I

Figure 49.

h323_local_ip_address:
h323_Manufacturer:
h323_ManufacturerCode:
h323_max_sessions:
h323_register:
h323_support_altemnate_gk:
h323_t35CountryCode:
h323_t35E stension:

IP Parameters

Jo.0o.0.0 o

|Br00ktr0ut Technology

]

|25

[0 0 p—— 1
[0 0 p—— 1
|/ 0 ———f—

255

Jo

Show Advanced > |

52
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7. Click Show Advanced.

h323_local_ip_address:
h323_Manufacturer:
h323_ManufacturerCode:
h323_max_sessions:
h323_register:
h323_support_altemnate_gk:
h323_t35CountryCode:
h323_t35E stension:

Figure 50. Advanced Settings

Jo.0o.0.0 o

|Br00ktr0ut Technology

]

|25
[0 0 p——— 1
[0 0 p——— 1

T8 0 ————— 255

Jo

5 Brooktrout Configuration Tool - Advanced Mode 10l =|
File Wiew Options Help
fat - =» =] A | & ?
Home Back  Fest Save  Apply | Licenze Help
[=- Brooktrout ([Boston Host Service - Stopped] General Information 1P P | T38P ' I RTPF. .
Diriver Parameters (4l boards)
BTCall Parameters (41l boards) h323_default_gateway: | 1] 0 o . 0 o
1+ Call Contral Parameters )
b Module 0x2: TR1034+P24v24FH-T1 | 1323 elBdalias: =l
; -Wirtual Module - Mot Available LI
B- IF* Eall Cantral Madules
L H.323 h323_gatekeeper_id: |
h323_gatekeeper_ip_address: | 1] o . 0.0 0
h323_gatekeeper_tt: |D
h323_h323|Dalias: | ;I
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8. Thefollowing screen appears.

5 Brooktrout Configuration Tool - Advanced Mode 10l =|
File Wiew Options Help
fat - =» = 53 ?
Home Back  Fest Save  Apply | Licenze Help
[=- Brooktrout ([Boston Host Service - Running] General Informatian P Parameters T.38Parameters|
Diriver Parameters (4l boards)
BTCall Parameters (41l boards) h323_default_gateway: | 1] 0 o . 0 o
- Module 042: TR1034+P24y24FH-T1 | h323_e1B4alias: =
; - Wirtual Module - Mot Available LI
B- IF* Eall Cantral Madules
..... H.323 h323_gatekeeper_id: |
h323_gatekeeper_ip_address: | 1] 1] o .0 0
h323_gatekeeper_tt: |D
h323_h323|Dalias: | ;I
h323_local_ip_address: | o . 0. 0.0 ;0
h323_Manufacturer: |Br00ktr0ut Technology
h323_ManufacturerCode: |48
h323_max_sessions: |258
h323_register: IT 0 J— 1
h323_support_altemnate_gk: IT 0 J— 1
h323_t35CountryCode: 18 0 ———f— 5
h323_ta5E stension: Jo
Advanced Settings
Do not change these parameters unless you have %
been instructed ta do so
h323_FastStart: [o 0 p—— 1
h323_H2455tage: [ 0 ——}— &
h323_h245T unneling: [o 0 p—— 1
h323_0lcRejectRezponseTimeout: I -1 - J— 10000
4] | -

Figure 51. Advanced Settings

9. Complete the screen as indicated below.

54
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| My Brooktrout Configuration Tool - Advanced Mode =10 x|
Flo. Yow' Octlons' | Help
R IR
_Hnu Back Mol Save Apply | Licenee | Hep
= Brocktiout Beaton Host Senvioe - Stopeed] | Ganaral Infosmation 1P Pasametert | 138 Parametens |
Cirrvet Pacametss A boaed:|
BTCal Pasameters (Al boards] h323_dalall_gateveay jo.0,0.0 §0
=1 Call Contsol Paameten:
Moduba 02 TR10MaP2Ov2aFH.T1 | h322 8164akas 23119000 5
Wirtal Madules - Niod Avsllable ;l
= IP Cal Conirol Modules
Ha 1323_gatekeepsr_id [pv2at
hiZ3_gatekesper_o_sddiere jo.0.0.0 @0
h3Z3_gatekseper_itt f240
23 ha2ADaksr |1a°<=m =
E
h32_local_ip_address: 10.128.53.118 4 v
h323_Manufochuer [Eroaktiout Technolog,
h323_ManudacturelCode: |43
W23 § =3
h22 rogister sl ——— !
h323 sppod_slteenste_ghc [0 —— 1
h323_35CouninCode: & 0 =8
h323_t35Estension: o
Advanced Settng:
Do ot e parnsmetens uniess you have [‘%
nstructed bo do so
h323_FasiStat jo o p——1
h323 H24551ape BEl——E
h323_h245Turnelng: 00—
h323_DicRepetfiemonseT imeout: A 1 p——— 1o
o |

Figure 52. Advanced Settings Data

Note: Whenthe h323 local_ip _addressfield is set to the default value
(0.0.0.0:0), the system usesthe | P address of thefirst Ethernet modulein
the system and port number 1720. If there are more than one ethernet
modulesin the Fax Server then specify the actual 1P address of the
desired ethernet module that will be used.
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10. Click T.38 Parameter tab and complete fields as indicated below.

ﬂ:Brooktrout Configuration Tool - Advanced Mode

_|ol x|
File Wiew Options Help
fat - =» =] A | & ?
Home Back  Fest Save  Apply | Licenze Help
[=)- Brooktrout (Boston Host Service - Stopped] | General Information I |P Parameters  T.38 Parameter
Diriver Parameters (4l boards)
BTCall Parameters (&l boards) M aximurm Bit Fate, bps:
[=1- Call Contral Parameters ) .
© il Module Ox2 TR1034+P2424FH-T1 Media Renegatiate Delay Inbound, mzec: |4DDD
- Wirtual Module - Not Available Media Renegatiate Delay Outbound, msec: |-1
[=1- IP Call Contral Modules
LH.a23 T30 Fast Matify: IND j
UDPTL Redundancy Depth Contral: I? 0 J 3
UDPTL Redundancy Depth Image: I? 0 J 2
Figure 53. T.38 Parameters
11. Click Apply.
5 Brooktrout Configuration Tool - Advanced Mode 10l =|
File Wiew Options Help
fat - =» =] A || 8 ?
Home Back  Fest Save  Applyy)| Licensze Help
[=- Brooktrout ([Boston Host Service - Running]

- Anply Confi ki nI P Parameters  T1.38 Parameters
Criver Parameters (4l boards) Tppy Onriguration |

BTCall Parameters [4ll boards]
1+ Call Contral Parameters

M aximum Bit R ate, bps:

. Module 0x2: TR1034+P24v24FH-T1 Media Renegatiate Delay Inbound, mzec: |4UUU
- Virtual Module - Not Awvailable Media Renegatiate Delay Outbound, msec: |-1
[=1- IP Call Contral Modules
LH.a23 T30 Fast Matify: IND j
UDPTL Redundancy Depth Contral: I? 0 J 3
UDPTL Redundancy Depth Image: I? 0 J 2

Figure 54. Apply

The following screen appears. When the Host Serviceis started continue to the
next step.

Brooktrout Configuration Tool =]

Attemnpting to start boston host service. ..

1

Figure 55. Start Host Service
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12. From the File menu, select Exit.

#% Brooktrout Configuration Tool - Advanced Mode

=1ol x|
File Wiew Options Help
= = A | & ?
Home Ba [ext Save  Apply | Licensze Help
[=1- Broaktrout [Baston Host Service - Running)

Diriver Parameters (4l boards)

BTCall Parameters [4ll boards]

Call Contral Parameters

- Module 0x2: TR1034+P24424FH-T1
irtual Module - Mot Available

Figure 56.

General Information I IPP. b

Fax Tranzporting Protocal:
M aximum Bit R ate, bps:

Media Renegatiate Delay Inbound, mzec:

Media Renegatiate Delay Outbound, msec:

T30 Fast Motify:
UDPTL Redundancy Depth Contral:
UDPTL Redundancy Depth Image:

Exit

| RTP Paramet

Show Advanced > |
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Configuration Files

Use the configuration filesin the section below to help you configure the
TR1034 board.

Appendix D, TR1034 Configuration Files on page 462
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Configuring the Cisco Gatekeeper

See the configuration file in Appendix D, Sartup-Config (Gatekeeper PV2821) on page 467 as aguide to
configure your Cisco Gatekeeper.

Cisco Documents

For more information on how to configure your Cisco |0S-based H.323 Gatekeeper refer to the following
documents from Cisco Systems.

m  Understanding Cisco IOSH.323 Gatekeeper Call Routing - Document ID 2446
http: //mww.cisco.comVen/U S'tech/tk1077/technologies_tech _note09186a00800a8928.shtml

m  Understanding H.323 Gatekeepers — Document ID 5244
http: //mww.ci sco.comywar p/public/788/voi p/under stand-gatekeeper s.html

m  Basic Two Zone Cisco Gateway-to-Gatekeeper Configuration — Document ID 21063

http: //imwww.ci sco.comVen/U S'tech/tk1077/technologies_configuration_example09186a00800a9a56.shtml
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Configuring the Cisco Media Gateway

Configuring the Cisco Media Gateway involves the following:
m  Enable T.38 support

m  Configureline card interface

m  Configure Dial-Peers (VolP and POTS)

m  Configure H.323 Gatekeeper support

Seethe configuration filein Appendix D, Sartup-Config (Gateway PV3845) on
page 472 as a guide to configure your Cisco Media Gateway.

60
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Verifying the Configuration

Verifying the Configuration

Use the Dialogic Brooktrout Fax and Voice Diagnostic Test utility asfollowsto
test the configuration for an inbound and outbound call.

Thistest verifies the following:

m  SR140 Software configuration
m  Cisco Media Gateway configuration

Verifying the Fax Server Basic Configuration

Before continuing, refer to Appendix A, Verifying Basic Configuration - Fax
Server 172.20.231.122 on page 414 to verify that the Fax Server softwareis
installed correctly. Be sure to replace the | P address 172.20.231.122 with
10.128.53.119 to perform the basic test for this particular example from this
topol ogy.
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Inbound Call

» Follow the stepsbelow totest acall inbound tothe Fax Server from the
PSTN.

1. Openthe Fax and Voice Diagnostic Test utility.

|_§‘_ Fax and Yoice Diagnostic Test for Windows : SDK 5.0.083 x|

Action Logging Help

Choose Functionality Board,l’ModuIe DlaI,I’Send ResetfHangup
’7 " Woice “ 1, Driver: | 2 Telephonyl 3. Initialize: | Currentl Al HVCurrentl All—l‘ Park: Historyl Laoping Off |

Port Status Phone number Part Status Phone number

1. Mot fvailable [ 16 Mothvalable —
Mok Available l— 17, Mot Available l—
Mok Available l— 18, Mot Available l—
Mok Available l— 19, Mot Available l—
Mok Available l— 20, Mok Available l—
Mok Available l— 21, Mok Available l—
Mok Available l— 22, Mok Available l—
Mok Available l— 23, Mokt Available l—
Mok Available l— 24, Mok Available l—
10, Mot Available [ 25 Mothvalable —
11, Mot fvailable [ 25 Mothvalable —
12, Mot Available l— 27, Mok Available l—
13. Mot fvailable [ 25 Mothvalable —
14, Mot fvailable [ 29, Mothvalable —
15, Mot Available l— 30, Mok Available l—

09/24/2007 16:25:04 [**] FaxYoiceDiag version 2,2,587.0, ;I
09/24/2007 16:25:04 [**] Boston driver v5.3.00 (Build 3)

-]

Alarm State: Mo Alarm Framing: 0 CRC: 0 Ei-Polar Yiolations: 0 Clock Slips: 0 Reset |

Figure 57. Fax Diagnostic Tool
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2. Select the module number. In this example, the module is 0x02 for the
TR1034 board

|_§‘_ Fax and Yoice Diagnostic Test for Windows : SDK 5.0.083 x|

Action Logging Help
Dial{Send ResetfHangup
@ Fax  Woice “ 1, Driver: | 2 Telephonyl’r& Initialize “ 'l ’7Current| Al i ’7Current| All—l‘ Park Histary: | Laoping Off |
Port Status Phone number ort Skatus Phone number

1. Mot Available I 16, Mot Available I
Figure 58. Board/Module

"Choose functionality Board{Module

3. Click Initialize to initialize the TR1034 board.

|_§‘_ Fax and Yoice Diagnostic Test for Windows : SDK 5.0.0B3
Action Logging Help

Choose Functionality Board,l’ModuIe DlaI,I’Send ResetfHangup
’7(3' Fax 1 Voice “ 1, Driver: | 2 Telephonyl 3 Inltlallzﬂ Currentl Al HVCurrentl All—l‘ Pork Histary: || Looping OFf |

Figure 59. Initialize Board
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4. Seethe bottom of the screen for the indication that the initialization is
complete.

|_§‘_ Fax and Yoice Diagnostic Test for Windows : SDK 5.0.083 x|

Action  Logging  Help

Choose Functionality Board,l’ModuIe DlaI,I’Send ResetfHangup
’7(3' Fax  Voice “ 1, Driver: | 2 Telephonyl 3. Initialize: |Dx02 - Currentl all i ’7Current| All—l‘ Port Hiskory | Laoping Off |

Port Status Phone number Part Status Phone number

1.

N s

. Waiting for 1P Call [ 25 Mothvalable —
. Waiting for 1P Call [ 25 Mothvalable —
. Waiting For IP Call l— 27, Mot Available l—
. Waiting for 1P Call [ 25 Mothvalable —
. Waiting for 1P Call [ 29, Mothvalable —
. Waiting for 1P Call [ 3. Mothvalable —

Waiting For TP Call [T 16 watingforIpcal —
Waiting For TP Call [ 17 watingforIpcal —
Waiting For TP Call [ s waltingforIpcal —
‘Waiting For IP Call l— 19, Waiting for IP Call l—
Waiting For TP Call [ =z walingforIpcal —
Waiting For TP Call [ 21 watingforIpcal —
Waiting For TP Call [ zz. watingforIpcal —
‘Waiting For IP Call l— 23, Waiting For IP Call l—
Waiting For TP Call [ 24 watingforIpcal —

09/24/2007 16:27:51 [**] Board/Module 0x2; ;I
09/24/2007 16:27:51 [**]  Boot ROM v1,7.1 (Buid 9

09/24/2007 16:27:51 [**]  Control Proc v3.1.1 (Build 50)

09/24/2007 16:27:51 [**]  DSP v3.1.1 (Build 503

09/24/2007 16:27:51 [**] Board-level notifications supported,

09/24/2007 16:27:51 [**] @ Initializing 24 channels... j
-
Alarm State: Mo Alarm Framing: 0 CRC: 0 Ei-Polar Yiolations: 0 Clock Slips: 0 Reset |

Figure 60. Initialization Complete

64

This document is not to be distributed to a third party without written permission from Dialogic.



Verifying the Configuration

5. Call the following number from the PSTN: 323119000. Watch al the
channels because a call should come in on one of the waiting channels.

|_§‘_ Fax and Yoice Diagnostic Test for Windows : SDK 5.0.0B3
Action Logging Help

Choose Functionality Board{Module Dial{Send ResetfHangup
& Fa € Vaoice 1, Driver: | 2 Telephonyl IDxDZ 'l ’7Current| all i ’7Current| All—l‘ Port Hiskory | Laoping Off |

Port Status Phone number Part Status Phone number

1. Waiting for TP Call [ 16 watingforIpcal —
Waiting For TP Call [ 17 watingforIpcal —
Waiting For TP Call [ s waltingforIpcal —
‘Waiting For IP Call l— 19, Waiting for IP Call l—
Waiting For TP Call [ =z walingforIpcal —
Waiting For TP Call [ 21 watingforIpcal —
Waiting For TP Call [ zz. watingforIpcal —
‘Waiting For IP Call l— 23, Waiting For IP Call l—
Waiting For TP Call [ 24 watingforIpcal —
10, Waiting for TP Call [ 25 Mothvalable —
11, Waiting for TP Call [ 25 Mothvalable —
12, Waiting for IP Call l— 27, Mot Available l—
13, Waiting for TP Call [ 25 Mothvalable —
14. Waiting for TP Call [ 29, Mothvalable —
15, Waiting for IP Call I 30, Mok Available I

09/24/2007 16:27:51 [**]  Boot ROM v1,7.1 (Buid 9 |
09/24/2007 16:27:51 [**]  Control Proc v3.1.1 (Build 50)

09/24/2007 16:27:51 [**]  DSP v3.1.1 (Build 503

09/24/2007 16:27:51 [**] Board-level notifications supported,

09/24/2007 16:27:51 [**] @ Initializing 24 channels...

N s

09/24/2007 16:29:15 [00] Pausing for 2000ms before Reset, I j
-
Alarm State: Mo Alarm Framing: 0 CRC: 0 Ei-Polar Yiolations: 0 Clock Slips: 0 Reset |

Figure 61. Call Complete
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6. Selectthe Phone number box for from the channel onwhich the call came
in.

|_§‘_ Fax and Yoice Diagnostic Test for Windows : SDK 5.0.083 x|

Action Logging Help

@ Fay  Yoice

"Choose functionality “

Board,l’ModuIe DlaI,I’Send ResetfHangup
1, Driver: | 2 Telephonyl 3. Initialize: |Dx02 - Currentl all i ’7Current| All—l‘ Part Hiskory | Looping GFf; |

Paort Status

1.

‘Waiting For IP Call

Phone number Part Status Phone number

I |

2. Waiting For IP Cal [ 17 watingforIpcal —
3, Waiting For IP Cal [ s waltingforIpcal —
4, Waiting for IP Call l— 19, Waiting for IP Call l—
5. Waiting For IP Cal [ =z walingforIpcal —
& Waiting For IP Cal [ 21 watingforIpcal —
7. Waiting For IP Cal [ zz. watingforIpcal —
8, Waiting for IP Call l— 23, Waiting For IP Call l—
a9, Waiting For IP Cal [ 24 watingforIpcal —
10, Waiting for TP Call [ 25 Mothvalable —
11, Waiting for TP Call [ 25 Mothvalable —
12, Waiting for IP Call l— 27, Mot Available l—
13, Waiting for TP Call [ 25 Mothvalable —
14. Waiting for TP Call [ 29, Mothvalable —
15. ‘Waiting For IP Call |— 30, Mak Available |—

09242007 16:27:51 [**]  Book ROM v1,7.1 (Buid 9) -]

09/24/2007 16:27:51 [**]  Control Proc v3.1.1 (Build 50)

09/24/2007 16:27:51 [**]  DSP v3.1.1 (Build 503

09/24/2007 16:27:51 [**] Board-level notifications supported,

09/24/2007 16:27:51 [**] @ Initializing 24 channels...

09/24/2007 16:29:15 [00] Pausing for 2000ms before Reset, j
-

Alarm State: Mo Alarm

Framing: 0 CRC: 0  Bi-Polar Yiolations: 0 Clock Slips: 0 Reset |

Figure 62. Select Phone Number Box for Call
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7. Click Port History.

|_§‘_ Fax and Yoice Diagnostic Test for Windows : SDK 5.0.083 x|

Action Logging Help

Choose Functionality Board,l’ModuIe DlaI,I’Send ResetfHangup
’7(3' Fax  Voice “ 1, Driver: | 2 Telephonyl 3. Initialize: |Dx02 - Currentl all i ’7Current| All—l‘ Port HistoryJ Laoping Off |
43

Port Status Phone number Part Status Phone number

1. ‘aiting for TP Call [ 6. waltingfor TP cal —
Waiting For TP Call [ 17 watingforIpcal —
Waiting For TP Call [ s waltingforIpcal —
‘Waiting For IP Call l— 19, Waiting for IP Call l—
Waiting For TP Call [ =z walingforIpcal —
Waiting For TP Call [ 21 watingforIpcal —
Waiting For TP Call [ zz. watingforIpcal —
‘Waiting For IP Call l— 23, Waiting For IP Call l—
Waiting For TP Call [ 24 watingforIpcal —
10, Waiting for TP Call [ 25 Mothvalable —
11, Waiting for TP Call [ 25 Mothvalable —
12, Waiting for IP Call l— 27, Mot Available l—
13, Waiting for TP Call [ 25 Mothvalable —
14. Waiting for TP Call [ 29, Mothvalable —
15. ‘Waiting For IP Call |— 30, Mak Available |—

09/24/2007 16:27:51 [**]  Boot ROM v1,7.1 (Buid 9 |
09/24/2007 16:27:51 [**]  Control Proc v3.1.1 (Build 50)

09/24/2007 16:27:51 [**]  DSP v3.1.1 (Build 503

09/24/2007 16:27:51 [**] Board-level notifications supported,

09/24/2007 16:27:51 [**] @ Initializing 24 channels...

N s

09/24/2007 16:29:15 [00] Pausing for 2000ms before Reset, j
-
Alarm State: Mo Alarm Framing: 0 CRC: 0 Ei-Polar Yiolations: 0 Clock Slips: 0 Reset |

Figure 63. Port History
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8. Veify that the inbound call was successful.

|_§‘_ Fax and Yoice Diagnostic Test for Windows : SDK 5.0.083 x|

Action  Logging  Help

Choose Functionality Board,l’ModuIe DlaI,I’Send ResetfHangup
’7(3' Fax  Voice “ 1, Driver: | 2 Telephonyl 3. Initialize: |Dx02 - Currentl all i ’7Current| All—l‘ Port Hiskory | Laoping Off |

Port Status Phone number Part Status Phone number

1. ‘aiting for TP Call [ e waltingfor TP cal [

2. WWaitina For TP Call 17. WWaitinn Frr TR Call
Hi —
09/24/2007 16:27:51 Resetting Channel ;I all I
09/24/2007 16:27:51 Waiting for IP Call
09/24/2007 16:25:54 DID: 323119000 CallerID: TA:10,128.52.4:21950,NAME : pv3845@cant all I
09/24/2007 16:28:58 Call answered -l l—
09/24/2007 16:29:03 R¥ Remote ID ™ =
09/24/2007 16:29:06 Receiving Fax, al l—
09/24/2007 16:29:15 BadLines =0
09/24/2007 16:29:15 Baud Rate = 14400 Bps Call I
09/24/2007 16:29:15 Confirm Wal = MCF
09/24/2007 16:29:15  Duration = 17 seconds al |
09/24/2007 16:29:15 ECM =256 I—
09/24/2007 16:29:15 Line Format = MMR
09/24/2007 16:29:15  Resolution = 200Hx100% {Mormal) l—
09/24/2007 16:29:15 Total Lines = 400

for 2000ms before Reset,

09/24/2007 16:27:51 [**]  Boot ROM v1,7.1 (Buid 9 |
09/24/2007 16:27:51 [**]  Control Proc v3.1.1 (Build 50)

09/24/2007 16:27:51 [**]  DSP v3.1.1 (Build 503

09/24/2007 16:27:51 [**] Board-level notifications supported,

09/24/2007 16:27:51 [**] @ Initializing 24 channels...

09/24/2007 16:29:15 [00] Pausing for 2000ms before Reset, j
-
Alarm State: Mo Alarm Framing: 0 CRC: 0 Ei-Polar Yiolations: 0 Clock Slips: 0 Reset |

Figure 64. Successful Call
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9. Click OK.

|_§‘_ Fax and Yoice Diagnostic Test for Windows : SDK 5.0.0B3

Action  Logging  Help

Choose Functionality
’7(3' Fax & Vnice “

Board,l’ModuIe
1, Driver: | 2 Telephonyl 3. Initialize: |Dx02 -

DlaI,I’Send ResetfHangup
Currentl Al HVCurrentl Al

x|

I—l‘ Part Hiskory | Looping GFf; |

Part Status
16, Waiting for IP Call

Phone number

Z. WWaitinn For TR Call [

History for Channel 1

09/24/2007 16:27:51 Resetting Channel ;I all
09/24/2007 16:27:51 Waiting for IP Call

09/24/2007 16:25:54 DID: 323119000 CallerID: TA:10,128.52.4:21950,NAME : pv3845@cant all
09/24/2007 16:28:58 Call answered -
09/24/2007 16:29:03 R¥ Remote ID ™ I~
09/24/2007 16:29:06 Receiving Fax, =l

Paort Status
1. Waiting for IP Call

17, Waikinn Frr TP Call

09/24/2007 16:23:15  BadLines =0

09/24/2007 16:22:15  Baud Rate = 14400 Bps Call
09/24/2007 16:23:15  Canfirm Yal = MCF

09/24/2007 16:29:15  Duration = 17 seconds al
09/24/2007 16:23:15  ECM =256

09/24/2007 16:23115  Line Format = MMR

09/24/2007 16:29:15  Resolution = 200H:x100% {Mormal)
09/24/2007 16:29:15 Total Lines = 400
09/24/2007 16:29:15 Page 1:

or 2000ms before Reset,

Phone number

09/24/2007 16:27:51 [**]
09/24/2007 16:27:51 [**]  Control Proc v3.1.1 (Build 50)
09/24/2007 16:27:51 [**]  DSP v3.1.1 (Build 503
09/24/2007 16:27:51 [**] Board-level notifications supported,
09/24/2007 16:27:51 [**] @ Initializing 24 channels...
09/24/2007 16:29:15 [00] Pausing for 2000ms before Reset,

Book ROM v1,7.1 (Build 2)

s

Alarm State: Mo Alarm Framing: 0 CRC:

0  Bi-Polar Yiolations:

0 Clock Slips:

0  Reset |

Figure 65. OK
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Outbound Call

» Follow the steps below to verify outbound fax traffic from the Fax
Server tothe PSTN.

1. Select the Phone Number box for port 1.

|_§‘_ Fax and Yoice Diagnostic Test for Windows : SDK 5.0.0B3

Action Logging Help

Choose Functionality Board,l’ModuIe DlaI,I’Send ResetfHangup
’7(3' Fax  Voice “ 1, Driver: | 2 Telephonyl 3. Initialize: |Dx02 - Currentl all i ’7Current| All—l‘ Port Hiskory | Laoping Off |

Phone number

Port Status Phone number Part Status

1. ‘aiting for TP Call [ 6. waltingfor I cal [
2, ‘Waiting for IP Call I 17, Waiting for IP Call I

| S e

Figure 66. Phone Number Box

2. Enter the phone number as follows: NAME:PV3845,1000000

Fax and Yoice Diagnostic Test for Windows : SDK 5.0.0B3

Action Logging Help

Choose Functionality Board,l’ModuIe DlaI,I’Send ResetfHangup
’7(3' Fax  Voice “ 1, Driver: | 2 Telephonyl 3. Initialize: |Dx02 - Currentl all i ’7Current| All—l‘ Port Hiskory | Laoping Off |

Phone number

Port Status Phone number Part Status

1. ‘aiting for TP Call [ramE:pv3ses, 1000000, s 16, Waiting For TP Call [

| S e |

2, ‘Waiting for IP Call I 17, Waiting for IP Call I

Figure 67. Gateway Phone Number
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3. Click Current to send the call.

|_§‘_ Fax and Yoice Diagnostic Test for Windows : SDK 5.0.083 x|
Action Logging Help

Choose Functionality Board,l’ModuIe DlaI,I’Send ResetfHangup
’7(3' Fax  Voice “ 1, Driver: | 2 Telephonyl 3. Initialize: |Dx02 - Currenf\l all HVCurrentl All—l‘ Port Historyl Laoping Off |

Port Status Phone number Part Status Phone number

1. ‘aiting for TP Call [FBME:pYSE4E,1000000 | 16. Waiting for IP Cal [

Figure 68. Current

4. Notethe status at the bottom of the screen. Port 1 [00] pauses when the call
is completed.

|_§‘_ Fax and Yoice Diagnostic Test for Windows : SDK 5.0.083 x|
Action Logging Help

Choose Functionality Board,l’ModuIe
’7(3' Fax  Voice “ 1, Driver: | 2 Telephonyl 3. Initialize |Dx02 =~

Port Status Phone number Part Status Phone number

1. ‘aiting for TP Call [FBME:pYSE4E,1000000 | 16. Waiting for IP Cal —
Waiting For TP Call [ 17 watingforIpcal —
Waiting For TP Call [ s waltingforIpcal —
‘Waiting For IP Call l— 19, Waiting for IP Call l—
Waiting For TP Call [ =z walingforIpcal —
Waiting For TP Call [ 21 watingforIpcal —
Waiting For TP Call [ zz. watingforIpcal —
‘Waiting For IP Call l— 23, Waiting For IP Call l—
Waiting For TP Call [ 24 watingforIpcal —
10, Waiting for TP Call [ 25 Mothvalable —
11, Waiting for TP Call [ 25 Mothvalable —
12, Waiting for IP Call l— 27, Mot Available l—
13, Waiting for TP Call [ 25 Mothvalable —
14. Waiting for TP Call [ 29, Mothvalable —
15, Waiting for IP Call I 30, Mok Available I

09/24/2007 16:27:51 [**]  Control Proc v3.1.1 (Build 50) ;I
09/24/2007 16:27:51 [**]  DSP v3.1.1 (Build 503

09/24/2007 16:27:51 [**] Board-level notifications supported,

09/24/2007 16:27:51 [**] @ Initializing 24 channels...

09/24/2007 16:29:15 [00] Pausing for 2000ms before Reset,

ResetfHangup
all ’7Current| All—l‘ Part Hiskory | Looping GFf; |

N s

09/24/2007 16:34:47 [00] Pausing for 2000ms before Reset, I j
-
Alarm State: Mo Alarm Framing: 0 CRC: 0 Ei-Polar Yiolations: 0 Clock Slips: 0 Reset |

Figure 69. Call Complete

5. Click Port History while having the Phone Number box for Port 1
highlighted.
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|_§‘_ Fax and Yoice Diagnostic Test for Windows : SDK 5.0.0B3
Action Logging Help

Choose Functionality Board,l’ModuIe DlaI,I’Send ResetfHangup
’7(3' Fax  Voice “ 1, Driver: | 2 Telephonyl 3. Initialize: |Dx02 - Currentl All i ’7Current| Al

Port Status Phone number Part Status

1. ‘aiting for TP Call [FBME:pYSE4E,1000000 | 16. Waiting for IP Cal

Figure 70. Port History

6. Verify that the call was successful then click OK.

I—l‘ Fart Historyl\l Looping GFf; |
23
l—

——————————
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6
Topology: H.323 - CUCM 4.2(3) - H.323

Introduction

In this topology, the CUCM (Version 4.2.3) does all the call control. The
gateway sends all signaling (H.323) to the CUCM which forwards it along to
the Fax Server. The Fax Server responds to the CUCM and the CUCM
forwards all signaling back to the gateway. Once the call is established, the fax
traffic flows directly between the gateway and the Fax Server.

Note: The SR140 Softwareis used as an example Fax Server in this chapter.
The TR1034 IP board can aso be used as Fax Server.
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The diagrams below show the I P addresses of the hardware which are also
included in the procedure and configuration files referenced in this chapter.

Outbound Number Dialed; 1000 0XX
cucm
CUCM does 4.2.3
Setup / Tear Down pwras CUCM does
N—§1 Setup / Tear Down
> [mm] ¢
172.20.231.254 ™ @
H 3;:?\'
\ o
® ” PSTN )
e /.-'
T.38 Fax GWY —_—
Fax Traffic 172.20.221.200
Server
1722023121

Figure 71. Outbound Call - CUCM Does Call Control - H.323 -
CUCM 4.2(3) - H.323 Topology

cucm
CUCM does 4.2.3
Setup / Tear Down =, CUCM does
N A Setup / Tear Down
172.20.231,254 oy \®
H.323 ~ Inbound Mumber Dialed: 323 254 XXX
® " PSTN
T.38 Fax GWY SN
Traffic 172.20.221.200
Server
172,20.231.122

Figure 72. Inbound Call - CUCM Does Call Control - H.323 - CUCM
4.2(3) - H.323 Topology
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Configuration Sequence

Configuration Sequence

Follow the configuration sequence below for this topology:

m  Configuring the Dialogic Brooktrout Fax Server on page 76
m  Configuring the Cisco Media Gateway with |OS Commands on page 80
m  Configuring the Cisco Unified Communications Manager on page 81

¢ Configuring the Trunk Between the CUCM and the Cisco Media
Gateway on page 82

+ Configuring a Route Pattern for a Trunk to the Cisco Media Gateway
on page 93

* Configuring a Route Pattern for a Trunk to the Fax Server on page 97
m  \erifying the Configuration on page 101
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Configuring the Dialogic Brooktrout Fax Server

» Follow the steps below to configur e the SR140 Softwar e using the
Dialogic Brooktrout Configuration Tool to support this network
topology

1. Open the Dialogic Brooktrout Configuration Tool in Advanced Mode.

# Brooktrout Configuration Tool - Advanced Mode

Fle Wiew Opbors  Hep

i [~ T, 4
Home Save  opeh | Lcerss Help
= Brockiroul [Bozhon Host Sereics - Ruraing|
Coibver Paramelers [l boads| .
BTl Paramaters ()l boards| Brooktrout Configuration Tool

= CallConhicl Paamelers
bhodike Dt SR140
=P Call Canfrol Modues
SIF
H3E

Advanced Mode
This page cortains essential infarmation 10 use the 10l efectiely. You can get to this page any time by clicking on the Home icon an the 1oolbar. The user intedface consists of ben vess: (2] the
explorer view and [b) the cordent view.

The explorr siew allows you 1o navigate through the varkous o ; af
or controls 1hat allow you fa fine tune the Brooktou componants.

Haritware and Software. The content siews cantaing either informetional contem such as this pag

In this mode you can: Ik
* Edit call contral configuration par module.
* Edit the bteall parameters.
= Edit he davica dnver paramatars.
= Eaue the confiquration informtion.
* And finally apply the cordiguraiion.

Fleaze note that wou muzi apply the cordiguration infarmation far the changes to take effect. The apply action i available from the toolbar 8= well as fom the Optians menu.
Urder normal conditions (that is, all Ermokirout hardeeare installed on your system has 1he sarme ship leval nuenbar programmed on them), the configuration tonl should corne up in the Wizard

Mode. It can alzo be lzunched explicily 10 come up in the advanced mode by using fa or —advanced command line option. i vou did not specdy this option and the tool came wp in in this mode,
il is because hardware detected by the tool required identification or the host systern has mone than one type of Brookirout hardvwane models installed

Figure 73. Dialogic Brooktrout Configuration Tool

2. Configure for the H.323 protocol asfollows. Under IP Call Control
Modules, click H.323 then click the IP Parameters tab.

The following screen appears.
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- Brooktrout Configuration Tool - Advanced Mode

Fla View Opticrs Help

@ & =  ®
Back

=

=

Save Agoly | License Heln

— Brodhout [Bocton Hott S envice - Funving]

Dt Parametars (S0 bosds]
BTCHE Parasventers (4 baand]
=i Call Contiol Paametens
Moduls 0441 SA14D
= 1P Gl Contool Mochdes
H.123

Geneid Inloemation, IP Pasomedters | 7 38 Paramaters |

WIZ3_cieloull_gateway
haZd el Gdakax

W23 _galekeeper_id
WIZ3_galekescsr o sddear
WIZ3_galekpepes_t
h3E3 hI2 B0 skar

R332 lecal_ip_addesr
B3 Mardoc e

B3 MamidnchasCode
hIES ma_petnons
h323_reguter

B3 supporl_alninate_gk
K323 15 eunhyCode
23 135E e

Figure 74.

IP Parameters

eS| R B b~ S e

[Brockinout Technology

I

[z=e

o0 p— 1
o —— 1
e o = =

[o
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3. Click Show Advanced. Thefollowing screen appears. Completethefields
asindicated below.

& Brooktrout Configuration Tool - Advanced Mode

Fle View Opboce Help
All« =+ A @& *
Halm Basck Seve  Apply | Licende Helg

= Brodkhout @eston Hott Senice - Rurming] Germal Indoemation I Parametory | 1.38 Pasarmeter: |
Direet Paramebers (A1 bosnds|

BTCSE Paramater: (20 Boands) HE23. el gabewiay ] 1] [i] o o
= CalliCortiol Psametes:
Module (nd1- SA14D K3z el Edabax
= 1P Gl Contead Modhders
Haz3 - —
W23 palekesper_id [
HIZ3_galekeeper_p_sddear [o ] [1] o o
WIZE_gatekeper_tth o
e By 1f T
K23 local_ip_sddear V2. W Zn 12 - 172D
K323 Mamdacharer [Brockiscut Technology
B3 MamdnchaeiCode [42
323 _mau_pessions: [=2

323 regiter [0 p— 1
W3 suppor_alininale_gh [7 0 | i
F323_I5CeunyCode & 0 — =
Y 135E sension [o

Advanced Setlngs

Do reot change thce paramaters unkes sou hive

[been nstruched to do 5o
K323 FaatSimt [0 pJ—— 1
323 H2455180e: [0 — &
K322 ST unneleg [0 p——— 1
323 OkcRemctfinsponseTemout a1 p——— 10000

Figure 75. Advanced Settings

Note: Whenthe h323 local_ip addressfield is set to the default value
(0.0.0.0:0), the system uses the | P address of thefirst Ethernet modulein
the system and port number 1720. If there are more than one ethernet
modulesin the Fax Server then specify the actual |P address of the
desired ethernet module that will be used.

4. Set thefields below asfollows to ensure that Cisco interoperability works
correctly.

¢ h323 FastStart =0
¢ h323 H245Stage = 3
¢ h323 h245Tunneling=0
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5. Click T.38 Parameter and complete fields as indicated below.

v Brooktrout Configuration Tool - Advanced Mode
Fle View Options Help

I HE @

Home Bacg Save  Apply

g ?
Licenze Help

=1 Brooktrout [Previous Page|-Rumning | General Information ] IP Parameters  T.38 Parameters l
Diriver Parameters (4l boards)
BTCallParametes Al boads) Masimm Bt Rte, bps: -
—|- Call Control Parameters
Madule 0x41: SR140 Media Renegotiate Delay Inbound, mzec: |4DDD
=P Eall;ﬁ;;tml Modules Media Renegotiate Delay Outbound, msec: |-‘I
5P T30 Fast Nty Mo =
UDPTL Redundancy Depth Contral: l? 0 J 3
UDPTL Redundancy Depth Image: l? 0 J 2

Figure 76. T.38 Parameters

6. Under Call Control Parameters, click Module 0x41: SR140 and select the
Parameters tab. Complete the fields as indicated below.

v Brooktrout Configuration Tool - Advanced Mode
Fle View Options Help

W | HE @

Home Back Save  Apply

g ?
Licenze Help

=I- Brooktrout [Boston Host Service - Running)
Diriver Parameters (4l boards)
BTCall Parameters [4ll boards]

—|- Call Control Parameters

= IP Call Corntral Modules

General rformation Parameters

IP Call Contral Maodule:
IP Interface

Lowest P Part Murnber:

[H.323 |

|Broadcom Metxtreme Gigabit Ethernet - Packet Scj

H.323 I5000
Highest IP Part Mumber: |s7000

Figure 77. Module 0x41: SR140 Parameters

7. Select the desired network interface controller (NIC) for the IP Interface
field.

8. Click Apply.

Configuration Files

Use the configuration filesin the sections below to help you configure the
SR140 Software:

Appendix E, SR140 Configuration Files on page 480
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Configuring the Cisco Media Gateway with 10S
Commands

Configuring the Cisco Media Gateway involves the following.

m  Enable T.38 support
m  Configureline card interface
m  Configure Dial-Peers (VolP and POTS)

See the configuration filesin Appendix E, Cisco Gateway-Config on page 485
as aguide to configure your Cisco Media Gateway with |OS commands.
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Configuring the Cisco Unified Communications
Manager

The procedure includes the following:

m  Appendix M, Configuring Service Activation on page 604 (if not

completed already)

m  Appendix M, Configuring Service Parameters on page 609 (if not
completed already)

m  Configuring the Trunk Between the CUCM and the Cisco Media Gateway
on page 82

Configuring the Trunk Between CUCM and the Fax Server on page 87

Configuring a Route Pattern for a Trunk to the Cisco Media Gateway on
page 93

m  Configuring a Route Pattern for a Trunk to the Fax Server on page 97
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Configuring the Trunk Between the CUCM and the Cisco
Media Gateway

The following steps explain a configuration where the Cisco Media Gateway is
added to the CUCM as a H.323 trunk. However, adding this as an H.323
gateway is also correct and is recommended by Cisco. There are however no
screens of this configuration but the steps are similar to the following steps.

» Follow the steps below.

1. From the screen below, click Add New Trunk.

m Route Plan  Service Feature Device User application  Help

CiscofUnified CallManager Administration Cuto Suteus

For Cisco unications

Find and List Trunks

Add aENew Trunk

6 matching record(s) for Device Name begins with ""

| |begins with |+

< Enter search text above > v
To list all iterns, click Find without any search text, or use "Device Name is not empty” as the search criteria,

Find trunks where

Device MName

Show |20 % |items per page.

Figure 78. Add New Trunk

2. Thefollowing screen appears. Click Next.

System FRoute Plan  Serwice Feature Dewvice User application  Help

CiscofUnified CallManager Administration

For Cisco Unifie

Add a New Trunk
Select the type of Trunk you would like to create:

Trunk type* [~ Not Selected — ¥

DEMIeE Breine i | —NotSelacted — [
* indicates required itemn Neé
Figure 79. Trunk Configuration

3. Select Intercluster Trunk (Non-Gatekeeper Controlled) for the Trunk
Type.
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tem Route Plan

spplication  Help

Cisco/Unified CallManager Administration

For Cisco m:«:icaﬁ{ms

Add a New Trunk

Select the type of Trunk you would like to create:

Trunk type* — Mot Selected — A
. — Mot Selected —
Device Protocol®
H.226 Trunk (Gatekeeper Controlled)
* indicates required item Inter-Cluster Trunk (Gate

Irit ter Trunk (Man
SIP Trunk

Figure 80. Trunk Type

4, The Device Protocol defaults to Inter-Cluster Trunk. Click Next.

em Route Plan S 2 Feature Device User application Help

Cisco/Unified CallManager Administration
f-'oer'. mmnuuicaﬁom b

Add a New Trunk

Select the type of Trunk you would like to create:

Trunk type* | Inter-Cluster Trunk (Non-Gatekeeper Controlled) |

Device Protocaol™® |Inter—CIusterTrunk hd

* indicates required itemn MNext

Figure 81. Inter-Cluster Trunk Device Protocol
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The following screen appears.

em Route Plan S o] ature e 2L Application Help

CiscodUnified CallManager Administration

For Cisco Unified Communications

Trunk Configuration d

Product: Inter-Cluster Trunk {(Non-Gatekeeper Controlled)
Device Protocol: Inter-Cluster Trunk
Status: Ready

Device Mame™* | |

Description | |

Device Poal* |—NDtSeIected— V|
Cormmon Profile | < MNone > V|
Call Classification™ | Onket V|
Media Resource Group List | < Mone > V|
Location |<NDne> V|
AAR Group |<N0ne> v|
Tunneled Protocol | < Mone > v|

[ ™edia Termination Point Required
Retry video Call as audio
Path Replacement Support

Inbound calls

Significant Digits* [ ~|
Calling Search Space | < Mone > v|
AsR Calling Search Space | < Mone > V|
Prefix DM | |

Redirecting Mumber IE Delivery - Inbound

[0 Enahle Inbound FastStart
Outbound Calls

Calling Party Selection® |Originat0r V|

Calling Line ID Presentation® |Defau|t V|

Called party IE number type

uRknown® |CISCD CalltManager V|
Ssg:‘jgwia:ty S UGHECEE SR | Cisco CallManager V|
Called Mumbering Plan® |CISCD CallManager v|
Calling Mumbering Plan* | Cisco CallManager V|

caller 1D DN [ |
Display IE Delivery

Redirecting Mumber IE Delivery - Outbound
[l Enable outbound FastsStart

Codec For Outbound FastStart*®

Server 1 IP Address/Host [
Marme*

Server 2 IP address/Host MName |

Server 3 IP address/Host MName | |
Multilevel Precendence and Preemption (MLPP) Informatio
MLPE Domain [ lce.g. "oooore

MLPP Indication [ Defaul ~|

FMLPP Preemption Mot available on this device

[0 pPassing Precedence Lewvel Through UUIE

Security Access Lewvel | |

* indicates required iterm

Figure 82. Trunk Configuration
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5. Complete the screen asindicated below.

CiscodUnificd CallManager Administration
For Cisco gggﬁa‘gd}nmuniaﬂions

Trunk Configuration e g

Dependency
Product: Inter-Cluster Trunk {Non-Gatekeeper Controlled)
Device Protocol: Inter-Cluster Trunk
Status: Ready

[ Update ] [ Delete ] [ Feset Trunk ]

Device Information
Device Name* |H.323-172.20.221 200 |
Description [H.323-172.20.221 200 |
Device Poaol* |Defau|t V|
Commaon Profile | < MNaone > v|
Call Classification™ |OﬂNet V|
Media Resource Group List |< Maone > v|
Location |<NDne> V|
AR Group [<Mone » ~]
Tunneled Protocol | < Mone > V|

[1 media Termination Point Required
Retry Yideo Call as audio
Path Replacement Support

Inbound Calls

Significant Digits™ [2n ~|
Calling Search Space | < MNone > vl
aaR Calling Search Space | < Mone > vl
Prafix DM | |

Rediracting Mumber IE Delivery - Inbound

[[1 Enable Inbound FastStart

Outbound Calls

cCalling Party Selection™® | Originator V|

calling Line ID Presentation™ |Defau|t V|

Called party IE number type

WREAE | Cisco CallManager vl
Sr?l!i::?wia"‘rty S FMGADCET HES | Cisco CallManager vl
Called Mumbering Plan® | Cisco CallManager Vl
cCalling Mumbering Plan® | Cisco CallkManager Vl

Caller 1D DM [ |

vl LimpiEy 1E ey

Redirecting Mumber IE Delivery - Outbound
[0 Enakle Outbound FastStart

Codec For Cutbound FastStart®

Serwver 1 IP addresssHost
Marme™ [172.20.221.200 |

Server 2 IP address/Host Mame | |

Server 3 IP address/Host Mame | |

Multilewvel Precendence and Preemption (MLPP) Information

MLRP Domain [ lce.a. "ooooren

MLPP Indication | Defaunr ~|

MLPP Presmption Mot awvailable on this device

[0 Passing Precedence Level Through UJUIE

Security access Lewel [ |

* indicates required itern

Figure 83. Trunk Configuration Data
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6. Click Update.

vice User aApplication  Help

ywstern Route Plan

CiscofUnified CallManager Administration
f-'oer'scq.-!_[I tfie munications 1

Add al

Trunk Configuration Back to Find
Dependenc

Product: Inter-Cluster Trunk {(Non-Gatekeeper Controlled)
Device Protocol: Inter-Cluster Trunk

Status: Ready

[ Upqu{aJ [ Delete ] [ Feset Trunk ]

Figure 84. Update

7. Click Back to Find/List Trunk. Thefollowing screen appearswith the new
trunk.

m  Foute Plan -2 Fe re | r Ap on Help

Cisco SysTEMS

CiscoUnified CallManager Administration

unications
L

Add a2 New Trunk

Find and List Trunks
6 matching record(s) for Device Name begins with "*

Find trunks where Device Mame ¥ | beginswith
Show |20 % items per page. < Enter search texd abowve > |+
To list all items, click Find without any search text, or use "Device Name is not empty” as the search criteria.

Matching record(s) 1 to 6 of 6

| ﬁ 2851 2851 Default migratedCommonPro. ..
] g Avaya-8500-2 Avaya-8500-2 Default MigratedCommonPro. .,
O G AvayaPBx Avaya PBEX Default MigratedCommonPro. ..

[0 @€ H.323-172.20.221.200  H.323-172.20.221.200 Default

o é LCS_SIP LCS_SIP Default MigratedCommonPro. ..
[ DeleteSelected || FResetSelectsd | page |1 of 1

Figure 85. New Trunk
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Configuring the Trunk Between CUCM and the Fax Server

The following steps explain a configuration where the Fax Server is added to
the CUCM as a H.323 trunk. However, adding this as a H.323 gateway is also
correct and is recommended by Cisco. There are however no screens of this
configuration but the steps are similar to the following steps.

> Follow the steps below:

1. Open the Cisco Unified Communications Manager Administration Version
4.2.3. The following screen appears.

Feature Devi User Application  Help

CallManager Administration Lissa-duscns

Cisco Unified CallManager 4.2 Administration

Copyright © 1999 - 2004 Cisco Systems, Inc.
all rights reserved.

This product contains cryptographic features and is subject to United States and local country laws governing import, export,
transfer and use. Delivery of Cisco cryptographic products does not imply third-party authority to import, export, distribute or
use encryption, Importers, exporters, distributors and users are responsible for compliance with U.S, and local country laws,
By using this product you agree to comply with applicable laws and regulations. If you are unable to comply with U.S, and
local laws, return this product immediately.,

A summary of U.S, laws governing Cisco cryptographic products may be found at:
bttp s Afwww cisco. comwwl/e xport/orypto/tool/starg bl
If you require further assistance please contact us by sending email to export@cisco.com,

Figure 86. CUCM

2. Click Details to verify the version of CUCM.

Microsoft Internet Explorer _]
'E When reporting or troubleshooting a problem, please give
U the following information to Technical Assistance:

Cisco Unified CalManager System wversion: 4.2(3)sr2b
Cisco Unified CalManager Administration version: 4.2(2)
Cisco Unified CalManager Instalation 1D 4.2(2)sr2b

Database Information
DEN: CiscoCallvlanager

SERWVER.: CM-MARS
CATABASE: CCMOZ10

Figure 87. Details
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3. From the Device menu, select Trunk.

pplication Help

Cis fied CallManag

For C HHRICAtions

Figure 88. Trunk

The following screen appears.

System Route Plan  Service ature ce User application  Help

CiscofUnified CallManager Administration Cuto Suteus

For Cisco mmuuican'ms

Find and List Trunks Add a New Trunk

No current search

Find trunks where ] begins with v| | |
Show items per page. |< Enter search text abowve > V|

To list all iterns, click Find without any search text, or use "Device Name is not empty” as the search criteria,

Mo active guery. Please enter your search criteria using the options above.

Figure 89. Trunks

4. Click Add New Trunk.

Find and List Trunks M{W

6 matching record(s) for Device Name begins with ""

Find trunks where ] e |begins wiith v| | |
Show items per page. |< Enter search text abowve > V|

To list all iterns, click Find without any search text, or use "Device Name is not empty” as the search criteria,

Matching record(s) 1to 6 of 6

]

| 2851 2851 Default MigratedCommonPro...
] a Avaya-8500-2 Avaya-8500-2 Default MigratedCommonPro. ..
O E AyvayaPBx Avaya PBX Default MigratedCommonPro...
=1 B e =SR-S

Figure 90. Add New Trunk
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5. Thefollowing screen appears. Select Intercluster Trunk (Non-
Gatekeeper Controlled) for the Trunk Type.

rn - Route Plan  Service ature  Device User Application  Help

CiscofUnificd CallManager Administration

For Ci Mmuu@ﬁms

Add a New Trunk

Select the type of Trunk you would like to create:

Trunk type* — Mot Selected — b
— Mot Selected —

H.225 Trunk (Gatekeeper Controlled)
Inter-Cluster Trunk. (Gatekeeper Cantralled
nter-Cluster Trunk (Mon-Gatekeeper Caontrolled)

Device Protocol™®

* indicates required item

Figure 91. Trunk Type

6. The Device Protocol defaults to Inter-Cluster Trunk. Click Next.

stem Route Plan srwice Feature Device User application  Help

CiscofUnified CallManager Administration

wnications

Add a New Trunk

Select the type of Trunk you would like to create:

Trunk type* Inter-Cluster Trunk (Mor-Gatekeeper Controlled) +
Device Protocol™® Inter-Clustar Trunk b
* indicates required item [ [=

Figure 92. Inter-Cluster Trunk Device Protocol
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The following screen appears.

ified Commwrica

H H Add &
Trunk Configuration e
Product: Inter-Cluster Trunk {Non-Gatekeeper Controlled)
Device Protocol: Inter-Cluster Trunk
Status: Ready

Device Mame™* | |

Description | |

Cevice Pool* |—NDt Selected — V|
Common Profile | < Mone > v|
Call Classification® |OnNet V|
Media Resource Group List |< MNone > v|
Location | < Mone > v|
AAR Group |<N0ne> v|
Tunneled Protocol | < MNone » V|

[ ™edia Termination Point Required
Retry video Call as audio
Path Replacement Support

Inbound calls

Significant Digits* [ ~|
Calling Search Space | < Mone > v|
AsR Calling Search Space | < Mone > V|
Prefix DM | |

Redirecting Mumber IE Delivery - Inbound

[0 Enahle Inbound FastStart
Outbound Calls

Calling Party Selection® |Originat0r V|
Calling Line ID Presentation® |Defau|t V|
Called party IE number type |C|SCD Calltanager vl
unknown®
Calling party IE number type |Cisc0 CallManager v|
unknown™®
Called Mumbering Plan® |CISCD CallManager v|
Calling Mumbering Plan* |Ci5cc\ Calltdanager V|
caller 1D DN [ |
Display IE Delivery
Redirecting Mumber IE Delivery — Outbound

[0 Enable outbound FastStart

Codec For Outbound FastStart™ | 5011 u-lone B

Server 1 IP addresssHost I
Marme *

Server 2 IP address/Host Name |

|
|
Server 3 IP address/Host Mame | |
o

rMultilevel Prec e and ption (MLPP) Informati
MLPP Domain [ l¢e.g.. "oooorF"
FMLPP Indication [ Defaunr ~|
rMLPP Presmption Mot available on this device

[ Passing Precedence Lewel Through UUIE

Security access Lewel B |

* indicates required iterm

Back to Findsl

Figure 93. Trunk Configuration
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7. Complete the screen as indicated below.

i - amaaa

Cisco/Unified CallM

ied Communications

anager Administration

For Cisco Un

Trunk Configuration e

Product: Inter-Cluster Trunk {(Non-Gatekeeper Controlled)
Device Protocol: Inter-Cluster Trunk

Status: Ready
[ Updata ] I_ Delate Il Reset Trunk ]

Device Name™ :FmgSerVBr

Description FaxServer

Device Pool* Datault b
Common Profile |« Mone > ~
Call Classification™ Offet ~
Media Resource Group List = Mone = b
Location < Mone > -~
AAR Group 'cNom_a} ~
Tunneled Pratocol < Mone > L3

[ Media Termination Point Required
Retry Yideo Call as audio

Path Replacement Support

Inbound Calls

Significant Digits* [0 ~|
Calling Search Space | < Maone > V|
AAR Calling Search Space |<Nnne> V|
Frefiz DM | |

Redirecting Mumber IE Delivery — Inbound

[] Enable Inbound FastStart

Outbound Calls

Calling Party Selection™ |Originat0r Vl
Calling Line ID Presentation® |Defau|t V|
Called party IE number type |CISCD CallManager v|
unknown™

Calling party IE number type | Cisco CallManager v|
unknown™®

Called Mumbering Plan* | Cisco CallManager V|
Calling Mumbering Plan®* | Cisco Callkanager V|

caller 1D DM [ |

Display IE Delivery

rRedirecting Mumber IE Delivery — Outbound
[0 Enable Outbound FastStart

Codec For Outbound FastStart™®

Server 1 IF addresssHost [17e.zo.231.121 ]
MHame*

Server 2 IP address/Host Mame | |

Server 3 IP address/Host MName | |

Multilevel Precendence and Preemption (MLPP) Information

MLPP Domain [ l«e.g. "oooorey

rMLPP Indication [Detaunr ~]

MLPP Presemption Mot awvailable on this device

[l Fassing Frecedence Lewvel Through UUIE

Security sccess Lewvel [ |

* indicates required itern

Figure 94. Trunk Configuration Data
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8. Click Update.

Trunk Configuration Add 5

Back to Find
Dependen

Product: Inter-Cluster Trunk {(Non-Gatekeeper Controlled)
Device Protocol: Inter-Cluster Trunk

Status: Ready
Update [Delete H Feset Trunk ]

Device Mame™ |FaxServer |

Description |FaxServer |

Figure 95. Update

9. Click Back to Find/List Trunk. Thefollowing screen appearswith the new
trunk.

Route Plan ¢ ] 2ature  Device Us ypplication Help

Cisco/Unified CallManager Administration Cisc SysTens
For Ciseo [m:tmuuicﬂims )

Find and List Trunks Add 5 New Trunk
6 matching record(s) for Device Name begins with ""

Find trunks where arme |begins with Vl | |
Shovw items per page. | < Enter search text abowve > v|

To list all iterns, click Find without any search text, or use "Device Name is not empty” as the search criteria.

Matching record(s) 1 to 6 of 6

5

O 23851 23851 Default MigratedCommoaonPro...
] g Ayvaya-g8500-2 Avaya-B500-2 Default MigratedCommonPro. ..
| E‘ AyayaPBx Auaya PBX Default MigratedComrmonPro. ..
n % E FaxServer FaxServer Default
O é H.323-172.20.221.200 H.323-172.20.221.200 Default
i a LCS_SIP LCS_SIP Default MigratedCommoaonPro...

’ Delete Selected ] ’ Fieset Selected ] P_agg of 1

Figure 96. New Trunk
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Configuring a Route Pattern for a Trunk to the Cisco Media
Gateway

» Follow the steps below to configure aroute pattern for the trunk.

1. From the Route Plan menu, click Route/Hunt, Route Pattern.

tem Route Plan  Service ature  Device User Application  Help

er Administration

Route Group
Route List
ion Pattern
1al Route Plan
Route Plan Report

6 matching record(s) for [l : begins with "*

Figure 97. Route Pattern

2. Thefollowing screen appears. Click Add a New Route Pattern.

Cisco%d CallManager Administration W

For CiscolUr unications

Find and List Route Patterns w\ﬁwteﬂ

Mo current search

Find Route Patterns where Pattern + || begins with |+

and show |20 % |items per page
To list all iterns, click Find without entering any search text,

Figure 98. Add Route Patterns
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The following screen appears.

dministration

Add a M Route Patt
Rout-e Patt-er“ Back to FindéI LiSBtWRDELtJeePa?te?r:Z
Configuration

Route Pattern: New

Status: Ready
Mote: Any update to this Route Pattern automatically resets the associated gateway or Route List

Insert

Pattern Definition

Route Pattern® |

Partition <MNaone > v
Descriptian
MNumbering Plan* Morth American Nurnbering Flan v
Route Filter <MNane > w
MLPP Precedence Default hd
Gateway or Route List® — Mot Selected — b4
Route Option @ Route this pattern
Oelock this pattern |— Mot Selected — v
Call Classification® Cfftlet v O  allow Device Override
Provide Outside Dial Tone [ allow Overlap Sending [0 urgent Priority

[1 Require Forced suthorization Code
suthorization Level 0

[0 Reguire Client Matter Code
Calling Party Transformations

[] Use Calling Party's Extarnal Phone Mumber Mask

Calling Party Transform Mask

Prefix Digits {Outgoing Calls)

Calling Line ID Presentation Default v
Calling Mame Presentation Default hd
Connected Party Transformations

Connected Line ID Presentation | Default hd
Connected Mame Presentation | Default hd
Called Party Transformations

Discard Digits <Maone > v
Called Party Transform Mask

Prefix Digits {Outgoing Calls)

ISDN Network-Specific Facilities Information Element

Carrier Identification Code

Metwoaork Service Protocol — Mot Selected — hd
Metwoaork Service Service Parameter Name Service Parameter Yalue
— Mot Selected — hd

* indicates required item.

Figure 99. Route Pattern Configuration

94 This document is not to be distributed to a third party without written permission from Dialogic.



Configuring the Cisco Unified Communications Manager

Compl ete the screen as indicated below.

Cisco%d CallManager Administration W

For Cx'st_:o;:_ wrications

Add a New Route Pattern

Route Patter“ Back to Find/List Route Patterns

Configuration

Route Pattern: 10000XX

Status: Ready
Mote: Any update to this Route Pattern autornatically resets the associated gateway or Route List

[Copy] [ Update ] [ Delete ]

Pattern Definition

Route Pattern™ floonosx
Partition < Mone > v
Description 10000
Mumbering Plan® Marth Ametican Numbering Plan hd
Route Filter < Mone > v
MLPP Precedence Default v
Gateway or Route List™ H.323-172.20.221.200 ¥ | (Edit)
Route Option @ Route this pattern
(O Black this pattern | —MotSelected — v
Call Classification® Offlet v [0 allow Device Override
Provide Cutside Dial Tone [0 allow owerlap Sending [0 Urgent Priority

[ FReguire Forced Authorization Code
suthorization Level 0

[0 Reguire Client Matter Code
Calling Party Transformations

[] Use Calling Party's Extarnal Phone Mumber Mask

Calling Party Transform Mask

Prefix Digits {Cutgoing Calls)

Calling Line ID Presentation Default hd
Calling Mame Presentation Default hd
Connected Party Transformations

Connected Line ID Presentation | Default v
Connected Mame Presentation | Default v
Called Party Transformations

Discard Digits <Maone > v

Called Party Transform Mask

Prefix Digits {Cutgoing Calls)
ISDN Network-Specific Facilities Information Element

Carrier Identification Code

Metwoaork Service Protocol — Mot Selected — hd
Metwoaork Service Service Parameter Name Service Parameter Yalue
— Mot Selected — hd

* indicates required item.

Figure 100. Route Pattern Configuration Data
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3. Click Update.

Route Plan ¢ ] ature  De ser Application  Help

CiscofUnified CallManager Administration Cuto Suteus

For Cisco Unifie: unications

Add a M Route Patt
Rout-e Patt-er“ Back to Fint‘JEI Liset\'VRoﬂLtJeePa?teEr:r;
Configuration

Route Pattern: 10000XX

Status: Ready
Mote: Any update to this Route Pattern autornatically resets the associated gateway or Route List

[Copy] I Update I [ Delete ]

Pattern Definition

Figure 101. Update

4. Click Back to List/Find Route Patterns. The following screen appears
with the new Route Pattern listed.

em Route Plan S 2 2ature  Device User Application  Help

CiscofUnified CallManager Administration Cuto Suteus

For Cisco Mmﬂuumﬁms

Find and List Route Patterns 4dd 2 New Route Pattem

34 matching record(s) for Pattern begins with ""

Find Route Patterns where |Pattern v| | begins with v| | |

and show items per page

To list all iterns, click Find without entering any search text,

Matching record(s) 1 to 20 of 34

[0 #% 10000%K 10000% H.223-172.20.221.200 |}]
[0 =% 10% to Intertel 50/051-0@S0DAD00ES. .. |}]

Figure 102. New Route Pattern
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Configuring a Route Pattern for a Trunk to the Fax Server

» Follow the steps below:

1. From the screen below, click Add a New Route Pattern.

m  Route Plan ¢ =] ature User application Help

For Cisco unications

Ciscq%d CallManager Administration W

Find and List Route Patterns w\ﬁwteﬂ

No current search

Find Route Patterns where Pattern + || begins with |+

and show |20 % |items per page
To list all iterns, click Find without entering any search text,

Figure 103. Add a New Route Pattern
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The following screen appears.

em Route Plan  Service 2ature  Device User Application  Help

Cisco%d CallManager Administration Cuto Suteus
For Cx'st_:o;:_ nifie ] wrications M

Add a New Route Pattern
Rout_e Patt_er“ Back to Find/List Route Patterns
Configuration

Route Pattern: New

Status: Ready
Mote: Any update to this Route Pattern autornatically resets the associated gateway or Route List

sert
Pattern Definition

Route Pattern™ |

Partition < Mone > v
Description
Mumbering Plan® Marth Ametican Numbering Plan hd
Route Filter <Maone > v
MLPP Precedence Default v
Gateway or Route List™® — Mot Selected — hd
Route Option @ Route this pattern
(O Black this pattern | —MotSelected — v
Call Classification® Offlet v [0 allow Device Override
Provide Cutside Dial Tone [0 allow owerlap Sending [0 Urgent Priority

[ FReguire Forced Authorization Code
suthorization Level 0

[0 Reguire Client Matter Code
Calling Party Transformations

[] Use Calling Party's Extarnal Phone Mumber Mask

Calling Party Transform Mask

Prefix Digits {Cutgoing Calls)

Calling Line ID Presentation Default hd
Calling Mame Presentation Default hd
Connected Party Transformations

Connected Line ID Presentation | Default hd
Connected Mame Presentation | Default hd
Called Party Transformations

Discard Digits <Maone > v

Called Party Transform Mask

Prefix Digits {Cutgoing Calls)
ISDN Network-Specific Facilities Information Element

Carrier Identification Code

Metwoaork Service Protocol — Mot Selected — hd
Metwoaork Service Service Parameter Name Service Parameter Yalue
— Mot Selected — hd

* indicates required item.

Figure 104. Route Pattern Configuration
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2. Complete the screen as indicated below.

Cisco%d CallManager Administration Cuto Suteus
For Cx'st_:o;:_ nifie e wrications

Add a New Route Pattern
Rout_e Patt_er“ Back to Find/List Route Patterns
Configuration

Route Pattern: 323254XXX

Status: Ready
Mote: Any update to this Route Pattern autornatically resets the associated gateway or Route List

[Copy] [ Update ] [ Delete ]

Pattern Definition

Route Pattern™ [323254x0¢x
Partition <Maone > v
Description 32325404
Mumbering Plan® Marth Ametican Numbering Plan hd
Route Filter <Maone > v
MLPP Precedence Default hd
Gateway or Route List™ FaxSerser ¥ | (Edit)
Route Option @ Route this pattern
(O Black this pattern | —MotSelected — v
Call Classification® Offlet v [0 allow Device Override
Prowvide Outside Dial Tone [0 allow Owverlap Sending [0 uUrgent Priority

[0 Regquire Forced suthorization Code

Authorization Lewvel 1]
[0 Require Client Matter Code
Calling Party Transformations
[[1 use Calling Party's External Phone Number Mask
Calling Party Transform Mask
Prefix Digits {Outgoing Calls)
Calling Line ID Presentation Diefault hd
Calling Name Presentation Default hd
Connected Party Transformations
Connected Line ID Presentation | Default hd
Connected Mame Presentation | Default hd
Called Party Transformations
Discard Digits <Mane > v
Called Party Transform Mask
Frefix Digits {Outgoing Calls)
ISDN Network-Specific Facilities Information Element

Carrier Identification Code

Metwaork Service Protocol — Mot Selected — hd
Metwork Service Service Parameter Mame Service Parameter Yalue
— Mot Selected — hd

* indicates required iterm.

Figure 105. Route Pattern Configuration Data
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3. Click Update.

System Route Plan  Servic tLire wvice User application  Help

Cisco%d CallManager Administration Cuto Suteus
For Cx'st_:o;n_Um' ied’ unications M

Add a M Route Patt
Rout-e Patt-er“ Back to Fint‘JEI Liset\'VRoﬂLtJeePa?teEr:r;
Configuration

Route Pattern: 323254XXX

Status: Ready
Mote: Any update to this Route Pattern autornatically resets the associated gateway or Route List

Copy | | Update Delete
Pattern Definition

Route Pattern™ [323254x0¢x

Figure 106. Update

4. Select Back To Find/List and click Go. Thefollowing screen appearswith
the new Route Pattern.

User Application  Help

ministration Cisco SysTEMs

Find and List Route Patterns 4dd 2 New Route Pattem

33 matching record(s) for Pattern begins with ""

Find Route Patterns where Pattern + || begins with |+

and show |20 % |items per page
To list all iterns, click Find without entering any search text,

Matching record(s) 1 to 20 of 33

[ ] Route Pattern Partition Description Route Filter Gateway/Route List Copy
O g% 100005 100005 H.323-172.20.221.200 |}]
] g% 105 to Intertel S0/DS51-0@S0DADOOES. .. |}]
0O & 11xx MARS to Efic... S4/5U0/DS1-0@tony. .. ES
0O 2% zoox Copy of CM-M... 51/D51-0@CMM-E1 ES
O g% 21xH S0/D51-0@S0DADOOES. .. |}]
] g% 222 CM-MARS to ... S51/D51-0@CMM-E1 |}]
O g% 22HER CS51000M Mart... S51/5U1/DS1-0@3845. .. |}]
] g% 23KH CHM-MARS to M... S51/5U1/DS1-0@3845. .. |}]
O g% 2E0% MNT-%M S0/5U0/DS1-0@C3825 |}]
] g% 323254KKK 323254KKK FazServer |}]
0O & a=xx Copy of CM-M... 51/D51-1@CMM-E1 ES

Figure 107. Go to List
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Verifying the Configuration

The Dialogic Brooktrout Fax and Voice Diagnostic Test utility allows you to
test the configuration you completed. You can download the utility and
instructions from the technical support site.

http://www.cantata.com/support/lanfax/fax_testing_diagnostic.cfm
Thistest verifies the following:
m  SR140 Software configuration

m  Cisco Media Gateway configuration
B Trunksand Route Patterns on the CUCM

Verifying the Fax Server Basic Configuration

Before continuing, refer to Appendix A, Verifying Basic Configuration - Fax
Server 172.20.231.122 on page 414 to verify that the Fax Server softwareis
installed correctly.

Outbound Call

» Follow the steps below to verify outbound fax traffic from the CUCM
to the gateway.

1. Openthe Fax and Voice Diagnostic Test utility. The following screen
appears. Click the 2. Telephony button (press the Apply button in the
Brooktrout Configuration Tool after configuring). Click the 3.Initialize
button.
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2. Click in the Phone Number box for Port 1.

& Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3
Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
Fax Woice 1, Driver [2. Telephony] [ 3. Initialize: “Dx41 V| [Current ] [Current ] [ Port Hiskory ] Looping OFF
Paort Status Phone number Part Status Phone number

2. Waiting For IP Cal [ ] 17 watngfor P cal [ ]
3. Waiting for IP Call 18, Waiting for IP Call

4, Waiting for IP Call 19, Waiting for IP Call

5. Waiting For IP Cal [ ] a0 watingfor P cal [ ]
& Waiting For IP Cal [ ] 2t watngforpcal [ ]
7. Waiting for IP Call 22, Waiting For IP Call

8, Waiting for IP Call 23, Waiting for IP Call

a,

11, Waiting for IP Call 26, Waiting for IP Call

12, Waiting for IP Call 27, Waiting For IP Call

09/11/2007 19:06:11 [00] Pausing For 2000ms before Reset, ~
09/11/2007 19:07:46 [02] Pausing for 2000ms before Reset, _
09/11/2007 19:21:54 [00] Pausing for 2000ms before Reset,
09/11/2007 19:23:23 [00] Pausing For 2000ms before Reset,
09/11/2007 19:41:04 [03] Pausing for 2000ms before Reset,
09/11/2007 21:48:27 [00] Pausing For 2000ms before Reset,

v
Alarm State: Mo Alarm Framing: M4 CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: MjA

Figure 108. Fax Diagnostic Test

3. Enter the destination phone number and the | P address of CUCM as shown
below.
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|=F Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3
Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup

Fax Woice 1, Driver [2. TeIephony] [ 3. Initialize: “Dx41 V| [Current ] [Current ] [ Port Hiskory ] Looping OFF

Paort Status Phone number Part Status Phone number

1. Waiting for TP Call 16, Waiting for TP Call [ ]
2. Waiting For IP Cal 17. Waiting for TP Call [ ]
3. Waiting for IP Call 18, Waiting for IP Call

4, Waiting for IP Call 19, Waiting for IP Call

5. Waiting For IP Cal [ ] a0 watingfor P cal [ ]
& Waiting For IP Cal [ ] 2t watngforpcal [ ]
7. Waiting for IP Call 22, Waiting For IP Call

8, Waiting for IP Call 23, Waiting for IP Call

a9, Waiting For IP Call [ ] 24 watngforpcal [ ]
10, Waiting for TP Call [ ] s watngforpcal [ ]
11, Waiting for IP Call 26, Waiting for IP Call

12, Waiting for IP Call 27, Waiting For IP Call

13, Waiting for IP Call

14, Waiting for IP Call
15, Waiting for IP Call

09/11/2007 19:06:11 [00] Pausing For 2000ms before Reset, ~
09/11/2007 19:07:46 [02] Pausing for 2000ms before Reset, _
09/11/2007 19:21:54 [00] Pausing for 2000ms before Reset,
09/11/2007 19:23:23 [00] Pausing For 2000ms before Reset,
09/11/2007 19:41:04 [03] Pausing for 2000ms before Reset,
09/11/2007 21:48:27 [00] Pausing For 2000ms before Reset,

v

Framing: M/A CRC: M/A Bi-PolarViclations:  M& ClockSlips: M/

Alarm State: Mo Alarm

Figure 109. IP Address

4, Click Current to send the test fax.

Ef Fax and| Voice Diagnostic Test for Windows : SDK 5.0.0B3
Action  Logging Help

Board/Module DialiSend Reset/Hangup

1, Driver [2. TeIephony] [ 3. Initialize: “Dx41 V| CurEent [Current] [Port History ] Looping OFF

Phone number

Choose Functionality

Fax Woice

Paort Status Phone number Part Status

1.
2
S

‘Waiting For IP Call
‘Waiting For IP Call
‘Waiting For IP Call

Figure 110. Current

. Waiting For IP Call
. Waiting For IP Call
. Waiting For IP Call

5. Click Port History with Port 1 highlighted.

[ ]
[ ]
r
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Ef Fax and| Voice Diagnostic Test for Windows : SDK 5.0.0B3
Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
Fax Woice 1, Driver [2. TeIephony] [ 3. Initialize: “Dx41 V| [Current ] [Current ] Port Hiskory | Looping OFF
Paort Status Phone number Part Status Phone number

Figure 111. Port History

6. Thefollowing screen appears. Verify that the outbound call was successful.

Board/Module DialiSend ResetfHangup
1 [2. TeIephony] [ 3, Initialize: ]i0x41 V| [Current ] [Current ] [Port Histary | L

Port Status Phone number Paort Status Phone number

1, Waiting for IP Call . Waiting For IP Call |

2. ‘Waiting for IP Call . Waiting For IP Call |
3. Waiting for IP Call . Waiting For IP Call |—
4. Waiting For IP Call History for Channel 1 fE
5. ‘Waiting For IP Call
2 09/11/2007 21:48:05 Call Requested {:\}

6. Waiting for IP Call 09/11/2007 21:45:05 Dialing 1000000@172,20.231,254

» 09/11/2007 21:48:05 Resetting Channel —
7. Waiting far IP Call 09/112007 21:48:10 Connected.

. 09/11/2007 21:45:10 Fax answer tone detected,
8. Waiing for IP Cal 09/11(2007 21:48:12 TX Remote 10 ™
3, Waiting for IP Cal 0971172007 21:48:16 Sending Fax, |

09/11/2007 21:48:27 Bad Lines =0

10, Waiting for IP Call 09/11/2007 21:48:27 Baud Rate = 14400 Bps

09/11/2007 21:48:27 Confirm Yal = MCF

11, ‘Waiting for IP Call 09/11/2007 21:48:27  Duration = 17 seconds
i 09/11/2007 21:48:27 ECM =256
12, Wtaiting for IP Call 09/11(7007 21:48:27  Line Format = MMR
13. ‘Waiting For IP Call 09/11/2007 21;48:27  Resolution = 200Hx200% (Fine)
09/11/2007 21:48:27 Total Lines = 2168 —
14, Waiting for IP Call 09/11/2007 21:48:27 Page 1: |
» 09/11/2007 21:48:27 Pausing for 2000ms before Reset, = =
15, Waiting for IP Call 0901112007 21:48:27 Success o] |
| .
09/11/2007 19:06:11 [00] Pausi ~
09/11/2007 19:07:46 [02] Pausi =
09/11/2007 19:21:54 [00] Pausing for 2000ms before Reset,
09/11/2007 19:23:23 [00] Pausing For 2000ms before Reset,
09/11/2007 19:41:04 [03] Pausing for 2000ms before Reset,
09/11/2007 21:48:27 [00] Pausing for 2000ms before Reset.,
v
Alarm State: Mo Alarm Framing: MN/A CRC:  N/A  Bi-Polar iolations:  Mfa  Clock Slips: NfA

Figure 112. Outbound Call Successful
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Inbound Call

» Follow the stepsbelow to verify theinbound fax traffic from the
gateway to the CUCM.

Initiate acall from the PSTN using 323254000.

Watch all channels because a call should comein on one of the waiting
channels.

& Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3
Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
[2. Telephony] [ 3. Initialize “Dx41 V| [Current ] [Current ] [ Port Hiskory ]
Paort Status Phone number Part Status Phone number

T R — —

2. Waiting For IP Cal [ ] 17 watngfor P cal [ ]
3, Waiting For IP Cal [ ] 18 watingfor P cal

4, Waiting for IP Call _ 19, Waiting for IP Call

5. Waiting For IP Cal [ ] a0 watingfor P cal [ ]
& Waiting For IP Cal [ ] 2t watngforpcal [ ]
7. Waiting for IP Call 22, Waiting For IP Call

8, Waiting for IP Call 23, Waiting for IP Call

a,

i for o R —
1. wosr for o R —

11, Waiting for IP Call 26, Waiting for IP Call

12, Waiting for IP Call 27, Waiting For IP Call

. worr for o I —
. wosr for o R —
. wosr for o T @ wesmrc —

09/13/2007 10:19:45 [00] Pausing For 2000ms before Reset, ~
09/13/2007 10:21:08 [02] Pausing For 2000ms before Reset, B
09/13/2007 10:22:22 [03] Pausing for 2000ms before Reset,
09/13{2007 10:23:19 [00] Pausing For 2000ms before Reset,
09/13/2007 10:34:48 [00] Pausing for 2000ms before Reset,
09/13/2007 10:38:16 [04] Pausing for 2000ms before Reset,

v
Alarm State: Mo Alarm Framing: M4 CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: MjA

Figure 113. Fax Diagnostic Test
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3. Click the Phone number box on which the call came in and click the
Port History button.

|EF Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3
Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup

Fax Yoice 1. Driver [2. TeIephony] [ 3. Initialize “Dx41 V| [Current ] [Current ] [Port History* Looping Off

Figure 114. Port History

4. Thefollowing screen appears. Ensure that the inbound call is successful.

Choose functionality Board/Module DialiSend Reset/Hangup
Fa: | 1, Driver [2, TeIephony] [ 3. Initialize ]!Dx‘?l V| [Current ] [Current ] [ Part Hiskary ] Lo
History for Channel 4 X Phone number

Call

09/13/2007 10:10:35 Waiting For IP Call ~

09/13/2007 10:22:00 DID: TEL:323254000,323254000 CallerID: TA:172,20,214.254:1720 Call

09/13/2007 10:22:04 Call answered cal
09/13/2007 10:22:09 R¥ Remote ID ™
09/13/2007 10:22:13 Receiving Fax, call
09/13/2007 10:22:22 BadLines =0

09/13/2007 10:22:22  Baud Rate = 14400 Bps call
09/13/2007 10:22:22  Confirm Yal = MCF
09/13(2007 10:22:22  Duration = 18 seconds Call |:|

09/13/2007 10:22:22 ECM =256 cal
09/13/2007 10:22:22 Line Format = MMR,
09/13/2007 10:22:22  Resolution = 200Hx200Y (Fine) call

09/13/2007 10:22:22 Total Lines = 2168

09/13/2007 10:22:22 Page 1: Call |
09/13{2007 10:22:22 Pausing for 2000ms before Reset, e
0913(2007 10:22:22 Success L el | |

09/13/2007 10:22:24 Resetting Channel cal

09/13/2007 10:22:24 Waitina for 1P Call b é
al [

cal |

14. Waiting for TP Cal 29, Waiting For IP Call i 1

15, ‘Waiting for IP Call 30, Waiting for IP Call |

09/13/2007 10:19:45 [00] Pausing for 2000ms before Reset, ~
09/13/2007 10;21;08 [02] Pausing for 2000ms before Reset, T
09/13/2007 10:22;22 [03] Pausing for 2000ms before Reset,
09/13/2007 10:23:19 [00] Pausing for 2000ms before Reset,
09/13/2007 10;34:48 [00] Pausing For 2000ms before Reset,
09/13/2007 10;38:16 [04] Pausing for 2000ms before Reset,

3

Alarm State: Mo Alarm Framing: N/A CRC:  N/A  Bi-Polar Violations:  Mfa  Clock Slips: Nfa

Figure 115. Inbound Call Successful
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v
Topology: H.323 - CUCM 4.2(3) - MGCP

Introduction

In this topology, the CUCM (Version 4.2.3) does all the call control. The
gateway sends all signaling (MGCP) to the CUCM which forwardsit along to
the Fax Server. The Fax Server respondsto the CUCM (H.323) and the CUCM
forwards all signaling (MGCP) back to the gateway. Once the cal is
established, the fax traffic flows directly between the gateway and the Fax
Server.

Note: The SR140 Softwareis used as an example Fax Server in this chapter.
The TR1034 IP board can aso be used as Fax Server.
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The diagrams below show the I P addresses of the hardware which are also
included in the procedure and configuration files referenced in this chapter.

Cutbound Number Dizled: 1000 XXX

cucm
CUCM does 4.2.3
Setup / Tear Down e CUCM does
."P :_ \Setup | Tear Down
172.20.231.254 ~ @
MGCP ™
7 ® pr =
© ” PSTN )
GWY e
Tf?:ﬁﬁzx 172.20.221.200

Server
172.20.231.122

Figure 116. Outbound Call Flow - CUCM Does Call Control - H.323
- CUCM 4.2(3) - H.323 Topology

cucm
CUCM does 4.2.3
Setup / Tear Down =T CUCM does

MGCP ™\
/ H.323 ~ @ ey
~ |
® ” PSTN )
T.38 Fax GWY e 4
i 172.20.221,200
Fax Traffic
Server
172.20.231.122

N & \Setup | Tear Down
©) oo @

Inbound Number Dialed: 323 254 XXX

Figure 117. Inbound Call Flow - CUCM Does Call Control - H.323 -
CUCM 4.2(3) - H.323 Topology
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Related Documentation

For more information on configuring MGCP, refer to the following documents:

m  How to Configure MGCP with Digital PRI and Cisco CallManager,
Document ID 23966

http: //www.cisco.com/en/US/tech/tk1077/technologies configuration example
09186a00801ad22f.shtml

m  MGCPwith Digital CAS and Cisco CallManager Configuration Example,
Document ID 43802

http: //www.cisco.com/en/US'tech/tk1077/technologies configuration _example
09186a008022eaa3.shtml
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Configuration Sequence

Follow the sequence below when configuring the Dial ogic Brooktrout FolP
with Cisco Products.
m  Configuring the Dialogic Brooktrout Fax Server on page 111
m  Configuring the Cisco Media Gateway with |OS Commands on page 116
m  Configuring the Cisco Unified Communications Manager on page 117

¢ Configuring the Cisco Media Gateway on page 118

+  Configuring the Trunk Between the CUCM and the Fax Server on
page 126

* Configuring a Route Pattern for a Trunk to the Gateway on page 131

* Configuring a Route Pattern for a Trunk to the Fax Server on
page 136

m  \erifying the Configuration on page 141
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Configuring the Dialogic Brooktrout Fax Server

» Follow the steps below to configur e the SR140 Softwar e using the
Dialogic Brooktrout Configuration Tool to support this network
topology:

1. Open the Diaogic Brooktrout Configuration Tool in Advanced Mode.

Fle Wew Optiors Hep

i W @ &7
Hume Save  Apph | Licersa | Hep
= Brockirouf [Boshon Host Serdcs - Aureing|

Coiber Praramelens (A bozics|

BT Cal Faramaters (41l boards|
= CallConhicl Paamele
Phodike Det1: SRT40
= IF Call Canfrol Modkies:
SIP
H3E

Brooktrout Configuration Tool

Advanced Mode

Thiz page contains essential information 10 use the 1nal efiectyely. ¥ou can get to this page any time by clicking on the Home icon on the toolbar, The user intedface consists of b viess: (2] the
explorer view and [b) the corent view.

The explorar siew allows you 1o navigate through the various confiqurable components of Brooktrout Hardware and Sofware. The content view conteins sither informetional content such as this page
or controls 1hat allov you fa fine tune the Brookiroul components.

In this mode you can: h
= Edit call control configuration par rodule.
* Edit the bteall parametars
= Edit 1he davice dnver paramsters.
®* Egue the configuration informaion.
* And finally apply the corfigurst ion.

Fleaze nate that wou must apply the corfigueation information far the changes to take effect. The apply action is aeailable from the toolbar 8 well as fom the Optians menu.

Urder normal eondiions (that is, all Brackirout hardwane instzlled on your system has 1he same ship level number i on them), the ion tonl should core up in the Wizard

Mode. It can alzo be lsunched explicily 1o come up in the sdvanced mode by using fa or —advanced cormmand line aption. {you did not speciy this opfion and the tool came wp in in this mode,
il is because hatdware detected by the tool required identification or the host systern has rore than one type of Emokirout hardwane models installed

Figure 118. Dialogic Brooktrout Configuration Tool

2. Configure for the H.323 protocol asfollows. Under IP Call Control
Modules, click H.323 then click the IP Parameters tab.

The following screen appears.
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A Brooktrout Configuration Teal
e Wiew Opborns Help
t - = H @

Save

Agply

- Advanced Mode

& b 4
=
Licendse Heln

= Brodkhout [Boston Hot Senace - Rurring]
Diives Parameters (20 bosids]
BTCa Parairnters (A0 koaidt)
=i Call Control Pasameltes:
Modus 081: SR140
= 1P Cal Contol Modude:
H.123

Gerwsinl Infesation, 1P Pacameters | 7,38 Parameters |

WIS daloull_gabeway
HIEY_el Ghakar:

IS gatebeepr_id
h3ZE_paekesper_o_sddmar
RIZ3 gpetekeepsr it

23 haZEDakax

R kcal ip_addeas:
B3 Mamdachaer

B3 Mot Code
R e on
h3Z3_imgither;
h3F3_suppon_alemate_ok.
h23_I75CaunhyCode
FE23 135E derunn

Figure 119.

IP Parameters

We., & . In v T2

[Brockmout Tedhnology

I

3

e — 1
Fe—1
ECONL = =

la
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3. Click Show Advanced. Thefollowing screen appears. Complete thefields
asindicated below.

A Brooktrout Confipuration Teol - Advanced Mode

Fle View Opbons Help

A« == @B @& | *
Wﬂack Save  Apply | License Helo

= Brodktiout [@oston Hoot Senvce - Fumingl | G sna Infpsation P Paameters | 1.3 Paaraters |
Divrer Parameters (3 bosrds]
BT Cal Pararmsters (20 boadt) B3 el _gabeviny 1] 1] [1] [ ]
= Call Conhol P smestess
Moduds (hd1: SA140 haZd_elbdaka
= 1P Ll Contsol Modhde:
H323 —
23 gateheper_id |
RS _gatehesper _ip_sddiear [Ta 1] L1} [ I (1]
WIZ3_ gteshomeper_t 0]
(v e L
K local_ip_addess 2. M 2N 12 ¢ 1720
K3 Mandnctrer [Brockasout Technology
K MordachasiCode I
h3Z3_mae_vessions: [ =¥
h323_ngither oo} 1
W3 suppor_aimnate_gk [0 F —
h323_t35CauntyCode [1er 0 — 5
231356 densaon [m
Advancnd Sellngs
Dho pecd change Hscis pararrebars unless pou hirve
e mctuched to da so

AZ3_FaatStest [/l f——— 1
K23 H2455sge: [Fo — &
23 h2d5Tunnelrg o0 p———1
hiZ3 DicRepciflssponse] smeout r-':!-" 1 p— 000

Figure 120. Advanced Settings

Note: Whenthe h323 local_ip_addressfield is set to the default value
(0.0.0.0:0), the system usesthe | P address of thefirst Ethernet modulein
the system and port number 1720. If there are more than one ethernet
modulesin the Fax Server then specify the actual 1P address of the
desired ethernet module that will be used.

4. Set thefields below asfollows to ensure that Cisco interoperability works
correctly.

¢ h323 FastStart =0
¢ h323 H245Stage = 3
¢ h323_h245Tunneling=0

5. Click T.38 Parameter and complete fields as indicated below.
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v Brooktrout Configuration Tool - Advanced Mode
Fle View Options Help

@ | | H @& & 92
Home Bad Save  Apply | Licenze Help
= Brooktrout % -Running] | General Infarmation ] IP Parameters  T.38 Parameters l
Diriver Parameters (4l boards)
BTCallParametes Al boads) Masimm Bt Rte, bps: -
—|- Call Control Parameters
Madule 0x41: SR140 Media Renegotiate Delay Inbound, mzec: |4DDD
=P Eall;ﬁ;;tml Modules Media Renegotiate Delay Outbound, msec: |-‘I
5|.p T30 Fast Motify: |N0 j
UDPTL Redundancy Depth Contral: l? 0 J 3
UDPTL Redundancy Depth Image: l? 0 J 2

Figure 121. T.38 Parameters
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6. Under Call Control Parameters, click Module 0x41: SR140 and select
the Parameters tab. Complete the fields as indicated below.

v Brooktrout Configuration Tool - Advanced Mode
Fle View Options Help

@ B @ & 9
Home Back Save  Apply | Licenze Help

=I- Brooktrout [Boston Host Service - Running) General Information  Parameters
Diriver Parameters (4l boards)

BTCall Parameters [4l boards) IP Call Cantral Madule: [H.323 |
—|- Call Control Parameters

. IP Interface |Broadcom Met:treme Gigabit Ethernet - Packet Scj
=1 IP Call Control W
;.320; ol odules Lowest P Part Murnber: |SBDDD
Highest IP Part Mumber: |s7000

Figure 122. Module 0x41: SR140 Parameters

7. Select the desired network interface controller (NIC) for the IP Interface
field.

8. Click Apply.

v Brooktrout Configuration Tool - Advanced Mode
Fle View Options Help

N H @& © 2
Home Back Save  Apply || Licensze Help

=I- Brooktrout [Boston Host Service - Runnlag)

Diriver Parameters (4l boards) Apph,- Cgra

BTCall Parameters (&l boards) 1P Call Contral Maodule:
—|- Call Control Parameters

Parameters

Module 0x41; SR140 IF Interface |Broadcom Metstreme Gigahit Ethernet - Packet Scj
= IP Call Contral b odul

;.3;; ol odules Lowest P Part Murnber: |sE000

SIP Highest IP Part Mumber: |s7000

Figure 123. Apply

Configuration Files

Use the configuration files in the sections below to help you configure the
SR140 Software:

Appendix F, SR140 Configuration Files on page 492
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Configuring the Cisco Media Gateway with 10S
Commands

Refer to the configuration file in the Appendix F, Cisco Gateway-Config on
page 499 as a guide to configure your Cisco Media Gateway with 10S
Command.

Configuring the Cisco Media Gateway involves the following.

m  Enable T.38 support
m  Configureline card interface
m  Configure Dial-Peers (VolP and POTS)

T.38 Support

Be sure to include the fxr-package in your MGCP gateway configuration,
since this package is needed for T.38 support. This means, when you have this
package disabled, type the following 10S command in order to activate it:

MGCP package capability fxr-package
and do then

no mgcp

and then

mgcep

Also ensure that you do not have the following command line in your gateway
configuration since you want to enable T.38.

mgcp fax t38 inhibit
Also, the G711 codec is needed to start a T.38 call.
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Configuring the Cisco Unified Communications
Manager

This procedure includes the following:

m  Appendix M, Configuring Service Activation on page 604 (If not already
completed.)

m  Appendix M, Configuring Service Parameters on page 609 (If not already
completed.)

Configuring the Cisco Media Gateway on page 118

Configuring the Trunk Between the CUCM and the Fax Server on
page 126

Configuring a Route Pattern for a Trunk to the Gateway on page 131
Configuring a Route Pattern for a Trunk to the Fax Server on page 136
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Configuring the Cisco Media Gateway

» Follow the steps below to configure the Cisco M edia Gateway. Open
CUCM version 4.2.3.

1. From the Device menu, select Gateway.

Cisco SysTems

Copyright © 1999 - 2004 Cisco Systems, Inc.
&l rights reserved.

This product contains cryptographic features and is subject to United States and local country laws governing import, export,
transfer and use, Delivery of Cisco cryptographic products does not imply third-party authority to import, export, distribute or
use encryption, Importers, exporters, distributors and users are responsible for compliance with U.S, and local country laws,

By using this product you agree to comply with applicable laws and regulations, If you are unable to comply with U.S, and
local laws, return this product immediately.,

A summary of U.S, laws governing Cisco cryptographic products may be found at:
bttpAfwww cisco . cormwwl/e xportyorypto/tool/starg bt
If you require further assistance please contact us by sending email to export@cisco.com,

Figure 124. Gateway from Device Menu

118 This document is not to be distributed to a third party without written permission from Dialogic.



Configuring the Cisco Unified Communications Manager

2. Thefollowing screen appears. Click Add a New Gateway.

SystemRoute PlanServiceFeatureDeviceUserApplicationHelp

CiscofUnified CallManager Administration

Cisco SysTems
For Cisco wrications

Find and List Gateways Add.e few Gateway
No current search
Find gateways where |Device Name v

begins with v

and show |20 v | items per page. |[Hide ~|endpoints. < Enter search text above > v

Figure 125. Add a New Gateway

The following screen appears:

SystemRoute PlanServiceFeatureDeviceUserApplicationHelp

CiscofUnified CallManager Administration

For Cisco Unifie unications

Cisco SysTems

Add a New Gateway

Select the type of gateway you would like to create:

Gateway type* -— Not Selected — % v
Device Protocol* -— Not Selected — |+
* indicates required item Next

Figure 126. Gateway Type
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3. Select the appropriate gateway type.

SystemRoute PlanServiceFeatureDeviceUserApplicationHelp

CiscofUnified CallManager Administration Cuto Suteus

For Ci unications

Add a New Gateway
Select the type of gateway you would like to create:

Gateway type* -— Not Selected —

Device Protocol* — Not Selected —
Cisco 1751

* indicates required item Cisco 1760
Cisco 269X
Cisco 26XX
Cisco 2801
Cisco 2811
Cisco 2821
Cisco 2851
Cisco 362X
Cisco 364X
Cisco 366X
Cisco 3725

Ciern 3825

Figure 127. Select Gateway Type

4. Select MGCP for the Protocol.

SystemRoute PlanServiceFeatureDeviceUserApplicationHelp

CiscofUnified CallManager Administration Cuto Suteus

For Cisco unications

Add a New Gateway

Select the type of gateway you would like to create:

Gateway type* Cisco 3745 v
Device Protocol* MGCP v
* indicates required item W

Figure 128. MGCP Device Protocol

120

This document is not to be distributed to a third party without written permission from Dialogic.



Configuring the Cisco Unified Communications Manager

5. Click Next.

SystemRoute PlanServiceFeatureDeviceUserApplicationHelp

Cisco SysTems

CiscodUnificd CallManager Administration

For Ci unications

Add a New Gateway

Select the type of gateway you would like to create:

Gateway type* Cisco 3745

Device Protocol* MGCP v
* indicates required item m

Figure 129. Next
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6. Complete the screen asindicated below:

te Plan  Serv Feature D y Applic 1 Help

nificd CallManager Administration AR

HURiCalions

Gateway Configuration

Back to Find/List Gateways

Product: Cisco 3745
Protocol: MGCP
MGCP : 3745B4_E1

Status: Ready

Update ] [ Delete ] [ Feset Gateway ]

Domain Name* |3745B4_E1 |

Description |3745B4_E1 |

Cisco Unified CallManager Group™® |Default v|

Installed voice Interface Cards ~ Endpoint Identifiers
Mainboard Slot | < Mone > v|

Module in Slot 1 |< MNane > v|

Module in Slot 2 | NM-HDY v|

Subunit VWWIC-2MFT-E1 v I SR

Module in Slot 3 |< MNane > v|

Module in Slot 4 |< MNane > v|
Global ISDN Switch Type [EuRO ~|
Switchback Timing™* |Gracefu| v|
Switchback uptime-delay (min) |1D |
Switchback schedule (hh:mm) [12:00 |
Type Of DTMF Relay* |Current GWwW Config v|
Fax mode® |Fax Felay v|
Modem Passthrough* |Enab|e v|

* indicates required itemn

Back to Find/List Gateways

Figure 130. Gateway Configuration Data
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7. Click the E1 icon as shown below.

m  Route Plan  Service ature  Devwi User Application  Help

CiscoUnified CallManager Administration Cisc Systeus

e

For Cisco UMmuumriom

Gateway Configuration

Back to Find/List Gateways

Product: Cisco 3745
Protocol: MGCP
MGCP : 3745B4_E1

Status: Ready

Update ] [ Delete ] [ Feset Gateway ]
Domain Name* |3745B4_E1 |
Description |3745B4_E1 |
Cisco Unified CallManager Group™® |Default v|
Installed voice Interface Cards ~ Endpoint Identifiers
Mainboard Slot | < Mone > v|
Module in Slot 1 |< MNane > v|
Module in Slot 2 | NM-HDY v|

Subunit VWWIC-2MFT-E1 v Q@l% e

Module in Slot 3 |< MNane > v|
Module in Slot 4 |< MNane > v|

Figure 131. E1 PRI Configuration
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8. Complete the screen as follows.

tem Route Plan  Service ature  De 2 User Application  Help

unications

Cisco%d CallManager Administration W

For Cx'st_:o; |
gy

Back to MGCP Configuration
Back to Find/List Gateways
Dependency Records

Gateway Configuration

Product : Cisco 3745

Gateway : 52/D51-0@3745B4_E1

Device Protocol: Digital Access PRI

Registration: Registered with Gisco Unified CallManager CM-MARS
IP Address: 172.20.221.200

Status: Ready

Update ] [ Delete ] [ Feset Gateway

Device Information

End-Paoint Mame*

Description 52/051-0@3745B4_E1

Device Pool™* Default hd
Commaon Profile <Maone > v
Call Classification® Use System Default hd
Metwork Locale <Maone > v
Signal Packet Capture Mode Mane hd
Packet Capture Duration 60

Media Resource Group List <Maone > v
Location <Maone > v
AAR Group <Maone > v

Load Infarmation

%150 (subset) O

Multilevel Precendence and Preemption {MLPP) Information
MLPP Dormain (e.g., "0000FF")

MLPP Indication Mot available on this device

MLPP Preemption Mot available on this device

Interface Information

PRI Protocal Type* FRIEURO hd
Protocol Side™ User v
Channel Selection Order* Bottom Up hd
Channel IE Type* Timeslot Number hd
PCM Type® Aclaw hd

Delay for first restart (1/8 sec ticks) (32

Delay between restarts (1/8 sec

ticks) 4

Inhibit restarts at PRI initialization

[] Enable status pall

Figure 132. E1 PRI Configuration (continued on next page)
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Significant Digits* [l

Calling Search Space |< Mane >

aaR Calling Search Space | < Maone >

L& &=

Prefix DN |

Calling Line ID Presentation® |Defau|t

Calling Party Selection® |Originat0r

Called party IE number type

o |Cisco Calltanager
unknown

Calling party IE number type

" |Cisco Callkanager
unknawn

Called Mumbering Plan® |Cisco Calltanager

Calling Mumbering Plan* |Cisco Callkanager

Murnber of digits to strip* |D

Caller ID DM |

L s (= @'@,@'

SMDI Base Port* o

Display IE Delivery

Redirecting Number IE Delivery - Outbound

o o0ood

Redirecting Mumber IE Delivery - Inbound

Send Extra Leading Character In DisplayIE*™**

Setup non-I1SDM Progress Indicator IE Enable™***

0OoR

MCDM Channel Number Extension Bit Set to Zero**
|| Send Calling Mame In Facility IE

|| Interface Identifier Present™**

Interface Identifier Yalue* * |D |

Connected Line ID Presentation

(QSIG Inbound Cally* | Defout ]

|| Passing Precedence Lewvel Through UUIE

Security Access Level |2

=

Line Coding* |HDB3

Frarming* |CRC4

Clock* |Externa|

Input Gain (-6..14 dby* |0

Output Attenuation (-6..14 dby* [o

Echo Cancellation Enable® |Enab|e

EHE_ || ==

Echo Cancellation Cowverage (ms)* |Defau|l

* indicates required itermn

## spplicable to DMS-100 protocal anly

*** applicable to DMS-100 protocol and DMS-250 protocol only
**** may be reguired to force ringback from some PBRs

Back to MGCP Configuration
Back to Find/List Gateways
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Configuring the Trunk Between the CUCM and the Fax
Server

» Follow the steps below.

1. Open CUCM Version 4.2.3.
2. From the Device menu, select Trunk.

CiscofU fied CallManagg sk Cisco Systems

For (J:sqg:m“ican'om

Cisco Unified CallManager 4.2 Administration

Copyright © 1999 - 2004 Cisco Systems, Inc.
all rights reserved.

This product contains cryptographic features and is subject to United States and local country laws governing import, export,
transfer and use, Delivery of Cisco cryptographic products does not imply third-party authority to import, export, distribute or
use encryption. Importers, exporters, distributors and users are responsible for compliance with U.S, and local country laws,

By using this product you agree to comply with applicable laws and regulations. If you are unable to comply with U.S, and
local laws, return this product immediately.

A summary of U.S, laws governing Cisco cryptographic products may be found at:
bttpAfwww cisco . comwwl/export/crypto/tool/starg il
If you require further assistance please contact us by sending email to export@cisco.com.

Figure 133. New Trunk

3. Thefollowing screen appears. Click Find.
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Route Plan ature D e U Application  Help

CiscofUnified CallManager Administration Cuto Suteus

For Ci m»:uuimn'ms

Find and List Trunks Add a New Trunk

No current search

Find trunks where e begins with v| | |
Show items per page. |< Enter search text abowve > V|

To list all iterns, click Find without any search text, or use "Device Name is not empty” as the search criteria,

Mo active guery. Please enter your search criteria using the options above.
Figure 134. Trunks

4. From the screen below, click Add New Trunk.

Route Plan ¢ ] ature D 2 User Application  Help

Cisco SysTems

CiscodUnificd CallManager Administration

te
For Ci HURiCalions

Find and List Trunks R
6 matching record(s) for Device Name begins with ""

Find trunks where me |beginswith v| | |
Show items per page. |< Enter search text abowve > V|

To list all iterns, click Find without any search text, or use "Device Name is not empty” as the search criteria,

Matching record(s) 1to 6 of 6

Figure 135. Add New Trunk

5. Thefollowing screen appears. Select Intercluster Trunk (Non-
Gatekeeper Controlled) for the Trunk Type.
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em Route Plan

Application  Help

CiscofUnified CallManager Administration

For Cisco Unifie unications

Add a New Trunk

Select the type of Trunk you would like to create:

Trunk type* — Mot Selected — hd
: — Mot Selected —
Device Protocaol™®
H.225 Trunk (Gatekeeper Contralled)
* indicates required item Inter—CIusterTrunk Gatekeeper Controlled

¥

Figure 136. Trunk Type

6. The Device Protocol defaultsto Inter-Cluster Trunk. Click Next.

Route Plan

Application  Help

CiscofUnified CallManager Administration

te
For Ci unications

Add a New Trunk

Select the type of Trunk you would like to create:

Trunk type* | Inter-Cluster Trunk (Non-Gatekeeper Controlled) |

Device Protocaol™® |Inter—CIusterTrunk hd

* indicates required itemn MNext

Figure 137. Inter-Cluster Trunk Device Protocol
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The following screen appears.

Trunk Configuration o o T

Back to Find/list Trunk

Product: Inter-Cluster Trunk {Non-Gatekeeper Controlled)
Device Protocol: Inter-Cluster Trunk

Status: Ready

Device Mame™* | |

Description | |

Cevice Pool* |—NDt Selected — V|
Common Profile | < Mone > v|
Call Classification® |OnNet V|
Media Resource Group List |< MNone > v|
Location | < Mone > v|
AAR Group |<N0ne> v|
Tunneled Protocol | < MNone » V|

[] media Termination Point Required

Retry Yideo Call as Audio

Path Replacement Support

Inbound Calls

Significant Digits* [ ~]
Calling Search Space | <Mone > v|
AaaR Calling Search Space | < MNone » V|
Prefix DM | |

Redirecting Mumber IE Delivery - Inbound

[[1 Enable Inbound FastStart

Outbound calls

Calling Party Selection® |Originat0r V|

Calling Line ID Presentation® |Defau|t V|

Called party IE number type

ko * | Cisco CallManager v|
Calling pa*rt\,r IE number type |CISCD CallManager v|
unknown

Called Mumbering Plan® | Cisco CallManager V|
Calling Mumbering Plan* | Cisco CallManager V|

Caller ID DM [ |

Display IE Delivery
Redirecting Mumber IE Delivery - Outbound
[0 Enable Sutbound FastStart

Codec For Outbound FastStart® | 711 u-lens Bk

Server 1 IP AddresssHost I
Mame*

Server 2 IP addresssHost Mame |

|
|
Server 3 IP addresssHost Mame | |
o

Multilevel Precendence and Preemption (MLPP) Informati
MLPP Domain [ J¢e.g.. "oooorFEm
MLPP Indication | Defaun ~|
MLPP Presmption Mot available on this device

[0 Passimg Precedence Lewvel Throaugh UUIE

Security access Level [z |

* indicates required itern

Back to FindAlist Trunk

Figure 138. Trunk Configuration
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7. Complete the screen asindicated below.

Trunk Configuration T B T T BT
Depandancy Becords

Product: Inter-Cluster Trunk (Non-Gatekeaper Controllad)
Device Protocol: Inter-Cluster Trunk
Status: Ready

| Update | [ Delete | [ Reset Trunk |

Device Name* FaxSaner

Description FaxSarmer

Device Pool® Diafault ~
Common Profile < Mone > -
Call Classification® Otit-det -
Media Resource Group List < None = - |
Location < Mone » e
AAR Group | €« None > =~
Tunneled Protocol < Mone > -

[0 Media Termination Point Requirad
Retry Video Call as Audio
Path Replacement Support

[1 media Termination Point Requirad
Retry Yideo Call as audio
Path Replacement Support

Inbound Calls

Significant Digits* |AII vl
calling Search Space [ <rone > ~|
A&aR Calling Search Space | < MNone > V|
Prefix DM | |

Redirecting Mumber IE Delivery - Inbound

[] Enable Inbound FastStart
Outbound Calls

Calling Party Selection® |Or|g|natc\r vl
calling Line 1D Presentation™® [ Default ~|
Called paity IE number type |C|Sc:|:| CallManager v|
urknow

Calling pa*rt\,r IE number type |Ci5|:|:| Callbdanager v|
unknown

Called Murmbering Plan® |C|5|:D Callkanager vl
calling Mumbering Plan* | Cisco CallManager ~|

caller 1D DM [ |

Display IE Delivery

Redirecting Mumber IE Delivery - Outbound
Display IE Delivery

Redirecting mRumber IE Delivery — outbound
[0 Enable Sutbound FastStart

Codec For Outbound FastStart® | G711 u-lawe Bk

Server 1 IP AddresssHost
Marme "

[17z.z0.231.122

Server 2 IP address/Host Mame |

|
|
Server 2 IP address/Host Mame | ]
o

Multilevel Precendence and Preemption (MLPP) Informati

ey =— [ [P e—

MLPP Indication | Defaun ~

MLPP Presmption Mot awvailable on this device

[0 Fassing Precedence Level Through UUIE

Security access Level [z |

* indicates required item

Back to Findslist Trunk

Figure 139. Trunk Configuration Data
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Configuring a Route Pattern for a Trunk to the Gateway

» Follow the steps below:

1. Fromthe Call Routing menu, click Route/Hunt, Route Pattern.

tioh  Help

Cisco SysTems

| Hunt
Hunt Pil

Copyright © 1999 - 2004 Cisco Systems, Inc.
all rights reserved.

lanager 4.2 Administration

This product contains cryptographic features and is subject to United States and local country laws governing import, export,
transfer and use. Delivery of Cisco cryptographic products does not imply third-party authority to import, export, distribute or
use encryption, Importers, exporters, distributors and users are responsible for compliance with U.S, and local country laws,

By using this product you agree to comply with applicable laws and regulations, If you are unable to comply with U.S, and
local laws, return this product immediately.

A summary of U.S, laws governing Cisco cryptographic products may be found at:
bttpAfwww cisco . corm/wwl/export/orypto/tool/starg bt
If you require further assistance please contact us by sending email to export@cisco.com.

Figure 140. Route Pattern
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2. Thefollowing screen appears. Click Add New Route Pattern.

Application

Cisco/Unified CallManager Administration AR

Find and List Route Patterns w\ﬁwteﬂ

No current search

Find Route Patterns where Pattern + || begins with |+

and show |20 % |items per page
To list all iterns, click Find without entering any search text,

Figure 141. Add New Route Pattern
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3. Thefollowing screen appears.

em Route Plan

User Application  Help

unications

Cisco%d CallManager Administration

For Cx'st_:o; |
gy

Route Pattern
Configuration

Route Pattern: New
Status: Ready

Cisco SysTems

Add a New Route Pattern
Back to Find/List Route Patterns

Mote: Any update to this Route Pattern autornatically resets the associated gateway or Route List

sert

Pattern Definition
Route Pattern™
Partition

Description

Mumbering Plan®

Route Filter

MLPP Precedence
Gateway or Route List™®

Route Option

<Maone >

Marth Ametican Numbering Plan
< Mone >

Default

— Mot Selected —

@ Route this pattern

Call Classification®

O

|

(O Black this pattern | —MotSelected — v

Offiet v O
Provide Outside Dial Tone |

allow Device Override

allow Overlap Sending [0 Urgent Priority
Require Forced Authorization Code
Asuthorization Lewvel 0

Require Client Matter Code

Calling Party Transformations

|

Use Calling Party's External Phone Mumber Mask

Calling Party Transform Mask
Prefix Digits {Cutgoing Calls)
Calling Line ID Presentation

Calling Mame Presentation

Default

Default

Connected Party Transformations

Connected Line ID Presentation | Default

Connected Mame Presentation | Default
Called Party Transformations
Discard Digits <Maone >

Called Party Transform Mask

Prefix Digits {Cutgoing Calls)

ISDN Network-Specific Facilities Information Element

Carrier Identification Code
Metwoaork Service Protocol
Metwoaork Service
— Mot Selected —

* indicates required item.

— Mot Selected —

Service Parameter Name

Service Parameter Yalue

Figure 142. Route Pattern Configuration
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4. Complete the screen as indicated below.

Add a M Route Patt
Rout-e Patt-er“ Back to Fint‘JEI Liset\'VRoﬂLtJeePa?teEr:r;
Configuration

Route Pattern: 1000XXX

Status: Ready
Mote: Any update to this Route Pattern autornatically resets the associated gateway or Route List

[Copy] [ Update ] [ Delete ]

Pattern Definition

Route Pattern® 100004
Partition < Mone > v
Description MGCP to Gateway 3745B4_E1
Mumbering Plan® Marth Ametican Numbering Plan hd
Route Filter < Mone > v
MLPP Precedence Default v
Gateway or Route List™® 52/D51-0@3745B4_E1 ¥ | (Edit)
Route Option @ Route this pattern
(O Black this pattern | —MotSelected — v
Call Classification® Offlet v [0 allow Device Override
[0 Prowvide Cutside Dial Tone [0 allow owerlap Sending [0 Urgent Priority

[ FReguire Forced Authorization Code

suthorization Level 0

[0 Reguire Client Matter Code
Calling Party Transformations

[] Use Calling Party's Extarnal Phone Mumber Mask

Calling Party Transform Mask

Prefix Digits {Cutgoing Calls)

Calling Line ID Presentation Default hd
Calling Mame Presentation Default hd
Connected Party Transformations

Connected Line ID Presentation | Default hd
Connected Mame Presentation | Default hd
Called Party Transformations

Discard Digits <Maone > v

Called Party Transform Mask

Prefix Digits {Cutgoing Calls)
ISDN Network-Specific Facilities Information Element

Carrier Identification Code

Metwoaork Service Protocol — Mot Selected — hd
Metwoaork Service Service Parameter Name Service Parameter Yalue
— Mot Selected — hd

* indicates required item.

Figure 143. Route Pattern Configuration Data
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5. Click Update.

Route Plan S ature Application  Help

o/Unified CallManager Administration Cuto Suteus

isc mﬂuthims

Add a M Route Patt
Rout-e Patt-er“ Back to Fint‘JEI Liset\'VRoﬂLtJeePa?teEr:r;
Configuration

Route Pattern: 10000XX
Status: Ready
Mote: Any update to this Route Pattern autornatically resets the associated gateway or Route List

[Copy] I Update I [ Delete ]

Pattern Definition

VR . [ amaneas

Figure 144. Update

6. Click Back to List/Find Route Patterns. The following screen appears with
the new Route Pattern listed.

Application  Help

CiscofUnified CallManager Administration Cuto Suteus

For Ci e unications

Find and List Route Patterns 4dd 2 New Route Pattem

34 matching record(s) for Pattern begins with ""

Find Route Patterns where |Pattern v| | begins with v| | |

and show items per page

To list all iterns, click Find without entering any search text,

Matching record(s) 1 to 20 of 34

O gi‘ 10000 10000% H.223-172.20.221.200 |}]
[0 =% 10% to Intertel 50/051-0@S0DAD00ES. .. |}]

Figure 145. New Route Pattern
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Configuring a Route Pattern for a Trunk to the Fax Server

» Follow the steps below:

1. Fromthe Call Routing menu, click Route/Hunt, Route Pattern.

tioh  Help

on Dial Rul b Cisco SysTems
te Filter

Line
| Hunt

CiSC(_ Hunt Pilat

Copyright © 1999 - 2004 Cisco Systems, Inc.
all rights reserved.

lanager 4.2 Administration

This product contains cryptographic features and is subject to United States and local country laws governing import, export,
transfer and use. Delivery of Cisco cryptographic products does not imply third-party authority to import, export, distribute or
use encryption, Importers, exporters, distributors and users are responsible for compliance with U.S, and local country laws,

By using this product you agree to comply with applicable laws and regulations, If you are unable to comply with U.S, and
local laws, return this product immediately.

A summary of U.S, laws governing Cisco cryptographic products may be found at:
bttpAfwww cisco . corm/wwl/export/orypto/tool/starg bt
If you require further assistance please contact us by sending email to export@cisco.com.

Figure 146. Route Pattern

136 This document is not to be distributed to a third party without written permission from Dialogic.



Configuring the Cisco Unified Communications Manager

2. Thefollowing screen appears. Click Add New Route Pattern.

Help

Cisco SysTems

Find and List Route Patterns w\ﬁwteﬂ

No current search

Find Route Patterns where Pattern + || begins with |+

and show |20 % |items per page
To list all iterns, click Find without entering any search text,

Figure 147. Add New
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3. Thefollowing screen appears.

em Route Plan  Service Feature Device User Application  Help

Cisco%d CallManager Administration W

For Cx'st_:o;:_ wrications
gy

Add a M Route Patt
Rout-e Patt-er“ Back to Fint‘JEI Liset\'VRoﬂLtJeePa?teEr:r;
Configuration

Route Pattern: New

Status: Ready
Mote: Any update to this Route Pattern autornatically resets the associated gateway or Route List

sert
Pattern Definition

Route Pattern™ |

Partition < Mone > v
Description
Mumbering Plan® Marth Ametican Numbering Plan hd
Route Filter <Maone > v
MLPP Precedence Default v
Gateway or Route List™® — Mot Selected — hd
Route Option @ Route this pattern
(O Black this pattern | —MotSelected — v
Call Classification® Offlet v [0 allow Device Override
Provide Cutside Dial Tone [0 allow owerlap Sending [0 Urgent Priority

[ FReguire Forced Authorization Code
suthorization Level 0

[0 Reguire Client Matter Code
Calling Party Transformations

[] Use Calling Party's Extarnal Phone Mumber Mask

Calling Party Transform Mask

Prefix Digits {Cutgoing Calls)

Calling Line ID Presentation Default hd
Calling Mame Presentation Default hd
Connected Party Transformations

Connected Line ID Presentation | Default v
Connected Mame Presentation | Default v
Called Party Transformations

Discard Digits <Maone > v

Called Party Transform Mask

Prefix Digits {Cutgoing Calls)
ISDN Network-Specific Facilities Information Element

Carrier Identification Code

Metwoaork Service Protocol — Mot Selected — hd
Metwoaork Service Service Parameter Name Service Parameter Yalue
— Mot Selected — hd

* indicates required item.

Figure 148. Route Pattern Configuration
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4. Complete the screen as indicated below.

Add a M Route Patt
Rout-e Patt-er“ Back to Fint‘JEI Liset\'VRoﬂLtJeePa?teEr:r;
Configuration

Route Pattern: 323254XXX

Status: Ready
Mote: Any update to this Route Pattern autornatically resets the associated gateway or Route List

[Copy] [ Update ] [ Delete ]

Pattern Definition

Route Pattern® 323254541
Partition <Maone > v
Description CLICK 4.3.2 H323 to fax server
Mumbering Plan® Marth Ametican Numbering Plan hd
Route Filter <Maone > v
MLPP Precedence Default v
Gateway or Route List™ FaxSerser ¥ | (Edit)
Route Option @ Route this pattern
(O Black this pattern | —MotSelected — v
Call Classification® Offlet v [0 allow Device Override
Provide Cutside Dial Tone [0 allow owerlap Sending [0 Urgent Priority

[ FReguire Forced Authorization Code

suthorization Level 0

[0 Reguire Client Matter Code
Calling Party Transformations

[] Use Calling Party's Extarnal Phone Mumber Mask

Calling Party Transform Mask

Prefix Digits {Cutgoing Calls)

Calling Line ID Presentation Default hd
Calling Mame Presentation Default hd
Connected Party Transformations

Connected Line ID Presentation | Default v
Connected Mame Presentation | Default v
Called Party Transformations

Discard Digits <Maone > v

Called Party Transform Mask

Prefix Digits {Cutgoing Calls)
ISDN Network-Specific Facilities Information Element

Carrier Identification Code

Metwoaork Service Protocol — Mot Selected — hd
Metwoaork Service Service Parameter Name Service Parameter Yalue
— Mot Selected — hd

* indicates required item.

Figure 149. Route Pattern Configuration Data
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5. Click Update.

Feature De Application  Help

CallManager Administration Cuto Suteus
unications

Add a M Route Patt
Rout-e Patt-er“ Back to Fint‘JEI Liset\'VRoﬂLtJeePa?teEr:r;
Configuration

Route Pattern: 10000XX

Status: Ready
Mote: Any update to this Route Pattern autornatically resets the associated gateway or Route List

[Copy] l Update ] [ Delete ]

Pattern Definition

bl i P

Figure 150. Update

6. Click Back to List/Find Route Patterns. The following screen appears with
the new Route Pattern listed.

Route Plan ] e | tion  Help

Cisco%d CallManager Administration W

For Cx'st_:o;:_f.fm unications
e

Find and List Route Patterns 4dd 2 New Route Pattem

33 matching record(s) for Pattern begins with ""

Find Route Patterns where Pattern + || begins with |+

and show |20 % |items per page
To list all iterns, click Find without entering any search text,

Matching record(s) 1 to 20 of 33

[ ] Route Pattern Partition Description Route Filter Gateway/Route List Copy
O g% 100005 100005 H.323-172.20.221.200 |}]
] g% 105 to Intertel S0/DS51-0@S0DADOOES. .. |}]
0O & 11xx MARS to Efic... S4/5U0/DS1-0@tony. .. ES
0O 2% zoox Copy of CM-M... 51/D51-0@CMM-E1 ES
O g% 21xH S0/D51-0@S0DADOOES. .. |}]
] g% 222 CM-MARS to ... S51/D51-0@CMM-E1 |}]
O g% 22HER CS51000M Mart... S51/5U1/DS1-0@3845. .. |}]
] g% 23KH CHM-MARS to M... S51/5U1/DS1-0@3845. .. |}]
O g% 2E0% MNT-%M S0/5U0/DS1-0@C3825 |}]
] g% 323254KKK 323254KKK FazServer |}]
0O & a=xx Copy of CM-M... 51/D51-1@CMM-E1 ES

Figure 151. New Route Pattern
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Verifying the Configuration

The Dialogic Brooktrout Fax and Voice Diagnostic Test utility allows you to
test the configuration you completed. You can download the utility and
instructions from the technical support site.

http://www.cantata.com/support/lanfax/fax_testing_diagnostic.cfm
Thistest verifies the following:
m  SR140 Software configuration

m  Cisco Media Gateway configuration
B Trunksand Route Patterns on the CUCM

Verifying the Fax Server Basic Configuration

Before continuing, refer to Appendix A, Verifying Basic Configuration - Fax
Server 172.20.231.122 on page 414 to verify that the Fax Server softwareis
installed correctly.

Outbound Call

» Follow the steps below to verify outbound fax traffic from the CUCM
to the gateway.

1. Openthe Fax and Voice Diagnostic Test utility. The following screen
appears. Click the 2. Telephony button (press the Apply button in the
Brooktrout Configuration Tool after configuring). Click the 3.Initialize
button.
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2. Click in the Phone Number box for Port 1.

& Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3
Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
Fax Woice 1, Driver [2. Telephony] [ 3. Initialize: “Dx41 V| [Current ] [Current ] [ Port Hiskory ] Looping OFF
Paort Status Phone number Part Status Phone number

2. Waiting For IP Cal [ ] 17 watngfor P cal [ ]
3. Waiting for IP Call 18, Waiting for IP Call

4, Waiting for IP Call 19, Waiting for IP Call

5. Waiting For IP Cal [ ] a0 watingfor P cal [ ]
& Waiting For IP Cal [ ] 2t watngforpcal [ ]
7. Waiting for IP Call 22, Waiting For IP Call

8, Waiting for IP Call 23, Waiting for IP Call

a,

11, Waiting for IP Call 26, Waiting for IP Call

12, Waiting for IP Call 27, Waiting For IP Call

09/11/2007 19:06:11 [00] Pausing For 2000ms before Reset, ~
09/11/2007 19:07:46 [02] Pausing for 2000ms before Reset, _
09/11/2007 19:21:54 [00] Pausing for 2000ms before Reset,
09/11/2007 19:23:23 [00] Pausing For 2000ms before Reset,
09/11/2007 19:41:04 [03] Pausing for 2000ms before Reset,
09/11/2007 21:48:27 [00] Pausing For 2000ms before Reset,

v
Alarm State: Mo Alarm Framing: M4 CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: MjA

Figure 152. Fax Diagnostic Test

3. Enter the destination phone number and the | P address of the CUCM as
shown below.
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|=F Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3
Action  Logging Help

Choose Functionality

Fax Woice 1. Driver

Part Status

1. Waiting for IP Call
‘Waiting For IP Call
‘Waiting For IP Call
‘Waiting For IP Call
‘Waiting For IP Call
‘Waiting For IP Call
‘Waiting For IP Call
‘Waiting For IP Call
‘Waiting For IP Call

=@ = om o @

10, Waiting for IP Call
11, Waiting for IP Call
12, Waiting for IP Call
13, Waiting for IP Call
14, Waiting for IP Call
15, Waiting for IP Call

Board/Module

DialiSend

[2. TeIephony] [ 3. Initialize: “Dx41

Reset/Hangup

V| [Current ] [Current ] [ Part Hiskary ] Looping Off

Phone number

[ ]
[ ]
[ ]

Part Status

. Waiting For IP Call
. Waiting For IP Call
. Waiting For IP Call
. Waiting For IP Call
. Waiting For IP Call
. Waiting For IP Call
. Waiting For IP Call
. Waiting For IP Call
. Waiting For IP Call
. Waiting For IP Call
. Waiting For IP Call
. Waiting For IP Call
. Waiting For IP Call
. Waiting For IP Call
. ‘Waiking for IP Call

Phone number

[ ]
[ ]

09/11/2007 19:06:11 [00] Pausing For 2000ms before Reset,

:07:46 [02] Pausing for 2000ms before Reset,
154 [00] Pausing For 2000ms before Reset,
123 [00] Pausing For 2000ms before Reset,
104 [03] Pausing For 2000ms before Reset,
09/11/2007 21:48:27 [00] Pausing For 2000ms before Reset,

|

v

Alarm State: Mo Alarm

Figure 153.

Framing: M/A CRC: M/A Bi-PolarViclations:  M& ClockSlips: M/

IP Address

4, Click Current to send the test fax.

Ef Fax and| Voice Diagnostic Test for Windows : SDK 5.0.0B3
Action  Logging Help

Choose Functionality

Fax Woice

Part Status

1. Waiting for IP Call
2. Waiting for IP Call
3. Waiting for IP Call

Board/Module

DialiSend

Reset/Hangup

Phone number

10000000172:20.231.254
[ ]
]

Figure 154. Current

Part Status

. Waiting For IP Call
. Waiting For IP Call
. Waiting For IP Call

1, Driver [2. TeIephony] [ 3. Initialize: “Dx41 V| CurEent [Current] [Port History ] Looping OFF

Phone number

[ ]
[ ]
]
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5. Click Port History while having Port 1 highlighted.

Ef Fax and| Voice Diagnostic Test for Windows : SDK 5.0.0B3
Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
Fax Woice 1, Driver [2. TeIephony] [ 3. Initialize: “Dx41 V| [Current ] [Current ] Port Hiskory | Looping OFF
Paort Status Phone number Part Status Phone number

3. Waiting for IP Call 18, Waiting for IP Call
4, Waiting for IP Call 19, Waiting for IP Call
5.

‘Waiting For IP Call 20, Waiting For IP Call
Figure 155. Port History

6. Thefollowing screen appears. Verify that the outbound call was successful.

Choose Functionality Board/Module DialiSend ResetfHangup

[2. TeIephony] [ 3, Initialize ]i0x41 V| [Current ] [Current ] [Port History

Port Status Phone number Paort Status Phone number

1, Waiting for IP Call

16, Waiting for IP Call

2. ‘Waiting for IP Call | | 17, Waiting for IP Call
3. Waiting For IP Call | | 18, Waiting For IP Call
4, Waiting for IP Call History for Channel 1
5, ‘Waiting for IP Call
09/11/2007 21:48:05 Call Requested
6. Waiting for IP Call 09/11/2007 21:45:05 Dialing 1000000@172,20.231,254
» 09/11/2007 21:48:05 Resetting Channel
7. Waiting for IP Call 0911/2007 21:48:10 Connected.
. 09/11/2007 21:45:10 Fax answer tone detected,
8. Waiing for IP Cal 09/11(2007 21:48:12 TX Remote 10 ™
3, Waiting for IP Cal 0971172007 21:48:16 Sending Fax, |
09/11/2007 21:45: BadLines =0 —_—
10, Waiting For IP Call 09/11/2007 21; Baud Rate = 14400 Bps
sz 09/11/2007 21: Confirm Wal = MCF
11, ‘Waiting For IP Call 09/112007 21: Duration = 17 seconds
i 09/11/2007 21: ECM =256
12, Wtaiting for IP Call 0971142007 21: Line Farmat = MMR
13. ‘Waiting For IP Call 09/11/2007 21; Resolution = 200Hx200% (Fine)
09/11/2007 21:45: Total Lines = 2168 —
14, Waiting for IP Call 09/11/2007 21:48:27 Page 1: |
» 09/11/2007 21:48:27 Pausing for 2000ms before Reset, e
15, Waiting for IP Call 0901112007 21:48:27 Success b |
' - ——
09/11/2007 19:06:11 [00] Pausi ~
{07146 [ : hs

el
09/11/2007 19:21:54 [00] Pausing for 2000ms before Reset,
09/11/2007 19:23:23 [00] Pausing For 2000ms before Reset,
09/11/2007 19:41:04 [03] Pausing for 2000ms before Reset,
09/11/2007 21:48:27 [00] Pausing for 2000ms before Reset.,

v

Alarm State: Mo Alarm Framing: MN/A CRC:  N/A  Bi-Polar iolations:  Mfa  Clock Slips: NfA

Figure 156. Outbound Call Successful
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Inbound Call

» Follow the stepsbelow to verify theinbound fax traffic from the
gateway to the CUCM.

Initiate acall from the PSTN using 323254000.

Watch all channels because a call should comein on one of the waiting
channels.

= Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3
Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
[2. Telephony] [ 3. Initialize “Dx41 V| [Current ] [Current ] [ Port Hiskory ]
Paort Status Phone number Part Status Phone number

2. Waiting For IP Cal [ ] 17 watngfor P cal [ ]
3. Waiting for IP Call 18, Waiting for IP Call

4, Waiting for IP Call 19, Waiting for IP Call

5. Waiting For IP Cal [ ] a0 watingfor P cal [ ]
& Waiting For IP Cal [ ] 2t watngforpcal [ ]
7. Waiting for IP Call 22, Waiting For IP Call

8, Waiting for IP Call 23, Waiting for IP Call

a,

11, Waiting for IP Call 26, Waiting for IP Call

12, Waiting for IP Call 27, Waiting For IP Call

09/11/2007 19:06:11 [00] Pausing For 2000ms before Reset, ~
09/11/2007 19:07:46 [02] Pausing for 2000ms before Reset, B
09/11/2007 19:21:54 [00] Pausing for 2000ms before Reset,
09/11/2007 19:23:23 [00] Pausing For 2000ms before Reset,
09/11/2007 19:41:04 [03] Pausing for 2000ms before Reset,
09/11/2007 21:48:27 [00] Pausing For 2000ms before Reset,

v
Alarm State: Mo Alarm Framing: M4 CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: MjA

Figure 157. Fax Diagnostic Test
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3. Click the Phone number box on which the call came in and click the
Port History button.

|EF Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3
Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
Fax Woice 1, Driver [2. TeIephony] [ 3. Initialize: “Dx41 V| [Current ] [Current ] [ Part History&S Looping OFF
Paort Status Phone number Part Status Phone number
> LA sikima Fow TO sl 17 MMaikima Few TO sl

Figure 158. Port History

4. Thefollowing screen appears. Verify that the inbound call is successful.

Board/Module DialiSend ResetfHangup
1.C [2. TeIephony] [ 3, Initialize: “Dx41 V| [Current ] [Current ] [Port History
Port Status Phone number Paort Status Phone number
1. ‘Waiting For IP Call | | 16, waiting For IP Cal |

‘Waiting For IP Call . Waiting For IP Call | i

‘Waiting For IP Call . Waiting For IP Call

‘Waiting For IP .
‘Waiting For IP .

‘Waiting for IP C4 | 09/11/2007 17:50:19 Attaching Channel ~ J

- 09/11/2007 17:50:19 Resetting Channel

Wwaiting far IP O | 0oy11/2007 17:50:19 Waiting Far IP Cal

Waiting For TP €. 09/11/2007 19:07:24 DID: 323254000 CallerID: TA:172,20,221,200:47408
0971172007 19:07:29 Call answered

Waiting for P} |09/11/2007 19:07:34 R Remote ID ™ | |
09/11/2007 19:07;37 Receiving Fax, —_—————————————

[ History for Channel 3

SgmmE ek i DR Hod e G

10, Waiting for IPC§ | 09/11/2007 19:07:46  Badlines =0

i 09/11/2007 19:07:46 Baud Rate = 14400 Bps
11, Waiting For IPCY | goy11/2007 19:07:46  Confirm Yal = MCF

12, ‘Waiting For TP C 09/11/2007 19:07:46  Duration = 17 seconds

s
|
09/11/2007 19:07:46  ECM =256 ———
|
(| .

13, ‘Waiting For IP.cf [O9/11/2007 19:07:46  Line Format = MMR
09/11/2007 19:07:46  Resolution = 200Hx200% {Fine)
14, Waiting for IP C§ | 09/11/2007 19:07:46 Total Lines = 2168 -
N 09/11/2007 19:07:46 Page 1:
15, ‘Waiting For IP C | goy11/2007 19:07:46 Pausing For 2000ms befare Reset,
T 09/11/2007 19:07:46 Success M
09/11/2007 19:07: ~
09/11/2007 19:21: i
09/11/2007 19:23: .
09/11/2007 19:41:04 [03] Pausing For 2000ms before Reset,
09/11/2007 21:48:27 [00] Pausing for 2000ms before Reset,
09/11/2007 22:02:18 [04] Pausing for 2000ms before Reset.,

v

Alarm State: Mo Alarm Framing: MN/A CRC:  N/A  Bi-Polar iolations:  Mfa  Clock Slips: NfA

Figure 159. Inbound Call Successful
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Topology: H.323 - CUCM 5.04 - H.323

Introduction

In this topology, the CUCM (Version 5.0(4)) does all the call control. The
gateway sends all signaling (H.323) to the CUCM which forwards it along to
the Fax Server. The Fax Server responds to the CUCM and the CUCM
forwards all signaling back to the gateway. Once the call is established, the fax
traffic flows directly between the gateway and the Fax Server.

Note: The SR140 Softwareis used as an example Fax Server in this chapter.
The TR1034 IP board can aso be used as Fax Server.
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The diagrams below show the I P addresses of the hardware which are also
included in the procedure and configuration files referenced in this chapter.

Outbound Number Dialed: 1000 0XX
ccm
CUCM does 5.0.4
Setup / Tear Down ey CUCM does
. _;" ":_ Setup / Tear Down
@ A s 17220214.254 ~ @
”* Ha2a™
~ -
™ ® 4
@ ” PSTN
“Fax T.38 Fax T S
Server Traffic
172.20.214,241

Figure 160. Outbound Call - CUCM Does Call Control - H.323 -
CUCM 5.0(4) - H.323 Topology

ccm
CUCM does 5.0.4
Setup / Tear Down =, CUCM does
= Setup [ Tear Down
17220214254 ~ @
- H.az3 Haza™ Inbound Number Dialed: 323 254 XXX
~ ® i )
© " PSTN
Fax T.38 Fax 1?2?2‘5\?{3.129 B
Server Traffic
172,20.214.241

Figure 161. Inbound Call - CUCM Does Call Control - H.323 -
CUCM 5.0(4) - H.323 Topology
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Configuration Sequence

Follow the sequence below when configuring the Dial ogic Brooktrout FolP
with Cisco Products.

m  Configuring the Dialogic Brooktrout Fax Server on page 150

m  Configuring the Cisco Media Gateway with |OS Commands on page 154
m  Configuring the Cisco Unified Communications Manager on page 155

¢ Configuring the Trunk Between CUCM and the Cisco Media Gateway
on page 156

+  Configuring the Trunk Between the CUCM and the Fax Server on
page 166

¢ Configuring a Route Pattern for a Trunk to the Cisco Media Gateway
on page 173

+ Configuring a Route Pattern for a Trunk to the Fax Server on
page 180

m \erifying the Configuration on page 187
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Configuring the Dialogic Brooktrout Fax Server

» Follow the steps below to configur e the SR140 Softwar e using the
Dialogic Brooktrout Configuration Tool to support this network
topology.

1. Open the Dialogic Brooktrout Configuration Tool in Advanced Mode.

# Brooktrout Configuration Tool - Advanced Mode

Fle Wiew Opbors  Hep

i [~ T, 4
Home Save  opeh | Lcerss Help
= Brockiroul [Bozhon Host Sereics - Ruraing|
Coibver Paramelers [l boads| .
BTl Paramaters ()l boards| Brooktrout Configuration Tool

= CallConhicl Paamelers
bhodike Dt SR140
=P Call Canfrol Modues
SIF
H3E

Advanced Mode
This page cortains essential infarmation 10 use the 10l efectiely. You can get to this page any time by clicking on the Home icon an the 1oolbar. The user intedface consists of ben vess: (2] the
explorer view and [b) the cordent view.

The explorr siew allows you 1o navigate through the varkous o ; af
or controls 1hat allow you fa fine tune the Brooktou componants.

Haritware and Software. The content siews cantaing either informetional contem such as this pag

In this mode you can: Ik
* Edit call contral configuration par module.
* Edit the bteall parameters.
= Edit he davica dnver paramatars.
= Eaue the confiquration informtion.
* And finally apply the cordiguraiion.

Fleaze note that wou muzi apply the cordiguration infarmation far the changes to take effect. The apply action i available from the toolbar 8= well as fom the Optians menu.
Urder normal conditions (that is, all Ermokirout hardeeare installed on your system has 1he sarme ship leval nuenbar programmed on them), the configuration tonl should corne up in the Wizard

Mode. It can alzo be lzunched explicily 10 come up in the advanced mode by using fa or —advanced command line option. i vou did not specdy this option and the tool came wp in in this mode,
il is because hardware detected by the tool required identification or the host systern has mone than one type of Brookirout hardvwane models installed

Figure 162. Dialogic Brooktrout Configuration Tool

2. Configure for the H.323 protocol asfollows. Under IP Call Control
Modules, click H.323 then click the IP Parameters tab.

The following screen appears.
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Brooktrout Configuration Tool - Advanced Mode

Fle View Options Hep
i) . = H @ & T

Back [l Save  Apply | Licenss | Help
=1- Etvodhtrout [Betton Ho Service - Rurewnll | General Infomation 'PP"‘"""‘"]’-HPIImﬂ
Driver Parameters (41 bomds)
BTCal Parameters |43 bods) ; R e el ®
=t Fa . h323_daiaul_gstewsy '-—
Modsde (ad1: SA140 hi23_el6dskar:
= [P Call Conticl Modules
Hazd
h323_geekesper it I
h323_gseekeeper_p_addiess T.0.0 .0 0
h323_pateksaper it o
h323_h3230akex:
h323_kocal_ip_addiers 172.20.214.241 1720
h323_Manufachuer: I—Bluﬂsuwtm
hiZ3 ManuschureCode: [&
h323_mas_sessons. [==
h323_regater Mo p—-:1
h323_suppod_allemate_ghc | ——=
h323 135CourinCode w0 —p— &
h323_135E shenaion: [

Figure 163. IP Parameters

This document is not to be distributed to a third party without written permission from Dialogic. 151



Chapter 8: Topology: H.323 - CUCM 5.04 - H.323

3. Click Show Advanced. Thefollowing screen appears. Completethefields
asindicated below.

Brooktrout Configuration Teol - Advanced Mode

Fle View Optiors Hep
7| - = H @ & T

H. ; Fa-ck Save Apply | License | Help
= Brodkiroul [Bottan Hout Service - Rurewidl | Genetal Indomation P Parameters | T.38 Pacameters |
Diriver Parsmebens (Al boands|
BTCal Paramaten AR bomds] hiZ3_ deloull pileway: M _o. 0. 0 Jo
=i~ Call Corirol Patsmebesy
Mol Dual: SR140 h323_el6dskan
=i IP Call Corftrol Module:
H323 -
h323_patekeaper_id
h323_peekesper_ip_addeest 10 1] o 0 o
h3Z3_patekeapsr_iil Hil
h3Z3_hAZND akar
hZ3_lecal_ip_addiess: | 17220214 241 1720
ha23_Manufschue: [Brockiznd Techriogy
hi23_ManidschraiCods |49
h323_mas;_tesions |==
h3Z3 egater o J————— 1
h323_suppoet_sltermae_gh oo p————1
h323 135CourkyCade (RCTH — &
h323 1358 senaine: il
Advanced Settings

Do not charge these pacameders urdees pou have
been inatnucted 1o do 10

h323_FastStat JE-n i ———————
h323_H2455kage [z 0 %
h323_h245T unnakng i1
1373 OkF eectResponseTmeoct a1 p— 10

[Hide Advanced << |

Figure 164. Advanced Settings

Note: Whenthe h323 local_ip addressfield is set to the default value
(0.0.0.0:0), the system usesthe | P address of thefirst Ethernet modulein
the system and port number 1720. If there are more than one ethernet
modulesin the Fax Server then specify the actual |P address of the
desired ethernet module that will be used.

4. Set thefields below asfollows to ensure that Cisco interoperability works
correctly.

¢ h323 FastStart=0
¢ h323_H245Stage =3
¢ h323_h245Tunneling =0
5. Click T.38 Parameter and complete fields as indicated below.
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v Brooktrout Configuration Tool - Advanced Mode
Fle View Options Help

@ | | H @& & 92
Home Bad Save  Apply | Licenze Help
=1 Brooktrout [Previous Page|-Rumning | General Information ] IP Parameters  T.38 Parameters l
Diriver Parameters (4l boards)
BTCallParametes Al boads) Masimm Bt Rte, bps: -
—|- Call Control Parameters
Madule 0x41: SR140 Media Renegotiate Delay Inbound, mzec: |4DDD
=P Eall;ﬁ;;tml Modules Media Renegotiate Delay Outbound, msec: |-‘I
5P T30 Fast Nty Mo =
UDPTL Redundancy Depth Contral: l? 0 J 3
UDPTL Redundancy Depth Image: l? 0 J 2

Figure 165. T.38 Parameters

6. Under Call Control Parameters, click Module 0x41: SR140 and select
the Parameters tab. Complete the fields as indicated below.

Brookirout Configuration Tool - Advanced Mode

Fle Wiew Options Hebp
@ & » @ @& |°*
Home  Back Save  Apply | Licarae | Help
= Biookired [Botion Hol Sevice- i) | Gl ifomaion  Parametes |
Diver Pasamadess (Al bosnk]
BTCol Pavameters [l boaids] 1P Caf Caetrol Mochde CE2
= ol Conteol Pavametens
P Intetace | reellF] FRO/000 MT Mokl Connsction - Pscksl Scheduler Mngedt 1722
= IP C Coriral Modbes
o LowwestIP Pt Nursber {25000
i Highest IP Pt Nustbee f57000

Figure 166. Module 0x41: SR140 Parameters

7. Select the desired network interface controller (NIC) for the IP Interface
field.

8. Click Apply.

Configuration Files

Use the configuration filesin the section below to help you configure the
SR140 Software:

Appendix G SR140 Configuration Files on page 510
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Configuring the Cisco Media Gateway with 10S
Commands

Configuring the Cisco Media Gateway involves the following.

m  Enable T.38 support
m  Configureline card interface
m  Configure Dial-Peers (VolP and POTS)

See the configuration filesin Appendix G Cisco Gateway-Config on page 515
as aguide to configure your Cisco Media Gateway.
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Configuring the Cisco Unified Communications
Manager

This procedure includes the following:

m  Configuring Service Activation on page 628 (If not completed already.)
m  Configuring Service Parameters on page 632 (If not completed already.)

m  Configuring the Trunk Between CUCM and the Cisco Media Gateway on
page 156

m  Configuring the Trunk Between the CUCM and the Fax Server on
page 166

m  Configuring a Route Pattern for a Trunk to the Cisco Media Gateway on
page 173

m  Configuring a Route Pattern for a Trunk to the Fax Server on page 180
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Configuring the Trunk Between CUCM and the Cisco Media
Gateway

» Follow the steps below:

1. Openthe Cisco Unified Communications Manager Administration Version
5.0(4). The following screen appears.

adtiess | https://172.20.214.254:8443/ccrmadrmir] vk

Navigation | Cisco Unified Call

System = Call Routing +  Medis Resources = “oice Mail =  Device = Application = User Management = Bulk Administration = Help =

|Cisco Unified CallManager Administration

System version: 5.0.4.2000-1
drninistration version: 1.1.0.0-1

| Copyright & 1999 - 2006 Cisco Systems, Inc.
All rights reserved.

This product contains cryptographic features and is subject to United States and local country laws governing import, export, transfer and use, Delivery of Cisco
not imply third-party authority to import, export, distribute or use encryption, Importers, exporters, distributors and users are responsible for compliance with U
using this product you agree to comply with applicable laws and regulations. If you are unable to comply with U.S. and local laws, return this product immediatel

A summary of U.S, laws governing Cisco cryptographic products may be found at: hitp:

wwwcisco. comwwl/export/orypto/tool/starg bt
If you require further assistance please contact us by sending email to export@cisco.com,

Figure 167. CUCM Version 5.0(4)
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2. From the Device menu, select Trunk.

Mavigation ' Cisco Unified CallM

d CallManager Administration ror«

System »  Call Routing +  Media Resources = “oice Mail = | Device = | Application = User Management = Bulk Administration = Help =

CTl Route Paint

Gatekeeper

Gatewvay

Phone lIManager Administration

Trunk b
Device Settings kS 3

Copyright & 1999 - 2006 Cisco Systems, Inc.
All rights reserved.

This product contains cryptographic features and is subject to United States and local country laws governing import, export, transfer and use, Delivery of Cisco ¢
not imply third-party authority to import, export, distribute or use encryption, Importers, exporters, distributors and users are responsible for compliance with U
using this product you agree to comply with applicable laws and regulations. If you are unable to comply with U.S. and local laws, return this product immediately

A summary of U.S, laws governing Cisco cryptographic products may be found at: hitp:

wwwcisco. com/wwl/exportorypto/tool/starg bt
If you require further assistance please contact us by sending email to export@cisco.com,

Figure 168. Trunk

The following screen appears.

Cisco Unified CallManager Administration Fror

System »  Call Routing +  Media Resources »  “oice Mail »  Device -

Application +  User Management »  Bulk Administration = Help -

ind and List Trunks

9P

— Search Options

Find Trunks where | Device Name "H begins with "H HFi'“I ] [ search Within Results

|Se|ect item ar enter search text »

— Search Results
Mo active guery. Please enter your search criteria using the options above.

Figure 169. List Trunks

3. Click Add New.
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Cisco Unified CallManager Administration Fror cisco Unified Communication

System = Call Routing +  Media Resources = “oice Mail = Device = Application = User Management = Bulk Administration +  Help =

— Search Options
Find Trunks where | Device Name "H begins with "H HFi'“I ] [ search Within Results

|Se|ect item ar enter search text »

— Search Results
Mo active guery. Please enter your search criteria using the options above.

Figure 170. Add New Trunk

The following screen appears.

Cisco Unified CallManager Administration ror

System »  Call Routing +  Media Resources +  “oice Mail »  Device = Application = User Management »  Bulk Admil

runk Configuration

— Status
Status: Ready

— Trunk Information
Trunk Type* - Mot Selected -

Device Protocol® | pot Selacted -

- (]

® *_indicates required item.

Figure 171. Trunk Configuration

4. Sdlect Intercluster Trunk (Non-Gatekeeper Controlled) for the Trunk
Type.
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Cisco Unified CallManager Administration ror mmunic:

System »  Call Routing +  Media Resources »  “oice Mail » Device =  Application = User Management = Bulk Admini:

runk Configuration

— Status
Status: Ready

— Trunk Information
Trunk Type* - Mot Selected - v

Diavica Protocol®|-- Mot Selected -
H.225 Trunk (Gatekeeper Controlled)

(]

® *_indicates required item.

Figure 172. Trunk Type

The Device Protocol defaults to Inter-Cluster Trunk.

Cisco Unified CallManager Administration Fror

System » Call Routing »  Media Resources »  “oice Maill =  Device = Application +  User Managemert = Bulk Sdmil

runk Configuration

— Status
Status: Ready

— Trunk Information
Trunk Type™* Inter-Cluster Trunk (Mon-Gatekeeper Controlled) A
Device Protocol® e

- (N

® *_ indicates required item.

Figure 173. Inter-Cluster Trunk Device Protocol
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5. Click Next.

Cisco Unified CallManager Administration ror Communicat

System = Call Routing +  Media Resources »  “oice Maill =  Device = Application = User Management »  Bulk Adr

runk Configuration

— Status
Status: Ready

— Trunk Information
Trunk Type* Inter-Cluster Trunk (Mon-Gatekeeper Controlled) v

Diavica Protocol*

e

® *_indicates required item.

Inter-Cluster Trunk

Figure 174. Next

The following screen appears.
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— Status

Status: Ready

— Device Information

Product:
Device Protocal:
Diavica Mame™*

Description

Davica Pool*

Call Classification®

Media Resource Group List
Location*

AMR Group

Tunneled Protocol*
Packet Capture Mode*

Packet Capture Duration

[OmMedia Termination Point Required
Retry Wideo Call as Audio

Path Replacement Support
O Transmit UTF-g far Calling Party Name
[unattended Port

infarmation.

Inter-Cluster Trunk (Mon-Gatekeeper Controlled)
Inter-Cluster Trunk

- Mot Selected -

Use Systern Default

< Mone =
Hub_Mane

< Mone =

Maone

([0 ||| ]|

Maone
0

[JsrRTP allowed - when this flag is checked, IPSec needs to be configured in the network to provide end to end security

— Multilevel Precedence and Pr

ption (MLPP) Information

MLPP Domain = Mone »

MLPP Indication*| og

— Call Routing Information

— Inbound Calls
Significant Digits* Al
Calling Search Space = Mone »
&4R Calling Search Space| « popae =

Prefix DN

[JEnable Inbound Faststart

[¥] Redirecting Nurnber IE Delivery - Inbound

— Outb d Calls

Calling Party Selection™®

Calling Line ID Presentation™®

Called Party IE Mumber Type Unknown™®
Calling Party IE Mumber Type Unknown™®
Called Mumbering Plan*

Calling Mumbering Plan*

Caller ID DN

Display IE Delivery

[JEnable Quthound FastStart
Codec For Outhound FastStart

Originator

Default

Cisco CallManager

Cisco CallManager

Cisco CallManager

S S

Cisco CallManager

[¥] Redirecting Nurnber IE Delivery - Outhound

— Remote Cisco Unified CallManager Information

Server 1 IP Address/Host Name*|

Server 2 IP Address/Host Mame |

Server 3 IP Address/Host MName |

Figure 175. Trunk Configuration
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6. Complete the screen asindicated below:.

— Status
Status: Ready

— Device Information

Product: Inter-Cluster Trunk (Mon-Gatekeeper Contt
Device Protocal: Inter-Cluster Trunk
Device Mame* |H323-1?2.20.33.129
Description |H3z3-172.20.33.128
Device Pool* Default

Call Classification® Offtdet

Media Resource Group List < MNaone »
Location* Hub_Mone

AAR Group < Mone =
Tunneled Protocol* Marne

Packet Capture Mode® Marne

Packet Capture Duration ]

[OmMedia Termination Point Required
Retry Wideo Call as Audio
Path Replacement Support
O Transmit UTF-g far Calling Party Name
[unattended Port
[ srRTP allowed - when this flag is checked, IPSec needs to be configured in the network to provide

infarmation.
— Multilevel Precedence and Pr ption (MLPP) Information
MLPP Domain = Mone »

MLPP Indication*| og

— Call Routing Information

— Inbound Calls
Significant Digits* Al

Calling Search Space = Mone »

&4R Calling Search Space| « popae =

Prefix DN

[¥] Redirecting Nurnber IE Delivery - Inbound
[JEnable Inbound Faststart

— Outb d Calls
Calling Party Selection™®

Originator
Calling Line ID Presentation® Diefault

Called Party IE Number Type Unknown® [ cisco CallManager

Calling Party IE Murnber Type Unknown*| cisco CallManager

Called Mumbering Plan®* Cisco CallManager

S S

Calling Mumbering Plan* Cisco CallManager

Caller ID DN

[ Display IE Delivery
[¥] Redirecting Nurnber IE Delivery - Outhound

[JEnable Quthound FastStart
Codec For Outhound FastStart

Remote Cisco Unified CallManager Information
Server 1 IP Address/Host Name*|1?2_20_33_129 |

Server 2 IP Address/Host Mame | |

Server 3 IP Address/Host MName | |

— [ Save ][ Delete ][ Reset ][ Add New ]

Figure 176. Trunk Configuration Data
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7. Click Save.

Remote Cisco Unified CallManager Information
Server 1 IP Address/Host Name*|1?2_20_33_129 |

Server 2 IP Address/Host Mame | |

Server 3 IP Address/Host MName | |

— Saveﬂ Delete ][ Reset ][ Add New ]

® *_indicates required item.

m **_Davice reset is not reauired for chanoes to Packet Canture Mode and Packet Caoture Duration,
Figure 177. Save

8. Click OK.

g

Calling Line ID Presentation® Diefault

Called Party IE Number Type Unknown® [ cisco CallManager

Calling Party IE Murnber Type Unknown*| cisco CallManager

<)% |

Called Mumbering Plan®* Cisco CallManager

Calling Mumbering Plan*

Microsoft Internet Explorer

Caller ID DN

[ Display IE Delivery
[¥] redirecting Nurber IE Delivery - Outhq

[JEnable Quthound FastStart
Codec For Outhound FastStart

— Remote Cisco Unified CallManager Information
Server 1 IP Address/Host Name*|1?2_20_33_129 |

Server 2 IP Address/Host Mame | |

Server 3 IP Address/Host MName | |

— [ Save ][ Delete ][ Reset ][ Add New ]

Figure 178. OK

9. Click Reset.
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The following screen appears.

https://172.20.214,254:8443 - Device Reset - Microsoft Internet Explorer []=[E3

— Status
Status: Ready

— Reset Information
Selected Device: H323-172.20.33.129 (H323-172.20.33.129; Inter-Cluster Trunk (Non-
Gatekeeper Controlled)})

If a device is not registered with Cisco Unified CallManager, you cannot reset or restart it, If a
device is registered, to restart a device without shutting it down, click the Restart button. To
shut down a device and bring it back up, click the Reset button, To return to the previous
window without resettingfrestarting the device, click Close.

MNote:

Resetting a gateway/trunk drops any calls in progress that are using that gateway/trunk.
Restarting a gateway tries to preserve the calls in progress that are using that gateway, if
possible. Other devices wait until calls are complete before restarting or resetting.
Resetting,/restarting a H2232 device does not physically resetfrestart the hardware; it only
reinitializes the configuration loaded by Cisco Unified CallManager.

— [ Reset ][ Restart ][ Close ]

® *_indicates required item.

€] Dore 8 @ Internet

Figure 179. Device Status

10. Click Close.

bl 4

— Status
Status: Ready

— Reset Information
Selected Device: H323-172.20.33.129 (H323-172.20.33.129; Inter-Cluster Trunk (Non-
Gatekeeper Controlled)})

If a device is not registered with Cisco Unified CallManager, you cannot reset or restart it, If a
device is registered, to restart a device without shutting it down, click the Restart button. To
shut down a device and bring it back up, click the Reset button, To return to the previous
window without resettingfrestarting the device, click Close.

MNote:

Resetting a gateway/trunk drops any calls in progress that are using that gateway/trunk.
Restarting a gateway tries to preserve the calls in progress that are using that gateway, if
possible. Other devices wait until calls are complete before restarting or resetting.
Resetting,/restarting a H2232 device does not physically resetfrestart the hardware; it only
reinitializes the configuration loaded by Cisco Unified CallManager.

— | Reset || Restart C|DST

® *_indicates required item.

Figure 180. Close
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11. Select Back To Find/List and click Go.

jon = User Management =  Bulk Administration +  Help - Log Off

Figure 181. Go to List

The following screen appears with the new Trunk.

Cisco Unified CallManager Administration For cisco rified Communications Solutions

System » Call Rouing +  Media Resources »  VoiceMad » Device »  Application »  User v Buk ¥ Help »

ind and List Trunks
Status
10 records found

Search Options
Find Trunks where | Device Name ¥ || begins with v [J5earch Within Results
Select item or enter search text v
{device.name begins with any)

Search Results

Calling Search |Device [Route Route|

Mame ;Das:riphon [Space [Pool  |pattarn Partition Gmup.Driurity_Trunk Type
I é Avaya-58500-1-S1P  SIP Trunk via Proxy on Avaya-58500-1 Incoming Trunk Default 40xx SIP Trunk
I & Avaya-58500-1-SIP  SIP Trunk via Proxy on Avaya-58500-1 Incoming Trunk Default 41xx SIP Trunk
r é Avaya-58500-1-SIP  SIP Trunk via Proxy on Avaya-58500-1 Incoming Trunk Default S050 SIP Trunk
" é Avaya-58500-2-CLAN SIP Trunk via CLAN on Avaya-S8500-2 [ncoming Trunk Default SIP Trunk
r & Avaya-58500-2-51F  SIP Trunk via Proxy on Avaya-58500-2 [ncoming Trunk Default 2[0-171xX SIP Trunk
r & M| - to CM-MERCURY SIP Trunk Incoming Trunk Default 42X SIP Trunk
I & CM-MERCURY-SIP to CM-MERCURY SIP Trunk Incoming Trunk Default 9.4 SIP Trunk
T ﬂ H323Al?2.20.33.123 H323-172.20.33.129 Default 10000%% Inter-Cluster Trunk (Non-G
g d’ P LINK LCS_LINK Incoming Trunk Default 25X% SIP Trunk
[ Add Mew ]i Select All ” Clear All ” Delete Selected ][ Reset Selected ] Rows per Page 50 ¥

Figure 182. New Trunk in List
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Configuring the Trunk Between the CUCM and the Fax
Server

» Follow the steps below.

1. From thefollowing screen, click Add New.

Cisco Unified CallManager Administration Fror

System = Call Routing +  Media Resources = “oice Mail = Device = Application = User Management = Bulk Administration +  Help =

ind and List Trunks

SEEE S

— Status
10 records found

— Search Options
Find Trunks where | Device Name ¥ || beging with v [ search Within Results

Select item or enter search text »
(device.name begins with any)

— Search Results

- Calling Search |Device |[Route .. \Route| . .
Name Description Space Pool ——— Partition Group Prlonty‘Trunk Type
[~ e Awaya-58500-1-SIF  SIP Trunk wia Proxy on Avaya-58500-1 Incoming Trunk Default 40%x SIP Trunk
[~ e Awaya-58500-1-SIF  SIP Trunk wia Proxy on Avaya-58500-1 Incoming Trunk Default 41%x SIP Trunk
[~ e Awaya-58500-1-SIF  SIP Trunk wia Proxy on Awaya-58500-1 Incoming Trunk Default 5050 SIP Trunk
[~ e Avaya-58500-2-CLAM SIP Trunk wia CLAM on Awaya-58500-2  Incoming Trunk Default SIP Trunk
[ e Awaya-S8500-2-SIF  SIP Trunk wia Proxy on Avaya-58500-2 Incoming Trunk Default 2[0-17xx SIP Trunk
e CM-MERCURY-SIP o CM-MERCURY SIP Trunk Incoming Trunk Default 42xx SIP Trunk
r é CM-MERCURY-SIP to CM-MERCURY SIP Trunk Incoming Trunk Default 9.4 SIP Trunk
~ E FaxServer FaxServer Default 323254%xx Inter-Cluster Tn
r = H323-172.20.32.129 H323-172.20.33.129 Default 10000xx Inter-Cluster Tn
r é LCS SIP LIMK LCS_LINK Incoming Trunk Default 25x% SIP Trunk
[ Add Newr\i[ Select All_|[ Clear Al || Delete Selected || Reset Selected | pows per page/50 | ¥
L

Figure 183. Add New Trunk
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The following screen appears.

Cisco Unified CallManager Administration ror Unified Co

System = Call Routing +  Medis Resources = “oice Maill ~ Device = Application = User Management »  Bulk Adm

runk Configuration

— Status
Status: Ready

— Trunk Information
Trunk Type* - Mot Selected -

Device Protocol® | pot Selacted -

- (Fex]

® *_indicates required item.

Figure 184. Trunk Configuration

2. Select Inter-Cluster Trunk (Non-Gatekeeper Controlled) for the Trunk
Type.

Cisco Unified CallManager Administration ror Unified Communication

System »  Call Routing +  Media Resources »  “oice Mail » Device = Application = User Management = Bulk Admir

Trunk Configuration

— Status
Status: Ready

— Trunk Information
Trunk Type* Inter-Cluster Trunk (Mon-Gatekeeper Controlled)  »
Diavica Protocol®|-- Mot Selected -

H.225 Trunk (Gatekeeper Controlled)
-

|Inter-Cluster Trunk (Gatekeeper Controlled)
® *_indicates required item.

Figure 185. Trunk Information

The following screen appears.
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Inter-Cluster Trunk defaultsin the Device Protocol box.

— Status
®5tatu5: Ready

— Trunk Information

Trunk Type* | Inter-Cluster Trunk (Mon-Gatekeeper Controlled) v
Device Protocol *| Inter-Cluster Trunk

- [N

® *_indicates required item.

Figure 186. Inter-Cluster Trunk

3. Click Next.

Cisco Unified CallManager Administration Fror cisco Unified Communications S

System »  Call Routing +  Media Resources »  “oice Mail » Device = Application = User Management = Bulk Admir

runk Configuration

— Status
Status: Ready

— Trunk Information
Trunk Type* Inter-Cluster Trunk (Mon-Gatekeeper Controlled) v

Diavica Protocol*

_

£

Inter-Cluster Trunk

Figure 187. Next
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The following screen appears.

ud

Status
(@Status : Ready

— Dewice Information

Product: Inter-Cluster Trunk (Non-Gatekeeper Controlled)
Device Protocol: Inter-Cluster Trunk

Dievice Mamea* | ‘
Description | ‘
Device Pool* - Mot Selected - b
Call Classification™® Use System Default v
Media Resource Group List < Mone = S
Location® Hub_Mone b
AAR Group < Mone = M
Tunneled Protocol* MNone 4
Packet Capture Mode™ Mane *’
Packet Capture Duration o

[Omedia Termination Point Required
Retry Wideo Call as Audio

Path Replacement Support
[ Transmit UTF-8 for Calling Party Name
Ounattended Port

[ sRTP allowed - When this flag is checked, IPSec needs to be configured in the network to provide end to end security. Failure to do so will expose keys =

information.
— Multilevel Precedence and Pr ption (MLPP) Information
MLPP Domain = Mone »

MLPP Indication*| og

— Call Routing Information

— Inbound Calls
Significant Digits* Al

Calling Search Space = Mone »

&4R Calling Search Space| « popae =

Prefix DN

[¥] Redirecting Nurnber IE Delivery - Inbound
[JEnable Inbound Faststart

— Outb d Calls
Calling Party Selection™®

Originator
Calling Line ID Presentation® Diefault

Called Party IE Number Type Unknown® [ cisco CallManager

Calling Party IE Murnber Type Unknown*| cisco CallManager

Called Mumbering Plan®* Cisco CallManager

S S

Calling Mumbering Plan*

Cisco CallManager

Caller ID DN

[ Display IE Delivery
[¥] Redirecting Nurnber IE Delivery - Outhound

[JEnable Quthound FastStart
Codec For Outhound FastStart

— Remote Cisco Unified CallManager Information
Server 1 IP Address/Host Name*| |

Server 2 IP Address/Host Mame | |

Server 3 IP Address/Host MName | |

Figure 188. Trunk Configuration
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4. Complete the screen as indicated below.

System = Call Routing +  Media Resources = “oice Mail =  Device = Application = User Management +  Bulk Ad

2, Sy

— Status
Status: Ready

— Device Information

Product: Inter-Cluster Trunk (Mon-Gatekeeper Control
Device Protocal: Inter-Cluster Trunk
Diavica Mame™* FaxSerer
Description FaxSerer

Davica Pool* Diefault

Call Classification® Offtdet

Media Resource Group List < MNaone »
Location* Hub_Mone

AAR Group < Mone =
Tunneled Protocol* Marne

Packet Capture Mode® Marne

Packet Capture Duration ]

[OmMedia Termination Point Required
Retry Wideo Call as Audio

Path Replacement Support
O Transmit UTF-g far Calling Party Name
[unattended Port

[ 5rRTP allowed - when this flag is checked, IPSec needs to be configured in the netwark to provide e
infarmation.

MLPP Indication™®| ng

— Call Routing Information
— Inb d Calls

Significant Digits ¥ All v
Calling Search Space = Maone = v
A8R Calling Search Space| ¢ pone = v

Prefix DN

Redirecting Mumber IE Delivery - Inbound
[JEnahle Inbound FastStart

— Outb d Calls
Calling Party Selection™®

Originataor
Calling Line 1D Presentatiaon™ Default

Called Party IE Mumber Type Unknown® [ ciseo CallManager

Calling Party IE Mumber Type Unknown®| cisco Calltanager

Called Mumbering Plan* Cisco CallManager

LA TS

Calling Mumbering Plan* Cigeo CallManager

Caller ID DM
[“l Display IE Delivery
Redirecting Mumber IE Delivery - Qutbound

[[JEnable Duthound FastStart
Codec For Outbound FastStart

— Remote Cisco Unified CallManager Information
Server 1 IP Address/Host Name* 172.20.214.241

Server 2 IP Address/Host Mame
Server 3 IP Address/Host MName

Figure 189. Trunk Configuration Data
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5. Click Save.
6. Click OK.

Calling Party IE Mumber Type Unknown*| Cisco CallManager

Called Mumbering Plan®* Cisco CallManager

Calling Mumbering Plan*

I Microsoft Internet Explorer

Caller ID DN I

Display IE Dalivery A Click on the Reset button to have the changes take effect.
[¥] redirecting Nurber IE Delivery - Outhq

[JEnable Quthound FastStart

Codec For Outhound FastStart

3

o _m_ et s tET_ % e _WMma_ o w_&_ . _at__

Figure 190. OK

7. Click Reset.
8. From the Device Reset screen, click Close.
9. Sdect Back To Find/List and click Go.

Cisco Unified Communicatio

jon = User Management =  Bulk Administration +  Help -

Figure 191. Go to List

The following screen appears with the new Trunk.
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Cisco Unified CallManager Administration

System = Call Routing +  Media Resources = “oice Mail = Device = Application = User Management = Bulk Administration +  Help =

Find and List Trunks

SEEE S

— Status
10 records found
— Search Options
Find Trunks where | Device Name "H begins with "H HFi'“I ] [ search Within Results
|Se|ect item or enter search text v|
(device.name begins with any)
— Search Results - -
MNarme Description gsg'geg Search Es;:ce Eggtt:rn Partition g?éﬁi PriDrity‘Trunk Type
[~ e Avaya-58500-1-SIF  SIP Trunk wia Proxy on Avaya-58500-1 Incoming Trunk Default 40%x SIP Trunk
[ e Awaya-58500-1-SIF  SIP Trunk wia Proxy on Avaya-58500-1 Incoming Trunk Default 41xx SIP Trunk
[ = Awaya-58500-1-SIF  SIP Trunk wia Proxy on Avaya-58500-1 Incoming Trunk Default 5050 SIP Trunk
[~ e Avaya-58500-2-CLAM SIP Trunk wia CLAM on Awaya-58500-2  Incoming Trunk Default SIP Trunk
[ e Awaya-S8500-2-SIF  SIP Trunk wia Proxy on Avaya-58500-2 Incoming Trunk Default 2[0-17xx SIP Trunk
e CM-MERCURY-SIP to CM-MERCURY SIP Trunk Incoming Trunk Default 42x% SIP Trunk
r a CM-MERCURY-SIP to CM-MERCURY SIP Trunk Incoming Trunk Default 9.4 SIP Trunk
- E FaxServ%z FaxServer Default 323254%xx Inter-Clust
r = H323-173-P0.33.120 H323-172.20.33.129 Default 10000xx Inter-Clust
- a LCS SIP LIMK LCS_LINK Incoming Trunk Default 25xx SIP Trunk
[ Add New ][ Select Al || Clear All | Delete Selected ][ Reset Selected | Rouws per page/50 v

Figure 192. New Trunk
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Configuring a Route Pattern for a Trunk to the Cisco Media
Gateway

» Follow the steps below to configure aroute pattern for thetrunk.

1. Fromthe Call Routing menu, click Route/Hunt, Route Pattern.

Cisco Unified CallManager Administration Fror

System w | Call Routing » | Media Resources +  “oice Mail » Device »  Application +  User Management +  Bulk Administration +  Help =

B4R Group |
I:IIjIJ:l @E Dial Rules 3
— Status Route Fitter
10 re| RouteHunt 4 | Route Graup
SIP Route Pattern Route List
~ Search Class of Cartral , |
azE Of Lontrol Route Pattern | =
Find Trun| {k - [Jsearch within Results
Cliert Matter Codes | oo R/

Select item or enter search text »

(device.n Forced Authorization Codes Line Graup

— Translation Pattern Hurit List

— Seareh Call Park (R (A Calling Search |Device |Route Route

‘ . R Spaceg Poal Pt Partition G PriDrity‘Trunk Type
o= Directory Number unk via Proxy on Avaya-58500-1 Incoming Trunk Default 40x% SIP Trunk
o= unk via Proxy on Avaya-58500-1 Incoming Trunk Default 41x% SIP Trunk
o= Mest-Me HumberPattern unk via Proxy on Avaya-58500-1 Incoming Trunk Default 5050 SIP Trunk
o= R (R [P unk via CLAN on Avaya-58500-2 Incoming Trunk Default SIP Trunk
oA D enlin=tall oy unk via Proxy on Avaya-58500-2 Incoming Trunk Default 2[0-17xx SIP Trunk
e CM-MERCURY-SIP to CM-MERCURY SIP Trunk Incoming Trunk Default 42x% SIP Trunk
r é CM-MERCURY-SIP to CM-MERCURY SIP Trunk Incoming Trunk Default 9.4 SIP Trunk
- E EaxServer FaxServer Default 323254%xx Inter-Cluster Tr
r = H323-172.20.32.129 H323-172.20.33.129 Default 10000xx Inter-Cluster Tru
- é LCS SIP LIMK LCS_LINK Incoming Trunk Default 25xx SIP Trunk
[ Add Mew |[ Select All | Clear Al || Delete Selected || Reset Selected | mows per page/50 v

Figure 193. Route Pattern

The following screen appears.

Cisco Unified CallManager Administration rar cisco unified communicatians Salutions

System = Call Routing +  Media Resources = “oice Mail = Device = Application = User Management = Bulk Administration +  Help =
ind and List Route Patterns

i

— Search Options
Find Route Patterns where | Pattern ¥ || begins with [Jsearch within Results

— Search Results
Mo active query. Please enter your search criteria using the options above.

Figure 194. List Route Patterns
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2. Click Add New.

Cisco Unified CallManager Administration ror Unified Communicatiar

System »  Call Routing +  Media Resources +  “oice Mail »  Device = Application = User Management »  Bulk Admil
ind and List Route Patterns

9P

— Search Options

Find Route Patterns where | Pattern V|| hegins with VH |[Fin(l ] Csearch Wi

— Search Results
Mo active guery. Please enter your search criteria using the options above.
Add Mew

at

Figure 195. Add New
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The following screen appears.

Cisco Unified CallManager Administration ror

System »  Call Routing +  Media Resources +  “oice Mail »  Device = Application = User Management »  Bulk Admil

Route Pattern Configuration

— Status
Status: Ready

— Pattern Definition
Route Pattern® | |

Route Partition |< Maone = v|

Description | |

Numbering Plan

Route Filter
MLPP Precedence® |Defau|t "|
Gateway/Route List *| Mat Selected - v| (Edit)
Raute Cption ® Route this pattern
O Block this pattern | Ma Error v|
Call Classification® |OﬁNet "|

allow Device Override [ Provide Outside Dial Tone [allow Overlap Sending [ Urgent Priarity

[Jrequire Forced Authorization Code
Authorization Level* |D |

[Orequire Client Matter Code

— Calling Party Transformations
[Juse Calling Party's External Phone Number Mask
Calling Party Transfarm Mask| |

Prefix Digits {Outgoing Calls) | |

Calling Line 1D Presentation™®| pafaul

Calling Mame Presentation® [ pafaul

— Connected Party Transformations
Connected Line ID Presentation™® | pasault

Connected Mame Presentation® | pafault

— Called Party Transformations
Discard Digits

Called Party Transform Mask| |

Prefix Digits {Outgoing Calls)| |

— ISDN MNetwork-Specific Facilities Information El
Network Service Protocol | Mot Selected - v|

Carrier Identification Code| |

MNetwork Service Service Parameter Name
|-- Mot Selected -- V”

— | Save

® *_indicates required item.

Figure 196. Route Pattern Configuration
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Compl ete the screen as indicated below.

Cisco Unified CallManager Administration Fraor

System »  Call Routing +  Media Resources »  “oice Mail » Device = Application »  User Management »  Bulk Admi

L X5

— Status
Status: Ready

— Pattern Definition

Route Pattern* froooos:
Route Partition < Mone = b
Description 100003
MNurmbering Plan
Route Filter
MLPP Pracedence® | Dafault 4
Gateway/Route List * 11353 172 20,33.129 ¥ | (Edit)
Raute Option ® Route this pattern

O Block this pattern | Mo Errar 4
Call Classification™® Offtet b

Oallow Device Override [¥] Provide Outside Dial Tone [allow Overlap Sending [ Urgent Priority

[Jrequire Forced Authorization Code
Authorization Level® 0

[ require Client Matter Code

— Calling Party Transformations
[Juse Calling Party's External Phone Number Mask
Calling Party Transform Mask

Prefix Digits {Outgoing Calls)
Calling Line 1D Presentation™®| pafaul

Calling Mame Presentation® [ pafaul

— Connected Party Transformations
Connected Line ID Presentation™® | pasault

Connected Mame Presentation® | pafault

— Called Party Transformations
Discard Digits

Called Party Transform Mask
Prefix Digits {Outgoing Calls)

— ISDN MNetwork-Specific Facilities Information El
Metwark Service Protocal | pot Selected -- "

Carrier Identification Code

MNetwork Service Service Parameter Name
- Mot Selected - hd

— [ Delete ][ Copy ][ Add New ]

Figure 197. Route Pattern Configuration Data
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3. Click Save.
— ISDN MNetwork-Specific Facilities Information El t
Network Service Protocol | Mot Selected - v|
Carrier Identification Cude| |
MNetwork Service Service Parameter Name Service Parameter Walue

|-- Mot Selected -- V” ||

— [ Save ” Delete ][ Copy ][ Add New

® *_indicates required item.

Figure 198. Save

4. Thefollowing appears because you did not required a Forced Authorization
Code. Click OK.

— Calling Party Transformations

[Juse Calling Party's External Phone Number Mask
Calling Party Transfarm Mask| |

Prefix Digits {Outgoing Calls) | |

Calling Line 1D Presentation™®| pafaul

Calling Mame Presentation® [ pafaul

— Connected Party Transformatfelaat oGS R F 1T X

Connected Line ID Presentation
connected Name Presentation® \‘{) The Authc_)rlzahon Code wil not be achai;ed. _ _

Press OK if you want to proceed and activate it at a later time.
Press Cancel and check the Force Authorization Code checkbox if you want to

— Called Party Transformations

Discard Digits activate it now.
Called Party Transfarm Mask I:
o _ [ ik l Cancel
Prefix Digits (Outgoing Calls)l:
— ISDN MNetwork-Specific Facilities Information El t
Network Service Protocol | Mot Selected - v|

Carrier Identification Code| |

MNetwork Service Service Parameter Name Service Parameter Walue
- Mot Selected - V” ||

Figure 199. OK

5. Thefollowing appears. Click OK.
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Prefix Digits {Outgoing Calls) |

Calling Line 1D Presentation™®| pafaul

Calling Mame Presentation® [ pafaul

— Connected Party Transformajis -
Connected Line 1D Presentatio et d S 5 J 3101 X

Connected Name Presentation : . .
'E Ary update to this Route Pattern autormnatically resets the associated gateway or
L

Route List

— Called Party Transformation|
Discard Digits

Called Party Transform Mask |:

Prefix Digits (Outgoing Calls)|—

— ISDN MNetwork-Specific Facilities Information El
Network Service Protocol | Mot Selected - v|

Carrier Identification Code| |

MNetwork Service Service Parameter Name Service Parameter Walue
- Mot Selected - V” ||

[P | =N | AP | I 1

Figure 200. OK

6. Select Back To Find/List and click Go.

jon = User Management =  Bulk Administration +  Help - Log Off

Figure 201. Go to List
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The following screen appears with the new Route Pattern.

Cisco Unified CaIIManag er Administration For cisco Unified Communications Solutions Logged in as:c

System » CslRouding ~ MediaResources »  Voice Mall »  Device »  Appl » User M t »  Bulk w Help =

Find and List Route Patterns

Status
10 records found

— Search Options -

Find Route Patterns where | Pattem % begins with % [Jsearch within Results
{numplan.dnorpattern begins with any)

Search Results

|Pattern |Description [Partition |Route Filter |associated Device
| ID.'IE!D% 10000%X H323-172.20.33.129
25K rte to LCS CS SIP LINK
r o 20-1x to Avaya SE500-2 vaya- 2-5Ip
I A0xX to Avaya 58500-1 Avaya-S8500-1-5IP
B 41XX to Avaya 58500-1 By -58! -1-51P
i 42%X to CM-MERCURY CM-MERCURY-SIP
- 5050 to Octel VM via Avaya 58500-1 Waya- -1-51p
 SxEx to CM-MERCURY 52/D51-0@VENUS-CMM-T1
r 94 to CM-MERCURY CM-MERCURY-SIP

[ Add New H Select All l[ Clear All ” Delete Selected ] Rows per Page 50 ¥

Figure 202. New Route Pattern
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Configuring a Route Pattern for a Trunk to the Fax Server

» Follow the steps below:

1. Fromthe Call Routing menu, click Route/Hunt, Route Pattern.

Cisco Unified CallManager Administration

System w | Call Routing + | Media Resources »  “oice Mail » Device »  Application = User Management = Bulk &dmin

ALR Group

Far

iified o

ED]@E Dial Rules »
— Status - Route Fitter
10 re| RouteHunt 4 | Route Graup
SIP Route Pattern Route List
— Search
Class of Control » | Route Pattern |
Find Trun| fk [Csearch w
Cliert Matter Codes | oo b _
Select item or enter s¢
(device.n Forced Autharization Codes Line Group
— Translation Pattern Hurit List
~ Search Call Park i
‘ (R PR Calling Search |Device |Route
Call Pickup Group [ Space Paal Pattern
o= unk via Proxy on Avaya-58500-1 Incoming Trunk Default 40x%
Directory Mumber : K
o= unk via Proxy on Avaya-58500-1 Incoming Trunk Defsult 41X
e heet-te NumberPattern . 5
r unk via Proxy on Avaya-S8500-1 Incoming Trunk Default 5050
o= R (R [P unk via CLAN on Avaya-S8500-2 Incoming Trunk Default
oA D enlin=tall oy unk via Proxy on Avaya-58500-2 Incoming Trunk Default 2[0-17xx
e CM-MERCURY-SIP to CM-MERCURY SIP Trunk Incoming Trunk Default 42xx
r é CM-MERCURY-SIP to CM-MERCURY SIP Trunk Incoming Trunk Default 3.4
- E FaxServer FaxServer Default 323254X!
r = H323-172.20.32.129 H323-172.20.33.129 Default 10000xx
- é LCE SIP LIMK LCE_LIME Incoming Trunk Default 25k
[ Add New |[ Select All |[ Clear Al || Delete Selected || Reset Selected Raws per Page| 50

Figure 203. Route Pattern
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The following screen appears.

Cisco Unified CallManager Administration Fror

System = Call Routing +  Media Resources = “oice Mail = Device = Application = User Management = Bulk Administration +  Help =

ind and List Route Patterns

9P

— Search Options

Find Route Patterns where | Pattern "H begins with "H HFi'“I ] [ search Within Results

— Search Results
Mo active guery. Please enter your search criteria using the options above.

Figure 204. Route Patterns

2. Click Add New.

Cisco Unified CallMa nager Administration For cisco Unified Communications Solutions Logged

System = Call Routing +  Media Resources = “oice Mail = Device = Application = User Management = Bulk Administration +  Help =

ind and List Route Patterns

9P

— Search Options

Find Route Patterns where | Pattern "H begins with "H HFi'“I ] [ search Within Results

— Search Results
Mo active guery. Please enter your search criteria using the options above.

Figure 205. Add New
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The following screen appears.

Cisco Unified CallManager Administration

System »  Call Routing +  Media Resources »  “oice Mail » Device =  Application = User Management = Bulk Admini

Route Pattern Configuration

— Status
Status: Ready

— Pattern Definiti
Route Pattern® [

Route Partition = Mone » "
Description

Numbering Plan

Route Filter
MLPP Precedence® | pafault 4
Gateway/Route List ™[ "y solected - ¥ | (Edit)
Raute Cption ® Route this pattern
O Block this pattern | Ma Errar b
Call Classification® Offfet 4

allow Device Override [ Provide Outside Dial Tone [allow Overlap Sending [ Urgent Priarity

[Jrequire Forced Authorization Code
Authorization Level* 0

[Orequire Client Matter Code

— Calling Party Transformations
[Juse Calling Party's External Phone Number Mask
Calling Party Transform Mask

Prefix Digits {Outgoing Calls)
Calling Line 1D Presentation™®| pafaul

Calling Mame Presentation® [ pafaul

— Connected Party Transformations
Connected Line ID Presentation™® | pasault

Connected Mame Presentation® | pafault

— Called Party Transformations
Discard Digits

Called Party Transform Mask
Prefix Digits {Outgoing Calls)

— ISDN MNetwork-Specific Facilities Information El
Metwark Service Protocal | pot Selected -- "

Carrier Identification Code

MNetwork Service Service Parameter Name
- Mot Selected - hd

— | Save

® *_indicates required item.

Figure 206. Route Pattern Configuration

182 This document is not to be distributed to a third party without written permission from Dialogic.



Configuring the Cisco Unified Communications Manager

3. Complete the screen as indicated below.

Cisco Unified CallManager Administration

System = Call Routing +  Medis Resources = “oice Maill ~ Device = Application = User Management »  Bulk Adm

) (NGl

— Status
Status: Ready

— Pattern Definition

Route Pattern® |323254}<}<}{ |
Route Partition |< Mone > v|
Diascription |32325f1>00< |
MNurmbering Plan
Route Filter
MLPP Precedence® |Defau|t "|
Gateway/Route List *| FaxServer v| (Edit)
Raute Cption ® Route this pattern

O Block this pattern | Ma Error v|
Call Classification* [ Offtet 9

allow Device Override [ Provide Outside Dial Tone [allow Overlap Sending [ Urgent Priarity

[Jrequire Forced Authorization Code
Authorization Level* |D |

[Orequire Client Matter Code

— Calling Party Transformations
[Juse Calling Party's External Phone Number Mask
Calling Party Transfarm Mask| |

Prefix Digits {Outgoing Calls) | |

Calling Line 1D Presentation™®| pafaul

Calling Mame Presentation® [ pafaul

— Connected Party Transformations
Connected Line ID Presentation™® | pasault

Connected Mame Presentation® | pafault

— Called Party Transformations
Discard Digits

Called Party Transform Mask| |

Prefix Digits {Outgoing Calls)| |

— ISDN MNetwork-Specific Facilities Information El
Network Service Protocol | Mot Selected - v|

Carrier Identification Code| |

MNetwork Service Service Parameter Name
|-- Mot Selected -- V”

— [ Save ][ Delete ][ Copy ][ Add New

® *_indicates required item.

Figure 207. Route Pattern Configuration Data
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4. Click Save.

— ISDN MNetwork-Specific Facilities Information El t
Network Service Protocol | Mot Selected - v|
Carrier Identification Code| |
MNetwork Service Service Parameter Name

|-- Mot Selected -- V”

— | Save [ Delete ][ Copy ][ Add New

® *_indicates required item.

Figure 208. Save

5. Thefollowing appears because you did not required a Forced Authorization
Code. Click OK.

— Calling Party Transformations
[Juse Calling Party's External Phone Number Mask
Calling Party Transfarm Mask| |

Prefix Digits {Outgoing Calls) | |

Calling Line 1D Presentation™®| pafaul

Calling Mame Presentation® [ pafaul

— Connected Party Transformatfelaat oGS R F 1T X

Connected Line ID Presentation
connected Name Presentation® 3/ The Authc_)rlzahon Code wil not be achai;ed. _ _

Press OK if you want to proceed and activate it at a later time.
Press Cancel and check the Force Authorization Code checkbox if you want to
activate it now,

— Called Party Transformations
Discard Digits

Called Party Transfarm Mask I:
0K l Cancel
Prefix Digits (Outgoing Calls)l: g

— ISDN MNetwork-Specific Facilities Information El t
Metwark Service Protocal | Mot Selected —-

"]

Carrier Identification Code| |

MNetwork Service Service Parameter Name Service Parameter Val
|-- Mot Selected -- V” ||

— [ Save ][ Delete ][ Copy ][ Add New

® *_indicates required item.

Figure 209. OK
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6. Thefollowing appears. Click OK.

Calling Party Transfarm Mask| |

Prefix Digits {Outgoing Calls) | |

Calling Line 1D Presentation™®| pafaul

Calling Mame Presentation® [ pafaul

— Connected Party Transformajis -
Connected Line 1D Presentatio et d S 5 J 3101 X

Connected Name Presentation

'E Ary update to this Route Pattern autormnatically resets the associated gateway or
L

i Route List
— Called Party Transformation|

Discard Digits

Called Party Transform Mask |:

Prefix Digits (Outgoing Calls)|—

— ISDN MNetwork-Specific Facilities Information El t
Network Service Protocol | Mot Selected - v|

Carrier Identification Code| |

MNetwork Service Service Parameter Name Service Parameter Walue
|-- Mot Selected -- V” ||

— [ Save ][ Delete ][ Copy ][ Add New ]

[0 Y
Figure 210. OK

7. Select Back To Find/List and click Go.

jon = User Management =  Bulk Administration +  Help - Log Off

Figure 211. Go to List

8. Thefollowing screen appears. Note the new Route Pattern.
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Cisco Unified CallManager Administration ror

System = Call Routing +  Media Resources = “oice Mail = Device = Application = User Management = Bulk Administration +  Help =
Find and List Route Patterns

— Status
10 records found

— Search Options
Find Route Patterns where | Pattern "H begins with "H HFi'“I ] [ search Within Results
(numplan.dnorpattern begins with any)

— Search Results

|Pattern |Description |Partition |Route Filter Associated Device
r 10000xx 10000%x H323-172.20.33.129
r 2588 rte to LCS LCS SIP LIMK
r 2[0-1Txx to Avaya S8500-2 Avaya-58500-2-51P
r 223254xmnn 323254xxx FaxServer
r 40K N % to Avaya S8500-1 Awaya-58500-1-51P
r 41nx to Avaya S8500-1 Awaya-58500-1-51F
r 4255 to CM-MERCURY CM-MERCURY-SIP
[~ 5050 to Octel WM via Avaya S8500-1 Avaya-52500-1-5IF
r SEEE to CM-MERCURY 52/D51-0@VENUS-CMM-T1
r 9.4 to CM-MERCURY CM-MERCURY-SIP

Add New || Select All_ ][ Clear All |[ Delete Selected | pows per page 50 |

Figure 212. List of Patterns
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Verifying the Configuration

The Dialogic Brooktrout Fax and Voice Diagnostic Test utility allows you to
test the configuration you completed. You can download the utility and
instructions from the technical support site.

http://www.cantata.com/support/lanfax/fax_testing_diagnostic.cfm
Thistest verifies the following:

m  SR140 Software configuration
m  Cisco Media Gateway configuration
®  Trunksand Route Patterns on the CUCM

Verifying the Fax Server Basic Configuration

Before continuing, refer to Appendix A, Verifying Basic Configuration - Fax
Server 172.20.214.241 on page 410 to verify that the Fax Server softwareis
installed correctly.
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Outbound Call

» Follow the steps below to verify outbound fax traffic from the CUCM
to the gateway.

1. Open the Fax and Voice Diagnostic Test utility. The following screen
appears. Click the 2. Telephony button (press the Apply button in the
Brooktrout Configuration Tool after configuring). Click the 3.Initialize

button.
|5 Fax and Voice Diagnostic Tiest for Windows : SDK 5.0.0B3 g
Action  Logging Help
Choose Functionality Board/Module DialiSend Reset/Hangup
[2. Telephony] [ 3. Initialize ] Oxdl w [Current ] [Current ] [ Port Hiskory ]

Paort Status Phone number Part Status Phone number
1. Waiting for IP Call 16, Waiting for IP Call

2. Waiting for IP Call 17, Waiting for IP Call

3. Waiting for IP Call 18, Waiting for IP Call

4, Waiting for IP Call 19, Waiting for IP Call

5. ‘Waiting for IP Call 20, Waiting For IP Call

6, ‘Waiting for IP Call 21, Waiting for IP Call

7. Waiting for IP Call 22, Waiting For IP Call

8, Waiting for IP Call 23, Waiting for IP Call

9, Waiting for IP Call 24, ‘Waiting for IP Call

10, Waiting for IP Call 25, Waiting for IP Call

11, Waiting for IP Call 26, Waiting for IP Call

12, Waiting for IP Call 27, Waiting For IP Call

13, Waiting for IP Call 28, Waiting For IP Call

14, Waiting for IP Call 29, ‘Waiting for IP Call

15, Waiting for IP Call 30, Waiting For IP Call

09/13/2007 10:11:32 [00] Pausing For 2000ms before Reset, ~

09/13f2007 10:12:19 [01] Pausing For 2000ms before Reset,
09/13/2007 10:19:45 [00] Pausing For 2000ms before Reset,
09/13/2007 10:21:08 [02] Pausing For 2000ms before Reset,
09/13/2007 10:22:22 [03] Pausing for 2000ms before Reset,
09/13{2007 10:23:19 [00] Pausing For 2000ms before Reset,

v

Alarm State: Mo Alarm Framing: M4 CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: MjA

Figure 213. Fax Diagnostic Test

2. Enter the destination phone number and the IP address of the CUCM as
shown below.
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|EF Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3 |

Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
Fax Woice 1, Driver [2. TeIephony] [ 3. Initialize: “Dx41 V| [Current ] [Current ] [ Port Hiskory ] Looping OFF
Paort Status Phone number Part Status Phone number

2. Waiting For IP Cal [ ] i watngfor e cal [ ]
3. Waiting for IP Call 18, Waiting for IP Call

4, Waiting for IP Call 19, Waiting for IP Call

5. Waiting For IP Cal [ ] a0 watingfor P cal [ ]
& Waiting For IP Cal [ ] 2t watngforpcal [ ]
7. Waiting for IP Call 22, Waiting For IP Call

8, Waiting for IP Call 23, Waiting for IP Call

a,

11, Waiting for IP Call 26, Waiting for IP Call

12, Waiting for IP Call 27, Waiting For IP Call

09/13/2007 10:11:32 [00] Pausing For 2000ms before Reset,
09/13f2007 10:12:19 [01] Pausing For 2000ms before Reset,
09/13/2007 10:19:45 [00] Pausing For 2000ms before Reset,
09/13/2007 10:21:08 [02] Pausing For 2000ms before Reset,
09/13/2007 10:22:22 [03] Pausing for 2000ms before Reset,
09/13{2007 10:23:19 [00] Pausing For 2000ms before Reset,

|

v

Alarm State: Mo Alarm Framing: M4 CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: MjA

Figure 214. IP Address

3. Click Current to send the test fax.

|EF Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3
Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
Fax Woice 1, Driver [2. TeIephony] [ 3. Initialize: “Dx41 V| [CurrenS§ [Current ] [ Part Hiskary ] Looping OFF
Paort Status Phone number Part Status Phone number

2. Waiting for IP Call 17, Waiting for IP Call

Figure 215. Current
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4. Click Port History while Port 1 is highlighted.

Ef Fax and| Voice Diagnostic Test for Windows : SDK 5.0.0B3
Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
Fax Woice 1, Driver [2. Telephony] [ 3. Initialize: “Dx41 V| [Current ] [Current ] [ Part History* Looping OFF
Paort Status Phone number Part Status Phone number

D Waibimn Few TR 10 Waikima Few TR

Figure 216. Port History
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Verifying the Configuration

5. Thefollowing screen appears. Verify that the outbound call was successful.

Choose Functionality

Board{Module

DialiSend Reset{Hangup

Fax oice LD

[2. Telephony] [ 3. Initialize ]li‘ll V| [Current] [Current] [Port History ] Looping

Phone number

Port Status
1. Waiting for IP Call
2, ‘Waiting for IP Call

History for Channel 1

| 17, ‘Waiting for IP Call

Paort Status Phone number

16, Waiting for IP Call

Call

09/13/2007 10:34:26 Dialing 1000000@172,20.214.254
26 Resetting Channel

29 Connecked,

29 Fax answer tone detected.

33 T Remote ID "™

38 Sending Fax,

43  Badlines =0

43 Baud Rate = 14400 Bps

43 Confirm Yal = MCF

4%  Duration =19 seconds

45 ECM =256

48 Line Format = MMR.

43 Resolution = 200HxZ00Y {Fine)
4% TotalLines = 2168

458 Page 1:

48 Pausing for 2000ms before Reset,
48 Success

09/13/2007 10:34:50 Resetting Channel

3

—

cal [ —

call | |

call [ —

Call

Call

call % ——

09/13/2007 10:19:45 [00] Pausing for 2000ms before Reset,
09/13/2007 10:21:08 [02] Pausing For 2000ms before Reset,
09/13/2007 10:22:22 [03] Pausing For 2000ms before Reset,
09/13{2007 10;23:19 [00] Pausing for 2000ms before Reset.,
09/13/2007 10:34:48 [00] Pausing For 2000ms before Reset,

v

Alarm State: Mo Alarm

Framing: M/A CRC: M/A BiPolarVidlations:  M/& ClockSlips: M

Figure 217. Outbound Call Successful
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Inbound Call

» Follow the stepsbelow to verify theinbound fax traffic from the
gateway to the CUCM.

Initiate acall from the PSTN using 323254000.

Watch all channels because a call should come in on one of the waiting
channels

& Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3
Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
[2. Telephony] [ 3. Initialize “Dx41 V| [Current ] [Current ] [ Port Hiskory ]
Paort Status Phone number Part Status Phone number

T R — —

2. Waiting For IP Cal [ ] 17 watngfor P cal [ ]
3, Waiting For IP Cal [ ] 18 watingfor P cal

4, Waiting for IP Call _ 19, Waiting for IP Call

5. Waiting For IP Cal [ ] a0 watingfor P cal [ ]
& Waiting For IP Cal [ ] 2t watngforpcal [ ]
7. Waiting for IP Call 22, Waiting For IP Call

8, Waiting for IP Call 23, Waiting for IP Call

a,

i for o R —
1. wosr for o R —

11, Waiting for IP Call 26, Waiting for IP Call

12, Waiting for IP Call 27, Waiting For IP Call

. worr for o I —
. wosr for o R —
. Vasnafar e o T @ wesmrc —

09/13/2007 10:19:45 [00] Pausing For 2000ms before Reset, ~
09/13/2007 10:21:08 [02] Pausing For 2000ms before Reset, B
09/13/2007 10:22:22 [03] Pausing for 2000ms before Reset,
09/13{2007 10:23:19 [00] Pausing For 2000ms before Reset,
09/13/2007 10:34:48 [00] Pausing for 2000ms before Reset,
09/13/2007 10:38:16 [04] Pausing for 2000ms before Reset,

v
Alarm State: Mo Alarm Framing: M4 CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: MjA

Figure 218. Fax Diagnostic Test
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Verifying the Configuration

3. Click the Phone number box on which the call came in and click the
Port History button.

|EF Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3

Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
Fax Woice 1, Driver [2. TeIephony] [ 3. Initialize: “Dx41 V| [Current ] [Current ] [ Part History&S Looping OFF
Paort Status Phone number Part Status Phone number

1. Waiting for IP Call

17 AMaikima Fee TO el

[ ]

1

T AMaikime Fee TO Sl

Figure 219. Port History

4. Thefollowing screen appears. Verify that the inbound call is successful.

Choose functionality Board/Module DialiSend Reset/Hangup
a 1 [2. TeIephony] [ 3. Initialize: ]!Dx‘ll V| [Current ] [Current ] [ Part Hiskory ] L
History for Channel 4 X PREEOEREE
Call
09/13/2007 10:10:35 Waiting For IP Call ~
09/13/2007 10:22:00 DID: TEL:323254000,323254000 CallerID: TA:172,20,214.254:1720 Call |
09/13/2007 10:22:04 Call answered cal
09/13/2007 10:22:09 R¥ Remote ID ™
09/13/2007 10:22:13 Receiving Fax, call
09/13/2007 10:22:22 BadLines =0 _—
09/13/2007 10:22:22  Baud Rate = 14400 Bps call |
09/13/2007 10:22:22 Confirm al = MCF
09/13(2007 10:22:22  Duration = 18 seconds Call |:|
091132007 10:22:22 ECM =256 cal
09/13/2007 10:22:22 Line Format = MMR
09/13/2007 10:22:22  Resolution = 200Hx200Y (Fine) call
09/13/2007 10:22:22 Total Lines = 2168
09/13/2007 10:22:22 Page 1: Call |
09/13{2007 10:22:22 Pausing for 2000ms before Reset, e
0913(2007 10:22:22 Success B et | |
09/13/2007 10:22:24 Resetting Channel cal .
09/13/2007 10:22:24 Waitina For IP Call ¥
ca I
cal | |

14, Waiting for IP Call

29, Waiting for IP Call
30, Waiting for IP Call

09/13/2007 10:19:45 [00] Pausing for 2000ms before Reset, ~
09/13/2007 10;21;08 [02] Pausing for 2000ms before Reset, T
09/13/2007 10:22;22 [03] Pausing for 2000ms before Reset,
09/13/2007 10:23:19 [00] Pausing for 2000ms before Reset,
09/13/2007 10;34:48 [00] Pausing For 2000ms before Reset,
09/13/2007 10;38:16 [04] Pausing for 2000ms before Reset,

15, Waiting for IP Call

Framing: M/& CRC: M/A Ei-FolarViolstions: N/& ClockSlips:  NjA

Alarm State: Mo Alarm

Figure 220. Inbound Call Successful
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9
Topology: SIP - CUCM 5.04 - SIP

Introduction

In thistopology, the Cisco Unified CUCM (hereafter referred to as the CUCM)
Version 5.0(4) doesall the call control. The gateway sendsall signaling (SIP) to
the CUCM which forwardsit along to the Fax Server. The Fax Server responds
to the CUCM and the CUCM forwards al signaling back to the gateway. Once
the call is established, the fax traffic flows directly between the gateway and the
Fax Server.

Note: The SR140 Softwareis used as an example Fax Server in this chapter.
The TR1034 IP board can aso be used as Fax Server.
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The diagrams below show the I P addresses of the hardware which are also
included in the procedure and configuration files referenced in this chapter.

Cutbound Number Dialed: 1 000 OXX
cucm
CUCM does 5.0.4
Setup / Tear Down P CUCM does
- ;’ ;% ":_ Setup / Tear Down
@ ZSP 172.20.214.254 R @
v SIP .
{ ~ == — .
— ® 4 )
® { PSTN )
'I T.38 Fax GWY e 4
Fax Traffic 172.20.33.129
Server
172.20.214.244

Figure 221. Outbound Call - CUCM Does Call Control - SIP - CUCM
5.0(4) - SIP Topology

cucm
CUCM does 5.0.4
Setup / Tear Down ==, CUCM does
/E Setup / Tear Down
> =] « I
@ ~ 172.20.214,254 @ ~
e sip SIPF N Inbound Number Dialed: 519 254 XXX
O
. PSTN )
@ T.38 Fax Gwy T
Fax Traffic 172,20.33.129
Server

172.20.214.241

Figure 222. Inbound Call - CUCM Does Call Control - SIP - CUCM
5.0(4) - SIP Topology
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Configuration Sequence

Configuration Sequence

Follow the sequence below when configuring the Dial ogic Brooktrout FolP
with Cisco Products.

m  Configuring the Dialogic Brooktrout Fax Server on page 198

m  Configuring the Cisco Media Gateway with |OS Commands on page 201
m  Configuring the Cisco Unified Communications Manager on page 202

¢ Configuring CUCM SP Trunk Security Profile on page 203

*  Configuring the Trunk Between CUCM and the Cisco Media Gateway
on page 209

*  Configuring the Trunk Between the CUCM and the Fax Server on
page 218

*+ Configuring a Route Pattern for a Trunk to the Cisco Media Gateway
on page 225

* Configuring a Route Pattern for a Trunk to the Fax Server on
page 231

m  \erifying the Configuration on page 238
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Configuring the Dialogic Brooktrout Fax Server

#% Brooktrout Configuration Tool - Advanced Made

Fe Vew Opiors Help
i @
Homa S Apph

» Follow the steps below to configur e the SR140 Softwar e using the
Dialogic Brooktrout Configuration Tool to support this network
topology.

1. Open the Dialogic Brooktrout Configuration Tool in Advanced Mode.

& T

Licerss  Halp

= Broohiroul [Boshon Host Serdcs - Running|

Direer Paramelers (41 boarcs|
BT Cal Paramaters (4l boarch]
= Call Conhol Faamelex
ke B, 5140
= 1P Call Cantiol Modbies
SIF
Him

Brooktrout Configuration Tool

Melvance:d Mode

This pange cordaing essential infrmation 10 use the tool efiectiely. Yoo can get to this page any time by clicking on the Home iconon the toolber. The user interface consista of e vews: (5] the
explorer view and [5) the comert view.

The explorar view allaws yau fa navigate thiough the various confiqursble campanents of Braaktraut Hardware snd Sofware. The content wiew cantain either iffornational cantert such 2s this page
ar cantrals {hat allaw rou fa fins tune the Brogktrut compenants.

In this mude you can: I
= Edit call control configuration par module.
* Edit he btcall parameters.
= Edit 1he davice dnver paramsters.
* Eaue the configuration informatina.
* And finally apply the configuration.

Please nate that you rust apply the corfiquration infarmation for the changes to take effect. The apply actian is awailable fiom the taclbar as well & fum the Dpfions menu.

Under normal candiions (that is, all Erokirout harwars installed on your spstem has the same ship level number d on them), the ion tonl should corne upia the Wizard
Mode. It can also be launched sxplicily 10 come up in the advanced mods by using Ja or —advanced command line oplion. 1 you did nol specify this oplion and the tool came up in in this mode,
il is because hardware detected by the tool required identification or the host systern has mone than one type of Brookirout hardvware models installed

Figure 223. Brooktrout Confutation Tool

2. Configurefor the SIP protocol asfollows. Under IP Call Control Modules,
click SIPthen click the IP Parameters tab. The following screen appears.

198
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Configuring the Dialogic Brooktrout Fax Server

4 Brooktrout Configuration Tool - Advanced Mode

File View Options Help

@ | € H @

Home Back Save  Apply

S
License Help

=1 Brooktrout (Boston Host Service - Running)
Drivver Parameters (Al boards)
BTCall Parameters [&ll boards]
= Call Control Parameters
Module 0x41: 5R140
=I- IP" Call Control Modules
H.323
SIF

General Information P Patameters | 7,33 Paramelels]

sip_Contact:
sip_default_gateway:
sip_description_URI:
sip_email:

sip_From
sip_max_sessions:
sip_phone:
sip_proxy_serverl:
sip_prosy_server2:
sip_prosy_serverd:

sip_progy_serverd:

sip_registration_serverl:

sip_registration_serverd:
sip_registration_serverd:

sip_session_description;

Sip_SESSION_Name:

Sip_USEmname:

|
|
|
|
|
|
sip_registration_server2: |
|
|
|
|
|

[ .o . 0.0 o
[0 . 0. 0.0 o
|
|

|Anonymous «siprno_from_infoi@anonymous.invalid>

26 1 — fp——— 1000

no_session_name

Show Advanced >»

Figure 224. SIP Configuration

Note:

Whenthe SIP_Contactisset tothedefault value (0.0.0.0:0), the system
uses the | P address of the first Ethernet module in the system and port
number 5060. If there are more than one ethernet modules in the Fax
Server then specify the actual |P address and port of the desired ethernet
module that will be used.
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3. Click T.38 Parameter and complete fields as indicated below.

v Brooktrout Configuration Tool - Advanced Mode

Fle View Options Help
ot @« HE @

Home Back Save  Apply

g ?
Licenze Help

=I- Brooktrout [Boston Host Service - Stopped)
Diriver Parameters (4l boards)
BTCall Parameters [4ll boards]
—|- Call Control Parameters
Module 0x41: SR140
= IP Call Corntral Modules
H.323
SIP

General Information] IP Parameters  T.38 Parameters l

M aximum Bit R ate, bps:

Media Renegotiate Delay Inbound, mzec:
Media Renegotiate Delay Outbound, msec:
T30 Fast Motify:

UDPTL Redundancy Depth Contral:
UDPTL Redundancy Depth Image:

Figure 225. T.38 Parameters

A ~
|4000

-1

|No =l
5 0 ] 5

[z o ]2

4. Under Call Control Parameters, click Module 0x41: SR140 and select the
Parameters tab. Complete the fields as indicated below.

v Brooktrout Configuration Tool - Advanced Mode
Fle View Options Help

o

Home

& H &

Back Save  Apply

g ?
Licenze Help

=I- Brooktrout [Boston Host Service - Running)
Diriver Parameters (4l boards)
BTCall Parameters [4ll boards]
—|- Call Control Parameters
Module 0x41: SR140
= IP Call Corntral Modules
H.323
SIP

General rformation Parameters
IP Call Contral Maodule:
IP Interface

Lowest P Part Murnber:

Highest IP Port Mumber:

Figure 226. Parameters

[T -

|Broadcom Metxtreme Gigabit Ethernet - Packet Scj

|sE000
|s7000

5. Select the desired network interface controller (NIC) for the IP Interface

field.

6. Click Apply.

Configuration Files

Use the configuration filesin the sections below to help you configure the

SR140 Software:
Appendix H, SR140 Configuration Files on page 524
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Configuring the Cisco Media Gateway with IOS Commands

Configuring the Cisco Media Gateway with 10S
Commands

Refer to the configuration file in the Appendix H, Cisco Gateway-Config on
page 530 as a guide to configure your Cisco Media Gateway with |0S
Command.

Configuring the Cisco Media Gateway involves the following.

m  Enable T.38 support
m  Configureline card interface
m  Configure Dial-Peers (VolP and POTS)
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Configuring the Cisco Unified Communications
Manager

This procedure includes the following:

m  Appendix N, Configuring Service Activation on page 628 (if not
completed)

m  Appendix N, Configuring Service Parameters on page 632 (if not
completed)

Configuring CUCM SP Trunk Security Profile on page 203
Configuring the Trunk Between CUCM and the Cisco Media Gateway on

page 209

m  Configuring the Trunk Between the CUCM and the Fax Server on
page 218

m  Configuring a Route Pattern for a Trunk to the Cisco Media Gateway on
page 225

m  Configuring a Route Pattern for a Trunk to the Fax Server on page 231
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Configuring CUCM SIP Trunk Security Profile

You must configure a SIP Trunk security profile that you will specify when you
configure SIP trunks from the CUCM.

> Follow the steps below.

1. Open the Cisco Unified Communications Manager Administration Version
5.0(4). The following screen appears.

nager Administration ror cisco Unified alutions

System »  Call Routing »  Medis Resources = “oice Mail = Device = Applicstion = User Management +  Bulk Administration = Help =

|Cisco Unified CallManager Administration

System version: 5.0.4.2000-1
Administration version: 1.1.0.0-1

Copyright & 1999 - 2006 Cisco Systems, Inc.
All rights reserved.

This product contains cryptographic features and is subject to United States and local country laws governing import, export, transfer and use, Delivery of Cisco ¢
not imply third-party authority to import, export, distribute or use encryption. Importers, exporters, distributors and users are responsible for compliance with U8
using this product you agree to comply with applicable laws and regulations. If you are unable to comply with U.S. and local laws, return this product immediately

A summary of U.S, laws governing Cisco cryptographic products may be found at: http:Afwww . cisco.comfwwl/export/eryptoftool/stgra.html.
If you require further assistance please contact us by sending email to export@cisco.com.

Figure 227. CUCM Version 5.0(4)

2. From the System menu, select Security Profile, SIP Trunk Security Profile.
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INGWIYAUILI | e e

Cisco Unified CallManager Administration Fror Unified

Server
Cizco Unified CallManager

Cizco Unified CallManager Group

Phone MTF Reference

DratedTime Group

Presence Group

Region Trunk
Device Pool
Server |
DHCP »
Server |
LOAP »
ault v
Location
v
SRET ot
= w
MLPP Domain one
b_Maone v
Erterprize Parameters =
ane = v
Service Parameters
v
Security Profile 4 | Phone Security Profile

Application Server SIP Trunk Security Profile :I
Licensing 3

COFEDY VIdeED &4gim g5 /Audig

Figure 228. SIP Trunk Security Profile

3. Thefollowing screen appears. Click Add New.

Cisco Unified CallManager Administration ro

System = Call Routing +  Media Resources = “oice Mail = Device = Application = User Management = Bulk Administration +  Help =

ind and List SIP Trunk Security Profiles

P R

— Status
5 records found

— Search Options

Find SIP Trunk Security Profile where | Name "H begins with "H HFi'“I ] [ search Within Results
(name begins with any)

— Search Results

[Mame |Description
r Avava Secured TLS Profile
- CM ICT Secured TLS Profile
r MNon Secure Cantata UDP
- Mone Secured TCP Profile for LCS server
r MNone Secured UDP Profile for Avaya PBX

Add Newt]l Select All_|[ Clear Al ][ Delete Selected | pows per page 50 |

Figure 229. Add New Profile
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The following screen appears.

Cisco Unified CallManager Administration ror

System = Call Routing +  Medis Resources = “oice Maill ~ Device = Application = User Management »  Bulk Adm

sIP Trunk Security Profile Configuration

d

— Status
Status: Ready

— SIP Trunk Security Profile Information
Mame*

Description I
Device Security Mode Mon Secure
Incoming Transport Type* [Tecp+UDP

Qutgoing Transport Type TCR

[JEnable Digest Authentication
Monece Validity Time (mins)*

¥.509 Subject Mame

Incoming Port* 50RD
[JEnable application Level Autharization
[OJaccept Presence Subscription

[ ccept Out-of-Dialog REFER

Oaccept Unsaolicited Notification
[Jaccept Replaces Header

— | Save

® *_indicates required item.

Figure 230. SIP Trunk Security Profile Configuration

4. Complete the screen as indicated below.
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Cisco Unified CallManager Administration ror

System »  Call Routing +  Media Resources = “oice Maill + Device = Application = User Management »  Bulk Adm

SIP Trunk Security Profile Configuration

WX O Syr

— Status
Status: Ready

— SIP Trunk Security Profile Information
*
MName Mon Secure Cantata UDP |

Description

Device Security Mode Mon Secure
Incoming Transport Type* [Tecp+UDP
Qutgoing Transport Type JDP
[JEnable Digest Authentication

Monece Validity Time (mins)*

¥.509 Subject Mame

Incoming Port* 50RD

[JEnable application Level Autharization
[OJaccept Presence Subscription

[ ccept Out-of-Dialog REFER

Oaccept Unsaolicited Notification
[OJaccept Replaces Header

— | Save [ Delete ][ Copy ][ Reset ][ Add New

® *_indicates required item.

Figure 231. SIP Trunk Security Profile Information
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Configuring the Cisco Unified Communications Manager

5. Click Save.

Cisco Unified CallManager Administration

System =  Call Routing +  Medis Resources = “oice Mail =  Device = Application = User Management »  Bulk Adm

SIP Trunk Security Profile Configuration

WX O Syr

— Status
Status: Ready

— SIP Trunk Security Profile Information
*
Mame Mon Secure Cantata UDP

Description
Device Security Mode Mon Secure
Incoming Transport Type* [Tecp+UDP

Qutgoing Transport Type JDP

[JEnable Digest Authentication
Monece Validity Time (mins)*

¥.509 Subject Mame

Incoming Port* 50RD
[JEnable application Level Autharization
[OJaccept Presence Subscription

[ ccept Out-of-Dialog REFER

Oaccept Unsaolicited Notification
[OJaccept Replaces Header

— lﬁﬁg[ Delete ][ Copy ][ Reset ][ Add New

® *_indicates required item.

Figure 232. Save Configuration
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Note that you have to reset the trunk for the changes to take effect.

Cisco Unified CallManager Administration

System = Call Routing +  Media Resources = “oice Mail = Device = Application = User Management = Bulk Administration +  Help =

BEIP Trunk Security Profile Configuration

WX O Syr

— Status
Update successful

®Reset of the trunk is required to have changes take effect. %

— SIP Trunk Security Profile Information
*
Mame Mon Secure Cantata UDP

Description

Device Security Mode Mon Secure
Incoming Transport Type* [Tecp+UDP
Qutgoing Transport Type JDP
[JEnable Digest Authentication

Monece Validity Time (mins)*

¥.509 Subject Mame

Incoming Port* 50RD

[JEnable application Level Autharization
[OJaccept Presence Subscription

[ ccept Out-of-Dialog REFER

Oaccept Unsaolicited Notification
[OJaccept Replaces Header

- [ Delete ][ Copy ][ Reset ][ Add New ]

Figure 233. Reset Trunk
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Configuring the Trunk Between CUCM and the Cisco Media
Gateway

» Follow the steps below.

1. Openthe Cisco Unified Communications Manager Administration Version
5.0(4). The following screen appears.

fied CallManager Administration

System »  Call Routing »  Medis Resources = “oice Mail = Device = Applicstion = User Management +  Bulk Administration = Help =

Cisco Unified CallManager Administration

System version: 5.0.4.2000-1
Administration version: 1.1.0.0-1

Copyright & 1999 - 2006 Cisco Systems, Inc.
All rights reserved.

This product contains cryptographic features and is subject to United States and local country laws governing import, export, transfer and use, Delivery of Cisco ¢
not imply third-party authority to import, export, distribute or use encryption. Importers, exporters, distributors and users are responsible for compliance with U8
using this product you agree to comply with applicable laws and regulations. If you are unable to comply with U.S. and local laws, return this product immediately

A summary of U.S, laws governing Cisco cryptographic products may be found at: hittp:

wwwcisco. cormwwl/export/orypto/tool/starg bl
If you require further assistance please contact us by sending email to export@cisco.com.

Figure 234. CUCM

2. From the Device menu, select Trunk.
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Cisco Unified CallManager Administration Cisco Unified

System = Call Routing +  Media Resources = “oice Mail = | Device = | Application = User Management »  Bulk Administration = Help =

CTl Route Point
Gatekeeper

Gatewvay

Phane lIManager Administration
Trunk :ﬂ"\ |

W
Device Settings 3

| Copyright @ 1999 - 2006 Cisco Systems, Inc.
All rights reserved.

This product contains cryptographic features and is subject to United States and local country laws governing import, export, transfer and use, Delivery of ¢
not imply third-party authority to import, export, distribute or use encryption. Importers, exporters, distributors and users are responsible for compliance w
using this product you agree to comply with applicable laws and regulations. If you are unable to comply with U.S, and local laws, return this product imme:

A summary of U.S, laws governing Cisco cryptographic products may be found at: hitp:Afwww cisco.comfwwl/exportferyptoftool/stgra.hitml,
If you require further assistance please contact us by sending email to export@cisco.com,

Figure 235. Configure Trunk

The following screen appears.

Cisco Unified CallManager Administration r

System »  Call Routing »  Media Resources »  Woice Mal »  Device »  Application »+  User Management »  Bulk Administration »  Help =
ind and List Trunks

ar

— Search Options

Find Trunks where | Device Name v ‘ ‘ begins with "H | [ search within Results
|Select itern ar enter search text ¥

— Search Results
Mo active guery, Please enter your search criteria using the options above,

Figure 236. Trunks

3. Click Add New.
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i

— Search Options
Find Trunks where Device Name V|| begins with VH \ [Osearch within Results
|Select itern ar enter search text ¥

— Search Results
Mo active guery, Please enter your search criteria using the options above,

Figure 237. Add New Trunk

The following screen appears.

Cisco Unified CallManager Administration ro ) Unified Communic

System »  CallRouwting +  Media Resowrces »  Voice Mail »  Device = Application +  User Management +  Bulk Administration +

— Status
Status: Ready

— Trunk Information

Trunk Type* -- Mot Selected -
Device Protocol®| ot Selected -- v
.

@ *_indicates required item.

Figure 238. New Trunk

4. Select SIP Trunk for the Trunk Type.

Cisco Unified CallManager Administration Fror cisco Unified Communications 5

System »  Call Routing +  Media Resources »  “oice Mail » Device = Application = User Management = Bulk Admil

runk Configuration

— Status
Status: Ready

— Trunk Information

Trunk Type* SIP Trunk v

- (Fex]

® *_indicates required item.

Figure 239. SIP Trunk Type
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5. Click Next.

Y

— Status
Status: Ready

— Trunk Information

Trunk Type*  [gip Trnk v

_

® *_indicates required item.

Figure 240. Trunk Information
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The following screen appears.

Cisco Unified CallManager Administration

Systeln w  Call Routing »  Media Resoutces «  Woice Mail »  Device «  Application «  User Managemernt «  Bulk Administration +  Help -

Status
’7 Status: Ready

— Device Information
Product: SIP Trunk
Device Protocal: SIF
Device Mame* | |
Description | |
Device Pool® - Mot Selected — A
Call Classification® Use System Default -
Media Resource Group List| & pone » -
Location® Hub Mone v
ALR Group = Mong > -
Packet Capture Mode* Mone 3
Packet Capture Duration [
[Omedia Termination Point Required
[“lRetry viden Call as Audio
[ Transmit UTF-8 for Calling Party Mame
unattended Port
Multilevel Precedence and Preemption {MLPP) Information
(MLPP Domain| < pane » ~|
— Call Routing Information
— Inb d Calls
Significant Digits™* All 7
Connected Line ID Presentation™®| pafault "
Connected Mame Presentation™® [ pafaun w
Calling Search Space = Mone = -
28R Calling Search Space < Mone = -
Prefix DN
[JrRedirecting Diversion Header Delivery - Inbound
— Outbound Calls
Calling Party Selection™® Originator -
Calling Line 1D Presentation™| pafault i
Calling Name Presentation™® [ pafault w
Caller ID DM | |
Caller Mame | |
[ redirecting Diversion Header Delivery - Outhound
— SIP Information
Destination Address* | |
[Joestination address is an SRW
Destination Port* |SDBD |
MTP Preferred COriginating Codec*
Presence Group* Standard Presence group b
SIP Trunk Security Profile® - Mot Selected - b
Rerouting Calling Search Space < Mone > s
Out-Of-Dialog Refer Calling Search Space| £ none » -
SURSCRIBE Calling Search Space = Mone = P
SIF Profile® -- Mot Selected - e’
DTMF Signaling Method* Mo Preference >

@ *- indicates required iterm.

@ - pevice reset is not required for changes to Packet Capture Mode and Packet Capture Duration.

Figure 241. Trunk Configuration
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6. Complete the screen as indicated below:

Cisco Uni

CallManager Administration r

System »  CallRouwting - Media Resources - Yoice Mail =  Device = Application = User Management = Bulk Administration = Help -

=P, Sy

— Status

®Status: Ready

— Device Information
Product: SIP Trunk
Device Protocol; SIP

Device Mame™* |SIF'—172 20.33.129 |
|SIF'—172 20.33.129 |

Description

Device Pool*

Default ~
Call Classification™® Offtiet -~
Media Resource Group List| < pone = hd
Location* Hub Maone e
LAR Group < Mone > b
Packet Capture Mode™® Maone ~
Packet Capture Duration [
[OmMedia Termination Point Required
[#]retry wideo Call as sudio
[ Transmit UTF-8 for Calling Party Name
[Junattended Port
— Multilevel Precedence and Preemption (MLPP) Information
MLPP Domain| « pone = v|
— Call Routing Information
— Inbound Calls
Significant Digits* All ~
Connected Line ID Presentation™| pafaunt ]
Connected Mame Presentation™® Default 3
Calling Search Space = Maone = e
aoR Calling Search Space < Mone = ~
Prefix DN
[ redirecting Diversion Header Delivery - Inbound
— Outh d Calls
Calling Party Selection® Originator ~
Calling Line ID Presentation™®| pafauit v
Calling Name Presentation™® [ perguit e
Caller ID DM | |
Caller Mame | |
[ redirecting Diversion Header Delivery - Outhound
— SIP Information
Destination Address™* |172_20_33_129 |
[l Destination Address is an SRV
Destination Port* 5080 |
MTP Preferred Originating Codec*
Presence Group ¥ Standard Presence group 3
SIP Trunk Security Profile*® Mone Secured UDP Profile -
Rerouting Calling Search Space = Mone = o
Out-Of-Dialog Refer Calling Search Space| « nope = -
SUBSCRIBE Calling Search Space < Mone = P
SIP Profile* Standard SIP Profile 3
DTMF Signaling Method* Mo Preference 3

= [ Save ][ Delete ][ Reset ][ Add Mew

@ *_ indicates required item.

@ **_ Device reset is not required for changes to Packet Capture Mode and Packet Capture Duration,

Figure 242. Trunk Configuration Data
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7. Click Save.

— ‘Eﬁj[ Delete ][ Reset ][ Add New ]

® *_indicates required item.

® **_Deyice reset is not required for changes to Packet Capture Mode and Packet Capture Duration.

Figure 243. Save

8. Click OK.

g

Calling Line 1D Presentation™®| pafaul

Calling Mame Presentation® [ pafaul
Caller ID DM | |

Caller Name | |

[Jredirecting Diversion Header Delivery - Outhound

— SIP Information
Destination Addrass*

Microsoft Internet Explorer

[Destination Address is an SRy
Destination Port™®

MTP Preferred Originating Codec*
Presence Group®

SIP Trunk Security Profile®

Rerouting Calling Search Space AT

R
Out-Of-Dialog Refer Calling Search Space| « pone » 4
SUBSCRIBE Calling Search Space < Maone > v
SIP Profile* Standard SIP Profile A
CTMF Signaling Method* Mo Prefarence e
Figure 244. OK
9. Click Reset.
Presence Group® Standard Presence group ~
SIP Trunk Security Profile® Mone Secured UDP Prafile v
Rerouting Calling Search Space < Mone = ~
Out-Of-Dialog Refer Calling Search Space| « pone » 4
SUBSCRIBE Calling Search Space < Maone > v
SIP Profile® Standard SIP Profile N
DTMF Signaling Method* Ma Preference b

—[Save ][ Delete ] Re%et [ Add New

® *_indicates required item.

® **_Deyice reset is not required for changes to Packet Capture Mode and Packet Capture Duration.

Figure 245. Reset

The following screen appears.
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— Status
Status: Ready

— Reset Information
Selected Device: SIP-172.20.33.129 (SIP-172.20.33.129; SIP Trunk)
If a device is not registered with Cisco Unified CallManager, you cannot reset or restart it, If a
device is registered, to restart a device without shutting it down, click the Restart button. To
shut down a device and bring it back up, click the Reset button, To return to the previous
window without resettingfrestarting the device, click Close.

MNote:

Resetting a gateway/trunk drops any calls in progress that are using that gateway/trunk.
Restarting a gateway tries to preserve the calls in progress that are using that gateway, if
possible. Other devices wait until calls are complete before restarting or resetting.
Resetting,/restarting a H2232 device does not physically resetfrestart the hardware; it only
reinitializes the configuration loaded by Cisco Unified CallManager.

— [ Reset ][ Restart ][ Close ]

@ *_indicates required item.

Figure 246. Device Reset
10. Click Close.

bl 4

— Status
Status: Ready

— Reset Information
Selected Device: SIP-172.20.33.129 (SIP-172.20.33.129; SIP Trunk)
If a device is not registered with Cisco Unified CallManager, you cannot reset or restart it, If a
device is registered, to restart a device without shutting it down, click the Restart button. To
shut down a device and bring it back up, click the Reset button, To return to the previous
window without resettingfrestarting the device, click Close.

MNote:

Resetting a gateway/trunk drops any calls in progress that are using that gateway/trunk.
Restarting a gateway tries to preserve the calls in progress that are using that gateway, if
possible. Other devices wait until calls are complete before restarting or resetting.
Resetting,/restarting a H2232 device does not physically resetfrestart the hardware; it only
reinitializes the configuration loaded by Cisco Unified CallManager.

— | Reset || Restart Cloie

@ *_indicates required item.

Figure 247. Device Reset

11. Click Find and the new trunk appears.
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Cisco Unified CallMa nager Administration Frer cisea unified cemmunications Salutions Logged in as:cc
Sysdem v CalRoufing » MediaResources =  VoiceMal » Device =  Appicotion =  User Management »  Bulk Administralion =  Help =

Find and L

qa H:E IIIIF!.'i-
[ Status

: 1El records found

T Search Options i g : ==
| Find Trunks whera | Device Name ¥ | bagins with @ [l search Within Results
| Selact item or enler search text *
{device name begins with any)

i~ Search Results
| 7] |Nama |Description |calling Search Space |Dewice Pool [Route Pattern [Parbition [Route Group [Pront
‘ WaYE- -1-5IP SIP Trunk via Proxy on Avaya-58500-1 [nsoming Trunk Default 400
r & E -1-51P  SIP Trunk via Proxy on Avaya-S8500-1  [ncorming Trunk Refault 416K
I & B -1-51P SIP Trunk via Proxy on Avaya-58500-1 Incaming Trank Dafault S050
m h A¥a¥3-58500-2-CLAN  SIP Trunk via CLAN on Avaya-58500-2 Iocoming Trunk Default
T & A E -2-51F SIP Trunk via Proxy on Avaya-S8500-2 Incoming Trank Default 2[0-170%
r a MM Y- to CM-MERCURY SIP Trunk Incoming Trunk Dafault 42008
r i CM-MERCLIRY- to CM-MERCURY SIP Trunk rming Tr Default 9.4
e
I hESSIELINK LCS_LINK Insaming Trunk Rafault  25XX
r & S 9 5IP-172.20.33.129 Default

| Add New || Seléd All |[ Clear All || Delote Selected || Reset Selected | mowe per page 50 ¥

Figure 248. List of Trunks
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Configuring the Trunk Between the CUCM and the Fax
Server

» Follow the steps below.

1. From thefollowing screen, click Add New.

Cisco Unified CallManager Administration ror cisco Unified Communications Sob

System = CalRouling » MediaResowces =  VokeMal ~ Device »  Appicalion =  User Menagemerd »  Bulk Administralion = Help -
Status
10 records found

Search Options
Find Trunks where | Device Name | |begins with = Find | [ search within Results
Select itern or enler search text

(device namea begins with any)

Search Results

Name Descripbion |Calling Search Space |Device Pool [Route Pattern |Partition [Route Gr
r G" Avays-58500-1-S1P SIP Trunk via Proxy on Avaya-58500-1 Incoming Trunk Default 40
W & Avayg-S8500-1-51F SIP Trunk via Proxy on Avaya-S8s00-1 Incoming Trurnk Defagult - f
- j vy 3-58500-1-51R SIP Trunk via Proxy on Avaya-58500-1 i) Truink pafaulr 5050
T i Avaya-58500-2-CLAaN  SIP Trunk via CLAN on Avaya-58500-2 Incoming Trunk Dafault
I ‘; Ayaya-SE500-2-51P SIP Trunk via Proxy on Avaya-58500-2 Incoming Trunk iefaul [0-1]x
r & SMMERCURY-SIP to CM-MERCURY SIP Trunk Incoming Trunk Default 42%%
r i CM-MERCURY-SIP o CM-MERCLUIRY SIP Trunk Incoming Trunk Fial a4
r & LCS SIP LINK LCS_LINK i i Defoult  2%:%
r a; SIP-172.20.33,129 SIP-172.20.33.129 Default

| Add Newld Select All || Clear All || Delete Selected || Reset Selected | pows per Pagel®0

Figure 249. New Trunk

The following screen appears.

Cisco Unified CallMa nager Administration For o Unified Communicat olutions Logg

System = Call Routing +  Media Resources = Woice Maill »  Device = &pplicstion +  User Management = Bulk Administration = Help +

runk Configuration Related Links

B

— Status
Status: Ready

— Trunk Information
Trunk Type* - Mot Selected - v

Device Protocol®| _ pot Selected - v

[

Figure 250. Trunk Configuration
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2. Fromthe Trunk Type box, select SIP Trunk.

Cisco Unified CallManager Administration ror Unified Communicatiar

System »  Call Routing +  Media Resources »  “oice Mail =  Device = Application = User Management »  Bulk Adminis

runk Configuration

— Status
Status: Ready

— Trunk Information
Trunk Type* - Mot Selected - v
Diavica Protocol®|-- Mot Selected -

H.225 Trunk (Gatekeeper Controlled)

Inter-Cluster Trunk (Gatekeeper Controlled)
- Inter-Cluster Trunk (Mon-Gatekeeper Contralled

Figure 251. SIP Trunk

The following screen appears.

Cisco Unified CallManager Administration Frar cisco unified Communica

System »  Call Routing +  Media Resources »  “oice Mail » Device =  Application = User Management = Bulk &dmin

Trunk figuration

— Status
Status: Ready

— Trunk Information
Trunk Type*  [gip Trnk

Device Protocol*[ gp

- (]

® *_indicates required item.

Figure 252. SIP Device Protocol
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3. Click Next.

Cisco Unified CallManager Administration ror cisco Unified communicatior

System »  CallRouting +  Media Resources +  “oice Mail  Device = Application = User Management +  Bulk Administration «

runk Configuration

— Status

@Status: Ready

— Trunk Information
Trunk Type* SIP Trunk

Device Protocol*| g )p

iy

@ *_indicates required item.

Figure 253. Next

The following screen appears.
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Cisco Unified CallManager Administration

System »  Call Routing - Media Resources +  Woice Mail «  Device w  Application «  User Management »  Bulk Adminiztration

Status
’7® Status: Ready

— Device Information

Product: SIP Trunk
Device Protocal: SIF
Device Mame* | |
Description | |
Device Pool* - Mot Selected — hd
Call Classification® Use System Default -
Media Resource Group List| ¢ pgpe » -
Location® Hub Mone -
AAR Group < MNone > -
Packet Capture Mode* Mone -
Packet Capture Duration [
[OmMedia Termination Point Required
[ Retry widen Call as audia
[ Transmit UTF-8 for Calling Party Name
[Junattended Part
Multilevel Precedence and Preemption {(MLPP) Information
’TWLPD Domain| < pone » ~|
— Call Routing Information
— Inb d Calls
Significant Digits™ All ~
Connected Line ID Presentation™®| pafault v
Connected Mame Presentation® [ pafaun -
Calling Search Space = Mone = -
A8k Calling Search Space < Mone = ~
Prefix DN
[Jredirecting Diversion Header Delivery - Inbound
— Outh d Calls
Calling Party Selection™® Originator -
Calling Line 1D Presentation ™| pafault i
Calling Name Presentation™® | pafault w
Caller ID DM | |
Caller Mame | |
[ Redirecting Diversion Header Delivery - Outbound

— SIP Information
Destination Address* |

[ oestination address is an SRW
Destination Port*

5080 |

MTP Preferred Criginating Codec*

Presence Group* Standard Presence group

w
SIP Trunk Security Profile® - Mot Selected - b
Rerouting Calling Search Space = Mone > e
Out-Of-Dialog Refer Calling Search Space| £ pone » ]

SUBSCRIBE Calling Search Space < None » v

SIP Profile* - Mot Selected - v

DTMF Signaling Method * Mo Preference b

@ *-indicates required item.

@ **_ Device reset is not required for changes to Packet Capture Mode and Packet Capture Duration,

Figure 254. Trunk Configuration
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4. Complete the screen as indicated below.

Cisco Unified CallManager Administration ror

System w»  Call Routing = Media Resources »  Voice Mail »  Dewice +  Application = User Management = Bulk Administratio

Status
’7 Status: Ready

— Device Information

Product; SIP Trunk
Device Protocol: SIP
Device Mame* |FQKSENE|' |
Description |FaxSeNer |
Device Pool* Default 3
Call Classification® Offfat 4
Media Resource Group List| = pope = ~
Location* Hub_Mone b
AAR Group < MNone = 4
Packet Capture Mode* Mone 24
Packet Capture Duration  [g
[ Media Termination Point Required
Retry Wideo Call as Audio
[ Transmit UTF-a far Calling Party Name
Ounattended Port
Multilevel Precedence and Preemption (MLPP) Information
(MLPP Domain| « Mope > 2
— Call Routing Information
— Inb d Calls
Significant Digits™* All e
Connected Line ID Presentation™® | ngrg i i
Connected Mame Presentation® [pergui 5
Calling Search Space < Mone = 3
AAR Calling Search Space < Mane > b’
Prefix DM
[ redirecting Diversion Header Delivery - Inbound
— Outbound Calls
Calling Party Selection* Originator »
Calling Line ID Presentation™®| pargyi i
Calling Name Presentation® Default S
Caller 1D DN | |
Caller Mame | |
[ redirecting Diversion Header Delivery - Outbound
— SIP Information
Destination Address* [172.20. 214241 |
[JDestination address is an SRV
Destination Port* 5080 |
MTP Preferred Originating Codec*®
Presence Group* Standard Presence group '
SIP Trunk Security Profile™ Mane Secured TCP Profile e
Rerouting Calling Search Space < Mone » v
Out-Cf-Dialog Refer Calling Search Space| & Nope = it

UUTE
D rassing Precedence Laval Through LULE
v hsssee Laval

[Sove] [Geiete | [(eset] [(Add mew |
@) - inticares caquirnd =

@ **. Davice resst is nat reguired for changes to Facket Capture Mods and Packet Cagture Durstion,

Figure 255. Trunk Configuration
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5. Click Save.

DPassing Precedence Level Through UUIE
Security Access Level |

= [Sav%l] [ Delete ] [Reset] [ Add New

® *_indicates required item.

® **_ Device reset is not required for changes to Packet Capture Mode and Packet Capture Duration.

Figure 256. Save

6. Click Reset.

— [save] [ Delete ] [Resl?t] [ Add New

® *_indicates required item.

® **_ Device reset is not required for changes to Packet Capture Mode and Packet Capture Duration.

Figure 257. Reset

7. Click OK.

Windows Internet Explorer, Pz

1 E Click on the Reset button to have the changes take effect,
.

Figure 258. OK

The following screen appears.
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@ Certificate Error

% Reset @ Restart

— Status

® Status: Ready

— Reset Information
Selected Device: FaxServer (H323 fax Server; TypeProduct.PRODUCT_ICT_TRUNK)
If a device is not registered with Cisco Unified Communications Manager, you cannot reset or restart it. If a
device is registered, to restart a device without shutting it down, click the Restart button. To shut down a
device and bring it back up, click the Reset button. To return to the previous window without
resetting/restarting the device, click Close.

MNote:

Resetting a gateway/trunk drops any calls in progress that are using that gateway/trunk. Restarting a
gateway tries to preserve the calls in progress that are using that gateway, if possible. Other devices wait
until calls are complete before restarting or resetting. Resetting/restarting a H323 device does not physically
reset/restart the hardware; it only reinitializes the configuration loaded by Cisco Unified Communications
Manager.

= [ Reset] [ Restart ] [ Close ]

® *_indicates required item.

Done [ & Internet 100 v

Figure 259. Device Reset

8. Click Close.

— Status

® Status: Ready

— Reset Information
Selected Device: FaxServer (H323 fax Server; TypeProduct.PRODUCT_ICT_TRUNK)
If a device is not registered with Cisco Unified Communications Manager, you cannot reset or restart it. If a
device is registered, to restart a device without shutting it down, click the Restart button. To shut down a
device and bring it back up, click the Reset button. To return to the previous window without
resetting/restarting the device, click Close.

MNote:

Resetting a gateway/trunk drops any calls in progress that are using that gateway/trunk. Restarting a
gateway tries to preserve the calls in progress that are using that gateway, if possible. Other devices wait
until calls are complete before restarting or resetting. Resetting/restarting a H323 device does not physically
reset/restart the hardware; it only reinitializes the configuration loaded by Cisco Unified Communications
Manager.

= [ Reset] [ Restart ] [ Closq1lll

® *_indicates required item.

Done [ & Internet 100 v

Figure 260. Close
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Configuring a Route Pattern for a Trunk to the Cisco Media
Gateway

» Follow the steps below to configure aroute pattern for thetrunk.

1. Fromthe Call Routing menu, click Route/Hunt, Route Pattern.

Cisco Unified CallManager Administration ror Unified Comm Logg
System = | Call Routing » | Medis Resources = “oice Mail = Device = Application = User Management = Bulk Administration +  Help =
B8R Group |
ED]@E Dial Rules 3
— Status | Route Fitter
10 re| RouteHurt L4 | Route Group
SIP Route Pattern Route List

Clazz of Contral 3

Route Pattern | =
Find Trun| -
Cliert Matter Codes B

— Search |

[Jsearch within Results

Select item or enter search text »

(device.n Forced Authorization Codes Line Graup
— Translation Pattern Hurit List
~ Search Call Park i
IR A |calling Search Space |Device Poal [Route Pattern |Partition |Route Gi
= Call Pickup Group Trunk via Proxy on Avaya-S8500-1 Incoming Trunk Default 40%%
= Directary Number Trunk via Proxy on Avaya-S8500-1 Incoming Trunk Default 41%%
= WMest-he NumberPattern Trunk via Proxy on Avaya-58500-1 Incoming Trunk Default 5050
sIF i ]
- Route Plan Report Trunk via CLAM on Avaya-58500-2 Incoming Trunk Default
SIF B .
_ - - -
r e e ey Trunk via Proxy on Avaya-S8500-2 Incoming Trunk Default 2[0-17xx
— 4E E FMMERCTIRY ST0 Trinlk Thramina Tronk Mafanle 49wy

Figure 261. Route Pattern

The following screen appears.

Cisco Unified CallManager Administration ro . Logg

System = Call Routing +  Media Resources = “oice Mail = Device = Application = User Management = Bulk Administration +  Help =

ind and List Route Patterns

9P

— Search Options
Find Route Patterns where | Pattern ¥ || beging with v [ search Within Results

— Search Results
Mo active guery. Please enter your search criteria using the options above.

Figure 262. New Route Pattern
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2. Click Add New.

Cisco Unified CallManager Administration Fror cisco unified Communicatio

System »  Call Routing +  Media Resources »  “oice Mail » Device =  Application = User Management = Bulk Admini:

ind and List Route Patterns

9P

— Search Options

Find Route Patterns where | Pattern "H begins with "H HFi'“I ] [search witt

— Search Results
Mo active guery. Please enter your search criteria using the options above.

Figure 263. Add New
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The following screen appears.

Cisco Unified CallManager Administration

System = Call Routing +  Media Resources = “oice Mail = Device = Application = User Management = Bulk Administration +  Help =

Route Pattern Configuration

d

— Status
Status: Ready

— Pattern Definition
Route Pattern® || |

Route Partition |< Maone = v|

Description | |

Numbering Plan

Route Filter
MLPP Precedence® |Defau|t "|
Gateway/Route List *| Mat Selected - v| (Edit)
Raute Cption ® Route this pattern
O Block this pattern | Ma Error v|
Call Classification® |OﬁNet "|

allow Device Override [ Provide Outside Dial Tone [allow Overlap Sending [ Urgent Priarity

[Jrequire Forced Authorization Code
Authorization Level* |D |

[Orequire Client Matter Code

— calling Party Iransrormatons
[Juse Calling Party's External Phone Number Mask
Calling Party Transfarm Mask| |

Prefix Digits {Outgoing Calls) | |

Calling Line 1D Presentation™®| pafaul

Calling Mame Presentation® [ pafaul

— Connected Party Transformations
Connected Line ID Presentation™® | pasault

Connected Mame Presentation® | pafault

— Called Party Transformations
Discard Digits

Called Party Transform Mask| |

Prefix Digits {Outgoing Calls)| |

— ISDN MNetwork-Specific Facilities Information El
Network Service Protocol | Mot Selected - v|

Carrier Identification Code| |

MNetwork Service Service Parameter Name Service Parameter Walue
|-- Mot Selected -- V” ||

— | Save

® *_indicates required item.

Figure 264. Route Pattern Configuration
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3. Complete the screen as indicated below.

Cisco Unified CallManager Administration ror

System = Call Routing +  Media Resources = “oice Mail = Device = Application = User Management = Bulk Administration +  Help =

Route Pattern Configuration

X O=e

— Status
Status: Ready

— Pattern Definition

Route Pattern* 10000
Route Partition < Mone = b
Description 100003
MNurmbering Plan
Route Filter
MLPP Precedence® [ pefault 4
Gateway/Route List *[gp 472 20 33,123 ¥ | tedit)
Raute Cption ® Route this pattern
O Block this pattern | Mo Errar 4
Call Classification® Offtet b

allow Device Override [ Provide Outside Dial Tone [allow Overlap Sending [ Urgent Priarity

[Jrequire Forced Authorization Code
Authorization Level* 0

[Orequire Client Matter Code

Calling Party Transform Mask
Prefix Digits {Outgoing Calls)
Calling Line 1D Presentation™®| pafaul

Calling Mame Presentation® [ pafaul

— Connected Party Transformations
Connected Line ID Presentation™® | pasault

Connected Mame Presentation® | pafault

— Called Party Transformations
Discard Digits

Called Party Transform Mask
Prefix Digits {Outgoing Calls)

— ISDN Metwork-Specific Facilities Information El
Metwark Service Protocal | pot Selected -- "

Carrier Identification Code
MNetwork Service Service Parameter Name Service Parameter Walue
- Mot Selected - hd

— | Save [ Delete ][ Copy ][ Add New

® *_indicates required item.

Figure 265. Route Pattern Configuration
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4. Thefollowing appears because you did not required a Forced A uthorization
Code. Click OK.

Caig e Frossasn | Detaut i

— Connected Party Transformat Microsoft Internet Explorer FXI
Connected Line ID Presentation
connected Name Presentation® \_‘{) The Authc_)rlzahon Code wil not be achai;ed. _ _

Press OK if you want to proceed and activate it at a later time.

Press Cancel and check the Force Authorization Code checkbox if you want to |
activate it now,

— Called Party Transformations
Discard Digits

Called Party Transfarm Mask I:

K, © |
Prefix Digits (Outgaing Calls)l: l [}_I l ance

— ISDN MNetwork-Specific Facilities Information El t
Network Service Protocol | Mot Selected - v|
Carrier Identification Code| |
MNetwork Service Service Parameter Name Service Parameter Walu

|-- Mot Selected -- V” ||

— [ Save ][ Delete ][ Copy ][ Add New

® *_indicates required item.

Figure 266. OK

5. Thefollowing appears. Click OK.

Connected Line 10 Presentatio|naln sl A S A

Connected Name Presentation

'E Ary update to this Route Pattern autormnatically resets the associated gateway or
L

i Route List
— Called Party Transformation|

Discard Digits

Called Party Transform Mask |:

Prefix Digits (Outgoing Calls)|—

|
Figure 267. OK
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The following screen appears. Note the new Route Pattern.

Sydtem v ColRolting » MedaResources » VoiceMal » Device »  Appicabion »  User Managemenl »  Bulk Administration » Halp =

Pl

— Status
10 records found

i,

Search Options

Find Route Pattarns whers | Pattem b _beglns with [+ | [search Within Results
(numplan.dnorpattern begins with any)

Search Results

|Pattem |Description Partition Route Filter |Assoristed Device
™ 10000XX 10000x% §IP-172.20.33.129
r22KX [% rta to LCS £S5 SIP LINK
r 200-1]x to Avaya S8500-2 vay3-58500-2-51p
40K to Avaya SE300-1 Avays-58500-1-S1P
- 3 1.1 to Avaya 58500-1 Avay3-58500-1-51P
- 4.5 ko CM-MERCLIRY CM-MERCURY-SIP
- ‘2030 to Dctel VM via Avaya S6500-1 Avay3.58500-1.5]9
1.4 to CM-MERCURY 52/05 1 -DEVENUS-CMM-T]
- 94 to CM-MERCURY CM-MERCURY-SIP

[ Add New || Select All || Clear All || Defete Selected | mows perpage 50 ¥

Figure 268. Route Pattern List
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Configuring a Route Pattern for a Trunk to the Fax Server

» Follow the steps below:

1. Fromthe Call Routing menu, click Route/Hunt, Route Pattern.

System = | Call Routing » | Medis Resources = “oice Mail = Device = Application = User Management = Bulk Administration +  Help =

B4R Group |
ED]@E Dial Rules 3
— Status | Route Fitter
10 re| RouteHurt L4 | Route Group
SIP Route Pattern Route List
- Search Class of Cartral , | |
azs of Control Route Pattern A
Find Trun| [ search Within Results
Cliert Matter Codes | o B _
Select item or enter search text »
. F ol Authorization Cocl i
(device.n orce orization Codes Line Group
— Translation Pattern Hurit List
~ Search Call Park i
IR A |calling Search Space |Device ool |Route Pattern |Partition [Route Gro
= Call Pickup Group Trunk via Proxy on Avaya-S8500-1 Incoming Trunk Default 40%%
= Directary Number Trunk via Proxy on Avaya-S8500-1 Incoming Trunk Default 41%%
= WMest-he NumberPattern Trunk via Proxy on Avaya-58500-1 Incoming Trunk Default 5050
sIF i ]
- Route Plan Report Trunk via CLAM on Avaya-58500-2 Incoming Trunk Default
sIF i i
_ - - -
r e ey Trunk via Proxy on Avaya-S8500-2 Incoming Trunk Default 2[0-17xx
- é TS T w_M-MERCURY SIP Trunk Incoming Trunk Default 42%%

Figure 269. Route Pattern
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The following screen appears.

Cisco Unified CallManager Administration ror Unified Communication

System = Call Routing +  Media Resources = “oice Mail = Device = Application = User Management = Bulk Administration +  Help =
ind and List Route Patterns

9P

— Search Options

Find Route Patterns where | Pattern "H begins with "H HFi'“I ] [ search Within Results

— Search Results
Mo active guery. Please enter your search criteria using the options above.

Figure 270. Route Pattern

2. Click Add New.

Cisco Unified CallMa nager Administration Frorc Unified Communications Solutions Logg

System = Call Routing +  Media Resources = “oice Mail = Device = Application = User Management = Bulk Administration +  Help =
ind and List Route Patterns

9P

— Search Options

Find Route Patterns where | Pattern "H begins with "H HFi'“I ] [ search Within Results

— Search Results
Mo active guery. Please enter your search criteria using the options above.

Figure 271. Add New
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The following screen appears.

Cisco Unified CallManager Administration ror

System = Call Routing +  Media Resources = “oice Mail = Device = Application = User Management = Bulk Administration +  Help =

Route Pattern Configuration

d

— Status
Status: Ready

— Pattern Definition
Route Pattern® || |

Route Partition |< Maone = v|

Description | |

Numbering Plan

Route Filter
MLPP Precedence® |Defau|t "|
Gateway/Route List *| Mot Selected v| (Edit)
Raute Cption ® Route this pattern

O Block this pattern | Ma Error v|
Call Classification® |OﬁNet "|

allow Device Override [ Provide Outside Dial Tone [allow Overlap Sending [ Urgent Priarity

[Jrequire Forced Authorization Code
Authorization Level* |D |

[Orequire Client Matter Code

— Calling Party Transformations
[Juse Calling Party's External Phone Number Mask
Calling Party Transfarm Mask| |

Prefix Digits {Outgoing Calls) | |

Calling Line 1D Presentation™®| pafaul

Calling Mame Presentation® [ pafaul

— Connected Party Transformations
Connected Line ID Presentation™® | pasault

Connected Mame Presentation® | pafault

— Called Party Transformations
Discard Digits

Called Party Transform Mask| |

Prefix Digits {Outgoing Calls)| |

— ISDN MNetwork-Specific Facilities Information El
Network Service Protocol | Mot Selected - v|

Carrier Identification Code| |

MNetwork Service Service Parameter Name Service Parameter Walue
|-- Mot Selected -- V” ||

— | Save

® *_indicates required item.

Figure 272. Route Pattern Configuration
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3. Complete the screen as indicated below.

Cisco Unified CallManager Administration ror

System = Call Routing +  Media Resources = “oice Mail = Device = Application = User Management = Bulk Administration +  Help =

Route Pattern Configuration

X O=e

— Status
®Status: Ready

— Pattern Definition

Route Pattern* [s19254500¢ |
Route Partition |< Mone > v|
Description |519254}<}<}{ |
MNurmbering Plan
Route Filter
MLPP Precedence® |Defau|t "|
Gateway/Route List *| FaxServer v| (Edit)
Raute Cption ® Route this pattern

O Block this pattern | Ma Error v|
Call Classification* [ Offtet 9

allow Device Override [ Provide Outside Dial Tone [allow Overlap Sending [ Urgent Priarity

[Jrequire Forced Authorization Code
Authorization Level* |D |

[Orequire Client Matter Code

— Calling Party Transformations
[Juse Calling Party's External Phone Number Mask
Calling Party Transfarm Mask| |

Prefix Digits {Outgoing Calls) | |

Calling Line 1D Presentation™®| pafaul

Calling Mame Presentation® [ pafaul

— Connected Party Transformations
Connected Line ID Presentation™® | pasault

Connected Mame Presentation® | pafault

— Called Party Transformations
Discard Digits

Called Party Transform Mask| |

Prefix Digits {Outgoing Calls)| |

— ISDN MNetwork-Specific Facilities Information El t
Network Service Protocol | Mot Selected - v|
Carrier Identification Code| |
MNetwork Service Service Parameter Name Service Parameter Walue

|-- Mot Selected -- V” ||

— [ Save ][ Delete ][ Copy ][ Add New

® *_indicates required item.

Figure 273. Route Pattern Configuration
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4. Click Save.

ISDN MNetwork-Specific Facilities Information El
Network Service Protocol | Mot Selected - v|

Carrier Identification Code| |

MNetwork Service Service Parameter Name
|-- Mot Selected -- V”

SE

® *_indicates required item.

Figure 274. Save

5. Thefollowing appears because you did not required a Forced Authorization
Code. Click OK.

— Calling Party Transformations
[Juse Calling Party's External Phone Number Mask
Calling Party Transfarm Mask| |

Prefix Digits {Outgoing Calls) | |

Calling Line 1D Presentation™®| pafaul

Calling Mame Presentation® [ pafaul

— Connected Party Transformatfelaat oGS R F 1T X

Connected Line ID Presentation

Connected Mame Presentation®

\‘{) The Authorization Code wil not be activated.
Press OK if you want to proceed and activate it at a later time.
Press Cancel and check the Force Authorization Code checkbox if you want to
activate it now,

— Called Party Transformations
Discard Digits

Called Party Transfarm Mask I: [ |
Ok l Cancel
Prefix Digits (Outgoing Calls)l: R;J

— ISDN MNetwork-Specific Facilities Information El
Network Service Protocol | Mot Selected - v|

Carrier Identification Code| |

MNetwork Service Service Parameter Name Service Parameter Walue
|-- Mot Selected -- V” ||

— [ Save ][ Delete ][ Copy ][ Add New

® *_indicates required item.

Figure 275. OK
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6. Thefollowing appears. Click OK.

Calling Mame Presentation® [ pafaul

— Connected Party Transformajis
Connected Line 1D Presentatio fuUdCHA MDA 310 {4

Connected Name Presentation : . .
'E Ary update to this Route Pattern autormnatically resets the associated gateway or
L Route List

— Called Party Transformation|
Discard Digits

Called Party Transfarm Mask |:

Prefix Digits (Outgoing Calls)|—

— ISDN MNetwork-Specific Facilities Information El t
Network Service Protocol | Mot Selected - v|
Carrier Identification Code| |
MNetwork Service Service Parameter Name Service Parameter Walu

|-- Mot Selected -- V” ||

— [ Save ][ Delete ][ Copy ][ Add New

® *_indicates required item.

Figure 276. OK

7. Thefollowing screen appears. Note the new Route Pattern.
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Cisco Unified CallManager Administration Fror Unified Camm : Logg

System = Call Routing -

Media Resources +  “oice Mail »  Device

Application +  User Management »  Bulk Administration = Help -

ind and List Route Patterns

P R

— Status

10 records found

— Search Options

Find Route Patterns where | Pattern VH hegins with VH
(numplan.dnorpattern begins with any)

| [ Find ] [Jsearch Within Results

— Search Results

|Pattern |Description |Partition |Route Filter Associated Device
r 10000xx 10000%x SIp-172.20.33.129
- 25XX rte to LCS LCS SIP LIMK
r 2[0-1Txx to Avaya S8500-2 Avaya-58500-2-51P
r 0w to Avaya S8500-1 Awaya-58500-1-51F
r 41X to Avaya 58500-1 Awaya-58500-1-51P
I 225 to CM-MERCURY CM-MERCURY-SIP
- 32030 to Octel WM via Avaya S8500-1 Avaya-52500-1-5IF
r 519254XEX 519254xxx FaxServer
r =LY to CM-MERCURY 52/D51-0@VENUS-CMM-T1
r 9 to CM-MERCURY CM-MERCURY-SIP

[

Add New || Select All_ ][ Clear All |[ Delete Selected | pows per page 50 |

Figure 277. Route Pattern List
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Verifying the Configuration

The Dialogic Brooktrout Fax and Voice Diagnostic Test utility allows you to
test the configuration you completed. You can download the utility and
instructions from the technical support site.

http://www.cantata.com/support/lanfax/fax_testing_diagnostic.cfm
Thistest verifies the following:

m  SR140 Software configuration
m  Cisco Media Gateway configuration
®  Trunksand Route Patterns on the CUCM

Verifying the Fax Server Basic Configuration

Before continuing, refer to Appendix A, Verifying Basic Configuration - Fax
Server 172.20.214.241 on page 410 to verify that the Fax Server softwareis
installed correctly.
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Outbound Call

» Follow the steps below to verify outbound fax traffic from the CUCM
to the gateway.

1. Open the Fax and Voice Diagnostic Test utility. The following screen
appears. Click the 2. Telephony button (press the Apply button in the
Brooktrout Configuration Tool after configuring). Click the 3.Initialize

button.
|5 Fax and Voice Diagnostic Tiest for Windows : SDK 5.0.0B3 g
Action  Logging Help
Choose Functionality Board/Module DialiSend Reset/Hangup
[2. Telephony] [ 3. Initialize ] 0x41 % [Current ] [ Port Hiskory ]

Paort Status Phone number Part Status Phone number
1. Waiting for IP Call 16, Waiting for IP Call

2. Waiting for IP Call 17, Waiting for IP Call

3. Waiting for IP Call 18, Waiting for IP Call

4, Waiting for IP Call 19, Waiting for IP Call

5. ‘Waiting for IP Call 20, Waiting For IP Call

6, ‘Waiting for IP Call 21, Waiting for IP Call

7. Waiting for IP Call 22, Waiting For IP Call

8, Waiting for IP Call 23, Waiting for IP Call

9, Waiting for IP Call 24, ‘Waiting for IP Call

10, Waiting for IP Call 25, Waiting for IP Call

11, Waiting for IP Call 26, Waiting for IP Call

12, Waiting for IP Call 27, Waiting For IP Call

13, Waiting for IP Call 28, Waiting For IP Call

14, Waiting for IP Call 29, ‘Waiting for IP Call

15, Waiting for IP Call 30, Waiting For IP Call

09/13/2007 10:11:32 [00] Pausing For 2000ms before Reset, ~

09/13f2007 10:12:19 [01] Pausing For 2000ms before Reset,
09/13/2007 10:19:45 [00] Pausing For 2000ms before Reset,
09/13/2007 10:21:08 [02] Pausing For 2000ms before Reset,
09/13/2007 10:22:22 [03] Pausing for 2000ms before Reset,
09/13{2007 10:23:19 [00] Pausing For 2000ms before Reset,

v

Alarm State: Mo Alarm Framing: M4 CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: MjA

Figure 278. Diagnostic Test

2. Enter the destination phone number and the I P address of CUCM as shown
below.
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| B Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3

Action Logging Help

Chaose functionality Board.fModuls_ 5 DialfSend Reset/Hangup
f [2. Telephony] [ 3, Initialize ]:U><41 V [Current] [Current] [Port Histary

Port Status Phone number Port Status Phone number

1. Watting for IP Cal [ 1000000@17220 214254 [ e for 1P Call _ |
| i

2. ‘Waiting for IP Call 7. Waiting for IP Call

3. Waiting For IP Call | 18, ‘Waiting for IP Call

4, Walting for I Cal | 19, wating for 1P Cal

5. Waiting For IP Call [ 20, Waiting For IP Call

6. ‘Waiting for IP Call 21, ‘Waiting For IP Call |
7. ‘Waiting For IP Call | 22, ‘Waiting for TP Call
8. Walting for IP Call ; | 23 wating For 1P Cal :
9. Waiting for IP Call . | 24, watting for Ip Cal |
10. Watting for IP Cal | 25, waiting for IP Cal

11, Watting for IP Cal | 26, watting for Ip Cal ' |
12, Waiting for TP Cal : | 27. waiting for 17 Call ' ;
13, ‘Waiting for IP Call | | 28, Waiting for IP Call
14, Wating for IP Call | 29, Waiting for 1P Call ' |
15, ‘Waiting for IP Call | | 30, Waiting far IP Call

: 09/13/2007 10:11:32 [00] Pausing for 2000ms before Resst, A ;

09/13/2007 10:12:19 [01] Pausing for 2000ms before Reset,
09/13/2007 10:19:45 [00] Pausing for 2000ms before Reset,
09/13/2007 10:21:08 [02] Pausing for 2000ms before Reset,
09/13/2007 10:22:22 [03] Pausing for 2000ms before Reset,
09/13/2007 10:23:19 [00] Pausing for 2000ms before Reset,

Figure 279. IP Address

3. Click Current to send the test fax.

|EF Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3
Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
Fax Woice 1, Driver [2. Telephony] [ 3. Initialize: “Dx41 V| [Curren% [Current ] [ Part Hiskary ] Looping OFF
Paort Status Phone number Part Status Phone number
2. Waiting for IP Call 17, Waiting for IP Call

Figure 280. Send Test Fax

4. Notethe statusat the bottom of the screen. When Port 1 [00] pausesthe call
iscomplete. Click Port History.
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Ef Fax and| Voice Diagnostic Test for Windows : SDK 5.0.0B3
Action  Logging Help

Choose Functionality

Fax Woice

Part Status
1. Waiting for IP Call
2. Waiting for IP Call

D Waibimn Few TR

1. Driver

Board/Module DialiSend

Reset/Hangup

[2. Telephony] [3. Initialize “Dx41 V| [Current] [Current] PortHistorylE Looping OFF

Phone number Part Status

10 Waikima Few TR

Figure 281. Port History

Phone number

[ ]
[ ]

1
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The following screen appears. Verify that the outbound call was successful.

Choose Functionality Board{Module DialiSend Reset{Hangup
Eay ‘oice 1.1 [2. Telephony] [ 3, Initialize: ]li‘ll V| [Current ] [Current ] [ Part Hiskory ] Loop
Port Status Phone number Paort Status Phone number

1. Waiting for IP Call 16, Waiting for IP Call |
2, ‘Waiting for IP Call | 17, Waiting for IP Call |

Call

History for Channel 1

Call
09/13/2007 10:34:26 Dialing 1000000@172,20.214.254 {

09/13(2007 10:34:26 Resetting Channel Call |:|
09/13/2007 10:34:29 Connected, cal |:|
09/13/2007 10:34;29 Fax answer tone detected, Gl

09/13/2007 10:34:33 T% Remote ID ™" cal

09/13/2007 10;34:38 Sending Fax,

09/13/2007 10:34:43 BadLines =0 Call

09/13/2007 10:34:48 Baud Rate = 14400 Bps ﬁ

B

09/13/2007 10:34:48  Confirm Yal = MCF call

09/13/2007 10:34:48  Duration = 19 seconds cal —|
09/13/2007 10:34:43 ECM =256 kel |—
09/13(2007 10:34:48  Line Format = MMR cal

09/13/2007 10:34:48  Resolution = 200Hx200V (Fine)

09/13/2007 10:34:48 Total Lines = 2168 Call

09/13/2007 10:34:48 Page 1:
09/13(2007 10:34:48 Pausing for 2000ms before Reset, Call |:|
09/13/2007 10:34:48 Success = cal I:
09/13/2007 10:34:50 Resetting Channel b o

e . |

=) T 7 A
09/13/2007 10:19:45 [00] Pausing for 2000ms before Reset, -
09/13/2007 10:21:08 [02] Pausing For 2000ms before Reset,

09/13/2007 10:22:22 [03] Pausing For 2000ms before Reset,
09/13{2007 10;23:19 [00] Pausing for 2000ms before Reset.,
09/13/2007 10:34:48 [00] Pausing For 2000ms before Reset,
;_;
Alarm State; Mo Alarm Framing: M4 CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: NfA

Figure 282. Success
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Inbound Call

» Follow the stepsbelow to verify theinbound fax traffic from the
gateway to the CUCM.

Initiate acall from the PSTN using 519254000.

Watch all channels because a call should comein on one of the waiting
channels

& Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3
Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
[2. Telephony] [ 3. Initialize “Dx41 V| [Current ] [Current ] [ Port Hiskory ]
Paort Status Phone number Part Status Phone number

T R — —

2. Waiting For IP Cal [ ] 17 watngfor P cal [ ]
3, Waiting For IP Cal [ ] 18 watingfor P cal

4, Waiting for IP Call _ 19, Waiting for IP Call

5. Waiting For IP Cal [ ] a0 watingfor P cal [ ]
& Waiting For IP Cal [ ] 2t watngforpcal [ ]
7. Waiting for IP Call 22, Waiting For IP Call

8, Waiting for IP Call 23, Waiting for IP Call

a,

i for o R —
1. wosr for o R —

11, Waiting for IP Call 26, Waiting for IP Call

12, Waiting for IP Call 27, Waiting For IP Call

. worr for o I —
. wosr for o R —
. Vasnafar e o T @ wesmrc —

09/13/2007 10:19:45 [00] Pausing For 2000ms before Reset, ~
09/13/2007 10:21:08 [02] Pausing For 2000ms before Reset, B
09/13/2007 10:22:22 [03] Pausing for 2000ms before Reset,
09/13{2007 10:23:19 [00] Pausing For 2000ms before Reset,
09/13/2007 10:34:48 [00] Pausing for 2000ms before Reset,
09/13/2007 10:38:16 [04] Pausing for 2000ms before Reset,

v
Alarm State: Mo Alarm Framing: M4 CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: MjA

Figure 283. Inbound Call

This document is not to be distributed to a third party without written permission from Dialogic. 243



Chapter 9: Topology: SIP - CUCM 5.04 - SIP

3. Click the Phone number box on which the call came in and click the
Port History button.

|EF Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3
Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
Fax Woice 1, Driver [2. TeIephony] [ 3. Initialize: “Dx41 V| [Current ] [Current ] [ Part History&S Looping OFF
Paort Status Phone number Part Status Phone number
> LA sikima Fow TO sl 17 MMaikima Few TO sl

Figure 284. Port History

The following screen appears. Verify that the inbound call is successful.

Choose functionality Board/Module DialiSend Reset/Hangup

i [2. TeIephony] [ 3. Initialize ]!Dx‘ll V| [Current ] [Current ] [ Part Hiskory ] Loopin
Phone number

Call

09/13/2007 10:10:35 Waiting For IP Call ~

09/13/2007 10:22:00 DID: TEL:323254000,323254000 CallerID: TA:172,20,214.254:1720 Call |

09/13/2007 10:22:04 Call answered cal

09/13/2007 10:22:09 R¥ Remote ID ™

09/13/2007 10:22:13 Receiving Fax, call
09/13/2007 10:22:22 Bad Lines =0

09/13(2007 10:22:22  Baud Rate = 14400 Bps call |

09/13(2007 10:22:22  Confirm Val = MCF

09/13(2007 10:22:22  Duration = 18 seconds Call |:|
09/13(2007 10:22:22  ECM =256 I Fs
09/13(2007 10:22:22  Line Farmat = MMR
09/13/2007 10:22:22  Resolution = 200Hx200Y (Fine) call
09/13(2007 10:22:22  Tatal Lines = 2168

09/13/2007 10:22:22 Page 1: Call |
09/13{2007 10:22:22 Pausing for 2000ms before Reset, e
0913(2007 10:22:22 Success B et | |

09/13/2007 10:22:24 Resetting Channel cal
09/13/2007 10:22:24 Waitina For IP Call b

ca I
cal | |
14. Waiting for TP Cal 29, Waiting For IP Call i 1
15, Waiting for IP Call 30, Waiting For IP Call |

History for Channel 4 X

09/13/2007 10:19:45 [00] Pausing for 2000ms before Reset, ~
09/13/2007 10;21;08 [02] Pausing for 2000ms before Reset, T
09/13/2007 10:22;22 [03] Pausing for 2000ms before Reset,
09/13/2007 10:23:19 [00] Pausing for 2000ms before Reset,
09/13/2007 10;34:48 [00] Pausing For 2000ms before Reset,
09/13/2007 10;38:16 [04] Pausing for 2000ms before Reset,

3

Alarm State: Mo Alarm Framing: N/A CRC:  N/A  Bi-Polar Violations:  Mfa  Clock Slips: Nfa

Figure 285. Call Successful
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Topology: H.323 - CUCM 6.0(1) - H.323

Introduction

In this topology, the CUCM (Version 6.0(1)) does all the call control. The
gateway sends all signaling (H.323) to the CUCM which forwards it along to
the Fax Server. The Fax Server responds to the CUCM and the CUCM
forwards all signaling back to the gateway. Once the call is established, the fax
traffic flows directly between the gateway and the Fax Server.

Note: The SR140 Softwareis used as an example Fax Server in this chapter.
The TR1034 IP board can aso be used as Fax Server.
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The diagrams below show the I P addresses of the hardware which are also
included in the procedure and configuration files referenced in this chapter.

Quibound Mumbes Dialed: 1 000 0XX

cucm

CUCM does 6.0.1
Setup /T D

etup / Tear Down =,

CCM does
Setup / Tear Down

172,20.221.20

[—]
) el 4| ~
o 172.20.221,254 @
~
H.323 Haz8 ® pupr
") 4 1
® . PSTN
Fax T.38 Fax Gwy R
Server Traffic 172.20.221.202

Figure 286. Outbound Call - CUCM Does Call Control - H.323 -
CUCM 6.0(1) - H.323 Topology

cucm
CUCM does 6.0.1
Setup / Tear Down I CCM does
— Setup / Tear Down
> - <+
@’ 7 172 ;%L 254 = @
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Figure 287. Inbound Call - CUCM Does Call Control - H.323 -
CUCM 6.0(1) - H.323 Topology

246

This document is not to be distributed to a third party without written permission from Dialogic.



Configuration Sequence

Configuration Sequence

Follow the sequence below when configuring the Dial ogic Brooktrout FolP
with Cisco Products.

m  Configuring the Dialogic Brooktrout Fax Server on page 248

m  Configuring the Cisco Media Gateway with |OS Commands on page 253
m  Configuring the Unified Communications Manager on page 254

¢ Configuring the Trunk Between CUCM and the Cisco Media Gateway
on page 255

+  Configuring the Trunk Between the CUCM and the Fax Server on
page 262

¢ Configuring a Route Pattern for a Trunk to the Cisco Media Gateway
on page 267

+ Configuring a Route Pattern for a Trunk to the Fax Server on
page 272

m \erifying the Configuration on page 277
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Configuring the Dialogic Brooktrout Fax Server

» Follow the steps below to configur e the SR140 Softwar e using the
Dialogic Brooktrout Configuration Tool to support this network
topology:

1. Open the Dialogic Brooktrout Configuration Tool in Advanced Mode.

# Brooktrout Configuration Tool - Advanced Mode

Fle Wiew Opbors  Hep

i [~ T, 4
Home Save  poh | Licersa Help
= Brookirout [Baston Host Serice - Aurvang]
Coibver Paramelers [l boads| .
BT Cal Faramatess (4l bocik] Brooktrout Configuration Tool

= CallConhicl Paamelers
bhodike Dt SR140
= IF Call Caninl Maduies
SIF
H3E

Advanced Mode

This page cordains essential infarmation 10 use the 100l efiectively. Fou can get to this page any time by clicking on the Home ican an the toolbar. The user interface consisia of fwo vess: (3] the
explorer view and [b) the cordent view.

The exploner siew allows you 1o navigate thiough the various confiqursble camponents of Brooktrout Hardware snd Software. The content view containg either informationzl contert such as this page
or controls 1hat allow you fa fine tuna the Brooktraul components.

In this mode you can: i
* Edit call control configuration par modula.
* Edit the bteall parameters.
= Edit he davica dnver paramatars.
= Eaue the configuration information
* And finally apply the configursiion,

Flesse note that you musi apply the corfiguration inform ation for the changes to take efiect. The apply action is svailable fiom he toclbar &5 well as fom the Options menu.
Urder normal eonditions (that is, all Eroktrout hardwane installed on your system has 1he sarne ship leval nuenber i on them), the ion tonl should come up in the Wizard

Mode. It can also be launched =xplicdly 1o come up in the advanced mode by using ‘a or —advanced command line option. i vou did not specidy this oplion and the tool came up inin this mode,
il is because hardware detected by the tool required identificetion or the host systern has rore than one type of Brookirout hardeane models installed

Figure 288. Dialogic Brooktrout Configuration Tool

2. Configure for the H.323 protocol asfollows. Under IP Call Control
Modules, click H.323 then click the IP Parameters tab.
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3. Thefollowing screen appears. Click Show Advanced.

% Brooktrout Configuration Tool - Advanced Hade

Fie View Options Hep

@& & 5 a4 < 7
Home  Back Save  Apph Licerss Help
= Brookhiou! [Boston Heet Serdce - Burridl | Gererd Infoimafion |PFilim.T.ZBPam
Dier Poavametors |l boards|
BTCal Parametzrs |41 boands| H3P_delaut_odeny: 0.0 0.0 ;0
= LAl Conlrol Paiametess
Hodis D SR140 A3 el
=+ IP Cel Corinol Modules
SIP
H31 1323 _galekeeper it
323 naiekeeper p_addess: o.o.0.0 :’D_
323 gatekespe it 0

ha23_hazaiDaas

323 ocal ip_addies:
323 Manulzciuer:

323 ManulzciveCodz:
323 max_sessonz
323 egiser
hA23_suppot_shemate_ o
123 3aCourinyCode:
323 135Esension

Figure 289.

IP Parameters

.02 30 )70
Braokhou! Techilogy
4

3

Mo p—
Mo p—
Ml —f %
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File ¥iew Options Help

a | @

Home | Back

B @

4. Thefollowing screen appears. Complete the fields as indicated below.

Save  Apply | License  Help

=1 Brookirout [Boston Host Service - Running)
Dover Parameters (Al boaids]
BT Call Parameters (Al boards)
- Cal Corirol Parameters
Module Okd1: SR140
= IP Cal Control Modules
il
Hi%

Bereral Infomation 1P Perameters ‘ T.38 Parameters

h323_defaut_gateway o.0.0.0 0
h323_e16dalias:

h323_gatekesper_ id: ‘
h323_gatekeeper_ip_address o.0.0.0 0
h323_gatekesper ‘D

h323_h323Dalias:

h323 local ip_addiess A 1y B | P11

h323_ Manufacturer ‘Erooktrout Technalogy

h323 ManufacturerCods: ‘49
h323_max_sessions: ‘255
h323 register WD J— 1
h323_support_akemate_gk: WD J— 1
323_135CourtyCods g 0 ——f—
323 135E enson n

Advanced Settings

Do not change these parameters urless you have:
been instucted to do so

h323_FastStart Ml p——1
H28 HBS age [0 —f— &
h323_h2d5Tunneling Ml p——1
h323_ OlcRejectResponseT meout (T i 1111

Figure 290. Advanced Settings

Note: Whenthe h323 local_ip addressfield is set to the default value
(0.0.0.0:0), the system usesthe | P address of thefirst Ethernet modulein
the system and port number 1720. If there are more than one ethernet
modules in the Fax Server then specify the actual 1P address of the
desired ethernet module that will be used.

5. Set the fields below as follows to ensure that Cisco interoperability works
correctly.

¢ h323 FastStart=0
¢ h323_H245Stage = 3
¢ h323_h245Tunneling =0

6. Click T.38 Parameter and complete fields as indicated below.
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v Brooktrout Configuration Tool - Advanced Mode
Fle View Options Help

@ | | H @& & 92
Home Bad Save  Apply | Licenze Help
=I- Braktrout gpre\’ious Page|- Funning) General Information ] IP Parameters  T.38 Parameters l
Diriver Parameters (4l boards)
BTCallParametes Al boads) Masimm Bt Rte, bps: -
—|- Call Control Parameters
Madule 0x41: SR140 Media Renegotiate Delay Inbound, mzec: |4DDD
=P Eall;ﬁ;;tml Modules Media Renegotiate Delay Outbound, msec: |-‘I
5|.p T30 Fast Motify: |N0 j
UDPTL Redundancy Depth Contral: l? 0 J 3
UDPTL Redundancy Depth Image: l? 0 J 2

Figure 291. T.38 Parameters

7. Under Cal Control Parameters, click Module 0x41: SR140 and select the
Parameters tab. Complete the fields as indicated below.

v Brooktrout Configuration Tool - Advanced Mode
Fle View Options Help

N H @& & 92
Home Back Save  Apply | Licenze Help

=I- Brooktrout [Boston Host Service - Running) General Information  Parameters
Diriver Parameters (4l boards)

BTCall Parameters [All boards] 1P Call Cartral M odule: [H.323 |
—|- Call Control Parameters
Module 0x41: SF140 IF Interface |Broadcom Met:treme Gigabit Ethernet - Packet Scj
=1 IP Call Control Modul
;.320; o oddes Lowest P Part Murnber: |sE000
Highest IP Part Mumber: |s7000

Figure 292. Module 0x41: SR140 Parameters

8. Select the desired network interface controller (NIC) for the IP Interface
field.

9. Click Apply.

v Brooktrout Configuration Tool - Advanced Mode
Fle View Options Help

N H @& © 2
Home Back Save  Apply || Licensze Help

=I- Brooktrout [Boston Host Service - Runnlag)

Diriver Parameters (4l boards) Apph,- Cgra

BTCall Parameters (&l boards) 1P Call Contral Maodule:
—|- Call Control Parameters

Parameters

Module 0x41; SR140 IF Interface |Broadcom Metstreme Gigahit Ethernet - Packet Sc
= IP Call Contral b odul

;.3;; ol odules Lowest P Part Murnber: |sE000

SIP Highest IP Part Mumber: |s7000

Figure 293. Apply Configuration
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Configuration Files

Use the configuration filesin the sections below to help you configure the
SR140 Software:

Appendix |, SR140 Configuration Files on page 538

252 This document is not to be distributed to a third party without written permission from Dialogic.



Configuring the Cisco Media Gateway with IOS Commands

Configuring the Cisco Media Gateway with 10S
Commands

Configuring the Cisco Media Gateway involves the following.

m  Enable T.38 support
m  Configureline card interface
m  Configure Dial-Peers (VolP and POTS)

See the configuration filesin Appendix |, Cisco Gateway-Config on page 542
as aguide to configure your Cisco Media Gateway.
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Configuring the Unified Communications Manager

This procedure includes the following:

m Appendix O, Configuring Service Activation on page 646
m  Appendix O, Configuring System Service Parameters on page 648

m  Configuring the Trunk Between CUCM and the Cisco Media Gateway on
page 255

m  Configuring the Trunk Between the CUCM and the Fax Server on
page 262

m  Configuring a Route Pattern for a Trunk to the Cisco Media Gateway on
page 267

m  Configuring a Route Pattern for a Trunk to the Fax Server on page 272
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Configuring the Trunk Between CUCM and the Cisco Media
Gateway

» Follow the steps below.

1. Loginto the Cisco Unified Communications Manager Administration.

alinln  Cisco Unified CM Administration
CISC€O  ryr Cisco Unified Communications Solutions

Cisco Unified CM Administration

System version: 6.0.1.1000-37

Copyright © 1999 - 2006 Cisco Systems, Inc.
All rights reserved.

This product contains cryptographic features and is subject to United States and local country laws governing import, export, transfer and use. Delivery of Cisco ¢
distribute or use encryption. Importers, exporters, distributors and users are responsible for compliance with U.5. and local country laws. By using this product ye
comply with U.5. and local laws, return this product immediately.

A summary of U.5. laws governing Cisco cryptographic products may be found at: http://www.cisco.com/wwl/export/crypto/tool/starg.html.
If you require further assistance please contact us by sending email to export@cisco.com.

Figure 294. Cisco Unified Communications Manager
Administration
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2. From the Device menu, select Trunk.

alinln  Cisco Unified CM Administration EEEELN Cisco Unified CM Administ

CISCO  E4r cisco Unified Communications Solutions

administrator Abol

System =  Call Routing +  Media Resources = “oice Mail | Device | Application +  User Management »  Bulk Administration = Help -

CTl Route Point
Gatekeeper
Gatevvay

Phone

Cisco Unified CM Administ Trnk

{m

Ay
System version: 6.0.1.1000-37 Remote Destination

Device Settings

Zopyright @ 1999 - 2006 Cisco Systems, Inc,
3l rights reserved,

This product contains cryptographic features and is subject to United States and local country laws governing import, export, transfer and use, Delivery of Cisco cry
sroducts does not imply third-party authority to import, export, distribute or use encryption. Importers, exporters, distributors and users are responsible for compli
and local country laws, By using this product you agree to comply with applicable laws and regulations, If you are unable to comply with U.S. and local laws, return
mmediately,

3 sumrmary of U.S, laws governing Cisco cryptographic products may be found at: bttp:/fwww . cisco .comdwwlfexport/erypto/tool/stgrg html.
f you require further assistance please contact us by sending email to export@cisco.com,

Figure 295. Trunk

3. Thefollowing screen appears. Click Add New.

all  Cisco Unified CM Administration
‘if:“' For Cisco Unified Communications Solutions

= CalAoiing = Uedu Rescwrces = \omellai = Devica = Aggicalion = User Uanagemen! = Gyl Adminaiicn »  Hep =

Find and List Trunks

P Addhew [ﬂ:sm:u Clar & »Enusum %mm

= Status

@ 1 recards feund
i L L
Find Trunks whene | Device Nams V beging wh  |W E]

Select Aem or anter gearch tast %

B Name * Casaription Calling Search Soace Dwvice Food Route Patbern  Pastition  Route G

- | add um_}hi' Select All || Clear All || Delete Selected ||  Reset Selected |

Figure 296. Add New Trunk

The following screen appears.
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CISCO  k4r Cisco Unified Communications Solutions

alinln  Cisco Unified CM Administration I.

System » CallRouting + Media Resourcez » Voice Mail + Device »  Application +  User Management +  Bulk Admit

Trunk Configuration
o
— Status

® Status: Ready

— Trunk Information

Trunk Type* [ ot Selected - v
Device Protocol* | -- Not Selected -- v|
n

® *_indicates required item.

Figure 297. Trunk Configuration
4. Select Intercluster Trunk (Non-Gatekeeper Controlled) for the Trunk
Type.

alinln  Cisco Unified CM Administration II

CISCO  k4r Cisco Unified Communications Solutions

System + CallRouting + Media Resources »  Woice Mail = Device Application =  User +  Bulk Adm

Trunk Configuration
B oo
— Status

® Status: Ready

— Trunk Information
Trunk Type* - Not Selected -- 5

Device Protocol* |-- Not Selected --
H.225 Trunk (Gatekeeper Controlled)

Inter-Cluster Trunk (Gatekeeper Controlled
Inter-Cluster Trunk (Non-Gatekeeper Controlled)

n
® *_indicates required item.

Figure 298. Trunk Type

The Device Protocol defaults to Inter-Cluster Trunk.
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CISCO  k4r Cisco Unified Communications Solutions

alilin  Cisco Unified CM Administration II

System + CallRouting + Media Resources »  Woice Mail = Device Application =  User +  Bulk Adm

Trunk Configuration
B oo
— Status

® Status: Ready

— Trunk Information

Trunk Type® | Inter-Cluster Trunk (Non-Gatekeeper Controlled) v|
Device Protocol* | Inter-Cluster Trunk v|
=

® *_indicates required item.

Figure 299. Inter-Cluster Trunk Device Protocol

5. Click Next.
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6. Complete the screen as indicated below.

Descriptian H3Z3-172.20.221.202

Device Pool* % Default

-

Common Devics Configuration - None = 3

Call Classification™® Offlet -

Media Resource Group List - None = 3

Location™ Hub_None -

AR Group - None = 3

Tunneled Protocal® None -

Packet Capture Mode® Mone v

Paclket Capture Duration o

[ Media Termination Paint Required

Retry Wideo Call as Audia

Path Replacement Support
[ Transrnit UTF-& far Calling Party Mame
-
%Unattended Port
SRTP Allowed - when this flag is checked, IPSec needs to be configured in the network to provide end to end security. Failure to do so will expose keys and other

information.

— Multilevel Precedence and Preemption (MLPP) Information
MLPP Dormnain < Mone >

MLPP Indication™® [ o

— call Routing Information

— Inb d Calls

Significant Digits* al v
Calling Search Space < None >

AAR Calling Search Space | < yone > w
Prefix DN

[“Iredirecting Number IE Delivery - Inbound
[enable tnbound Faststart

— Outbound Calls

Calling Party Selection® Originatar [V
Calling Line 1D Presentation™® Default v
oM 0o o cmon 0 o oo v =

Calling Numbering Plan® Cisoo CalManager >

Caller [0 DM

[“ICisplay IE Delivery
[ Rediracting Mumber 1E Delivery - outbound

[CIEnsble Outbound FastStart
Codec Far Outbound FastStart

— Remote Cisco Unified Communications Manager Information
Server 1 IP Address/Host Name™ 125 2q 229 202

Server 2 1P Address/Host Mame

Server 3 1P Address/Host Mame

— UuTE i ation
[[Jrassing Frecedence Level Through uuie
Security Access Lewvel

— [save] [[Delete | [Reset | [ Add Hew |

Figure 300. Trunk Configuration Data

7. Click Save.
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UUIE Configuration

DPassing Precedence Level Through UUIE
Security Access Level |

= [Sav%l] [ Delete ] [Reset] [ Add New

® *_indicates required item.

® **_ Device reset is not required for changes to Packet Capture Mode and Packet Capture Duration.

Figure 301. Save

8. Click OK.

X

Windows Internet Explorer

! E Click on the Reset button to have the changes take effect,
Figure 302. OK

9. Click Reset.

— [save] [ Delete ] [Resl?t] [ Add New

® *_indicates required item.

® **_ Device reset is not required for changes to Packet Capture Mode and Packet Capture Duration.

Figure 303. Reset

The following screen appears.
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% Reset @ Restart

— Status

® Status: Ready

— Reset Information
Selected Device: FaxServer (H323 fax Server; TypeProduct.PRODUCT_ICT_TRUNK)

If a device is not registered with Cisco Unified Communications Manager, you cannot reset or restart it. If a
device is registered, to restart a device without shutting it down, click the Restart button. To shut down a
device and bring it back up, click the Reset button. To return to the previous window without
resetting/restarting the device, click Close.

MNote:

Resetting a gateway/trunk drops any calls in progress that are using that gateway/trunk. Restarting a
gateway tries to preserve the calls in progress that are using that gateway, if possible. Other devices wait
until calls are complete before restarting or resetting. Resetting/restarting a H323 device does not physically
reset/restart the hardware; it only reinitializes the configuration loaded by Cisco Unified Communications
Manager.

= [ Reset] [ Restart ] [ Close ]

® *_indicates required item.
Figure 304. Device Reset

10. Click Close.

% Reset @ Restart

— Status

® Status: Ready

— Reset Information
Selected Device: FaxServer (H323 fax Server; TypeProduct.PRODUCT_ICT_TRUNK)

If a device is not registered with Cisco Unified Communications Manager, you cannot reset or restart it. If a
device is registered, to restart a device without shutting it down, click the Restart button. To shut down a
device and bring it back up, click the Reset button. To return to the previous window without
resetting/restarting the device, click Close.

Note:

Resetting a gateway/trunk drops any calls in progress that are using that gateway/trunk. Restarting a
gateway tries to preserve the calls in progress that are using that gateway, if possible. Other devices wait
until calls are complete before restarting or resetting. Resetting/restarting a H323 device does not physically
reset/restart the hardware; it only reinitializes the configuration loaded by Cisco Unified Communications
Manager.

= [ Reset] [ Restart ] [ Cluseqll

@ *_ indicates required item.

Figure 305. Close
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Configuring the Trunk Between the CUCM and the Fax
Server

» Follow the steps below.

1. From thefollowing screen, click Add New.

afiliy  Cisco Unified CM Administration
++_E'“n For Cisca Unified Communications Solutions

s w Calfgulng » Ueca Ressurces » Voo Ual »  Device »  Appheatien »  Uer Uanageman! »  Buk Adminainlon v Hel «

Find and List Trunks

= Status

@ 1 records found

Find Trunks where | Dewice Name '4" beging with W E]

Salect damm or anter gearch taxt W

B Name ™ Description Calling Search Soace Dwvice Food  Route Pattern  Partiion  Routs Gr

| add "‘“_t‘rﬁﬂfﬂ all || Clear all || Delete Selected || Reset Selected |

Figure 306. Add New Trunk

The following screen appears.

alinln  Cisco Unified CM Administration
CISC€O  r4r Cisco Unified Communications Solutions
System » CallRouting = Media Resources = Voice Mail + Device A ion = User +  Bulk Admit

Trunk Configuration
B e
— Status

@ Status: Ready

— Trunk Information

Trunk Type* [ ot Selected - v
Device Protocol* | -- Not Selected -- v|
n

@ *_indicates required item.

Figure 307. Trunk Configuration
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2. Select Intercluster Trunk (Non-Gatekeeper Controlled) for the Trunk
Type.

alinln  Cisco Unified CM Administration II

CISCO  k4r Cisco Unified Communications Solutions

System + CallRouting + Media Resources »  Woice Mail = Device Application =  User +  Bulk Adm

Trunk Configuration
B oo
— Status

® Status: Ready

— Trunk Information
Trunk Type* - Not Selected -- 5

Device Protocol® |-- Not Selected --
H.225 Trunk (Gatekeeper Controlled)

— [ex]

® *_indicates required item.

Figure 308. Trunk Type

The Device Protocol defaults to Inter-Cluster Trunk.

alinln  Cisco Unified CM Administration
CISC€O  r4r Cisco Unified Communications Solutions
System + CallRouting + Media Resources »  Woice Mail = Device Application =  User +  Bulk Adm

Trunk Configuration
B oo
— Status

® Status: Ready

— Trunk Information

Trunk Type® | Inter-Cluster Trunk (Non-Gatekeeper Controlled) v|
Device Protocol* | Inter-Cluster Trunk v|
=

® *_indicates required item.

Figure 309. Inter-Cluster Trunk Device Protocol

3. Click Next.
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4. Complete the screen as indicated below.

Praduct: Inter-Cluster Trunk (Non-Gatekeeper Controlled)
Device Protocol: Inter-Cluster Trunk

: *
Device Mame H323-FaxServer

Description H323 Fax Server

Device Pool® Default b
Cammon Device Configuration < Mone = w
Call Classification™® Use System Default hd
Media Resource Group List = Mone = v
Location® Hub_Mone h
AAR Group < Mone > b
Tunneled Protocal® Mone i
Packet Capture Mode® Mone v
Packet Capture Duration 0

[Imedia Termination Paint Required

Retry Wideo Call as Audio

Path Replacemnent Support

[ Transmit UTF-8 for Calling Party Name
\_l_unattended Fort 7

I srTe Allawed - When this flag is checked, [PSec needs to be configured in the network to provide end to end security, Failure to do so will expose keys and other
information,

— Multilevel Precedence and Preemption {(MLPP) Information
MLPP Domain < None » v

MLPP Indication™® [

— Call Routing Information

— Inb d Calls
Significant Digits* all

Calling Search Space < MNone =
AAR Calling Search Space |« pane =
Prefix DM

Red\recting Mumber IE Delivery - Inbound
[JEenable Inbound FastStart

— Outbound Calls

Calling Party Selection™ ariginatar hd
Calling Line ID Presentation® Default hd
Called Party 1E Nurnber Type Unknown™® Cisco CallManager v
Calling Party IE Number Type Unknown® [ cizca CallManager A4
Called Party 1E Number Type Unknown™® [ cizco CallManager e
Calling Party IE Mumber Type Unknown™ [ Cisco CallManager ~
Called Numbering Plan® Cisco CallManager e
Galling Mumbering Plan® Cisco CallManager b

Caller ID DN
Display IE Delivery
Redirecting Number IE Delivery - Outbound

[JEnable Outbound FastStart %
Codec For OQutbound FastStart

— Remote Cisco Unified Communications Manager Information
Server 1 IP Address/Host Name™ (172 20 221,20

Server 2 IP Address/Host Mame

Server 3 IP Address/Host Mame

— UUIE Configuration

[Jrassing Precedence Level Through UUIE
Security Access Level

[Delete | [Reset] [ Add Mew |

Figure 310. Trunk Configuration Data
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5. Click Save.

UUIE Configuration
DPassing Precedence Level Through UUIE

Security Access Level |

= [Sav%l] [ Delete ] [Reset] [ Add New

® *_indicates required item.

® **_ Device reset is not required for changes to Packet Capture Mode and Packet Capture Duration.

Figure 311. Save

6. Click OK.

X

Windows Internet Explorer

! E Click on the Reset button to have the changes take effect,
Figure 312. OK

7. Click Reset.

— [save] [ Delete ] [Resl?t] [ Add New

® *_indicates required item.

® **_ Device reset is not required for changes to Packet Capture Mode and Packet Capture Duration.

Figure 313. Reset

The following screen appears.
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% Reset @ Restart

— Status

® Status: Ready

— Reset Information
Selected Device: FaxServer (H323 fax Server; TypeProduct.PRODUCT_ICT_TRUNK)

If a device is not registered with Cisco Unified Communications Manager, you cannot reset or restart it. If a
device is registered, to restart a device without shutting it down, click the Restart button. To shut down a
device and bring it back up, click the Reset button. To return to the previous window without
resetting/restarting the device, click Close.

MNote:

Resetting a gateway/trunk drops any calls in progress that are using that gateway/trunk. Restarting a
gateway tries to preserve the calls in progress that are using that gateway, if possible. Other devices wait
until calls are complete before restarting or resetting. Resetting/restarting a H323 device does not physically
reset/restart the hardware; it only reinitializes the configuration loaded by Cisco Unified Communications
Manager.

= [ Reset] [ Restart ] [ Close ]

® *_indicates required item.

Figure 314. Device Reset

8. Click Close.

% Reset @ Restart

— Status

® Status: Ready

— Reset Information
Selected Device: FaxServer (H323 fax Server; TypeProduct.PRODUCT_ICT_TRUNK)

If a device is not registered with Cisco Unified Communications Manager, you cannot reset or restart it. If a
device is registered, to restart a device without shutting it down, click the Restart button. To shut down a
device and bring it back up, click the Reset button. To return to the previous window without
resetting/restarting the device, click Close.

MNote:

Resetting a gateway/trunk drops any calls in progress that are using that gateway/trunk. Restarting a
gateway tries to preserve the calls in progress that are using that gateway, if possible. Other devices wait
until calls are complete before restarting or resetting. Resetting/restarting a H323 device does not physically
reset/restart the hardware; it only reinitializes the configuration loaded by Cisco Unified Communications
Manager.

= [ Reset] [ Restart ] [ Closq1lll

® *_indicates required item.

Figure 315. Close
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Configuring a Route Pattern for a Trunk to the Cisco Media
Gateway

» Follow the steps below to configure aroute pattern for thetrunk.

1. Fromthe Call Routing menu, click Route/Hunt, Route Pattern.

Call Routing + | Media Resources +  Voice Mail v Device »  Application

. _

Dial Rules 3

Route Fitter

RouteHunt L4 | Route Group

SIP Route Pattern Route List

Class of Control 4 | Route Pattern 5
Intercom 3 —— @
Client Matter Codes Line Group

Forced Authorization Codes Hunt List

Tranzlation Pattern Hunt Pilot

Call Park

server CM-Vindaloo (Activ
Directed Call Park

Call Pickup Group

Directory Number

Meet-Me Humber/Pattern
Dial Plan Installer

Route Plan Report
Tranzformation Pattern

Mobility Configuration

Figure 316. Route Pattern
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2. Thefollowing screen appears. Click Add New.

alimln  Cisco Unified CM Administration
CISC€O  r4r Cisco Unified Communications Solutions
System + CallRouting + Media Resources »  Woice Mail = Device Application =  User ~  Bulk Admil

Find and List Route Patterns
Ell} Add New @ Select Al @ Clear All & Delete Selected

— Status

@ 9 records found

Route Patterns (1 -9 of9)

Find Route Patterns where | Pattern | begins with |» | [ Clear Filter
I Pattern * Description
H 10000x%
- 323020XX00KK
r S0 Route to NextiraOne
- S519020XX0KX
r B0 Route to Compidea
r 8.3 Overlap Route to NextiraOne
r 9.6 Overlap Route to Compidea
- 916503646325
H 916503646326
[ add I]}g)w_] [ Select All ] [ Clear All ] [ Delete Selected

Figure 317. Add New
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3. Complete the screen as follows.

System = Call Routing +  Media Resources = “oice Mail = Device = Application = User Management = Bulk Administration +  Help =

nfiguration

CEIRVCLNE S Back To Fine

B Save x Delete Copy Ell} Ao Mewy

— Status

® Status: Ready

— Pattern Definition
Route Pattern™® |1DDDD><>< |

Route Partition |< Mone = v|

Description | |

Murnbering Plan

Route Filter
MLPF Precedence® |Defau|t v|
Gateway/Route List* [H3z3-172.20 221,202 | (Edit)
Route Option ® Route this pattern

O Black this pattern | No Error v|

Call Classification® |of—f|\|et v|

[Jallaw Device override [¥] Pravide Qutside Dial Tane [ allow Overlap Sending DUrgent Priority

DRequire Forced Authorization Code
authorization Lewvel® |D |

O Require Client Matter Code

— Calling Party Transformations

Cuse Calling Party's External Phone Mumber Mask

Calling Party Transformn Mask | |

Prefix Digits {Outgoing Calls) | |

Calling Line ID Presentation™® |Defau|t

vl
Calling Marme Presentation® |Defau|t v|
— Connected Party Transformations
Connected Line ID Presentation® | Default v|
Connected Name Presentation® |Defau|t v|
— Called Party Transformations
Discard Digits
Called Party Transform Mask | |
Prefix Digits {Outgoing Calls)| |
— ISDN Metwork-Specific Facilities Information El t
Metwaork Service Protocal |__ Mot Selected -- v|
Carrier Identification Code | |
MNetwork Service Service Parameter Name Service Parameter Value

| -- Mot Selected -- v || ||

= [Save] [ Delete ] [Copy] [ Add New ]

Figure 318. Route Pattern Configuration Data
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4. Click Save.
ISDN Network-Specific Facilities Information El t
Network Service Protocel | - Not Selected -- v|
Carrier Identification Code | |
Network Service Service Parameter Name Service Parameter Value
| -- Not Selected -- - || ||

— | save [Delete] [Copv] [ Add New ]

® *_indicates required item.

Figure 319. Save

5. Thefollowing appears because you did not required a Forced Authorization
Code. Click OK.

ser Mask

Windows Internet Explorer le

Press OF if you want to proceed and activate it at a later time.,

Press Cancel and check the Force Authorization Code checkbox if wou want to activate it now,

<P The Authorization Code will not be activated,
ationBit. PRESENTATION_BIT_N \t/

ationBit.PRESENTATICON_BIT_N

Ok ] [ Cancel

sentationBit. PRESENTATION_BIT_NOT_SEL + |

sentationBit. PRESENTATION_BIT_NOT_SEL + |

Figure 320. OK

6. Click OK.

Windows Internet Explorer

| E Any update to this Route Pattern automatically resets the associated gateway or Route Lisk
L

Figure 321. OK

7. SelectBack To Find/List and click Go. Confirm that the new route pattern
appearsin thelist.
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R Cisco Unified CM Administration WERLEEN Cisco Unified CM Admini

CISCO  E4r cisco Unified Communications Solutions %

administrator Ab

System = Call Routing +  Media Resources = “oice Mail = Device = Application = User Management = Bulk Administration +  Help =

Find and List Route Patterns
E:} Al Newy @ Select Al @ Clear &l & Delete Selected

— Status

® g records found

Route Patterns (I - & of 8) Rows per P

Find Route Patterns where | Pattern + | begins with  » |[ Clear Filter ] E]

o Pattern * Cescription Partition Route Filter Asszociated Device
r 10000xH H323-172.20.221.202

- 323254 HRA H3Z3-FaxServer

Figure 322. New Route Pattern
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Configuring a Route Pattern for a Trunk to the Fax Server

» Follow the steps below:

1. Fromthe Call Routing menu, click Route/Hunt, Route Pattern.

Call Routing « | Media Resourcezs + Voice Mail v Device v  Application

[ . _

Dial Rules 3
Route Fitter
Route/Hunt L4 | Route Group
SIP Route Pattern Route List
Clazs of Control 4 | Route Pattern 5
Intercom 3 ——— @
Client Matter Codes Line Group
Forced Authorization Codes Hunt List
| Translation Pattern Hunt Pilot
Call Park

server CM-Vindaloo (Activ
Directed Call Park

Call Pickup Group

Directory Number

Meet-Me Number/Pattern
Dial Plan Installer

Route Plan Report
Transformation Pattern

Mobility Cenfiguration

Figure 323. Route Pattern
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2. Thefollowing screen appears. Click Add New.

ahal  Cisco Unified CM Administration

CISCO  k4r Cisco Unified Communications Solutions

System » CallRouting + Media Resources + Voice Mail + Device =  Application =  User Management =  Bulk Admil

Find and List Route Patterns
Ell} Add New @ Select Al @ Clear All & Delete Selected

— Status

@ 9 records found

Route Patterns (1 -9 of9)

Find Route Patterns where | Pattern | begins with |» | [ Clear Filter
I Pattern * Description
H 10000x%
- 323020XX00KK
r S0 Route to NextiraOne
- S519020XX0KX
r B0 Route to Compidea
r 8.3 Overlap Route to NextiraOne
r 9.6 Overlap Route to Compidea
- 916503646325
H 916503646326
[ add I]}g)w_] [ Select All ] [ Clear All ] [ Delete Selected

Figure 324. Add New
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3. Complete the screen as follows.

System = Call Routing +  Media Resources = “oice Mail = Device = Application = User Management = Bulk Administration +  Help =

Route Pattern

nfiguration CEIRELNEDEE Back To Fir

B Save x Delete Copy E:]: Add Meswy

— Status
® Status: Ready

— Pattern Definition
Route Pattern™® |323254xxx |
Route Partition |< Mone = v|
DCrescription | |

Murnbering Plan

Route Filter
MLPF Precedence® |Default v|
Gateway/Route List* [H3z23-FaxServer v | (Edit)
Route Option & Route this pattern

O Black this pattern | No Error v|
Call Classification® |of—f|\|et v|

[Jallaw Device override [¥] Pravide Qutside Dial Tane [ allow Overlap Sending DUrgent Priority

DRequire Forced Authorization Code
authorization Lewvel® |D |

O Require Client Matter Code

— Calling Party Transformations

Cuse Calling Party's External Phone Mumber Mask

Calling Party Transform Mask | |

Prefix Digits {Outgoing Calls) | |

Calling Line ID Presentation™® |Defau|t v|

Calling Marme Presentation® |Defau|t v|

— Connected Party Transformations
Connected Line ID Presentation® | Default v|

Connected Name Presentation® |Defau|t v|

— Called Party Transformations
Discard Digits

Called Party Transform Mask | |

Prefix Digits {Outgoing Calls)| |

— ISDN Network-Specific Facilities Information El t
Metwaork Service Protocal |__ Mot Selected -- v|

Carrier Identification Code | |

MNetwork Service Service Parameter Name Service Parameter Value
| -- Mot Selected -- v || ||

= [Save] [ Delete ] [Copy] [ Add New ]

Figure 325. Route Pattern Configuration Data

274 This document is not to be distributed to a third party without written permission from Dialogic.



Configuring the Unified Communications Manager

4. Click Save.
ISDN Network-Specific Facilities Information El t
Network Service Protocel | - Not Selected -- v|
Carrier Identification Code | |
Network Service Service Parameter Name Service Parameter Value
| -- Not Selected -- - || ||

— | save [Delete] [Copv] [ Add New ]

® *_indicates required item.

Figure 326. Save

5. Thefollowing appears because you did not required a Forced Authorization
Code. Click OK.

ser Mask

Windows Internet Explorer le

<P The Authorization Code will not be activated,
\:/ Press O if you want ko proceed and activate it at a later time,

ationBit.PRESENTATION_BIT_N
— Press Cancel and check the Force Authorization Code checkbox if wou want to activate it now,

ationBit.PRESENTATICON_BIT_N

Ok ] [ Cancel

sentationBit. PRESENTATION_BIT_NOT_SEL + |

sentationBit. PRESENTATION_BIT_NOT_SEL + |

Figure 327. OK

6. Click OK.

Windows Internet Explorer

| E Any update to this Route Pattern automatically resets the associated gateway or Route Lisk
L

Figure 328. OK

7. SelectBack To Find/List and click Go. Confirm that the new route pattern
appearsin thelist.
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alinln  Cisco Unified CM Administration Mavi Cisca Unified CM Admini

CISCO  E4r cisco Unified Communications Solutions %

administrator Ab

System = Call Routing +  Media Resources = “oice Mail = Device = Application = User Management = Bulk Administration +  Help =

Find and List Route Patterns
E:} Al Newy @ Select Al @ Clear &l & Delete Selected

— Status

® g records found

Route Patterns (I - & of 8)

Rows per P

Find Route Patterns where | Pattern + | begins with  » | [ Clear Filter ] E]
u o Description Partition Route Filter Aszsociated Device
Pattern
o 10000xK H323-172.20.221.202
- 323254 HRA H3Z3-FaxServer

Figure 329. New Route Pattern
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Verifying the Configuration

The Dialogic Brooktrout Fax and Voice Diagnostic Test utility allows you to
test the configuration you completed. You can download the utility and
instructions from the technical support site.

http://www.cantata.com/support/lanfax/fax_testing_diagnostic.cfm
Thistest verifies the following:
m  SR140 Software configuration

m  Cisco Media Gateway configuration
B Trunksand Route Patterns on the CUCM

Verifying the Fax Server Basic Configuration

Before continuing, refer to Appendix A, Verifying Basic Configuration - Fax
Server 172.20.221.20 on page 418 to verify that the Fax Server softwareis
installed correctly.

Outbound Call

» Follow the steps below to verify outbound fax traffic from the CUCM
to the gateway.

1. Openthe Fax and Voice Diagnostic Test utility. The following screen
appears. Click the 2. Telephony button (press the Apply button in the
Brooktrout Configuration Tool after configuring). Click the 3.Initialize
button.
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|_§.. Fax and Voice Diagnostic Test for Windows : SDK 5.0.083
Action Logging  Help

Choose Functionality Board/Module DialiSend ResetfHangup
[2. Telephony] [ 3. Initialize “Dx41 V| [Current ] [Current ] [ Port Hiskory ]
Paort Status Phone number Paort Status Phone number

2. Waiting for IP Cal [ ] 17 Hotavalsble [ ]
3. Mot Available 18, Mot Available %

4, Mok Available 19, Mot Available

5. Mot Available [ ] o notavalsble [ ]
6. Mot Avalable [ | 21 notavalsble [ ]
7. Mot Available 22, Mok Available

8. Mot Available 23, Mok Available

9,

11, Mot Available 26, Mok Available

12, Mot Available 27, Mot Available

09/13/2007 22:56:41 [**]  Control Proc v0.0.0 {Build 0} ~
09/13{2007 22:56:41 [**]  DSP v0.0.0 (Build 0 B
09/13/2007 22:56:41 [**] ERROR. : BfvBoardMotify {alarms): Misc error: Hardware or firmware does not have a required capability,
09/13/2007 22:56:41 [**] No board-level notifications supported, continuing ...
09/13/2007 22:56:41 [**] @ Initializing 2 channels. ..
09/13/2007 22:57:12 [00] Pausing For 2000ms before Reset,

v
Alarm State: Mo Alarm Framing: MN/A CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: MfA

Figure 330. Fax Diagnostic Test

2. Enter the destination phone number and the I P address of the CUCM as
shown below.
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|_§.. Fax and Voice Diagnostic Test for Windows : SDK 5.0.083

Action Logging  Help

Choose Functionality Board/Module DialiSend ResetfHangup

V| [Current ] [Current ] [ Port History ]

(®Fax (O Yoice [2. Telephony] [ 3. Initialize “Dx41

Paort Status Phone number Paort Status

1. Mot fvailable 16. Mot fvailable
2. Nat Avaiable [ 17 Mot Avalable
3. Mokt Available 18, Mot Available
4, Mokt Available 19, Mot Available
5. Mat Avaiable [ ] o notavalsble
& Mat Avaiable [ | 21 notavalsble
7. Mokt Available 22, Mot Available
8. Mokt Available 23, Mot Available
9. Nat Avaiable [ ] 2+ notavalsble
10, Mot fvailable [ | 5 otavalsble
11, Mot Available 26, Mok Available
12, Mot Available 27, Mot Available
13. Mot fvailable [ ] . otavalsble
14, Mot fvailable [ ] 25 notavalsble
15, Mot Available l:l 30, Mok Available

Phone number

[ ]
[ ]

09/13/2007 22:35:57 [**] @DEEUG blsBostHostServiceCurrentlyInstalled = true
09/13/2007 22:35:57 [**] @DEEUG nBtnTelephPressed = 3

138:57 [**] Current directory is "Diisdk”,

138:57 [**] File btcall.cfg already exists, Using the existing file.
09/13/2007 22:38:57 [**] File callctrl.cfg already exists, Using the existing file,
09/13/2007 22:35:57 [**] @DEEUG Spawning Configkoal. ..

v

Alarm State: Mo Alarm

Framing: M/A CRC: N/A Ei-Folar Violstions: N/& Clock Slips:  NJA

Figure 331. IP Address

3. Click Current to send the test fax.
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= Fax and Voice Diagnostic Test for Windows : SDK 5.0.083 E

Action Logging  Help

Choose Functionality

Board/Module

DialiSend

(®Fax (O Yoice [2. Telephony] [ 3, Initialize: “Dx41 '| CurreEt [Current ] [Port Hiskary ]
Paort Status Phone number Port Status Phone number
1. Mot fvailable 16. Mot fvailable [
2. Nat Avaisble [ 17 et available [
3. Mokt Available 18, Mot Available
4, Mokt Available 19, Mot Available
5. Nat Avaiable [ ] e motavalable [
& Mat Avaisble [ ] 2 motavalable [
7. Mot Available 22, Mot Available
8. Mot Available 23, Mot Available
9. Nat Avaisble [ ] 24 motavalable [
10. Mot fvailable [ ] 25 wotavalabe [
11, Mot Available 26, Mok Available
12, Mot Available 27, Mot Available
13. Mot fvailable [ ] 2 motavalabe [
14, Mot fvailable [ ] 2 motavalable [
09/13/2007 22:35:57 [**] @DEEUG blsBostHostServiceCurrentlyInstalled = truz A
09/13/2007 22:35:57 [**] @DEEUG nBtnTelephPressed = 3 i
09/13/2007 22:38:57 [**] Current. directory is "Diisdk”,
09/13/2007 22:38:57 [**] File btcall.cfg already exists, Using the existing file,
09/13/2007 22:38:57 [**] File callctrl.cfg already exists, Using the existing file,
09/13/2007 22:35:57 [**] @DEEUG Spawning Configkoal...
Alarm State: Mo Alarm Framing: Nf& CRC: M4  Bi-Polar Violations:  Nf& Clock Slips:  Mfa

Figure 332. Current

4. When Port 1 [00] pausesthe call is complete. Click Port History. The
following screen appears. Verify that the outbound call was successful.
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Choose functionality Board/Module DialiSend Reset/Hangup

[2. Telephony] [ 3. Initialize ]i0x41 V| [Current] [Current] [Port History ] Lao

Paort Status Phone number Part Status Phone number

1. Waiting for TP Cal [ e waiting for 1P cal |
‘Waiting For IP Call | 17, Waiting for IP Call

GELUL LSRG History for Channel 1 X
‘Waiting For IP Call
» 09/14/2007 17:38:40 Call Requested A —
Wiaiting For IP Call 09/14/2007 17:38:40 Dialing 1000000@172,20,221,254 i
- 09/14/2007 17;38:40 Resetting Channel ’—
Waiting for 1P Call | | 0oy 4ro007 17:38:43 Connected. |
Waiting For TP Call 09/14/2007 17:38:43 Fax answer tone detected,

09/14/2007 17:35:47 T Remote ID ™
Waiting For IP Call 09/14/2007 17:358:52 Sending Fax,

- 09{14/2007 17:39:02  Badlines =0
Waiting for IP Call | |09/14/2007 17:39:02  Baud Rate = 14400 Bps |:|
o 09{14/2007 17:39:02  Confirm Val = MCF I
10, Waiting for 1P Call | | ar gpon07 17:30:02 Duration = 19 seconds |
11, Waiting For 1P al 09{14/2007 17:39:02  ECM =256 i
SIS feed 09/14(7007 17:39:02  Line Format = MMR - |
12, ‘Waiting for IP Call 09/14/2007 17:39:02  Resolution = 200Hx200% (Fine)
- 09{14/2007 17:39:02  Total Lines = 2168 —_—
13, Waiting For IP Call 09/14/2007 17:39:02 Page 1! = ! _|

i 09/14/2007 17:39:02 Pausing for 2000ms before Reset, ———————————
14, Waiting For IP Call || ngi 412007 17:39:02 Surcess | |

15. Waiting For 1P Call [ o ]! |

09/14/2007 17:37:58 [T Pa0zing ror 2000ms Derore Reset.
09/14/2007 17:38:30 [**] Brooktrout debug logging turned O,

09714/2007 17:38:30 [**] This feature quickly results in large log files in the Test program directory when Faxing.
09/14/2007 17:38:31 [**] Turn off once you have collected the desired logs,

09/14/2007 17:39:02 [00] Pausing For 2000ms before Reset,

09/14/2007 17:41:43 [01] Pausing for 2000ms before Reset,

Eax

OO N R e Co T

(E3

|2

v

Alarm State: Mo Alarm Framing: M4 CRC:  N/A  Bi-Polar Violations:  Mf&  Clock Slips: MfA

Figure 333. Outbound Call Successful
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Inbound Call

» Follow the stepsbelow to verify theinbound fax traffic from the
gateway to the CUCM.

Initiate acall from the PSTN using 323254000.

Watch all channels because a call should come in on one of the waiting
channels.

& Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3
Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
[2. Telephony] [ 3. Initialize “Dx41 V| [Current ] [Current ] [ Port Hiskory ]
Paort Status Phone number Part Status Phone number

T R — —

2. Waiting For IP Cal [ ] 17 watngfor P cal [ ]
3, Waiting For IP Cal [ ] 18 watingfor P cal

4, Waiting for IP Call _ 19, Waiting for IP Call

5. Waiting For IP Cal [ ] a0 watingfor P cal [ ]
& Waiting For IP Cal [ ] 2t watngforpcal [ ]
7. Waiting for IP Call 22, Waiting For IP Call

8, Waiting for IP Call 23, Waiting for IP Call

a,

i for o R —
1. wosr for o R —

11, Waiting for IP Call 26, Waiting for IP Call

12, Waiting for IP Call 27, Waiting For IP Call

. worr for o I —
. wosr for o R —
. Vasnafar e o T @ wesmrc —

09/13/2007 10:19:45 [00] Pausing For 2000ms before Reset, ~
09/13/2007 10:21:08 [02] Pausing For 2000ms before Reset, B
09/13/2007 10:22:22 [03] Pausing for 2000ms before Reset,
09/13{2007 10:23:19 [00] Pausing For 2000ms before Reset,
09/13/2007 10:34:48 [00] Pausing for 2000ms before Reset,
09/13/2007 10:38:16 [04] Pausing for 2000ms before Reset,

v
Alarm State: Mo Alarm Framing: M4 CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: MjA

Figure 334. Fax Diagnostic Test
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3. Click the Phone number box on which the call came in and click the
Port History button.

|EF Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3

Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
Fax Woice 1, Driver [2. Telephony] [ 3. Initialize: “Dx41 V| [Current ] [Current ] [ Part History&S Looping OFF
Paort Status Phone number Part Status Phone number
> LA sikima Fow TO sl 17 MMaikima Few TO sl

Figure 335. Port History

4. Thefollowing screen appears. Verify that the inbound call is successful.

- Fax and Voice Diagnostic Test for Windows : 5DK 5.0.083

Chooss functionality A BosrdModule | DialfSend RiesatfHangup
f [2. Telephony | | 3. iriktistee | 0x4t | [curent || a1 | [curent || @ | [ port Hestory

Port Stabus Phone rumber Port Status Phone rumber
1. Waiting for IP Cal | 16. Wating for 1P Call |
2. Waiting for [P Cal - -
History for Channel 2 )
3. Waiting for IP Cal s
Waiting For P Call 03/ 14/2007 17:37:33 Attaching Channed A
i O3 14/ 2007 17:37:33 Resetting Channe! |
5. Waking for IP Cal 33 Waiting For 12 Cal
) DID:323 254123 CallerID: 172.20,221.254
6. Waiking fior IF Call Call anomarsd
03/ 14/2007 17:41:30 RY Remoke 1D ™
7., Wakingfor 1P Cal osr.rnj:zw 1741 33 Recee Fox.
kg O 14/2007 174142 Lings =0
B frmcd 0142007 17:41:42  BaudRate = 14400 Bps
9. Waing for [P Cal O 142007 17:41:42  Confirm Val = MCF

DA 14/2007 17142

Duratson = 18 seconds

ECM =255

0142007 17:41:42  Line Format = MMR,
03/14/2007 17:41:42  Resohition = 200H:200V [Fine)

10, Wating For IP Cal
11, Waiting for IF Cal

; O3/14/2007 17:41:42  Totsllines = 2168
A2t T ol 9/ 14/2007 17:41:92 Page 12
13, Waiing for IP Cal 03/ 14/2007 17:41:43 Pausing for 2000ms before Roset,
(091412007 17:41:43 Success s

14, ‘Waiing for IP Call E

15, Waiting for IP Cal

|| O9/14/2007 17:37:58 [00] Pausing For 2000ms before Reset, A
0914/2007 17:38:30 [**] Brooktrout debug logging turned ON, |
091472007 17:35:30 [**] This feature quickly results in large log files in the Test program directory when Fazing,

09 14/2007 17:35:31 [**] Turn off once you have collacted the desirad hogs,
09)14/2007 17:39:02 [00] Pausing for 2000ms before Resst.
09/ 14/2007 17:41:43 [01] Pausing For 2000ms befors Resat, |
|
.

Alarm State: Mo Alarm Framing: M/A CRC: NJA Bi-Polar vickstions:  NJA  Clock Slps: u;a

Figure 336. Inbound Call Successful
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11
Topology: H.323 - CUCM 6.0(1) - MGCP

Introduction

In this topology, the CUCM (Version 6.0(1)) does all the call control. The
gateway sends all MGCP signaling to the CUCM which transmits H.323
signaling to the Fax Server. The Fax Server responds to the CUCM with H.323
signaling and the CUCM forwards MGCP signaling back to the gateway.

Once the call is established, the fax traffic flows directly between the gateway
and the Fax Server.

Note: The SR140 Softwareis used as an example Fax Server in this chapter.
The TR1034 IP board can a so be used as Fax Server.
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The diagrams below show the I P addresses of the hardware which are also
included in the procedure and configuration files referenced in this chapter.

Outbound Call Dialed: 1000 0XX
cucm
CUCM does S
Setup / Tear Down =, CUCM does
A - E Setup / Tear Down
Q- 2£1m b @
~ Ha3 : ! ™~
x MGCP N
= ® ¥
G ® { PSTN )
T.38 Fax WY - 4
3:::er Traffic 172.20.221,202
172.20.221.20

Figure 337. Outbound Call - CUCM Does Call Control - H.323 -
CUCM 6.0(1) - MGCP Topology

cucm
CUCM does 6.0.1
Setup / Tear Down ==, CUCM does
® AN A \?etup!Tear Down
172.20.221.254 B ,
”~ H3w Inbound Mumber Dialed: 323 020 XXX
i MGCP \ NDOUN umber Lial
5 (©)] Wy
® . PSTN |
T.38 Fax g ~___
rax Traffic 172,20.221,202
Server
172.20221.20

Figure 338. Inbound Call - CUCM Does Call Control - H.323 -
CUCM 6.0(1) - MGCP Topology
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Related Documentation

For more information on configuring MGCP, refer to the following documents:

m  How to Configure MGCP with Digital PRI and Cisco CallManager,
Document ID 23966

http: //www.cisco.com/en/US/tech/tk1077/technologies configuration example
09186a00801ad22f.shtml

m  MGCPwith Digital CAS and Cisco CallManager Configuration Example,
Document ID 43802

http: //www.cisco.com/en/US'tech/tk1077/technologies configuration _example
09186a008022eaa3.shtml
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Configuration Sequence

Follow the sequence below when configuring the Dial ogic Brooktrout FolP
with Cisco Products.
m  Configuring the Dialogic Brooktrout Fax Server on page 289
m  Configuring the Cisco Media Gateway with |OS Commands on page 294
m  Configuring the Cisco Unified Communications Manager on page 295

¢ Configuring the Cisco Media Gateway on page 296

+  Configuring the Trunk Between the CUCM and the Fax Server on
page 304
¢ Configuring a Route Pattern for a Trunk to the Cisco Media Gateway
on page 311
m  Configuring a Route Pattern for a Trunk to the Fax Server on page 317
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Configuring the Dialogic Brooktrout Fax Server

» Follow the steps below to configur e the SR140 Softwar e using the
Dialogic Brooktrout Configuration Tool to support this network
topology.

1. Open the Dialogic Brooktrout Configuration Tool in Advanced Mode.

# Brooktrout Configuration Tool - Advanced Made

Fle Mew Opbiors  Hep

i S I, 4
Hume Sase  Apgh | Lcems Help

= - Brookiroul [Baston Host Semice - Aunving|
Coibver Paramelens [A) bosics|
BTCal Paramaters (41l boards|
= Call Conhicl Faramelern
Fodale Cud1: ER140
= |FCall Cantinl Modules:
SR
Ha=

Brooktrout Configuration Tool

Advanced Mode

This pane cortaing essentizl information 10 use the 1oal efectively. You can get to this page any time by clicking on the Heme icon on the toolbar. The user interface consists of wo viess: (2] the
explorer wigw and [b) the corant view.

The explorar siew allows you 1o navigate through the various confiqurable components of Brooktoot Hardware and Software. The content view containg either infonmeational contem such as this page
or contrals 1hat allew you 1o fine tuna the Brooktroul compenents.

In this mode you can: h
= Edit call contral configuration par madula.
* Edit {he bteall parametars.
= Edit 1he davice diver paramstars.
* Eaue the confiquiation informsation.
* And finally apply the configursiion.

Fleaze note that you musi apply the cordigurstion information fr the changes to take effect. The apply action i= awailable from the toolbar 8 well 3 fom the Bptians menu.
Urdzr narmal condiions (that iz, all Emokirout hardwane installed on your system has the sarme ship lesel nurnber i on them), the ion tonl should corne up in the Wizard

Mode. It can also be |sunched explicily 10 come up in the advanced mode by using fa or ~advanced cormmand line option. Hyou did not speciy this opiion and the tool came wp inin this mode,
il is becauze hardware detected by the tool required identification or the host system has mone than one tepe of Brookirout hardware models installed

Figure 339. Dialogic Brooktrout Configuration Tool

2. Configure for the H.323 protocol asfollows. Under IP Call Control
Modules, click H.323 then click the IP Parameters tab.

The following screen appears.
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Fiz Uew Options Hep

o . =
Home | Back Savz  Apgh

¥ Bropktrout Configuration Tool - Advanced Made

L
Lierse Help

= Binokiiou! [Boston Host Service - Runring]
Diiver Farametess [l boands|
BTCal Farzmeiers |0 boands|
=+ Call Confiol Faiameters
Pdodde Dedl: SR140
=+ |P' Cal Corinl Modules
SIF
H31

Genera Infumaliy 1P Perameters | 133 Paramesess |

h323_defaul_gatevy:
h323_elGdalas:

h323_palekeepe_id
W323_palekeepel_p_addiess:
h323_galekeeper_lit

h323 h32A0adas

h323_local_ip_addies
h323_Manulacluer:
h323_ManulaciuieiCode:
h3Z3_ma_sessons:

h323 ieguter

h323 suppot aksmats g
h323 {35 ouninyCode:
W23 135Eenzione

Figure 340.

IP Parameters

172,20 .21 . 20 ITA
Brookhiout Techrlogy
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File View Options Help

o @

Home | Back

B @

Save  Appl

&1
License | Help

3. Click Show Advanced. Thefollowing screen appears. Complete thefields
asindicated below.

= Biookhiout [Boston Host Service - Furning)
Driver Parameters [l boards)
BTCal Parameters [41 boards)
= Call Conhol Parameters
Module 01 SR140
= IP Call Control Modules
§P
H3A

Genesl Infomation P Parameters I T.38 Parameters

h323_defaul_gateway:
h323 el bdalas

h323_gatekeeper_id
h323_gatekesper_ip_address
h323_gatekeeper_t!
h323_h323Dalias

h323 Jocal ip_address:
h323_Manufacturer
h323_ManufacturerCode:
h323_man_sessions:
h3Z3_register.
h323_support_altemate_gk:
h323_t3ECauntryCage:
h323_t35E wtension:

h323_FastStar:
h323 H2455tage:
h323_h245Tunneling

h323_DicRejectResponseTimeaut

R
[Brocktiod Technoiogy

|
3
[l f——1
[l f——1
e 0 ——— %
[0

Advanced Settings

Do not change these parameters unless you have
been instructed to do s0

N
F0—p}—s
N
4 ——— 1

Figure 341. Advanced Settings

Note: Whenthe h323 local_ip addressfield is set to the default value
(0.0.0.0:0), the system usesthe | P address of thefirst Ethernet modulein
the system and port number 1720. If there are more than one ethernet
modules in the Fax Server then specify the actual 1P address of the
desired ethernet module that will be used.

4. Set thefields below asfollows to ensure that Cisco interoperability works
correctly.
¢ h323 FastStart=0
¢ h323 H245Stage = 3
¢ h323_h245Tunneling =0
5. Click T.38 Parameter and complete fields as indicated below.
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v Brooktrout Configuration Tool - Advanced Mode
Fle View Options Help

o | H H & @« 2

Home Bacg Save  Apply | Licenze Help

= Brooktrout % -Running] | General Information] IP Parameters  T.38 Parameters l
Diriver Parameters (4l boards)
BTCall Parameters [All boards] M aximum Bit R ate, bps: 14400 -
—|- Call Control Parameters
Madule 0x41: SR140 Media Renegotiate Delay Inbound, mzec: |4DDD
=P Eall;ﬁ;;tml Modules Media Renegotiate Delay Outbound, msec: |-‘I
5|.p T30 Fast Motify: |N0 j
UDPTL Redundancy Depth Contral: l? 0 J 3
UDPTL Redundancy Depth Image: l? 0 J 2

Figure 342. T.38 Parameters

292 This document is not to be distributed to a third party without written permission from Dialogic.



Configuring the Dialogic Brooktrout Fax Server

6. Under Cal Control Parameters, click Module 0x41: SR140 and select the
Parameters tab. Complete the fields as indicated below.

# Brooktrout Configuration Tool - Advanced Mode

File ¥ew Cpbons Hep
at @ H @ @ 7
Home | Eack Sava  Appk | Licens | Hep
= Brockhoul Basion Hosl Sarvics - Bunirgl | G enera Inlormation. Paiamelers
[E=]

Diriver Parameter: (&l boads]
Irt=ER1 PROATO00MT Mobie Carnecton - Pecket Scheduler Minpot [172.20.227.20/

BTCal Farzmetars 1)l boaids) 1P Cortal Modkde

= Call Conol Farzmeters
Mok A SHE740 IF | riziface:
= IF Cal Carkal Hoc
i e Lowes! IP Port Hunber: (&
Highest IF Font Huméer 57000

H.323

Figure 343. Module 0x41: SR140 Parameters

7. Select the desired network interface controller (NIC) for the IP Interface

field.
8. Click Apply.

Configuration Files
Use the configuration files in the section below to help you configure the

SR140 Software:
Appendix J, SR140 Configuration Files on page 552
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Configuring the Cisco Media Gateway with 10S
Commands

Refer to the configuration file in the Appendix J, Cisco Gateway-Config on
page 558 as a guide to configure your Cisco Media Gateway with 10S
Command.

Configuring the Cisco Media Gateway involves the following.

m  Enable T.38 support
m  Configureline card interface
m  Configure Dial-Peers (VolP and POTS)

T.38 Support

Be sure to include the fxr-package in your MGCP gateway configuration,
since this package is needed for T.38 support. This means, when you have this
package disabled, type the following 10S command in order to activate it:

MGCP package capability fxr-package
and do then

no mgcp

and then

mgcep

Also ensure that you do not have the following command line in your gateway
configuration since you want to enable T.38.

mgcp fax t38 inhibit
Also, the G711 codec is needed to start a T.38 call.
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Configuring the Cisco Unified Communications
Manager

This procedure includes the following:

m  Appendix O, Configuring Service Activation on page 646 (If not completed
already.)

m  Appendix O, Configuring System Service Parameters on page 648 (If not
completed already.)

Configuring the Cisco Media Gateway on page 296

Configuring the Trunk Between the CUCM and the Fax Server on
page 304

m  Configuring a Route Pattern for a Trunk to the Cisco Media Gateway on
page 311

m  Configuring a Route Pattern for a Trunk to the Fax Server on page 317
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Configuring the Cisco Media Gateway

Y

Follow the steps below:

=

Open the Cisco Unified Communications Manager Administration Version
6.0(1).

2. From the Device menu, select Gateway.

-|Devioev Application +  User +  Bulk Administration + Help
Gatekeeper

| cuowy |
Phone U
Trunk

Remote Destination

1 Device Seftings 3

Figure 344. Gateway
3. Thefollowing screen appears. Click Add New.

alaln  Cisco Unified CM Administration |
€I5€0  For Cisca Unified Communications Solutions

System v - Calfissting v MeduResources v VoosMslw  Device w  Appication v  UserMasagement » el Admistraton » el =

Find and List Gateway

o asstiew 1] seectar [T conran g Deiets Solncin %mw
— Status
@ 2 records found
Gateways (1-2of2)
Find Gateways where | Name v [ beging with s [vide Wllendpoints [Find] [ Siear Finer ] (3] [=]
| Select item or enter search text %
r - Davits Posl Calling Searth Space Extansicn Panition Route Group Pricity
[(23d hew | [ Setect & || Ciear &l || Delete Selected | [ Reset Selected |

Figure 345. Add New Gateway

The following screen appears.
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alinln  Cisco Unified CM Administration

CISCO  k4r Cisco Unified Communications Solutions

System » CallRouting + Media Resources + Voice Mail + Device »  Application =  User Management =  Bulk Admin

Add a new Gateway
B oo

’, Select the type of gateway you would like to add:

Gateway Type*

- =)

@ *_indicates required item.

Figure 346. Gateway Type
4. Select the appropriate gateway.

P e e e e e e e e e
CISC€O  r4r Cisco Unified Communications Solutions |.
System + CallRouting + Media Resources »  Woice Mail = Device Application =  User ~  Bulk Adr

Add a new Gateway

.Nex‘t

Select the type of gateway you would like to add:
Gateway Type™ [ - ot Selected - v
-- Not Selected --

Cisco IAD2400
= —Cisco 1751
Cisco 1760
Cisco 269X
*_ o Cisco 26X
@ indicate; cic o 2801
Cisco 2811
Cisco 2821
Cisco 2851
Cisco 362X
Cisco 364X
Cisco 366X
Cisco 3725
Cisco 3745
Cisco 3825

Cisco Catalyst 4000 Access Gateway Module k

Cisco Catalyst 4224 Voice Gateway Switch
Cisco Catalyst 6000 24 port FXS Gateway
Cisco Catalyst 6000 E1 VolP Gateway
Cisco Catalyst 6000 T1 VolP Gateway
Cisco VG200

Cisco VG248 Gateway

Communication Media Module

H.323 Gateway

VG224

Figure 347. Cisco Media Gateway

5. Click Next.
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alinln  Cisco Unified CM Administration I

CISCO  k4r Cisco Unified Communications Solutions

System + CallRouting + Media Resources »  Woice Mail = Device Application =  User ~  Bulk Adn

Add a new Gateway
B oo

’, Select the type of gateway you would like to add:

Gateway Type*

— (=g
0

@ *_indicates required item.

Figure 348. Next

The following screen appears:

alalin  Cisco Unified CM Administration
CIS€O  ror Cisco Unified Communications Solutions
System = CallRouting = Media Resources » Voice Mall v Device = A ion » User »  Bulk Adm

Add a new Gateway
B rex

Select the type of gateway you would like to add:

Gateway Type Cisco 3845 [ Change Gateway type ]
Protocol* [-- Not Selected - ~|
=

@ *_ indicates required item.

Figure 349. Protocol

6. Select MGCP for the Protocol.
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alinln  Cisco Unified CM Administration

CISCO  k4r Cisco Unified Communications Solutions

System + CallRouting + Media Resources +  Voice Mail + Device »  Application =  User Management v  Bulk Admi

Add a new Gateway
B rex

— Select the type of gateway you would like to add:

Gateway Type Cisco 3845 [ Change Gateway type ]
Protocol * | MGCP v|
-- Mot Selected -- !

SCCP !

@ *_indicates required item.

Figure 350. MGCP

7. Click Next.

alinln  Cisco Unified CM Administration
cisco :

For Cisco Unified C

System v CallRouting ~ Media Resources » Voice Mail + Device »  Application »  User Management »  Bulk Admit

Add a new Gateway
B rex

Select the type of gateway you would like to add:

Gateway Type Cisco 3845 [ Change Gateway type ]
T RRCERP——————
=

*_ indicates required item.

Figure 351. Next
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The following screen appears.

almln  Cisco Unified CM Administration “

CISCO  k4r Cisco Unified Communications Solutions

System + CallRouting + Media Resources »  Woice Mail = Device Application =  User ~  Bulk Adminis

Gateway Configuration

LB Save

— Status

@ Status: Ready

— Gateway Details
Product Cisco 3845
Protocol TypeDeviceProtocol .DEVICE_PROTOCOL_MGCP

Domain Name™* | |

Description | |

Cisco Unified Communications Manager Group® | -- Mot Selected -- v|

— Configured Slots, VICs and Endpoints

Madule in Slot 0 | < None > V|
Madule in Slot 1 | < None > V|
Madule in Slot 2 | < None > V|
Madule in Slot 3 | < None > V|
Madule in Slot4| < None > V|

— Product Specific Configuration Layout

Global ISDN Switch Type E==E v

Switchback Timing* |Gracefu| V|

Switchback uptime-delay (min) |1D |

Switchback schedule (hh:mm) |12:DD |

Type Of DTMF Relay™® | Current GW Config V|

NET)

@ *_indicates required item.

Figure 352. Gateway Configuration
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8. Enter EURO for the EURO Global ISDN Switch Type.

ahal  Cisco Unified CM Administration

CISCO  k4r Cisco Unified Communications Solutions

System + CallRouting + Media Resources »  Woice Mail = Device Application =  User ~  Bulk Adm

Gateway Configuration

LB Save

— Status

@ Status: Ready

— Gateway Details
Product Cisco 3845
Protocol TypeDeviceProtocol .DEVICE_PROTOCOL_MGCP

Domain Name™* | |

Description | |

Cisco Unified Communications Manager Group® | -- Mot Selected -- v|

— Configured Slots, VICs and Endpoints

Madule in Slot 0 | < None > V|
Madule in Slot 1 | < None > V|
Madule in Slot 2 | < None > V|
Madule in Slot 3 | < None > V|
Madule in Slot4| < None > V|

— Product Specific Configuration Layout

?

Global ISDN Switch Type EURO v
Switchback Timing* |Gracefu| V|

Switchback uptime-delay (min) |1D |

Switchback schedule (hh:mm) |12:DD |

Type Of DTMF Relay™® | Current GW Config V|

- G

m *_indicates required item.

Figure 353. Gateway Configuration
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9. Complete the screen asindicated on the following two pages.

— Device Information

Product TypeProduct.PRODUCT_MGCP_E1_PORT
Gateway Vindaloo
Device Protocol TypeDeviceProtocol.DEVICE_PROTOCOL_DIGITAL_ACCESS_PRI
Registration Registered with Cisco Unified Communications Manager CM-Vindaloo
IP Address 172.20.221.202
End-Paint Name * 51/5U0/D51-0@Vindaloo
Description [s1/3U0/D51-0@Vindaloo |
Device Pool* |Defau|t v|
Common Device Configuration | < None = v|
Call Classification* | TypeNetworkLocation.NETWORK_LOC_DEFAULT  +|
NetworkLocale |< None = v|
Packet Capture Made® |TypePac:I-cetCaptureMode.PACKET_CAP’TURE_MODE v|
Packet Capture Duration |D |
Media Resource Group List |< None = v|
Location™ |Hub_N0ne v|
AAR Group [ < None = v
Load Information | |
[JTransmit UTF-8 for Calling Party Name
w150 (subset)

— Multilevel Precedence and Preemption (MLPP) Information
MLPP Domain | < None = v
MLPP Indication Mot available on this device
MLPP Preemption Not available on this device

— Interface Information

PRI Protocol Type® [PRI EURO ~|
Protocol Side® |TypeProtoc:oISidE.PROTOCOL_SIDE_USER v|
Channel Selection Order® | TypeTrunkSelectionOrder. TRUNK_SEL_ORDER_BO v |
Channel IE Type* | TypePRIChanIE.PRI_CHAN_IE_NUMBER v
PCM Type* [TypeEncode. ENCODE_ALAW v

Delay for first restart (1/8 sec ticks)™* |32 |

Delay between restarts (1/8 sec ticks)* |4 |

Inhibit restarts at PRI initialization
[JEnable status poll
[Junattended Port

— Call Routing Information - Inb d Calls
Significant Digits* |AII V|
Calling Search Space |< None = v|
AAR Calling Search Space | = None = V|
Prefix DN | |
— Call Routing Information - Outb d Calls
Calling Party Presentation® |TypePresentationBit.PRESENTATION_BIT_NOT_SEL v|
Calling Party Selection* [ TypecallingPartySelection.CPS_ORIGINATOR v

Called party IE number type unknown® | TypePriofNumber.PRI_OF_NUMBER_UNKNOWN v

Calling party IE number type unknown* | TypePriofNumber.PRI_OF_NUMBER_UNKNOWN v

Called Numbering Plan*® | TypeNumberingPlan.NUMBERING_PLAN_PRIVATE +|
Calling Numbering Plan* | TypeNumberingPlan.NUMBERING_PLAN_PRIVATE +|
Number of digits to strip* | 0 v|
Caller ID DN | |
SMDI Base Port* [0 |
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(Gateway Configuration Continued.)

L Display IE Delivery

Redirecting Number IE Delivery - Outbound

L Redirecting Number IE Delivery - Inbound
Send Extra Leading Character in Display IE**¥

L Setup non-ISDN Progress Indicator IE Enable®* **
MCDN Channel Number Extension Bit Set to Zero®*
Send Calling Name In Facility IE
Interface Identifier Present**

Interface Identifier Value®*

Connected Line ID Presentation (QS1G Inbound Call)*

— UUIE Configuration
Passing Precedence Level Through UUIE

Security Access Level®

— Product Specific Configuration Layout

Line Coding™® HDB3 b
Framing* CRC4 v
Clock* External

Input Gain (-6..14 db)™* o

Output Attenuation (-6..14 db)* 0
Echo Cancellation Enable® Enable

Echo Cancellation Coverage (ms)* 64

= [Save] [ Delete ] [ Reset]

® *_indicates required item.

® **_ applies to DMS-100 protocol only.

® *¥*¥_ applies to DMS-100 protocol and DMS-250 protocol only.
® *¥*¥¥_ may be required to force ringback from some PBXs.

® *¥HEXK_ Device reset is not required for changes to Packet Capture Mode and Packet Capture Duration.

Figure 354. Gateway Configuration
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Configuring the Trunk Between the CUCM and the Fax
Server

» Follow the steps below.

1. From the Device menu, select Trunk.

alinln  Cisco Unified CM Administration A Cisco Unified CM Adrinist
cisco

For Cisco Unified Communications Solutions

administrator Abao

CTl Route Point
Gatekeeper
Gatevvay
Phone

Cisco Unified CM Administra Tk,

Ay
System version: 6.0.1.1000-37 Remote Destination

Device Settings

Zopyright @ 1999 - 2006 Cisco Systems, Inc,
3ll rights reserved,

This product contains cryptographic features and is subject to United States and local country laws governing import, export, transfer and use, Delivery of Cisco cr
aroducts does not imply third-party authority to import, export, distribute or use encryption. Importers, exporters, distributors and users are responsible for compli

and local country laws, By using this product you agree to comply with applicable laws and regulations. If you are unable to comply with U.S. and local laws, return
mmediately.,

3 summary of U.S, laws governing Cisco cryptographic products may be found at: http:Afwww . cisco.comfwwl/export/cryptotoal/starg btml,
f you require further assistance please contact us by sending email to export@cisco.com.

Figure 355. Trunk

2. From thefollowing screen, click Add New.

£1 — ]
wﬁ;-- Calfioutng ~ Medn Rescwrces ~  VoicoMad v Devico ~  Apgiatin v UserManagemant =  Buk Admatraton »  Hel ~

Find and List Trunks

#Mﬂm :i: Select A1 :_.._-: Ciear A1 timm %Msmm

= Status
@t oot
Trunks (1

Find Trunks where | Device Name | begins with ] =]

Select dem or enter search taxt M,

I Name Cescrigtion Calling Search Space  Device Pool  Route Pattem  Padtiion  Routs Gr

Add New EF Select All_| [_Clear All Delete Selected | [ Reset Selected

Figure 356. New Trunk
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The following screen appears.

alinln  Cisco Unified CM Administration
cisco

For Cisco Unified Communications Solutions

System » CallRouting + Media Resourcez » Voice Mail + Device »  Application +  User Management +  Bulk Admit

Trunk Configuration
o
— Status

® Status: Ready

— Trunk Information

Trunk Type* [ ot Selected - v
Device Protocol* | -- Not Selected -- v|
n

® *_indicates required item.

Figure 357. Trunk Configuration
3. Select Intercluster Trunk (Non-Gatekeeper Controlled) for the Trunk
Type.

alinln  Cisco Unified CM Administration II

CISCO  k4r Cisco Unified Communications Solutions

System + CallRouting + Media Resources »  Woice Mail = Device Application =  User +  Bulk Adm

Trunk Configuration
B oo
— Status

® Status: Ready

— Trunk Information
Trunk Type* - Not Selected -- 5

Device Protocol* |-- Not Selected --

H.225 Trunk (Gatekeeper Controlled)
Inter-Cluster Trunk (Gatekeeper Controlled
Inter-Cluster Trunk (Non-Gatekeeper Controlled)

— [ex]

® *_indicates required item.

Figure 358. Trunk Type

The Device Protocol defaults to Inter-Cluster Trunk.
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CISCO  k4r Cisco Unified Communications Solutions

alilin  Cisco Unified CM Administration II

System + CallRouting + Media Resources »  Woice Mail = Device Application =  User +  Bulk Adm

Trunk Configuration
B oo
— Status

® Status: Ready

— Trunk Information

Trunk Type® | Inter-Cluster Trunk (Non-Gatekeeper Controlled) v|
Device Protocol* | Inter-Cluster Trunk v|
=

® *_indicates required item.

Figure 359. Inter-Cluster Trunk Device Protocol

4. Click Next.
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5. Thefollowing screen appears.

[ Device Information
Product: TypeProduct.PRODUCT_ICT_TRUNK

Device Protocol: TypeDeviceProtocol. DEVICE_PROTOCOL_INTER_CLUSTER_TRUNK
Device Name*

Description

Device Pool* -- Not Selected - 5
Common Device Configuration < None > v
Call Classification* TypeNetworkLocation.NETWORK_LOC_DEFAULT %
Media Resource Group List = None > v
Location® Hub_None 5
AAR Group < None = >
Tunneled Protocol TypeTunneledProtocol. TUNNELED_PROTOCOL_NOh v
Packet Capture Mode™® TypePacketCaptureMode.PACKET_CAPTURE_MODE ¥
Packet Capture Duration )

[Omedia Termination Paint Required
Retry Video Call as Audio

Path Replacement Support
[Jransmit UTF-8 for Calling Party Name
Ounattended port

[IsRTP Allowed - When this flag is checked, 1PSec needs to be configured in the netwerk to provide end to end security. Failure to do s will expose keys and other infi

— Multi Pr and Pr ion (MLPP) Information
MLPP Domain [« None > 3
MLPP Indication® [ TypeStatus. STATUS_OFF v

— Call Routing Information

r— Inbound calls

Significant Digits* Al v
Calling Search Space < None = w
AAR Calling Search Space | = None = w
Prefix DN

Redirecting Number IE Delivery - Inbound
[Jenable Inbound FastStart

— Calls

Calling Party Selection® TypeCallingPartySelection. CP5_ORIGINATOR v
Calling Line ID Pr * TypeFr ionBit. PRESENTATION_BIT_NOT_SEL v
Called Party IE Number Type Unknown™ | TypePriofNumber.PRI_OF_NUMBER_CM v
Calling Party IE Number Type Unknown™* | TypePrifNumber.PRI_OF_NUMBER_CM v
Called Numbering Plan® TypeNumberingPlan.NUMBERING_PLAN_CALLMANA v
Calling Numbering Plan*® TypeNumberingPlan.NUMBERING_PLAN_CALLMANA v
Caller ID DN

Display IE Delivery

Redirecting Number IE Delivery - Qutbound

[ enable Outbound FastStart
Codec For Outbound FastStart

— Remote Cisco Unified Communications Manager Information
Server 1 1P Address/Host Name*

Server 2 IP Address/Host Name

Server 3 IP Address/Host Name

UUIE Configuration
] Passing Precedence Lewvel Through UUIE

Security Access Lewvel

— [(Gave)

(@) *- indicates required item.

® **_ Dewvice reset is not required for changes to Packet Capture Mode and Packet Capture Duration.

Figure 360. Trunk Configuration
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6. Complete the screen asindicated below.

(g ssve P voete o Roeat o acd baw

Status
’V Status: Ready

[~ Device Inf

TypeProduct.FRDDUCT_ICT_TRUNK
TypeDevicaPratecol.DEVICE_PROTOCOL_INTER_CLUSTER_TRUNK

[FaxServer

Drascription

H323 fane Server

Device Pool* CreFault

-
Common Device Configuration « None = =
Call Classification™ TypeNetworkLocation NETWORK_LOC_DEFAULT [«
Media Resource Group List = None = et
Location* Hub_Mane L
AAR Group < Mone > i

Tunneled Protocal* TypeTunneledProtocol TUNNELED_PROTOCOL_NOK %

TypefackeiCapiuraModa. PACKET_CAFTURE_MODE »
[

Pecket Capture Mode™®

Packat Capture Duration
[ media Tarmination Faint Required
[#] Remtry video Call as Audio
Path Replacemant Support
[ Transmit UTF-2 for Calling Party Mame
[ unattended Port

[ =nTe allowed - whan this flag is chackad, TPSac neads to ba configured in the natwerk to pravida end to and security. Failura to do so will axposa kays and o

- and (MLeF)
< Nona = >
MLEP [ndication® | TypeStatus STATUS_OFF v

— Call Routing Information

r Inbound Calls

Significant Digite* ‘AH v|
Calling Search Space ‘{ Nong = v|
AAR Calling Search Space ‘ < None = vl
Prefix DN ‘ |
Redirecting Number IE Delivery - Inbound
[Jenable 1nbound Fasttart
— Outt | Calls
Calling Party Selection® | TypeCallingpartySelection.CPS_ORIGINATOR ¥
Calling Line ID Presentation® [ TypePresentationBit PRESENTATION_BIT_NOT_SEL v
Called Party I2 Number Type Unknown* | ypepriofiumber. PRI_OF_NUMBER_CH v|
Calling Party IE Number Type Unknown* [ TypePriofilumber. PRI_OF_NUMBER_CM v

Called Numbering Plan* [ TypeNumberingPlan NUMBERING_PLAN_CALLMANA v |

Calling Numbering Plan* [ TypeNumberingPlan. NUMBERING_PLAN_CALLMANA v

Caller ID DN ‘ ‘

Display IE Delivery
Redirecting Number IE Delivery - Outbound

[ Enable Outbound FastStart
Codec For Outhound FastStart

— Remote Cisco Unified Communications Manager Information
Server 1 IP Address/Host Name* ‘172.20.221.20 |

Server 2 IP Address/Host Name ‘ |

Server 3 IP Address/Host Name ‘ |

UUIE Configuration

DPassing Precedence Lewvel Through UUIE
Security Access Lewvel |

— [Save] [ Delete ] [Reset] [ Add New ]

@ *_ indicates required item.

@ **_ Device reset is not required for changes to Packet Capture Mode and Packet Capture Duration.

Figure 361. Trunk Configuration Data
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7. Click Save.

UUIE Configuration
DPassing Precedence Level Through UUIE
Security Access Level |

= [Sav%l] [ Delete ] [Reset] [ Add New

® *_indicates required item.

® **_ Device reset is not required for changes to Packet Capture Mode and Packet Capture Duration.

Figure 362. Save

8. Click OK.

X

Windows Internet Explorer

! E Click on the Reset button to have the changes take effect,
Figure 363. OK

9. Click Reset.

— [save] [ Delete ] [Resl?t] [ Add New

® *_indicates required item.

® **_ Device reset is not required for changes to Packet Capture Mode and Packet Capture Duration.

Figure 364. Reset

The following screen appears.
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% Reset @ Restart

— Status

® Status: Ready

— Reset Information
Selected Device: FaxServer (H323 fax Server; TypeProduct.PRODUCT_ICT_TRUNK)

If a device is not registered with Cisco Unified Communications Manager, you cannot reset or restart it. If a
device is registered, to restart a device without shutting it down, click the Restart button. To shut down a
device and bring it back up, click the Reset button. To return to the previous window without
resetting/restarting the device, click Close.

MNote:

Resetting a gateway/trunk drops any calls in progress that are using that gateway/trunk. Restarting a
gateway tries to preserve the calls in progress that are using that gateway, if possible. Other devices wait
until calls are complete before restarting or resetting. Resetting/restarting a H323 device does not physically
reset/restart the hardware; it only reinitializes the configuration loaded by Cisco Unified Communications
Manager.

= [ Reset] [ Restart ] [ Close ]

® *_indicates required item.
Figure 365. Device Reset

10. Click Close.

% Reset @ Restart

— Status

® Status: Ready

— Reset Information
Selected Device: FaxServer (H323 fax Server; TypeProduct.PRODUCT_ICT_TRUNK)

If a device is not registered with Cisco Unified Communications Manager, you cannot reset or restart it. If a
device is registered, to restart a device without shutting it down, click the Restart button. To shut down a
device and bring it back up, click the Reset button. To return to the previous window without
resetting/restarting the device, click Close.

MNote:

Resetting a gateway/trunk drops any calls in progress that are using that gateway/trunk. Restarting a
gateway tries to preserve the calls in progress that are using that gateway, if possible. Other devices wait
until calls are complete before restarting or resetting. Resetting/restarting a H323 device does not physically
reset/restart the hardware; it only reinitializes the configuration loaded by Cisco Unified Communications
Manager.

= [ Reset] [ Restart ] [ Closq1lll

® *_indicates required item.

Done [ & Internet 100 v

Figure 366. Close
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Configuring a Route Pattern for a Trunk to the Cisco Media
Gateway

» Follow the steps below to configure aroute pattern for thetrunk.

1. Fromthe Call Routing menu, click Route/Hunt, Route Pattern.

Call Routing « | Media Resourcezs + Voice Mail v Device v  Application

[ . _
Dial Rules

3

Route Fitter
Route/Hunt L4 | Route Group
SIP Route Pattern Route List
Clazs of Control 4 | Route Pattern 5
Intercom 3 ——— @
Client Matter Codes Line Group
Forced Authorization Codes Hunt List
| Translation Pattern Hunt Pilot
Call Park

server CM-Vindaloo (Activ
Directed Call Park

Call Pickup Group

Directory Number

Meet-Me Number/Pattern
Dial Plan Installer

Route Plan Report
Transformation Pattern

Mobility Cenfiguration

Figure 367. Route Pattern
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2. Thefollowing screen appears. Click Add New.

W Pod and st Rous Patterrs Bt - B - - [ShPage - G Took » 1

alwl  Cisco Unified CM Administration
CISEO  ror Ciseo Unified Communications Solutions

System v Csificstng v WediaFesources v Vokellad v Device v  Appication =  User anagement v  Buk Admnstraton v Hep v

Find and List Route Patterns

#mm %suem iw—ﬂmu *mm
— Status
®9nmmshund
' Route Patterns (1- 9 0f 9) MWM_W__"'_
Find Route Patterns where [Patiam V[ begna mih ] | Fnd) Cienr river | (3] (=]
I Pattern Cascription Partition Route Flter Axsociated Device Copy
P 200 Houte to NextiraOne SLUSUNDS1-18Vindaloo 111
r S1S0R0RI00 Enfaiparyer L]
r 3] Route to Compaden SUSUA/DS1-08vindalog ]
r i3 Overlap Route to Nextiradne SLSUQIOS1-1gvndalog L]
r 2.6 Overlap Route to Compidea SLSU0IDS1-08Vindaloo ]
r 916503646325 L/SUIDS] -1 @vendal 1+
= HiRIlLAning SUSUQ'DS1-1gVindaloo [}
233 g | [ovectah [(Searan Dolete Selocted |

Figure 368. Add New
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3. Thefollowing screen appears.

Route Pattern Configuration
LB Save

— Status

@ Status: Ready

— Pattern Definition
Route Pattern™® | |

Route Partition |< None = v|

Description | |

Numbering Plan

Route Filter

MLPP Precedence® |TypePatternPrec:edence.PA'I'I’ERN_PRECEDENCE_D v|
Gateway/Route List* | -- Not Selected -- v| (Edit)
Route Option

® Route this pattern

© Block this pattern | TypeReleaseCauseValue. RELEASECAUSE_NO_ERROR v

Call Classification* | TypeNetworkLocation.NETWORK_LOC_OFF_NET  +|

[J allow Device Override Provide Outside Dial Tone []Allow Overlap Sending L Urgent Priority

L Regquire Forced Authorization Code
Authorization Level* |D |

L Reguire Client Matter Code

— Calling Party Transformations

Ouse Calling Party's External Phone Number Mask
Calling Party Transform Masl-c| |

Prefix Digits (Outgoing Calls) | |

Calling Line ID Presentation® |TypePresentationBit.PRESENTATION_BIT_NOT_SEL v|

Calling Name Presentation® [ TypePresentationBit.PRESENTATION_BIT_NOT_SEL v |

- Connected Party Transformations
Connected Line ID Presentation* | TypePresentationBit. PRESENTATION_BIT_NOT_SEL + |

Connected Name Presentation* |TypePresentationBit.PRESENTATION_BIT_NOT_SEL v|

- Called Party Transformations
Discard Digits

Called Party Transform Masl-c| |

Prefix Digits (Outgoing Calls) | |

- ISDN Network-Specific Facilities Information El t

Network Service Protocel |__ Not Selected -- v|

Carrier Identification Code | |

Network Service Service Parameter Name Service Parameter Value

| -- Not Selected -- - || ||

:

Figure 369. Route Pattern Configuration
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4. Complete the screen as indicated below.

Copy Ell} Add New

— Status

@ Status: Ready

— Pattern Definition
Route Pattern™® |1DDDDXX |

Route Partition |< None = v|

Description | |

Numbering Plan

Route Filter

MLPP Precedence® |TypePatternPrec:edence.PA'I'I’ERN_PRECEDENCE_D v|

Gateway/Route List* | s1/5U0/Ds1-0@ViIndaloo v (Edit)
Route Option ® Route this pattern

© Block this pattern | TypeReleaseCauseValue. RELEASECAUSE_NO_ERROR v
Call Classification* | TypeNetworkLocation.NETWORK_LOC_OFF_NET  +|

[J allow Device Override Provide Outside Dial Tone []Allow Overlap Sending L Urgent Priority

L Regquire Forced Authorization Code

Authorization Level* |D |

L Reguire Client Matter Code

— Calling Party Transformations
Ouse Calling Party's External Phone Number Mask
Calling Party Transform Masl-c| |

Prefix Digits (Outgoing Calls) | |

Calling Line ID Presentation® |TypePresentationBit.PRESENTATION_BIT_NOT_SEL v|

Calling Name Presentation® [ TypePresentationBit.PRESENTATION_BIT_NOT_SEL v |

— Calling Party Transformations
Cuse Calling Party's External Phone Mumber Mask
Calling Party Transform Maskl |

Prefix Digits (Outgoing Calls) | |

Calling Line 1D Presentation™ |TypePresentatlonBlt.PFLESENTATION_BIT_NOT_SEL v|

. P - f
Calling Name Presentation |TypePresentatlUr|Blt.PRESENTATION_BIT_NOT_SEL v|

— Connected Party Transformations
H ; * - B
Connected Line ID Presentation™ [Ty pepresentation Bit. PRESENTATION_BIT_MOT_SEL ~ |

Connected Name Presentation™ | TypePresentationBit.PRESEMTATION_BIT_MOT_SEL |

— Called Party Transformations
Discard Digits

Called Party Transform Maskl |

Prefix Digits (Outgoing Calls) | |

— ISDN Network-Specific Facilities Information
Network Service Protocol [ Not Selected —- B

Carrier Identification Code | |

Metwork Service Service Parameter Name Service Parameter Value

[ -- Mot selected -- | Il

— [save] [Delete | [Copy | [ Add New ]

Figure 370. Route Pattern Configuration Data
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5. Click Save.
ISDN Network-Specific Facilities Information El t
Network Service Protocel | - Not Selected -- v|
Carrier Identification Code | |
Network Service Service Parameter Name Service Parameter Value
| -- Not Selected -- - || ||

— | 5a [ Delete ] [Copy] [ Add New ]

® *_indicates required item.
Figure 371. Save

6. Thefollowing appearsbecause you did not required aForced Authorization
Code. Click OK.

Windows Internet Explorer

<P The Authorization Code will not be activated,
\:/ Press O if you want ko proceed and activate it at a later time,
Press Cancel and check the Force Authorization Code checkbox if wou want to activate it now,

[ Ok ] [ Cancel

Figure 372. OK

7. Click OK.

Windows Internet Explorer

| E Any update to this Route Pattern automatically resets the associated gateway or Route Lisk
L

Figure 373. OK

8. Select Back To Find/List and click Go. Confirm that the new route pattern
appearsin thelist.
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il Cisco Unified CM Administration

CISE0 .o Cisco Unified Communications Solations

System v Calfizetng » Mo Resources ~  Veice Mal »  Device = - U =  Buk = Helo =

Find and List Route Patterns

Status

r@ 9 records found

| Route Patteens (1 - 9of 9)

Find Route Patterns whers | Pattern

I

e IERTICE I

Pattern *

bt P'GUIE'_‘I.Wiﬂf ) |E
Dasaription Bastitinn Foute Filter Azgociated Devio

51/5U0/D5] -DeVindaion

Foute to NextiraOne E1/500/05 1 -18Vindalo
Ep-faxserver

Reats 13 Compides SSRGS L 0dvindaleg

Overfap Route to NextiraOne SL/SUNDS1-1evindalon

Cverlap Route to Compides SL/SURIDSL-O@vindpicd
SU/SU0/0S1-1eYindpio

MM (ciear an ] Lﬂ;m Selactad

Figure 374. New Route Pattern
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Configuring a Route Pattern for a Trunk to the Fax Server

» Follow the steps below to configure aroute pattern for the trunk.

1. From the screen below, click Add New.

U 4R | G Find snd List Route Patterrs I fi - B 8- [hPeoe = {FTod

whuli  Cisco Unified CM Administration NREPRRERY Cisco Lnified CM Administration 3
CISEO  pur Cisco Unified Communications Solutions

administrator

System v Calfioutng v MedmResources ~ ‘VoiceMad »  Device  Appication =  User Management »  Buk Admnistraiion v Help »

Find and List Route Patterns

i~ Status
9 records found

Route Fatterns (1 - 9 of 9) Rows per Page 50
Find Route Patterns where | Pattern [ begirs with 1w [ |[Fed) E]
i Pattern ~ Daseription Fantition Route Filter Asscciated Device Cop
[ 4 S "
) 10X Route to NextiraOne SL/SUNIDSE-18Vindaloo 15}
= 2190200000 sip-faxsan n
= 541 Route to Compidea SUSUNIDEL-08Vind B
r 23 Qverlap Route to NextiraOne SU/SUNDS1-18Vindaloo D
r o5 Overlap Route to Compides SLEUNDS1-08vindalon ]
- SUSUNDSI-1Bvindalos D
w 818503646306 LSO/ (12}

Add % H- Select All Clear All Delete Selected

Figure 375. Add New
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2. Thefollowing screen appears.

Route Pattern Configuration

LB Save

— Status

@ Status: Ready

— Pattern Definition
Route Pattern™® | |

Route Partition |< None = v|

Description | |

Numbering Plan

Route Filter

MLPP Precedence® |TypePatternPrec:edence.PA'I'I’ERN_PRECEDENCE_D v|

Gateway/Route List* | -- Not Selected -- v| (Edit)
Route Option ® Route this pattern

© Block this pattern | TypeReleaseCauseValue. RELEASECAUSE_NO_ERROR v
Call Classification* | TypeNetworkLocation.NETWORK_LOC_OFF_NET  +|

[J allow Device Override Provide Outside Dial Tone []Allow Overlap Sending L Urgent Priority

L Regquire Forced Authorization Code

Authorization Level* |D |

L Reguire Client Matter Code

— Calling Party Transformations
Ouse Calling Party's External Phone Number Mask
Calling Party Transform Masl-c| |

Prefix Digits (Outgoing Calls) | |

Calling Line ID Presentation® |TypePresentationBit.PRESENTATION_BIT_NOT_SEL v|

Calling Name Presentation® [ TypePresentationBit.PRESENTATION_BIT_NOT_SEL v |

— Connected Party Transformations
Connected Line ID Presentation* | TypePresentationBit. PRESENTATION_BIT_NOT_SEL + |

Connected Name Presentation* |TypePresentationBit.PRESENTATION_BIT_NOT_SEL v|

— Called Party Transformations
Discard Digits

Called Party Transform Masl-c| |

Prefix Digits (Outgoing Calls) | |

— ISDN Network-Specific Facilities Information EIl
Network Service Protocel |__ Not Selected -- v|

Carrier Identification Code | |

Network Service Service Parameter Name Service Parameter Value

| -- Not Selected -- - || ||

- &=

Figure 376. Route Pattern Configuration
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3. Complete the screen as indicated below.

System = CallRouting + Media Resources = \oice Mail +  Device »  Application =  User +  Bulk Admini ion + Help «

Route Pattern Confi
LB Save x Delete Copy Ell} Add New

— Status

@ Status: Ready

— Pattern Definition

Route Pattern™® |323020XXXX |
Route Partition |< None = v|
Description | |

Numbering Plan

Route Filter

MLPP Precedence® |TypePatternPrec:edenc:e.PA'I'I'ERN_PRECEDENCE_D v|

Gateway/Route List* | FaxServer v| (Edit)
Route Option ® Route this pattern

© Block this pattern | TypeReleaseCauseValue. RELEASECAUSE_NO_ERROR v
Call Classification* | TypeNetworkLocation.NETWORK_LOC_OFF_NET  +|

[J allow Device Override Provide Outside Dial Tone []Allow Overlap Sending L Urgent Priority

L Regquire Forced Authorization Code

Authorization Level* |D |

L Reguire Client Matter Code

— Calling Party Transformations
Ouse Calling Party's External Phone Number Mask
Calling Party Transform Masl-c| |

Prefix Digits (Outgoing Calls) | |

Calling Line ID Presentation® |TypePresentationBit.PRESENTATION_BIT_NOT_SEL v|

Calling Name Presentation® [ TypePresentationBit.PRESENTATION_BIT_NOT_SEL v |

Connected Party Transformations
Zonnected Line ID Presentation* | TypePresentationBit. PRESENTATION_BIT_NOT_SEL + |

Zonnected Name Presentation® |TypePresentationBit.PRESENTATION_BIT_NOT_SEL v|

Called Party Transformations
Jizcard Digits

Called Party Transform Masl-c| |

*refix Digits (Outgoing Calls) | |

ISDN Network-Specific Facilities Information El
letwork Service Protocel |__ Not Selected -- v|

Zarrier Identification Code | |

letwork Service Service Parameter Name Service Parameter Value

-- Not Selected -- VH ||

[Save] [ Delete] [Cupy] [ Add New ]

Figure 377. Route Pattern Configuration Data
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4. Click Save.

ISDN Network-Specific Facilities Information El t

Network Service Protocol |.. Mot Selected --

Carrier Identification Code |

Network Service Service Parameter Name

Service Parameter Value

| -- Not Selected -- - ||

— | 5a [ Delete ] [Copy] [ Add New ]

® *_indicates required item.

Figure 378. Save

5. Thefollowing appears because you did not required a Forced Authorization

Code. Click OK.

Windows Internet Explorer

The Authorization Code will not be activated,
Press OF if you want to proceed and activate it at a later time.,
Press Cancel and check the Force Authorization Code checkbox if wou want to activate it now,

l

Ok ] [ Cancel

Figure 379. OK

6. Click OK.

Windows Internet Explorer

| E Any update to this Route Pattern automatically resets the associated gateway or Route Lisk
L

Figure 380. OK
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7. Select Back To Find/List and click Go. Confirm that the new route pattern
appearsin thelist.

Wil €ISCO UNITIEd CM AGMINISITATIoN
CISEO o Cisco Unified Communications Solutions

administrator

Sysiem » Calfoutng » MediaRescerces »  VoceMal »  Device »  Apgicaiion v User Uanagement v  Buk Admnatration = Help v

Find and List Route Patterns

Status
@ 9 records found

| Route Palterns (1 - 9 of 9) Rows per Page 50~
Find Raute Patterns whera | Pattern w| begins with | [Fd] [ Ciear Filter ] E

- Deseription Partitian Foute Filter Associated Davice Copy.

i Pattern

r Jz";}‘gg%ﬁ FaxServer m

[ add New |[ Selectall |[ Clear 4l |[ Delete Selectes |

Figure 381. New Route Pattern
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Verifying the Configuration

The Dialogic Brooktrout Fax and Voice Diagnostic Test utility allows you to
test the configuration you completed. You can download the utility and
instructions from the technical support site.

http://www.cantata.com/support/lanfax/fax_testing_diagnostic.cfm
Thistest verifies the following:

m  SR140 Software configuration
m  Cisco Media Gateway configuration
®  Trunksand Route Patterns on the CUCM

Verifying the Fax Server Basic Configuration

Before continuing, refer to Appendix A, Verifying Basic Configuration - Fax
Server 172.20.221.20 on page 418 to verify that the Fax Server softwareis
installed correctly.
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Outbound Call

>

Open the Fax and Voice Diagnostic Test utility. The following screen
appears. Click the 2. Telephony button (press the Apply button in the
Brooktrout Configuration Tool after configuring). Click the 3.Initialize
button.

Follow the steps below to verify outbound fax traffic from the CUCM
to the gateway.

Li.. Fax and Voice Diagnostic Test for Windows : SDK 5.0.083 |

Action Logging  Help

Choose Functionality

@ Fax O Woice:

Part Status

1. Mot Available
Mok Available
Mok Available
Mok Available
Mok Available
Mok Available
Mok Available
Mok Available

W@ M o G o @

Mok Available
10, Mot Available
11, Mot Available
12, Mot Available
13, Mot Available
14, Mot Available
15, Mot Available

Board/Module

DialiSend

V| [Current ] [Current ] [ Port History ]

2. Tele.:uhonrt\]§ [ 5. mnitilize_]ox41

Phone number

10000000172:20.221.254
[ ]

[ ]

[ ]
[ ]
[ ]

Part Status

. Mot Available
. Mot Available
. Mot Available
. Mot Available
. Mot Available
. Mot Available
. Mot Available
. Mot Available
. Mot Available
. Mot Available
. Mot Available
. Mot Available
. Mot Available
. Mot Available
. Mot Available

Phone number

[ ]
[ ]

09/13/2007 22:35:57 [**] @DEEUG blsBostHostServiceCurrentlyInstalled = true
09/13/2007 22:35:57 [**] @DEEUG nBtnTelephPressed = 3

09/13/2007 22:38:57 [**] Current. directory is "Diisdk”,

09/13/2007 22:38:57 [**] File btcall.cfg already exists, Using the existing file,
09/13/2007 22:38:57 [**] File callctrl.cfg already exists, Using the existing file,
09/13/2007 22:35:57 [**] @DEEUG Spawning Configkoal. ..

v

Alarm State: Mo Alarm

Framing: M/A CRC: N/A Ei-Folar Violstions: N/& Clock Slips:  NJA

Figure 382. Fax Diagnostic Test

2. Enter the destination phone number and the IP address of the CUCM as

shown below.
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|_§.. Fax and Voice Diagnostic Test for Windows : SDK 5.0.083

Action Logging  Help

Choose Functionality Board/Module DialiSend ResetfHangup
@Fax O voice [2. Telephony] [ 3. Initialize “Dx41 V| [Current ] [Current ] [ Port History ]
Paort Status Phone number Paort Status Phone number

2. Nat Avaiable [ 17 Mot Avalable [ ]
3. Mokt Available 18, Mot Available

4, Mokt Available 19, Mot Available

5. Mat Avaiable [ ] o notavalsble [ ]
& Mat Avaiable [ | 21 notavalsble [ ]
7. Mokt Available 22, Mot Available

8. Mokt Available 23, Mot Available

9,

11, Mot Available 26, Mok Available

12, Mot Available 27, Mot Available

09/13/2007 22:35:57 [**] @DEEUG blsBostHostServiceCurrentlyInstalled = true ~
09/13/2007 22:35:57 [**] @DEEUG nBtnTelephPressed = 3

09/13/2007 22:38:57 [**] Current. directory is "Diisdk”,

09/13/2007 22:38:57 [**] File btcall.cfg already exists, Using the existing file,
09/13/2007 22:38:57 [**] File callctrl.cfg already exists, Using the existing file,
09/13/2007 22:35:57 [**] @DEEUG Spawning Configkoal. ..

v

Alarm State: Mo Alarm Framing: MN/A CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: MfA

Figure 383. IP Address

3. Click Current to send the test fax.

324 This document is not to be distributed to a third party without written permission from Dialogic.



Verifying the Configuration

= Fax and Voice Diagnostic Test for Windows : SDK 5.0.083 E

Action Logging  Help

Choose Functionality Board/Module DialiSend ResetfHangup
(®Fax (O Yoice [2. Telephony] [ 3, Initialize: “Dx41 '| CurreEt [Current ] [ Port Hiskory ]
Paort Status Phone number Port Status Phone number

2. Nat Avaisble [ 17 et available [
3. Mokt Available 18, Mot Available

4, Mokt Available 19, Mot Available

5. Nat Avaiable [ ] e motavalable [
& Mat Avaisble [ ] 2 motavalable [
7. Mot Available 22, Mot Available

8. Mot Available 23, Mot Available

9,

11, Mot Available 26, Mok Available

12, Mot Available 27, Mot Available

09/13/2007 22:35:57 [**] @DEEUG blsBostHostServiceCurrentlyInstalled = truz A
09/13/2007 22:35:57 [**] @DEEUG nBtnTelephPressed = 3

09/13/2007 22:38:57 [**] Current. directory is "Diisdk”,

09/13/2007 22:38:57 [**] File btcall.cfg already exists, Using the existing file,
09/13/2007 22:38:57 [**] File callctrl.cfg already exists, Using the existing file,
09/13/2007 22:35:57 [**] @DEEUG Spawning Configkoal...

Alarm State: Mo Alarm Framing: MNf& CRC: NfA  Bi-Polar iolations:  Mfa  Clock Slips:  MfA

Figure 384. Current

4. When Port 1 [00] pauses the call is complete. Click Port History. The
following screen appears. Ensure that the outbound call was successful.
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Choose functionality Board/Module DialiSend Reset/Hangup

[2. Telephony] [ 3. Initialize ]i0x41 V| [Current] [Current] [Port History ] Le

Paort Status Phone number Part Status Phone number

1. Waiting for TP Cal [ e waiting for 1P cal |
‘Waiting For IP Call | 17, Waiting for IP Call

LELUEIERGRE I History for Channel 1 [

‘Waiting For IP Call
» 09/14/2007 17:38:40 Call Requested A —
Wiaiting For IP Call 09/14/2007 17:38:40 Dialing 1000000@172,20,221,254 i
- 09/14/2007 17;38:40 Resetting Channel ’—
Waiting for 1P Call | | 0oy 4ro007 17:38:43 Connected. |
09/14/2007 17:38:43 Fax answer tone detected,

‘Waiting For IP Call
SR = 09/14/2007 17:35:47 T Remote ID ™
Waiting For IP Call 09/14/2007 17:358:52 Sending Fax,

- 09{14/2007 17:39:02  Badlines =0
Waiting for IP Call | |09/14/2007 17:39:02  Baud Rate = 14400 Bps |:|
o 09{14/2007 17:39:02  Confirm Val = MCF I
10, Waiting for 1P Call | | ar gpon07 17:30:02 Duration = 19 seconds |
11, Waiting For 1P al 09{14/2007 17:39:02  ECM =256 i
SIS feed 09/14(7007 17:39:02  Line Format = MMR - |
12, Waiting For IP Call 09/14/2007 17:39:02  Resolution = 200Hx200% (Fine)
- 09{14/2007 17:39:02  Total Lines = 2168 —_—
13, ‘Waiting for IP Call 09/14/2007 17:39:02 Page 1: B | |
i 09/14/2007 17:39:02 Pausing for 2000ms before Reset, ———————————
14, Waiting for 1P Call || nj 412007 17:39:02 Success | |
15. ‘Waiting For IP Call [ o ]! |

09/14/2007 17:37:58 [T Pa0zing ror 2000ms Derore Reset.
09/14/2007 17:38:30 [**] Brooktrout debug logging turned O,

09714/2007 17:38:30 [**] This feature quickly results in large log files in the Test program directory when Faxing.
09/14/2007 17:38:31 [**] Turn off once you have collected the desired logs,

09/14/2007 17:39:02 [00] Pausing For 2000ms before Reset,

09/14/2007 17:41:43 [01] Pausing for 2000ms before Reset,

Fax Voice 1B

OO N R e Co T

(E3

|2

v

Alarm State: Mo Alarm Framing: M4 CRC:  N/A  Bi-Polar Violations:  Mf&  Clock Slips: MfA

Figure 385. Outbound Call Successful
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Inbound Call

» Follow the stepsbelow to verify theinbound fax traffic from the
gateway to the CUCM.

Initiate acall from the PSTN using 323254000.

Watch all channels because a call should come in on one of the waiting
channels

_i.. Fax and Voice Diagnostic Test for Windows : SDK 5.0.083
Action Logging  Help

Choose Functionality Board/Module DialiSend ResetfHangup
[2. Telephony] [ 3. Initialize “Dx41 V| [Current ] [Current ] [ Port Hiskory ]
Paort Status Phone number Paort Status Phone number

2. Waiting for IP Cal [ ] 17 Hotavalsble [ ]
3. Mot Available 18, Mot Available %

4, Mok Available 19, Mot Available

5. Mot Available [ ] o notavalsble [ ]
6. Mot Avalable [ | 21 notavalsble [ ]
7. Mot Available 22, Mok Available

8. Mot Available 23, Mok Available

9,

11, Mot Available 26, Mok Available

12, Mot Available 27, Mot Available

09/13/2007 22:56:41 [**]  Control Proc v0.0.0 {Build 0} ~
09/13{2007 22:56:41 [**]  DSP v0.0.0 (Build 0 B
09/13/2007 22:56:41 [**] ERROR. : BfvBoardMotify {alarms): Misc error: Hardware or firmware does not have a required capability,
09/13/2007 22:56:41 [**] No board-level notifications supported, continuing ...
09/13/2007 22:56:41 [**] @ Initializing 2 channels. ..
09/13/2007 22:57:12 [00] Pausing For 2000ms before Reset,

v
Alarm State: Mo Alarm Framing: MN/A CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: MfA

Figure 386. Fax Diagnostic Test
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3. Click the Phone number box on which the call camein and click the
Port History button.

|EF Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3

Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
Fax Woice 1, Driver [2. Telephony] [ 3. Initialize: “Dx41 V| [Current ] [Current ] [ Part History&S Looping OFF
Paort Status Phone number Part Status Phone number
el LA zikima Fer TO 2l 17 LA zikima Fer TO 2l

Figure 387. Port History

4. Thefollowing screen appears. Verify that the inbound call is successful.

History for Channel 2 _ Reset/Hangup

09/13/2007 22:56:41 Resetting Channel

[Current ] [ Port History ] Loop
09/13/2007 22:56:41 Waiting for IP Call
09/13/2007 22:59:04 DID: TEL:3230201234,3230201234 CallerID: TA:172,20,221,254:172C Phone number
09/13/2007 22:59:08 Call answered T
09/13/2007 22:59:13 R¥ Remote ID ™ |;
09/13/2007 22:59;17 Receiving Fax. l:l
09/13/2007 22:59:26 BadLines =0
09/13/2007 22:59:26 Baud Rate = 14400 Bps

09/13/2007 22:59:26 Confirm Val = MCF
09/13/2007 22:5%:26  Duration = 18 seconds

09/13/2007 22:59:26 ECM =256 ]
09/13/2007 22:59:26 Line Format = MMR |
09/13/2007 22:5%:26  Resolution = 200Hx200V {Fine) —|
09/13/2007 22:59:26 Total Lines = 2168

09/13{2007 22:59:26 Page 1:

09/13/2007 22:59:26 Pausing for 2000ms before Reset,
09/13/2007 22:59:26 Success

097132007 22:59:28 Resetting Channel ¥ |—
E—

11, Mot Available 26, Mok Available

|

12, Mot Available 27, Mot Available

14, Hat Available | | 28, hot available |

09/13{2007 22:56:41 [**]  DSP v0.0.0 (Build 0) ~
09/13/2007 22:56:41 [**] ERROR, : BfvBoardMotify {alarms): Misc error: Hardware or firmware does not have a required capability. B
09/13{2007 22:56:41 [**] No board-level notifications supported, continuing ...

09/13/2007 22:56:41 [**] @ Initializing 2 channels. ..

09/13/2007 22;57:12 [00] Pausing for 2000ms before Reset,

09/13/2007 22;59:26 [01] Pausing for 2000ms before Reset,

Alarm State: Mo Alarm Framing: N4 CRC:  N/A  Bi-Polar Violations:  Mfa  Clock Slips:  MfA

Figure 388. Inbound Call Successful
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12
Topology: SIP - CUCM 6.0(1) - SIP

Introduction

In this topol ogy, the Cisco Unified Communications Manager (hereafter
referred to as the CUCM) Version 6.0(1) does all the call control.

The gateway sends all signaling (SIP) to the CUCM which forwardsit along to
the Fax Server in SIP. The Fax Server responds to the CUCM and the CUCM
forwards all signaling back to the gateway. Once the call is established, the fax
traffic flows directly between the gateway and the Fax Server.

Note: The SR140 Softwareis used as an example Fax Server in this chapter.
The TR1034 IP board can a so be used as Fax Server.
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The diagrams below show the I P addresses of the hardware which are also
included in the procedure and configuration files referenced in this chapter.

Qutbound Number Dialed: 200 0XX
ccm
CUCM does 6.0.1
Setup / Tear Down Nl < CU?¥ dDeDs
= t
_’4_ \eup ear Down
S 17220221254 ~ @
ETS
;/ SIP I - S
5 ® ( ~
® ” PSTN
T.38 Fax GWY -
F
server Traffic 1Telaenane
172.20.221,20

Figure 389. Outbound Call - CUCM Does Call Control - SIP - CUCM
6.0(2) - SIP Topology

ccm
CUCM does 6.0.1
Setup / Tear Down ‘.—" . CU?¥ doeDs
Pl 4_ \etup ear Down
@ " 172.20.221,254 e
Inbound Number Dialed: 519 254 XXX
S sp siP N
» \ Y -
5 ® _I':’ ,'
: ® ” PSTN
T.38 Fax GwWY s
F
ey Traffic 172.20.221.202
172.20.221.20

Figure 390. Inbound Call - CUCM Does Call Control - SIP - CUCM
6.0(1) - SIP Topology
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Configuration Sequence

Configuration Sequence

Follow the sequence below when configuring the Dial ogic Brooktrout FolP
with Cisco Products.

m  Configuring the Dialogic Brooktrout Fax Server on page 332

m  Configuring the Cisco Media Gateway with |OS Commands on page 335
m  Configuring the Cisco Unified Communications Manager on page 336

¢ Configuring CUCM SP Trunk Security Profile on page 337

*  Configuring the Trunk Between CUCM and the Cisco Media Gateway
on page 342

*  Configuring the Trunk Between the CUCM and the Fax Server on
page 346

*+ Configuring a Route Pattern for a Trunk to the Cisco Media Gateway
on page 350

* Configuring a Route Pattern for a Trunk to the Fax Server on
page 353

m \erifying the Configuration on page 358
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Configuring the Dialogic Brooktrout Fax Server

» Follow the steps below to configur e the SR140 Softwar e using the
Dialogic Brooktrout Configuration Tool to support this network
topology.

1. Open the Dialogic Brooktrout Configuration Tool in Advanced Mode.

¥ Brooktrout Configuration Tool - Advanced Mode

Fie icw Opticrs  Help

[~ T
Hama Save Appk Licerss Help
= Brockiroul [Boston Host Serdcs - ureina|
Dirvar Paramalens (A1 bosids| .
ETCal Faramatess (Al boarck| Brooktrout Configuration Tool
= CallContiel Faramelsin
Poduke Cud 1 ER140
= IFP Cal Cantol Madue:
SIP
H.323

Aslvanced Mosde

This page corains essential information 10 use the 1oal efiectively. Fou can get to this page any time by clicking o the Hame (con an the toolbar, The user interface consists of teo siews: (2] the
explorsr v and [0) the cor=nt vigw.

Tha explorer view allows you 1o navigate thiaugh the verious confiqurable components of Brooktmut Hardware snd Software. The content siew cantsins sither informationa| conter such 25 this page
or controls hal allew rou fo fine tune the Brookioul components

In this mode you can L
« Edit call contral configuration per module.

* Edittha btcall parameters.

+ Editihe davice diver parametars.

* Saue the configuration infarmation.

= And finally apply the corfiguration.

Flease nate that wou must apply the carfiguration infarm ation for the changes to take efiect. The apply action is sailable from the toolbar a3 well as fam the Gptions menu
Undar normal conditions ithat is, all Bmokirour hardean installed on your system has the same ship level number an them, the ion tonl should come up in the Wizard

Mode. It can alzo be lsunched sxplicily 1o come up in the sdwnced mode by using /a or —advanced command line aption. Hyou did not speciy this opfion and the tool came up in in this mods,
it i bacause hardware detected by the tool required identification o the host systenn has mnme than one tpe of Bookirout hardars models installed

Figure 391. Dialogic Brooktrout Confutation Tool

2. Configurefor the SIP protocol asfollows. Under IP Call Control Modules,
click SIP then click the IP Parameters tab. The following screen appears.
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Configuring the Dialogic Brooktrout Fax Server

. Brooktrout Configuration Tool - Advanced Mode

File Wiew Opftions  Help %
o & H @& & ?
Home Back Save  Apply | License Help

=|- Brooktrout [Boston Host Service - Running) General Information  |P Parameters | T.38 Parameters ]
Cuiver Parameters Al boards)

BTCall Parameters (Al boards) sip_Contact: .0 0.0 ,07
=I- Call Control Parameters
Module Oxd1: SR140 sip_default_gateway: 0. 0. 0.0 o
=1 IP Call Control Modules sin_description. URI |
H.323
SIP sip_email: |
sip_Fram: |Anonymnus <sipna_from_infol@anonymous.invalid>
sip_max_sessions: 76 1 — p——— 71000
sip_phone:

sip_prowy_server]

Sip_proxy_servers:

sip_prowy_serverd

sip_prawy_serverd

sip_reqistration_serverz:

sip_reqistration_server3:

sip_reqistration_serverd:

sip_session_descriplion:

sip_session_name: no_session_name

|
|
|
|
|
sip_registration_server]: |
|
|
|
|
|
|

sip_uzername:

Show Advanced >3

Figure 392. SIP Configuration

Note: Whenthe SIP_Contact isset tothedefault value (0.0.0.0:0), the system
uses the | P address of the first Ethernet module in the system and port
number 5060. If there are more than one ethernet modules in the Fax
Server then specify the actual |P address and port of the desired ethernet
module that will be used.
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3. Click T.38 Parameter and complete fields as indicated below.

v Brooktrout Configuration Tool - Advanced Mode

Fle View Options Help

N H @& & 92
Home Back Save  Apply | Licenze Help
=1 Brooktrout [Boston Host Service - Stopped] | 5 eneral Information ] |P Parameters  T.38 Parameters l
Diriver Parameters (4l boards)
BTCallParametes Al boads) Masimm Bt Rte, bps: -
—|- Call Control Parameters
Madule 0x41: SR140 Media Renegotiate Delay Inbound, mzec: |4DDD
=P Eall;ﬁ;;tml Modules Media Renegotiate Delay Outbound, msec: |-‘I
5|.p T30 Fast Motify: |N0 j
UDPTL Redundancy Depth Contral: l? 0 J 3
UDPTL Redundancy Depth Image: l? 0 J 2

Figure 393. T.38 Parameters

4. Under Call Control Parameters, click Module 0x41: SR140 and select
the Parameters tab. Complete the fields as indicated below.

v Brooktrout Configuration Tool - Advanced Mode
Fle View Options Help

N H @& & 92
Home Back Save  Apply | Licenze Help

=I- Brooktrout [Boston Host Service - Running)
Diriver Parameters (4l boards)
BTCall Parameters [4ll boards]
—|- Call Control Parameters
Module 0x41: SR140
= IP Call Corntral Modules
H.323
SIP

General rformation Parameters
IP Call Contral Maodule:
IP Interface

Lowest P Part Murnber:

Highest IP Port Mumber:

[T -

|Broadcom Metxtreme Gigabit Ethernet - Packet Scj

|sE000
|s7000

Figure 394. Parameters

5. Select the desired network interface controller (NIC) for the IP Interface
field.

6. Click Apply.

Configuration Files

Use the configuration filesin the sections below to help you configure the
SR140 Software:

Appendix K, SR140 Configuration Files on page 570
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Configuring the Cisco Media Gateway with 10S
Commands

Refer to the configuration file in the Appendix K, Cisco Gateway-Config on
page 576 as a guide to configure your Cisco Media Gateway with |0S
Command.

Configuring the Cisco Media Gateway involves the following.

m  Enable T.38 support
m  Configureline card interface
m  Configure Dial-Peers (VolP and POTS)
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Configuring the Cisco Unified Communications
Manager

The procedure includes the following:

m  Appendix O, Configuring Service Activation on page 646 (If not completed
already.)

m  Appendix O, Configuring System Service Parameters on page 648 (If not
completed already.)

Configuring CUCM SP Trunk Security Profile on page 337
Configuring the Trunk Between CUCM and the Cisco Media Gateway on

page 342

m  Configuring the Trunk Between the CUCM and the Fax Server on
page 346

m  Configuring a Route Pattern for a Trunk to the Cisco Media Gateway on
page 350

m  Configuring a Route Pattern for a Trunk to the Fax Server on page 353
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Configuring CUCM SIP Trunk Security Profile

You must configure a SIP Trunk security profile that you will specify when you
configure SIP trunks from the Cisco Unified Communications Manager.

> Follow the steps below.

1. Open the Cisco Unified Communications Manager Administration Version
6.0(1). The following screen appears.

2. From the System menu, select Security Profile, SIP Trunk Security
Profile.

H H = . - = Ci u
aluln - Cisco Unified CM Administration Navigation ESESCiCl
cisco For Cisco Unified Communications Solutions

System ~ | Call Routing ~ Media Resources ~ Voice Mail + Device ~  Application ~  User Management »~  Bulk Adr

Server

Cisco Unified CM

Cisco Unified CM Group
Phone NTP Reference
Date/Time Group

Presence Group

Region

Device Pool

Device Mobility 3

DHCP v [nc.

LDAP 3

Location res and is subject to United States and local country laws governing import,
oes not imply third-party authority to import, export, distribute or use encryg

Physical Location ompliance with U.S. and local country laws. By using this product you agree

SRST ly with U.S. and local laws, return this product immediately.

MLPP Domain ryptographic products may be found at: http://www.cisco.com/wwl/export/c

. ntact us by sending email to export@cisco.com.
Enterprise Parameters

Service Parameters

Security Profile 4 Phone Security Profile
Application Server SIP Trunk Security Profile {*_") |
Licensing »

Figure 395. SIP Trunk Security Profile

This document is not to be distributed to a third party without written permission from Dialogic. 337



Chapter 12: Topology: SIP - CUCM 6.0(1) - SIP

3. Thefollowing screen appears. Click Add New.

Cisco Unified CM Administratic

Navigation

almln  Cisco Unified CM Administration

cisco For Cisco Unified Communications Solutions

About
System -~ Call Routing ~ Media Resources »  Voice Mail ~ Device = Application = User Management ~ Bulk Administration - Help -

Find and List SIP Trunk Security Profiles
oF Add New

SIP Trunk Security Profile

tester

Find SIP Trunk Security Profile where | Name v | begins with |+ HFind ” Clear Filter ] E

Add Newﬁ

No active query. Please enter your search criteria using the options above.

Figure 396. Add New SIP Trunk Security Profile
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The following screen appears.

Cisco Unified CM Admini:

Navigation

almln  Cisco Unified CM Administration

cisco - E - . -
For Cisco Unified Communications Solutions tester

System ~ Call Routing » Media Resources ~  Voice Mail + Device ~  Application v User Management »  Bulk Administration ~

SIP Trunk Security Profile Configuration Related Links: BEE SNl

L. save

— Status
@ Status: Ready

— SIP Trunk Security Profile Information

Name* |

Description | |
Device Security Mode |Non Secure v |
Incoming Transport Type* |TCp+UDP v
Outgoing Transport Type |[Tcp v

[JEnable Digest Authentication
Nonce Validity Time (mins)* |, 00 |

X.509 Subject Name | |

Incoming Port* |5060 |

[JEnable Application Level Authorization
[ Accept Presence Subscription

[ Accept Out-of-Dialog REFER
[JAccept Unsolicited Notification
[JAccept Replaces Header

NED

@ *- indicates required item.

Figure 397. SIP Trunk Security Profile Configuration
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4. Complete the screen as indicated below.

i Cisco Unified CM Administration Navigation K e

cisco - E - . -
For Cisco Unified Communications Solutions tester About

System ~ Call Routing » Media Resources ~  Voice Mail + Device ~  Application v User Management »  Bulk Administration ~ Help «

SIP Trunk Security Profile Configuration PR B K el Back To Find/List

L. save

— Status
@ Status: Ready

— SIP Trunk Security Profile Information

Name* |Non Secure SIP Trunk Profile

Description | |
Device Security Mode |Non Secure v |
Incoming Transport Type* |TCP+UDP v |

Outgoing Transport Type UDP [y m
[JEnable Digest Authentication
Nonce Validity Time (mins)* |5; 0 |

X.509 Subject Name | |

Incoming Port* |5060 |

[JEnable Application Level Authorization
[ Accept Presence Subscription

[ Accept Out-of-Dialog REFER
[JAccept Unsolicited Notification
[JAccept Replaces Header

NED

@ *- indicates required item.

Figure 398. SIP Trunk Security Profile Data

5. Click Save.

[JEnable Application Level Authorization
[ Accept Presence Subscription

[ Accept Out-of-Dialog REFER
[JAccept Unsolicited Notification
[JAccept Replaces Header

- (Gave)
%

@ *- indicates required item.

Figure 399. Save Configuration
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6. Click Find to display the new SIP Trunk Security Profile.

i Cisco Unified CM Administration Navigation KSRl

cisco For Cisco Unified Communications Solutions

tester About

System ~ Call Routing » Media Resources ~ Voice Mail + Device v Application v User Management ~  Bulk Administration ~ Help

Find and List SIP Trunk Security Profiles
oP AddNew 11 SelectAll [T Clear Al ¢ Delete Selected

— Status
@ 1 records found

SIP Trunk Security Profile (1-1o0f1) Rows per Page[
Find SIP Trunk Security Profile where | Name v | begins with | v H Finq‘IH Clear Filter ] E

r Name * Description o

r Mon Secure SIP Trunk Profile Mon Secure SIP Trunk Profile authenticated by null String

[ Add New ” Select All ” Clear All ” Delete Selected ]

Figure 400. New SIP Trunk Security Profile

Note that you have to reset the trunk for the changes to take effect.
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Configuring the Trunk Between CUCM and the Cisco Media
Gateway

» Follow the steps below.

1. Openthe Cisco Unified Communications Manager Administration Version
6.0(1). Thefollowing screen appears. From the Device menu, select Trunk.

alinln  Cisco Unified CM Administration
CISC€O  r4r Cisco Unified Communications Solutions

System = CallRouting + Media Resources »  \oice Mail « | Device + | Application +  User

~  Bulk Admini ion + Help -

CTl Route Point
Gatekeeper
Gateway

Phone

Cisco Unified CM Administra Tk

System version: 6.0.1.1000-37 Remote \téstin ation

Device Settings

Copyright © 1999 - 2006 Cisco Systems, Inc.
All rights reserved.

This product contains cryptographic features and is subject to United States and local country laws governing import, export, transfer and use. Delivery of Cisco ¢

distribute or use encryption. Importers, exporters, distributors and users are responsible for compliance with U.5. and local country laws. By using this product yo
comply with U.5. and local laws, return this product immediately.

A summary of U.S. laws governing Cisco cryptographic products may be found at: http://www.cisco.com/wwl/export/crypto/tocl/stgrg.html.
If you require further assistance please contact us by sending email to export@cisco.com.

Figure 401. CUCM Version 6.0(1)

2. Thefollowing screen appears. Click Add New.
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ahli  Cisco Unified CM Administration
‘_f_s'“n For Cisco Unified Communications Solutions

= Calfoutng » Meda Ressurces »  Voice Mal »  Devica = - Unat * kA * Helo -

= Status

@ 1 records found

Trunks (1 101)

Find Trunks where | Dewvice Name U'i begins wih VJ @ E]

| Select em or encer search tet ¢

o [ T— Desaription Calling Sesnh Space Device Food Aoute Fatbern Partition Route Gr

Wﬁmmr Delete Selected | [ Reset Selected |
Figure 402. Add New

The following screen appears.

ri% d'\f [?Trunk Configuration |_|

aliiln  Cisco Unified CM Administration i
cisco For Cisco Unified C ications Soluti

System »  Call Routng = Media Resources »  Voice Mail » Device =  Application »  User Management +  Bulk Admir

W tex

— Status

Status: Ready

— Trunk Information

Trunk Type® [ Not Selected -- v
Device Protocol* | -- Not Selected - v|
=

*_ indicates required item.
Figure 403. Trunk Configuration

3. Select SIP Trunk for the Trunk Type. The Device Protocol defaultsto SIP.
4. Click Next.
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5. Complete the screen as indicated below.

Device Protocol: TypeDeviceProtocol.DEVICE_PROTOCOL_SIP
Device Name™ |s1P-172.20.221.202
Description [s1P-172.20.221.202 |
Device Pool* [ Default ]
Common Device Configuration | = None = Vl
Call Classification™® [ TypeNetworkLocation.NETWORK_LOC_DEFAULT v
Media Resource Group List |< None = v|
Location * |Huh_Nnr|E Vl
AAR Group | = Mone = vl
Packet Capture Mode™® | TypePacketcaptureMode. PACKET_CAPTURE_MODE |
Packet Capture Duration |D |
[ media Terminaticn Point Required

Retry Video Call as Audic
[ Transmit UTF-2 for Calling Party Name
[ unattended Port

MLPP Domain | = None = ~

’7 Multilevel Precedence and Preemption (MLPP) Information

— Call Routing Information

— Inb d Calls
Significant Digits* [an ~]

Connected Line ID Presentation® [ TypePresentationBit. PRESENTATION_BIT_NOT_SEL v |

Connected Name Presentation ™ |TypEPrEsentatiDnBit.PRESENTATION_BIT_NOT_SEL v|

Calling Search Space |< Mone = v|
AAR Calling Search Space |< None = "l

Prefix DN | |

[ redirecting Diversion Header Delivery - Inbound

— Outb d Calls R
Calling Party Selection* [ TypecallingPartySelection.CPS_ORIGINATOR v

Calling Line ID Presentation™® [ TypePresentationBit. PRESENTATION_BIT_NOT_SEL v |

Calling Name Presentation™® [ TypePresentationBit. PRESENTATION_BIT_NOT_SEL v |
Caller ID DN | |

Caller Name | |

[ redirecting Diversion Header Delivery - Outbound

— SIP Information
Destination Address* |1?2_20_221.202 |

[ pestination Address is an SRV
Destination Port* |5EIGEI |

MTPF Preferred Originating Codec®

Presence Group® |Standard Presence group Vl
SIP Trunk Security Profile™® | MNon Secure SIP Trunk Profile Vl
Rerouting Calling Search Space |< MNone = Vl
Cut-Of-Dialog Refer Calling Search Space | = None = Vl
SUBSCRIBE Calling Search Space [« nene = ~|
SIP Profile® [ standard s1P Profile ~|
DTMF Signaling Method * [ TypeDTMFSignaling. DTMF_BEST_EFFORT v

— [Save] [ Delete ] [Reset] [ Add New ]

@ *_ indicates required item.

@ **_ Device reset is not required for changes to Packet Capture Mode and Packet Capture Duration.

Figure 404. Trunk Configuration Data
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6. Click Save.

— ‘Eﬁj[ Delete ][ Reset ][ Add New ]

® *_indicates required item.

® **_Deyice reset is not required for changes to Packet Capture Mode and Packet Capture Duration.

Figure 405. Save

7. Click OK.

g

Calling Line 1D Presentation™®| pafaul

Calling Mame Presentation® [ pafaul
Caller ID DM | |

Caller Name | |

[Jredirecting Diversion Header Delivery - Outhound

— SIP Information
Destination Addrass*

Microsoft Internet Explorer

[Destination Address is an SRy
Destination Port™®

MTP Preferred Originating Codec*
Presence Group®

SIP Trunk Security Profile®

Rerouting Calling Search Space AT

R
Out-Of-Dialog Refer Calling Search Space| « pone » 4
SUBSCRIBE Calling Search Space < Maone > v
SIP Profile * Standard SIP Profile A
CTMF Signaling Method* Mo Prefarence e
Figure 406. OK
8. Click Reset.
Presence Group® Standard Presence group ~
SIP Trunk Security Profile® Mone Secured UDP Prafile v
Rerouting Calling Search Space < Mone = ~
Out-Of-Dialog Refer Calling Search Space| « pone » 4
SUBSCRIBE Calling Search Space < Maone > v
SIP Profile * Standard SIP Profile A
DTMF Signaling Method* Ma Preference b

—[Save ][ Delete ] Re%et [ Add New

® *_indicates required item.

® **_Deyice reset is not required for changes to Packet Capture Mode and Packet Capture Duration.

Figure 407. Reset
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Configuring the Trunk Between the CUCM and the Fax
Server

» Follow the steps below.

1. Openthe Cisco Unified Communications Manager Administration Version
6.0(1). Thefollowing screen appears. From the Device menu, select Trunk.

alinln  Cisco Unified CM Administration
CISC€O  r4r Cisco Unified Communications Solutions

System » CallRouting + Media Resources +  Voice Mail = | Device » | Application +  User +  Bulk Admini ion + Help «

CTl Route Point
Gatekeeper
Gateway

Phone

Cisco Unified CM Administra Tk

System version: 6.0.1.1000-37 Remote \téstin ation

Device Settings

Copyright © 1999 - 2006 Cisco Systems, Inc.
All rights reserved.

This product contains cryptographic features and is subject to United States and local country laws governing import, export, transfer and use. Delivery of Cisco ¢

distribute or use encryption. Importers, exporters, distributors and users are responsible for compliance with U.5. and local country laws. By using this product yo
comply with U.5. and local laws, return this product immediately.

A summary of U.S. laws governing Cisco cryptographic products may be found at: http://www.cisco.com/wwl/export/crypto/tocl/stgrg.html.
If you require further assistance please contact us by sending email to export@cisco.com.

Figure 408. Trunk

2. Thefollowing screen appears. Click Add New.
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ahli  Cisco Unified CM Administration
‘_f_s'“n For Cisco Unified Communications Solutions

= Calfoutng » Meda Ressurces »  Voice Mal »  Devica = - Unat * kA * Helo -

= Status

@ 1 records found

Trunks (1 101)

Find Trunks where | Dewvice Name U'i begins wih VJ @ E]

| Select em or encer search tet ¢

o [ T— Desaription Calling Sesnh Space Device Food Aoute Fatbern Partition Route Gr

Wﬁmmr Delete Selected | [ Reset Selected |
Figure 409. Add New

The following screen appears.

ri% d'\f [?Trunk Configuration |_|

aliiln  Cisco Unified CM Administration i
cisco For Cisco Unified C ications Soluti

System »  Call Routng = Media Resources »  Voice Mail » Device =  Application »  User Management +  Bulk Admir

W tex

— Status

Status: Ready

— Trunk Information

Trunk Type® [ Not Selected -- v
Device Protocol* | -- Not Selected - v|
=

*_ indicates required item.
Figure 410. Trunk Configuration

3. Select SIP Trunk for the Trunk Type. The Device Protocol defaultsto SIP.
4. Click Next.
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5. Complete the screen as indicated below.

LreviLe Limus man
Product: TypeProduct.PRODUCT_SIP_TRUNK
Device Protocol: TypeDeviceProtocol .DEVICE _PROTOCOL_SIP

: #*
Device Name |s1P-Faxserver
Deseription |SIP FaxServer |
Device Pocl* | Diefault vl
Common Device Configuration | < None = vl
call Classification® [ TypeNetworkLocation.NETWORK_LOC_DEFAULT |+ |
Media Resource Group List |< None = Vl
Location* |Hub_Nnne vl
AAR Group [ < Nonme = |
Packet Capture Mode™® [ TypePacketCaptureMode. PACKET_CAPTURE_MODE v |
Packet Capture Duration |D |

[ Media Termination Foint Required
Retry Video Call as Audio

[ Transmit UTF-8 for Calling Party Name
unattended Port

— Multilevel Precedence and Preemption (MLPP) Information
MLPP Domain | = None = v|

— cCall Routing Information

— Inb d calls
Significant Digits* [ v

Connected Line ID Presentation® |TvpePresentationBit.PRESENTATIDNfBITﬁNDTﬁSEL V|

Connected Name Presentation® |TvpePresentationBit.PRESENTATIDNfBITﬁNDTﬁSEL V|

Calling Search Space |< Mone = "l
AAR Calling Search Space |< None = "l

Prefix DN | |

O Redirecting Diversion Header Delivery - Inbound

— Outb d Calls
Calling Party Selection® [ TypecallingPartySelection.CPS_ORIGINATOR v

Calling Line 1D Presentation™* |TypePresentationBit.PRESENTATION_BIT_NOT_SEL v|

Calling Name Presentation™® |TypePresentatlonBlt.PRESENTATION_BIT_NOT_SEL v|
Caller ID DN | |

Caller Name | |

O Redirecting Diversion Header Delivery - Outbound

— SIP Information
Destination Address® [172.20.221.20 |

[ pestination Address is an SRV
Destination Port® |5EIGEI |

MTP Preferred Originating Codec®

Presence Group® |Standard Presence group Vl
SIP Trunk Security Profile® | MNon Secure SIP Trunk Profile V|
Rerouting Calling Search Space |< Mone = Vl
Out-Of-Dialog Refer Calling Search Space | = MNone = Vl
SUBSCRIBE Calling Search Space [< None = v
SIP Profile® | Standard SIP Profile "l
DTMF Signaling Method* |TVDEDTMFSignaling.DTMF_BEST_EFFORT V|

= [Save] [ Delete ] [Reset] [ Add New ]

® *_ indicates required item.

T
m **_ Mavire recet ic nat reanired far channes tn Backat Cantire Mads and Barkat Cantira Doratinn

Figure 411. Trunk Configuration Data
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6. Click Save.

— ‘Eﬁj[ Delete ][ Reset ][ Add New ]

® *_indicates required item.

® **_Deyice reset is not required for changes to Packet Capture Mode and Packet Capture Duration.

Figure 412. Save

7. Click OK.

g

Calling Line 1D Presentation™®| pafaul

Calling Mame Presentation® [ pafaul
Caller ID DM | |

Caller Name | |

[Jredirecting Diversion Header Delivery - Outhound

— SIP Information
Destination Addrass*

Microsoft Internet Explorer

[Destination Address is an SRy
Destination Port™®

MTP Preferred Originating Codec*
Presence Group®

SIP Trunk Security Profile®

Rerouting Calling Search Space AT =
Out-Of-Dialog Refer Calling Search Space| « pone » 4
SUBSCRIBE Calling Search Space < Maone > v
SIP Profile * Standard SIP Profile A
CTMF Signaling Method* Mo Prefarence e
Figure 413. OK
8. Click Reset.
Presence Group*® Standard Presence group ~
SIP Trunk Security Profile® MNone Secured UDP Profile v
Rerouting Calling Search Space < Mone = ~
Out-Of-Dialog Refer Calling Search Space| « pone » 4
SUBSCRIBE Calling Search Space < Maone > v
SIP Profile * Standard SIP Profile A
CTMF Signaling Method* Mo Prefarence e

—[Save ][ Delete ] Re%et [ Add New

® *_indicates required item.

® **_Deyice reset is not required for changes to Packet Capture Mode and Packet Capture Duration.

Figure 414. Reset

9. Follow the steps below.
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Configuring a Route Pattern for a Trunk to the Cisco Media
Gateway

ailearfes
ciscoe

» Follow the steps below to configure aroute pattern for the trunk.

1. Fromthe Call Routing menu, click Route/Hunt, Route Pattern.

alimln  Cisco Unified CM Administration
CISC€O  r4r Cisco Unified Communications Solutions
System « | Call Routing + | Media Resources + Voice Mail + Device »  Application +  User ~  Bulk Admi
AAR Group
Dial Rules 3
Route Fitter
Route/Hunt L4 | Route Group
SIP Route Pattern Route List
Clazs of Control » | Ia“m?e Pattern
S
Intercom 3 ——
Client Matter Codes Line Group
Forced Authorization Codes Hunt List
Cop_yright Tranzlation Pattern Hunt Pilot
All rights r Call Park
This produ Directed Call Park subject to United States and local country laws governing impori
distribute o distributors and users are responsible for compliance with U.5. a
comply witl Call Pickup Group it immediately.
Directory Number

Figure 415. Route Pattern

The following screen appears.

2. Click Add New.

Cisco Unified CM Administration
For Cisco Unified Communications Solutions

— Status

Find and List Route Patterns

System v Csficstng v WediaFesources v Vokellad v Device v  Appication =  User anagement v  Buk Admnstraton »

Hel =

phic products may be found at: http://www.cisco.com/wwl/expor

B Cisco Unified CM Administration & Go|

administrator  About  Logout

@ 5 records found

Route Patterns (1-90f3)

Find Route Patterns where | Pattern

r

e o 5 e e B

Pattuen

¥ beging wih ]

Houte to NextiraOne

Route to Compaden
Qverlap Aoute to Nextidne
Overlap Route to Compidea

&

!E [. Select All_| [ Clear Al | [ Dalete Selocted |

) ) (3] (=)

Partition

Figure 416. Add New

Route Flter Associsted Device Copy.

3. Complete the screen as indicated below.
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Route Pattern Configuration

B Save x Delete Copy Ell} Add New

— Pattern Definition

Route Pattern™ |2ggggxx |
Route Partition |< None = v|
Description | |

Numbering Plan

Route Filter

MLPP Precedence® |TypePatternPrec:edence.PA'I'I’ERN_PRECEDENCE_D v|

Gateway/Route List* [ 51p-172.20.221.202 v

Route Option ® Route this pattern

) Block this pattern | TypeReleaseCauseValue.RELEASECAUSE_NC_ERROR

Call Classification® | TypeNetworkLocation.NETWORK_LOC_ON_NET

vl

L Regquire Forced Authorization Code

Authorization Level* |D

L Reguire Client Matter Code

[J allow Device Override [ Provide Qutside Dial Tone [] Allow Overlap Sending L Urgent Priority

— Calling Party Transformations

Ouse Calling Party's External Phone Number Mask

Calling Party Transform Mask |

Prefix Digits (Outgoing Calls) |

Calling Line ID Presentation® |TypePresentationBit.PRESENTATION_BIT_NOT_SEL v|

Calling Name Presentation® [ TypePresentationBit.PRESENTATION_BIT_NOT_SEL v |

— Connected Party Transformations

Connected Line ID Presentation* | TypePresentationBit. PRESENTATION_BIT_NOT_SEL + |

Connected Name Presentation* |TypePresentationBit.PRESENTATION_BIT_NOT_SEL v|

— Called Party Transformations
Discard Digits

Called Party Transform Mask |

Prefix Digits (Outgoing Calls) |

— ISDN Network-Specific Facilities Information EIl

Network Service Protocol |.. Mot Selected --

Carrier Identification Code |

Network Service Service Parameter Name Service P
[-- Not Selected - v I[
— [save] [ Delete | [copy | [ Add New |
@ *_ indicates required item.
Figure 417. Route Pattern Configuration
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4. Thefollowing appears because you did not required aForced A uthorization
Code. Click OK.

Caig e Frossasn | Detaut i

— Connected Party Transformatfelaat oGS R F 1T X

Connected Line ID Presentation
connected Name Presentation® \_‘{) The Authc_)rlzahon Code wil not be achai;ed. _ _
Press OK if you want to proceed and activate it at a later time.

. Press Cancel and check the Force Authorization Code checkbox if you want to
l_CaIIed Party Transformations I
Discard Digits

Called Party Transfarm Mask I:

K, © |
Prefix Digits (Outgaing Calls)l: l [}_I l ance

— ISDN MNetwork-Specific Facilities Information El t
Metwark Service Protocal | Mot Selected —-

]
Carrier Identification Code| |

MNetwork Service Service Parameter Name Service Parameter Walu
|-- Mot Selected -- V” ||

— [ Save ][ Delete ][ Copy ][ Add New

® *_indicates required item.

Figure 418. OK

5. Thefollowing appears. Click OK.

Connected Line 10 Presentatio

Connected Name Presentation

— Called Party Transformation|
Discard Digits

Called Party Transform Mask |:

Prefix Digits (Outgoing Calls)|—

Microsoft Internet Explorer

'E Ary update to this Route Pattern autormnatically resets the associated gateway or
L Route List

Figure 419. OK
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Configuring a Route Pattern for a Trunk to the Fax Server

> Follow the steps below:

1. Fromthe Call Routing menu, click Route/Hunt, Route Pattern.

cisco

Cisco Unified CM Administration

For Cisco Unified Communications Solutions

System - | Call Routing + | Media Rezources +  Voice Mail +  Device »  Application = User Management +  Bulk Adm

Copyright
all rights re

This produg
distribute o
comply with

A summary
If you requ

AAR Group
Dial Rules

Route Fitter

Route/Hunt

Route Group

Figure 420. Route Pattern

SIP Route Pattern

Clazs of Control
Intercom

Client Matter Codes
Forced Authorization Codes
Translation Pattern

Call Park

Directed Call Park

Call Pickup Group
Directory Number
Meet-Me Number/Pattern

Mial Dlan Installar

Route List

| Ial?e Pattern

Line Group

Hunt List

Hunt Pilot

subject to United States and local country laws governing impor
distributors and users are responsible for compliance with U.S. 2
it immediately.

phic products may be found at: http://www.cisco.com/wwl/expoi
by sending email to export@cisco.com.
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The following screen appears.
2. Click Add New.

S Cisco unified CM Administration v JGo)

alwl  Cisco Unified CM Administration
CISEO  ror Ciseo Unified Communications Solutions

System v Csificstng v WediaFesources v Vokellad v Device v  Appication =  User anagement v  Buk Admnstraton v Hep v

Find and List Route Patterns

o st [FH] semcat FE] coue it G OmitnSomctes
— Status
®9r!m(ﬂshund
' Route Patterns (1- 9 0f 9) MWM_W__"'_
Find Reute Patierms whers [Fatiern U begine i 9] | Find) (Crear Fiker (@] (=]
I Pattern Cascription Partition Route Flter Axsociated Device Copy
P 200 Houte to NextiraOne SLUSUNDS1-18Vindaloo 111
r S1S0R0RI00 Enfaiparyer L]
r 3] Route to Compaden SUSUA/DS1-08vindalog ]
r i3 Overlap Route to Nextiradne SLSUQIOS1-1gvndalog L]
r 2.6 Overlap Route to Compidea SLSU0IDS1-08Vindaloo ]
r 916503646325 L/SUIDS] -1 @vendal 1+
= HiRIlLAning SUSUQ'DS1-1gVindaloo [}
233 g | [ovectah [(Searan Dolete Selocted |

Figure 421. Add New
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The following screen appears.

Route Pattern Configuration

LB Save x Delete Copy Ell} Add New

— Status

@ Status: Ready

— Pattern Definition

Route Pattern™® |519254XXX |
Route Partition |< None = v|
Description | |

Numbering Plan

Route Filter

MLPP Precedence® |TypePatternPrec:edenc:e.PA'I'I'ERN_PRECEDENCE_D v|

Gateway/Route List* | SIP-FaxServer v|

Route Option ® Route this pattern

) Block this pattern | TypeReleaseCauseValue.RELEASECAUSE_NC_ERROR

Call Classification® | TypeNetworkLocation.NETWORK_LOC_ON_NET  +|

[J allow Device Override [ Provide Qutside Dial Tone [] Allow Overlap Sending L Urgent Priority

L Regquire Forced Authorization Code

Authorization Level* |D |

L Reguire Client Matter Code

— Calling Party Transformations
Ouse Calling Party's External Phone Number Mask
Calling Party Transform Masl-c| |

Prefix Digits (Outgoing Calls) | |

Calling Line ID Presentation® |TypePresentationBit.PRESENTATION_BIT_NOT_SEL v|

Calling Name Presentation® [ TypePresentationBit.PRESENTATION_BIT_NOT_SEL v |

— Called Party Transformations
Discard Digits

Called Party Transform Masl-c| |

Prefix Digits (Outgoing Calls) | |

— ISDN Network-Specific Facilities Information El
Network Service Protocol |__ Not Selected -- v|

Carrier Identification Code | |

Network Service Service Parameter Name Servic

| -- Not Selected -- v|| |

= [Save] [ Delete] [Cupy] [ Add New ]

@ *_indicates required item.

Figure 422. Route Pattern Configuration Data
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3. Click Save.

ISDN MNetwork-Specific Facilities Information El
Network Service Protocol | Mot Selected - v|

Carrier Identification Code| |

MNetwork Service Service Parameter Name
|-- Mot Selected -- V”

SE

® *_indicates required item.

Figure 423. Save

4. Thefollowing appears because you did not required aForced A uthorization
Code. Click OK.

— Calling Party Transformations
[Juse Calling Party's External Phone Number Mask
Calling Party Transfarm Mask| |

Prefix Digits {Outgoing Calls) | |

Calling Line 1D Presentation™®| pafaul

Calling Mame Presentation® [ pafaul

— Connected Party Transformatfelaat oGS R F 1T X

Connected Line ID Presentation

Connected Mame Presentation®

\‘{) The Authorization Code wil not be activated.
Press OK if you want to proceed and activate it at a later time.
Press Cancel and check the Force Authorization Code checkbox if you want to
activate it now,

— Called Party Transformations
Discard Digits

Called Party Transfarm Mask I: [ |
Ok l Cancel
Prefix Digits (Outgoing Calls)l: R;J

— ISDN MNetwork-Specific Facilities Information El
Network Service Protocol | Mot Selected - v|

Carrier Identification Code| |

MNetwork Service Service Parameter Name Service Parameter Walue
|-- Mot Selected -- V” ||

— [ Save ][ Delete ][ Copy ][ Add New

® *_indicates required item.

Figure 424. OK

356 This document is not to be distributed to a third party without written permission from Dialogic.



Configuring the Cisco Unified Communications Manager

5. Thefollowing appears. Click OK.

Calling Mame Presentation® [ pafaul "

— Connected Party Transformajis -
Connected Line 1D Presentatio et d S 5 J 3101 X

Connected Name Presentation

'E Ary update to this Route Pattern autormnatically resets the associated gateway or
L

i Route List
— Called Party Transformation|

Discard Digits

Called Party Transfarm Mask |:

Prefix Digits (Outgoing Calls)|—

— ISDN MNetwork-Specific Facilities Information El
Network Service Protocol | Mot Selected - v|

Carrier Identification Code| |

MNetwork Service Service Parameter Name Service Parameter Walu
|-- Mot Selected -- V” ||

— [ Save ][ Delete ][ Copy ][ Add New

® *_indicates required item.

Figure 425. OK
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Verifying the Configuration

The Dialogic Brooktrout Fax and Voice Diagnostic Test utility allows you to
test the configuration you completed. You can download the utility and
instructions from the technical support site.

http://www.cantata.com/support/lanfax/fax_testing_diagnostic.cfm
Thistest verifies the following:
m  SR140 Software configuration

m  Cisco Media Gateway configuration
B Trunksand Route Patterns on the CUCM

Verifying the Fax Server Basic Configuration

Before continuing, refer to Appendix A, Verifying Basic Configuration - Fax
Server 172.20.221.20 on page 418 to verify that the Fax Server softwareis
installed correctly.

Outbound Call

» Follow the steps below to verify outbound fax traffic from the CUCM
to the gateway.

1. Openthe Fax and Voice Diagnostic Test utility. The following screen
appears. Click the 2. Telephony button (press the Apply button in the
Brooktrout Configuration Tool after configuring). Click the 3.Initialize
button.
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2. Enter the destination tel ephone number and the | P Address of the CUCM as
follows.

Action  Logging  Hep
Chaaze functionsity Board/Module ~ Dialfsend ResstfHangup
: |2 Telsphory | [ 3. intialze [oxs1 | [curent ][ a1 | [curent |[ A1 | [ Port History |

Port Status Phone number Port Status Phone number

1. Waiting for IP Call [EOoo0o0GAERRIEE 15 wsking for P Cal [

2. Waiting for 1P Cal |17, waiting for IP Cal

3. Waiting for 1P Cal | 18 watingfor 1P Cal

4. Waiting for 1P Cal _ 19, Waking for IP Cal

S.  Waiting for IP Cal 20. Wating for 1P Cal

6. Waiting for 1P Cal | 21, watmgfor 1P cal

7. Waiting for 1P Call | 22, waking for 1P cal

8. Waiting for IP Cal | 23 watngForipcal

9, Waiting for 1P Cal | 24, wanng foe P Cal

10. Waiting for 1P Cal [ | 25, waking For IP Cal

11. Waiting for 1P Cal | 26 wakingFor P cal

12. Watingfor IP Cal [ | 2. werngforipcal

13. Waiting for IP Cal | | 28, Wakting for [P Cal

14. Waiting for IP Cal [ | 29, waiting for 1P Cal
15. Waiting for 1P Cal | 30, wWalting For IP Cal 1
\[0971472007 17:37:33 [**] @ Insakizing 30 channeks... x

09/14/2007 17:37:58 [00] Pausing for 2000ms before Resst,

09/14/2007 17:38:30 [**] Brooktrout debug tuemed ON.

09/ 14/2007 17:38:30 [**] This feature quickly results in largs log filss in the Test program directory when Faxing.
09114/2007 17:38:31 [**] Turn off once you have :ﬂaﬁod thoﬁomdlm

09)142007 17:39:02 [00] Pausing for 2000ms before

b

Alaten State: Mo Alarm Framing: A CRC: MA BePolrVioltons: N/A ClockSips: /A [ Reset |

Figure 426. IP Address

3. Click Current to send the test fax.

=F Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3

Action Logging Help
Choose furstionalty Board/Module B DialjSend ResatfHangup
- [2. Tetephony | [ 3. nitisize J|oxa1 % meﬂ] | [cument ][ an | [PortHistory

Port Status Phone: numbser Post Status Phone number
L. Wating for IP Cal GRS 16 watngforIP Cal ]
2. Wakingfor 1P Cal i | 17, wetingfor TP cal i

Figure 427. Send Test Fax

4. Notethe status at the bottom of the screen. When Port 1 [00] pausesthe call
iscomplete. Click Port History.
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[5f Fax and Voice Diagnostic Test for Windows : SDK 5.0.083
Action Loggng Help

Choose functionality Board/Module - DialfSend Resat/Hangup
: cice [2. teleptiony | [ 3. nitialize ] 041 | [anm.l [curent ][ a1 | Lthﬂi Laoping Cf

1. Walting for IP Cal PGBl 15 Waiting for IP Cal
2. Weking for IP Cal 17, Waiting for IP Cal

e e R ens_E_TAelm

Figure 428. Port History
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The following screen appears. Verify that the outbound call was successful.

Diagnostic Test for Windows ; SDK 5.0.083

| Fx and Voice

Choase functisnality BoardMadule DialfSend ResetiHangun
'iFa Lover (2 Telephony | [ 3. intiokee | 0xt1 | [cument |[ Al | [cument [ a1 | [ Portistory | Looping o

|09[14J2007 17:3%:02  Durstion = 19 seconds
|09/14/2007 17:39:02  ECM = =256

|09/14/2007 17:39:02  Line Format = MMR
|09/14/2007 17:39:02  Resolution = 200Hx200V (Fine)
|09/14/2007 17:39:02  Total Lines = 2166

|09f14/2007 17:39:02 Page 1: ; |

| DAf14§2007 17:3%:02 Pausing for 2000ms before Reset, | |
|
]

Port Status Fhane number Pork Status Phone number
— I . vetoora o | |
2. Waiting for 1P Cal [ | 17, waing for 1P Cal [ |
R L LR e History for Channel 1 X | |
4. Waitingfor PCall | | |
|69/14/2007 17:38:40 Call Requested A
5. Waiting for IP Call | 09/14/2007 17:35:40 Diakng 2000000@172.20.221.254 I |
: |09/14/2007 17:33:40 Resstting Channel |
6. Wakingfor IPCal | 1oy 417007 17:38:43 Conmected, | |
| 091142007 17,3543 Fax answer tone detected.
7. Watingfor P Cal | oo 412007 17:38:47 T3t Remote ID ™ l |
8. Waiting for 1P Call | |0914/2007 17:38:52 Sending Fax, |
|09/14/2007 17:32:02  Badlines =0
9. Waiing for IP Call | |09/14/2007 17:39:02  BaudRate = 14400 Bps |

L
|09/14/2007 17:3%02  Confirm Yal = MCF ll
|
|

| 091412007 17:39.02 Success. el

09/14/2007 17:38:30 [**] Brockirout debug logging turnad ON,
09/14/2007 17:38:30 [**] This Feature quickly results in large log files in the Test program directory when Faxing.
09)14/2007 17:38:31 [**] Tum off once you have collected the desired
09/14/2007 17:39:02 [00] Pausing for 2000ms before Reset,
09)14/2007 17:41:43 [01] Paiusing For 2000ms befare Reset,
~

Framing: NjA CRC: NJA Bi-Polar Viclstions: NJA Clock Skps: wn

Figure 429. Outbound Call Success
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Inbound Call

» Follow the stepsbelow to verify theinbound fax traffic from the
gateway to the CUCM.

Initiate acall from the PSTN using 519254000.

Watch all channels because a call should come in on one of the waiting
channels

& Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3
Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
[2. Telephony] [ 3. Initialize “Dx41 V| [Current ] [Current ] [ Port Hiskory ]
Paort Status Phone number Part Status Phone number

2. RiRemote ID™ [ ] 17 watngfor P cal [ ]
3. Waiting for IP Call 18, Waiting for IP Call

4, Waiting for IP Call 19, Waiting for IP Call

5. Waiting For IP Cal [ ] a0 watingfor P cal [ ]
& Waiting For IP Cal [ ] 2t watngforpcal [ ]
7. Waiting for IP Call 22, Waiting For IP Call

8, Waiting for IP Call 23, Waiting for IP Call

a,

11, Waiting for IP Call 26, Waiting for IP Call

12, Waiting for IP Call 27, Waiting For IP Call

09/14/2007 17:37:33 [**] @ Initializing 30 channels. .. ~
09/14/2007 17:37:58 [00] Pausing for 2000ms before Reset,

09/14/2007 17:38:30 [**] Brooktrout debug logging turned O,

09/14/2007 17:38:30 [**] This feature quickly results in large log files in the Test program directory when Faxing.
09/14/2007 17:38:31 [**] Turn off once you have collected the desired logs,

09/14/2007 17:39:02 [00] Pausing For 2000ms before Reset,

v

Alarm State: Mo Alarm Framing: M4 CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: MjA

Figure 430. Inbound Call
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Verifying the Configuration

3. Click the Phone number box on which the call came in and click the
Port History button.

& Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3
Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
Fax Woice 1, Driver [2. TeIephony] [ 3. Initialize: “Dx41 V| [Current ] [Current ] [ Part History&S Looping OFF
Paort Status Phone number Part Status Phone number
el LA zikima Fer TO 2l 17 LA zikima Fer TO 2l

Figure 431. Port History

4. Thefollowing screen appears. Verify that the inbound call is successful.

Choose functionality % Board/Module DialiSend Reset/Hangup

[2. TeIephony] [ 3. Initialize ]li‘ll V| [Current] [Current] [Port History ] L
Port Status Phone number Part Status Phone number

1. waiting for TP Call i | 16, waiting for 1P Call |

2. Waiting For IP Cal : : |
History for Channel 2 X
3. Waiting for IP Call —
4, Waiting For IP Cal 09/14/2007 17:37:33 Attaching Channel ~
09/14/2007 17:37:33 Resetting Channel T e
5, ‘Waiting for IP Call 09/14/2007 17:37:33 Waiting For IP Call |
N 09/14/2007 17:41:20 DID: 519254123 CallerID: 172,20.221,254 —
&, Waiting far IP Call 09/14/2007 17:41:24 Call answered |
. 09{14/2007 17:41:30 R¥ Remate 1D ™
7. Waiting for IP Cal 09/14{2007 17:41:33 Receiving Fax.
8. Waiting for 1P Cal 09{14/2007 17:41:42  Badlines =0
09{14/2007 17:41:42  Baud Rate = 14400 Bps
9, Waiting for IP Call 09/14f2007 17:41:42  Confirm Val = MCF
- 09/14/2007 17:41:42  Duration = 18 seconds —
10, Waiting For IP Call 09/14/2007 17:41:42  ECM =256 |
o 09{14/2007 17:41:42  Line Format = MMR
11, Waiting for IP Call 09/14/2007 17:41:42  Resolution = 200H:200% (Fins) |
12, Waiting For 1P Call 09{14/2007 17:41:42  Total Lines = 2168 Ti |
09/14/2007 17:41:42 Page 1 :
13, Waiting for IP Call 09/14/2007 17:41:43 Pausing for 2000ms before Reset, | |
097142007 17:41:43 Success %
14, ‘Waiting For IP Call |
15, Waiting for TP Call |

09/14/2007 17:37:58 [00] Pausing for 2000ms before Reset,

09/ 14/2007 17:38:30 [**] Brooktrout debug logging turned O,

09714/2007 17:38:30 [**] This feature quickly results in large log files in the Test program directory when Faxing.
09/14/2007 17:38:31 [**] Turn off once you have collected the desired logs,

09/14/2007 17:39:02 [00] Pausing For 2000ms before Reset,

09/14/2007 17:41:43 [01] Pausing for 2000ms before Reset,

|

Alarm State: Mo Alarm Framing: M4 CRC:  N/A  Bi-Polar Violations:  Mf&  Clock Slips: MfA

Figure 432. Call Successful
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Topology: SIP - CUCM 6.0(1) - MGCP

Introduction

In this topology, the CUCM (Version 6.0(1)) does all the call control. The
gateway sends al MGCP signaling to the CUCM which transmits SIP signaling
to the Fax Server. The Fax Server responds to the CUCM with SIP signaling
and the CUCM forwards MGCP signaling back to the gateway.

Once the call is established, the fax traffic flows directly between the gateway
and the Fax Server.

Note: The SR140 Softwareis used as an example Fax Server in this chapter.
The TR1034 IP board can a so be used as Fax Server.
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The diagrams below show the I P addresses of the hardware which are also
included in the procedure and configuration files referenced in this chapter.

Outbound Number Dialed: 1000 0XX

cucm
CUCM does 6.0.1

Setup / Tear Down P CUCM does
P : 1 "\. Setup/Tear Down

@ /1722022125 S 2

sip MoCP T e
~ ® i
@ { PSTN )
¥R e 7262?:2 2 R
Fax Traffic WRataAl
Server
1722022120

Figure 433. Outbound Call - CUCM Does Call Control - SIP - CUCM
6.0(1) - MGCP Topology

cucm
CUCM does 6.0.1
Setup / Tear Down P CUCM does
= etup / Tear Down
/7N : "\ Setup/TearD
: ~
y; ; ezt MGC} \® Inbound Number Diated: 513 020 XXX
~ O) { \
® " PSTN
e 17262],:2‘1!21 202 T
Traffic ’ '
Fax
Server
172.20.221,20

Figure 434. Inbound Call - CUCM Does Call Control - SIP - CUCM
6.0(1) - MGCP Topology
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Related Documentation

For more information on configuring MGCP, refer to the following documents:

m  How to Configure MGCP with Digital PRI and Cisco CallManager,
Document ID 23966

http: //www.cisco.com/en/US/tech/tk1077/technologies configuration example
09186a00801ad22f.shtml

m  MGCPwith Digital CAS and Cisco CallManager Configuration Example,
Document ID 43802

http: //www.cisco.com/en/US'tech/tk1077/technologies configuration _example
09186a008022eaa3.shtml

This document is not to be distributed to a third party without written permission from Dialogic. 367



Chapter 13: Topology: SIP - CUCM 6.0(1) - MGCP

Configuration Sequence

Follow the sequence below when configuring the Dial ogic Brooktrout FolP
with Cisco Products.

m  Configuring the Dialogic Brooktrout Fax Server on page 369
m  Configuring the Cisco Media Gateway with |OS Commands on page 372
m  Configuring the Cisco Unified Communications Manager on page 373

¢ Configuring the Cisco Media Gateway on page 374

¢ Configuring CUCM S P Trunk Security Profile on page 382

*  Configuring the Trunk Between the CUCM and the Fax Server on

page 387

+ Configuring a Route Pattern for a Trunk to the Cisco Media Gateway
on page 391

* Configuring a Route Pattern for a Trunk to the Fax Server on
page 397

m  \erifying the Configuration on page 401
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Configuring the Dialogic Brooktrout Fax Server

Configuring the Dialogic Brooktrout Fax Server

Follow the steps below to configure the SR140 Software using the Dialogic
Brooktrout Configuration Tool to support this network topology.

» Follow the steps below:
1. Open the Diaogic Brooktrout Configuration Tool in Advanced Mode.

# Brooktrout Configuration Tool - Advanced Made

Fle Mew Opbiors  Hep

i H @ o7
Home Save  opch | Lcerss Help
~ Braskirout [Bashon Host Serios - Rurevng|
Coibver Paramelens [A) bosics| .
BTCal Faramstens (4 boarck] Brooktrout Configuration Tool

= Call Conhicl Paameler
Phodhae Gt SR140
= |FCall Cantinl Modules:
SIF
Hi2z

Advanced Mode

Thiz pane containg essential infarmation 10 use the 100l efiectiely. Fou can get to this page any time by clicking on the Heme icon on the toolbar. The user interface consisia of b siess: (&5 the
explorer view and () the corert view.

The explorar siew allows you 1o navigate through the various confiqurable components of Brooktoot Hardware and Software. The content view containg either infonmetional contem such as this page
or contrals that allov you fo fing tune the Brooktoul components.

In this mode you can: Ik
= Edit call contral configuration par module,
* Edit the btcall parameters:
= Edit 1he davice diver paramstars.
= Eaue the configuration information.
+ And finally apply the configurstion

Fleaze note that you musi apply the cordigurstion information fr the changes to take effect. The apply action i= awailable from the toolbar 8 well 3 fom the Bptians menu.
Urdzr narmal condiions (that iz, all Emokirout hardwane installed on your system has the sarme ship lesel nurnber i on them), the ion tonl should corne up in the Wizard

Mode. It can also be |sunched explicily 10 come up in the advanced mode by using fa or ~advanced cormmand line option. Hyou did not speciy this opiion and the tool came wp inin this mode,
il is because hardware detected by the tool required identification or the host systern has mone than one type of Bookirout hardveare models installed

Figure 435. Dialogic Brooktrout Configuration Tool

2. Configurefor the SIP protocol asfollows. Under IP Call Control Modules,
click SIP then click the IP Parameters tab.

The following screen appears.
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# Brooktrout, Configuration Tool - Advanced Mode,

Fle ‘Wiew Options Help %
i} & H @& | & ?
Home: Back Save  Apply | License Help

= Brooktrout [Boston Host Service - Running) General Information  |P Parameters | T.39 Parameters ]
Diiver Parameters [&ll boards)

BTCall Parameters [4l boards] sip_Cantact: 0. 0.0 i :’U—
=I- Call Control Parameters
Module D=41: SA140 sip_default_gateway: 0. 0.0 0 -0
=1 IP Call Cortrol Modules sip_description_UIRI: |
H.323
SIp sip_email: |
sip_From; |Anonymous <sipna_from_infot@anonymous. invalids
sip_ma_sessions: 256 1 —)— 1000
sip_phone:

sip_prosy_server]

Sip_prosy_server2

sip_prosy_serverd

sip_proxy_serverd:

sip_registration_serverl:

sip_registration_serverz:

sip_registration_server3:

sip_registration_serverd:

sip_session_description:

SIp_session_name: no_sEsEon_name

Fp_ugerhame:

Show Advanced >
Figure 436. IP Parameters

Note: Whenthe SIP_Contact isset tothedefault value (0.0.0.0:0), the system
uses the | P address of the first Ethernet module in the system and port
number 5060. If there are more than one ethernet modules in the Fax
Server then specify the actual |P address and port of the desired ethernet
module that will be used.
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3. Click T.38 Parameter and complete fields as indicated below.

v Brooktrout Configuration Tool - Advanced Mode

Fle View Options Help

N H @& & 92
Home Back Save  Apply | Licenze Help
=1 Brooktrout [Boston Host Service - Stopped] | 5 eneral Information ] |P Parameters  T.38 Parameters l
Diriver Parameters (4l boards)
BICal Paamees (4 boac) Masinn 8t e, b -
—|- Call Control Parameters
Madule 0x41: SR140 Media Renegotiate Delay Inbound, mzec: |4DDD
=P Eall;ﬁ;;tml Modules Media Renegotiate Delay Outbound, msec: |-‘I
5|.p T30 Fast Motify: |N0 j
UDPTL Redundancy Depth Contral: l? 0 J 3
UDPTL Redundancy Depth Image: l? 0 J 2

Figure 437. T.38 Parameters

4. Under Call Control Parameters, click Module 0x41: SR140 and select
the Parameters tab. Complete the fields as indicated below.

#¥ Brooktrout Configuration Tool - Advanced Mode

File Wiew Options Help

N H @& o 92
Home Back Save  Apply | Licenze Help

=I- Brooktrout [Boston Host Service - Running)
Diriver Parameters (4l boards)
BTCall Parameters (&l boards) 1P Call Contral Module:

General rformation Parameters

-
—|- Call Control Parameters

Module Ox41: SE140 IF Interface |Intel[F|] FPROA000MT Mobile Connection - F'ackej
=1 IP Call Control Modul

gIP onirerModdes Lowest P Part Murnber: |sE000

H.323 Highest IP Part Mumber: |s7000

Figure 438. Module 0x41: SR140 Parameters

5. Sedlect the desired network interface controller (NIC) for the IP Interface
field.

6. Click Apply.

Configuration Files

Use the configuration filesin the section below to help you configure the
SR140 Software:

Appendix L, SR140 Configuration Files on page 586
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Configuring the Cisco Media Gateway with 10S
Commands

Refer to the configuration file in the Appendix L, Cisco Gateway-Config on
page 592 as a guide to configure your Cisco Media Gateway with 10S
Command.

Configuring the Cisco Media Gateway involves the following.

m  Enable T.38 support
m  Configureline card interface
m  Configure Dial-Peers (VolP and POTS)

T.38 Support

Be sure to include the fxr-package in your MGCP gateway configuration,
since this package is needed for T.38 support. This means, when you have this
package disabled, type the following 10S command in order to activate it:

MGCP package capability fxr-package
and do then

no mgcp

and then

mgcep

Also ensure that you do not have the following command line in your gateway
configuration since you want to enable T.38.

mgcp fax t38 inhibit
Also, the G711 codec is needed to start a T.38.
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Configuring the Cisco Unified Communications
Manager

This procedure includes the following:

m  Appendix O, Configuring System Service Parameters on page 648 (If not
completed already.)

m  Appendix O, Configuring Service Activation on page 646 (If not completed
aready.)

Configuring the Cisco Media Gateway on page 374
Configuring CUCM SIP Trunk Security Profile on page 382

Configuring a Route Pattern for a Trunk to the Cisco Media Gateway on
page 391

m  Configuring a Route Pattern for a Trunk to the Fax Server on page 397
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Configuring the Cisco Media Gateway

Y

Follow the steps below:

=

Open the Cisco Unified Communications Manager Administration Version
6.0(1).

2. From the Device menu, select Gateway.

-|Devioev Application +  User +  Bulk Administration + Help
Gatekeeper

| cuowy |
Phone U
Trunk

Remote Destination

1 Device Seftings 3

Figure 439. Gateway

3. Thefollowing screen appears. Click Add New.

alwp,  Cisco Unified CM Administration
CIS€0  por Cisco Unified Communications Salutions

System v CalRostng =  Medaflesources  VocsMsd »  Oevies »  Apphcstion = UserMssagement v Bul Admnstrabon =  Help v

Find and List Gateway

o asstew. 1] seecrar 3] conraa ¢ Deiete Soincind %mm
— Status
@ 2 records found
Gateways (1-2of2)
Find Gateways where [Hame | begins with ] [vide Wlendpaines (Find] [ Ciear Finer ] (%] [=]
Select item or enter search text ¥
r - Device Posl Calling Search Space Extanuicn Pantition Route Group Priceity
[[add new | [ Setect & | [ Ciear &l || Deiste Seiected | [ Reset Seincted |

Figure 440. Add New Gateway

The following screen appears.
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alinln  Cisco Unified CM Administration

CISCO  k4r Cisco Unified Communications Solutions

System » CallRouting + Media Resources + Voice Mail + Device »  Application =  User Management =  Bulk Admin

Add a new Gateway
B oo

’, Select the type of gateway you would like to add:

Gateway Type*

- =)

@ *_indicates required item.

Figure 441. Gateway Type
4. Select the appropriate gateway.

P e e e e e e e e e
CISC€O  r4r Cisco Unified Communications Solutions |.
System + CallRouting + Media Resources »  Woice Mail = Device Application =  User ~  Bulk Adr

Add a new Gateway

.Nex‘t

Select the type of gateway you would like to add:
Gateway Type™ [ - ot Selected - v
-- Not Selected --

Cisco IAD2400
= —Cisco 1751
Cisco 1760
Cisco 269X
*_ o Cisco 26X
@ indicate; cic o 2801
Cisco 2811
Cisco 2821
Cisco 2851
Cisco 362X
Cisco 364X
Cisco 366X
Cisco 3725
Cisco 3745
Cisco 3825

Cisco Catalyst 4000 Access Gateway Module k

Cisco Catalyst 4224 Voice Gateway Switch
Cisco Catalyst 6000 24 port FXS Gateway
Cisco Catalyst 6000 E1 VolP Gateway
Cisco Catalyst 6000 T1 VolP Gateway
Cisco VG200

Cisco VG248 Gateway

Communication Media Module

H.323 Gateway

VG224

Figure 442. Cisco Media Gateway

5. Click Next.
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alinln  Cisco Unified CM Administration I

CISCO  k4r Cisco Unified Communications Solutions

System + CallRouting + Media Resources »  Woice Mail = Device Application =  User ~  Bulk Adn

Add a new Gateway
B oo

’, Select the type of gateway you would like to add:

Gateway Type*

— (=g
0

@ *_indicates required item.

Figure 443. Next

The following screen appears:

alalin  Cisco Unified CM Administration
CIS€O  ror Cisco Unified Communications Solutions
System = CallRouting = Media Resources » Voice Mall v Device = A ion » User »  Bulk Adm

Add a new Gateway
B rex

Select the type of gateway you would like to add:

Gateway Type Cisco 3845 [ Change Gateway type ]
Protocol* [-- Not Selected - ~|
=

@ *_ indicates required item.

Figure 444. Protocol

6. Select MGCP for the Protocol.
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alinln  Cisco Unified CM Administration

CISCO  k4r Cisco Unified Communications Solutions

System + CallRouting + Media Resources +  Voice Mail + Device »  Application =  User Management v  Bulk Admi

Add a new Gateway
B rex

— Select the type of gateway you would like to add:

Gateway Type Cisco 3845 [ Change Gateway type ]
Protocol * | MGCP v|
-- Mot Selected -- !

SCCP !

@ *_indicates required item.

Figure 445. MGCP

7. Click Next.

alinln  Cisco Unified CM Administration

CISCO  ror Cisco Unified Communications Solutions

System w  CallRouting » Media Resources » Voice Mall + Device v A ion »  User t »  Bulk Admir

Add a new Gateway
B e

Select the type of gateway you would like to add:
Gateway Type Cisco 3845 [ Change Gateway type ]

Protocol ®

_

@ *_ indicates required item.

Figure 446. Next
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The following screen appears.

almln  Cisco Unified CM Administration “

CISCO  k4r Cisco Unified Communications Solutions

System + CallRouting + Media Resources »  Woice Mail = Device Application =  User ~  Bulk Adminis

Gateway Configuration

LB Save

— Status

@ Status: Ready

— Gateway Details
Product Cisco 3845
Protocol TypeDeviceProtocol .DEVICE_PROTOCOL_MGCP

Domain Name™* | |

Description | |

Cisco Unified Communications Manager Group® | -- Mot Selected -- v|

— Configured Slots, VICs and Endpoints

Madule in Slot 0 | < None > V|
Madule in Slot 1 | < None > V|
Madule in Slot 2 | < None > V|
Madule in Slot 3 | < None > V|
Madule in Slot4| < None > V|

— Product Specific Configuration Layout

Global ISDN Switch Type E==E v

Switchback Timing* |Gracefu| V|

Switchback uptime-delay (min) |1D |

Switchback schedule (hh:mm) |12:DD |

Type Of DTMF Relay™® | Current GW Config V|

NET)

@ *_indicates required item.

Figure 447. Gateway Configuration
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8. Enter EURO for the EURO Global ISDN Switch Type.

ahal  Cisco Unified CM Administration

CISCO  k4r Cisco Unified Communications Solutions

System + CallRouting + Media Resources »  Woice Mail = Device Application =  User ~  Bulk Adm

Gateway Configuration

LB Save

— Status

@ Status: Ready

— Gateway Details
Product Cisco 3845
Protocol TypeDeviceProtocol .DEVICE_PROTOCOL_MGCP

Domain Name™* | |

Description | |

Cisco Unified Communications Manager Group® | -- Mot Selected -- v|

— Configured Slots, VICs and Endpoints

Madule in Slot 0 | < None > V|
Madule in Slot 1 | < None > V|
Madule in Slot 2 | < None > V|
Madule in Slot 3 | < None > V|
Madule in Slot4| < None > V|

— Product Specific Configuration Layout

?

Global ISDN Switch Type EURO v
Switchback Timing* |Gracefu| V|

Switchback uptime-delay (min) |1D |

Switchback schedule (hh:mm) |12:DD |

Type Of DTMF Relay™® | Current GW Config V|

- G

m *_indicates required item.

Figure 448. Gateway Configuration
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9. Complete the screen asindicated on the following two pages.

— Device Information

Product TypeProduct.PRODUCT_MGCP_E1_FORT
Gateway Vindaloo
Device Protocol TypeDeviceProtocol.DEVICE_PROTOCOL_DIGITAL_ACCESS_PRI
Registration Registered with Cisco Unified Communications Manager CM-Vindaloo
1P Address 172.20.221.202
End-Paint Name * 51/5U0/DS1-0@Vindaloo
Description [s1/5U0/D51-0@Vindaloo |
Device Pool¥ [Default v
Common Device Configuration | < None = v|
Call Classification* [ TypeNetworkLocation.NETWORK_LOC_DEFAULT |
NetworkLocale |< None = v|
Packet Capture Mode® |TypePac:I-cetCaptureMode.PACKET_CAP’TURE_MODE v|
Packet Capture Duration |El |
Media Resource Group List |< None = v|
Location™* |Hub_None v|
AAR Group |< None = Vl
Load Information | |
[ Transmit UTF-8 for Calling Party Name
w150 (subset)

— Multilevel Precedence and Preemption (MLPP) Information
MLFP Domain |< None = P
MLPP Indication Not available on this device
MLFFP Preemption Not available on this device

— Interface Information

PRI Protocol Type™® [ PRI EURO vl
Protocol Side® [ Typeprotocolside.PROTOCOL_SIDE_USER v
Channel Selection Order® [ TypeTrunkselectionorder. TRUNK_SEL_ORDER_BO v
Channel IE Type™® [ TypePRIChaNIE.PRI_CHAN_IE_NUMBER v
PCM Type* [TypeEncode. ENCODE_ALAW v

Delay for first restart (1/8 sec ticks)* |32 ‘

Delay between restarts (1/8 sec ticks)* |4 ‘

Inhibit restarts at PRI initialization
[ Enable status poll
[Junattended Port

— Call Routing Information - Inb d Calls
Significant Digits* |AH vl
Calling Search Space |< MNone = "l
AAR Calling Search Space | = None = "l

Prefix DN | |

— Call Routing Information - Outbound Calls
Calling Party Presentation® [ TypePresentationBit. PRESENTATION_BIT_NOT_SEL |

Calling Party Selection™ [ Typecallingrartyselection.CPS_oRIGINATOR v

Called party IE number type unknown™® [ TypeFriofNumber.PRI_OF_NUMBER_UNKNOWN v|

Calling party IE number type uﬂknown*|TypepriofNumber.PRI_OF_NUMBER_UNKNOWN v|

Called Numbering Plan® [ TypenumberingPlan. NUMBERING_PLAN_PRIVATE |»|
Calling Numbering Plan® [ TypenumberingPlan. NUMBERING_PLAN_PRIVATE |»|
Number of digits to strip® | 0 vl
Caller ID DN [ |
SMDI Base Port* [0 |

(Gateway Configuration Continued.)
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L Display IE Delivery

Redirecting Number IE Delivery - Outbound

L Redirecting Number IE Delivery - Inbound
Send Extra Leading Character in Display IE**¥

L Setup non-ISDN Progress Indicator IE Enable®* **
MCDN Channel Number Extension Bit Set to Zero®*
Send Calling Name In Facility IE
Interface Identifier Present**

Interface Identifier Value®*

Connected Line ID Presentation (QS1G Inbound Call)*

— UUIE Configuration
Passing Precedence Level Through UUIE
Security Access Level®

— Product Specific Configuration Layout

Line Coding* HDEBZ

Framing* CRC4 v
Clock* External -
Input Gain (-6..14 db)™* o

Output Attenuation (-6..14 db)* 0
Echo Cancellation Enable® Enable w

Echo Cancellation Coverage (ms)* 64 w

= [Save] [ Delete ] [ Reset]

® *_indicates required item.

® **_ applies to DMS-100 protocol only.

® *¥*¥_ applies to DMS-100 protocol and DMS-250 protocol only.
® *¥*¥¥_ may be required to force ringback from some PBXs.

® *¥HEXK_ Device reset is not required for changes to Packet Capture Mode and Packet Capture Duration.

Figure 449. Gateway Configuration
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Configuring CUCM SIP Trunk Security Profile

You must configure a SIP Trunk security profile that you will specify when you
configure SIP trunks from the Cisco Unified Communications Manager.

> Follow the steps below.

1. Open the Cisco Unified Communications Manager Administration Version
6.0(1). The following screen appears.

2. From the System menu, select Security Profile, SIP Trunk Security
Profile.

H H = . - = Ci u
aluln - Cisco Unified CM Administration Navigation ESESCiCl
cisco For Cisco Unified Communications Solutions

System ~ | Call Routing ~ Media Resources ~ Voice Mail + Device ~  Application ~  User Management »~  Bulk Adr

Server

Cisco Unified CM

Cisco Unified CM Group
Phone NTP Reference
Date/Time Group

Presence Group

Region

Device Pool

Device Mobility 3

DHCP v [nc.

LDAP 3

Location res and is subject to United States and local country laws governing import,
oes not imply third-party authority to import, export, distribute or use encryg

Physical Location ompliance with U.S. and local country laws. By using this product you agree

SRST ly with U.S. and local laws, return this product immediately.

MLPP Domain ryptographic products may be found at: http://www.cisco.com/wwl/export/c

. ntact us by sending email to export@cisco.com.
Enterprise Parameters

Service Parameters

Security Profile 4 Phone Security Profile
Application Server SIP Trunk Security Profile {*_") |
Licensing »

Figure 450. SIP Trunk Security Profile
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3. Thefollowing screen appears. Click Add New.

Cisco Unified CM Administratic

Navigation

almln  Cisco Unified CM Administration

cisco For Cisco Unified Communications Solutions

tester About
System » Call Routing = Media Resources = Voice Mail ~ Device ~ Application ~  User Management »  Bulk Administration = Help ~

Find and List SIP Trunk Security Profiles
oF Add New

SIP Trunk Security Profile

Find SIP Trunk Security Profile where | Name v | begins with |+ HFind ” Clear Filter ] E

Add Newﬁ

No active query. Please enter your search criteria using the options above.

Figure 451. Add New SIP Trunk Security Profile
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The following screen appears.

Cisco Unified CM Admini:

Navigation

almln  Cisco Unified CM Administration

cisco . P - 3 i
For Cisco Unified Communications Solutions tester

System ~ Call Routing » Media Resources ~  Voice Mail + Device ~  Application v User Management »  Bulk Administration ~

SIP Trunk Security Profile Configuration Related Links: BEE SNl

L. save

— Status
@ Status: Ready

— SIP Trunk Security Profile Information

Name* |

Description | |
Device Security Mode |Non Secure v |
Incoming Transport Type* |TCp+UDP v
Outgoing Transport Type |[Tcp v

[JEnable Digest Authentication
Nonce Validity Time (mins)* |, 00 |

X.509 Subject Name | |

Incoming Port* |5060 |

[JEnable Application Level Authorization
[ Accept Presence Subscription

[ Accept Out-of-Dialog REFER
[JAccept Unsolicited Notification
[JAccept Replaces Header

NED

@ *- indicates required item.

Figure 452. SIP Trunk Security Profile Configuration

384 This document is not to be distributed to a third party without written permission from Dialogic.



Configuring the Cisco Unified Communications Manager

4. Complete the screen as indicated below.

i Cisco Unified CM Administration Navigation K e

cisco For Cisco Unified Communications Solutions

tester About
System » Call Routing » Media Resources v Voice Mail v Device v Application v User Management v  Bulk Administration + Help »

SIP Trunk Security Profile Configuration PR B K el Back To Find/List

L. save

— Status
@ Status: Ready

— SIP Trunk Security Profile Information

Name* |Non Secure SIP Trunk Profile

Description | |
Device Security Mode |Non Secure v |
Incoming Transport Type* |TCP+UDP v |
Outgoing Transport Type | VTN N |

[JEnable Digest Authentication
Nonce Validity Time (mins)* |:-: 0 |

X.509 Subject Name | |

Incoming Port* |5060 |

[JEnable Application Level Authorization
[ Accept Presence Subscription

[ Accept Out-of-Dialog REFER
[JAccept Unsolicited Notification
[JAccept Replaces Header

NED

@ *- indicates required item.

Figure 453. SIP Trunk Security Profile Data

5. Click Save.

[JEnable Application Level Authorization
[ Accept Presence Subscription

[ Accept Out-of-Dialog REFER
[JAccept Unsolicited Notification
[JAccept Replaces Header

- (Gave)
%

@ *- indicates required item.

Figure 454. Save Configuration
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6. Click Find to display the new SIP Trunk Security Profile.

i Cisco Unified CM Administration Navigation KSRl

cisco - E - . -
For Cisco Unified Communications Solutions tester About

System ~ Call Routing » Media Resources ~ Voice Mail + Device v Application v User Management ~  Bulk Administration ~ Help

Find and List SIP Trunk Security Profiles

oP AddNew 11 SelectAll [T Clear Al ¢ Delete Selected

— Status
@ 1 records found

SIP Trunk Security Profile (1-1o0f1) Rows per Page[
Find SIP Trunk Security Profile where | Name v | begins with | v H Finq‘IH Clear Filter ] E

r Name * Description o

r Mon Secure SIP Trunk Profile Mon Secure SIP Trunk Profile authenticated by null String

[ Add New ” Select All ” Clear All ” Delete Selected ]

Figure 455. New SIP Trunk Security Profile

Note that you have to reset the trunk for the changes to take effect.
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Configuring the Trunk Between the CUCM and the Fax
Server

» Follow the steps below.

1. From the Device menu, select Trunk.

Cisco Unified CM Adrinist

alinln  Cisco Unified CM Administration
cisco

Mavigation

For Cisco Unified Communications Solutions A b

System =  Call Routing +  Media Resources = “oice Mail | Device | Application +  User Management »  Bulk Administration = Help -

CTl Route Point
Gatekeeper
Gatevvay

Phone

Cisco Unified CM Admi Trnk

{m

Ay
System version: 6.0.1.1000-37 Remote Destination

Device Settings

Zopyright @ 1999 - 2006 Cisco Systems, Inc,
3ll rights reserved,

This product contains cryptographic features and is subject to United States and local country laws governing import, export, transfer and use, Delivery of Cisco cr
aroducts does not imply third-party authority to import, export, distribute or use encryption. Importers, exporters, distributors and users are responsible for compli

and local country laws, By using this product you agree to comply with applicable laws and regulations. If you are unable to comply with U.S. and local laws, return
mmediately.,

3 summary of U.S, laws governing Cisco cryptographic products may be found at: http:Afwww . cisco.comfwwl/export/cryptotoal/starg btml,
f you require further assistance please contact us by sending email to export@cisco.com.

Figure 456. Trunk

2. From thefollowing screen, click Add New.

afnill SISUY DI L AT S LS LT
&lv Calfouting ~  Uede Rescurces v Voicellal » Device »  Appication v User Usnagerment »  Buk Adminatraton v Help

Find and List Trunks

o tew e ‘E'msmm

= Status
(@) 1 records founs
Lo i e Gl

Find Trunks where | Device Name | begins with ] =]

Select dem or enter search taxt M,

I Name Cescrigtion Calling Search Space  Device Pool  Route Pattem  Padtiion  Routs Gr

Add New EF Select All_| [_Clear All Delete Selected | [ Reset Selected

Figure 457. New Trunk
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The following screen appears.

ahal  Cisco Unified CM Administration \I

CISCO  k4r Cisco Unified Communications Solutions

System = CallRouting + Media Resources + Voice Mail v Device =  Application v  User +  Bulk Admit

Trunk Configuration
o
— Status

@ Status: Ready

— Trunk Information

Trunk Type* [ ot Selected - v
Device Protocol* | -- Not Selected -- v|
n

@ *_indicates required item.

Figure 458. Trunk Configuration

3. Select SIP Trunk for the Trunk Type. The Device Protocol defaultsto SIP.
4. Click Next.

388

This document is not to be distributed to a third party without written permission from Dialogic.



Configuring the Cisco Unified Communications Manager

5. Thefollowing screen appears. Complete the screen as indicated below.

— Device Information
Product: TypeProduct.PRODUCT_SIP_TRUNK
Device Protocol: TypeDeviceProtocol . DEVICE_PROTOCOL_SIP
Device Name *

‘s\p-Fa)cserver

Description | ‘
Device Fool* [Defautt o]
Commeon Device Configuration | < None = v‘
Call Classification® [TypenetworkLocation NETWORK_LOC_DEFAULT v
Media Resource Group List |< None > v‘
Location™* |Hub7None "
AAR Group [« none = o]
Packet Capture Mode™ | TypePacketCaptureMode. PACKET_CAPTURE_MODE v |
Packet Capture Duration [o ‘

[IMedia Termination Point Required

[ etry vides Call as Audio

[ ransmit UTF-8 for Calling Party Name
[unattended Port

r— Call Routing Information

r— Inbound Calls

Significant Digits™ |A\I v|
Connected Line I Presentation” [T, peresentationBit PRESENTATION_BIT_NOT_SEL v |
Connected Name Presentation” - [T,peresentationBit PRESENTATION_BIT_NOT_SEL v |
Calling Search Space |< None > v|
AAR Calling Search Space |< None > v|

Prefix DN | |

O0 Redirecting Diversion Header Delivery - Inbound

— Outbound Calls
Calling Party Selection® |TypeCa\\ingPartyse\ectmn.cps_omclNATon v\

Calling Line ID Pre: Fn'i“””*hwm ionBit, PRESENTATION_BIT_NOT_SEL V‘
Calling Name Pr * [ TypePresentationit PRESENTATION_BIT_NOT_5EL v
Caller ID DN | |

Caller Name | ‘

O0 Redirecting Diversion Header Delivery - Outbound

— SIP Information
Destination Address™® |1_?2.2D.221..2D |

[ Destination Address is an SRV
Destination Port® |5050 |

MTP Preferred Originating Codec*

Presence Group* |Standard Presence group V|
SIP Trunk Security Profile* | Non Secure SIP Trunk Profile V|
Rerouting Calling Search Space |< None = V|
Out-Of-Dialog Refer Calling Search Space | = Mone = V|
SUBSCRIBE Calling Search Space |< None = V|
SIP Profile*® | Standard SIP Profile V|
DTMF Signaling Method * |TypeDTMFSignaling.DTMF_BEST_EFFORT V|

= [Save] [ Delete ] [Reset] [ Add New ]

Figure 459. Trunk Configuration Data

6. Click Save.
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UUIE Configuration

DPassing Precedence Level Through UUIE
Security Access Level |

= [Sav%l] [ Delete ] [Reset] [ Add New

® *_indicates required item.

® **_ Device reset is not required for changes to Packet Capture Mode and Packet Capture Duration.

Figure 460. Save

7. Click OK.

Windows Internet Explorer

X

! E Click on the Reset button to have the changes take effect,
Figure 461. OK

8. Click Reset.

— [save] [ Delete ] [Resl?t] [ Add New

® *_indicates required item.

® **_ Device reset is not required for changes to Packet Capture Mode and Packet Capture Duration.

Figure 462. Reset
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Configuring a Route Pattern for a Trunk to the Cisco Media
Gateway

» Follow the steps below to configure aroute pattern for thetrunk.

1. Fromthe Call Routing menu, click Route/Hunt, Route Pattern.

Call Routing « | Media Resourcezs + Voice Mail v Device v  Application

[ . _
Dial Rules

3

Route Fitter
Route/Hunt L4 | Route Group
SIP Route Pattern Route List
Clazs of Control 4 | Route Pattern 5
Intercom 3 ——— @
Client Matter Codes Line Group
Forced Authorization Codes Hunt List
| Translation Pattern Hunt Pilot
Call Park

server CM-Vindaloo (Activ
Directed Call Park

Call Pickup Group

Directory Number

Meet-Me Number/Pattern
Dial Plan Installer

Route Plan Report
Transformation Pattern

Mobility Cenfiguration

Figure 463. Route Pattern
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2. Thefollowing screen appears. Click Add New.

W Pod and st Rous Patterrs Bt - B - - [ShPage - G Took » 1

alwl  Cisco Unified CM Administration
CISEO  ror Ciseo Unified Communications Solutions

System v Csificstng v WediaFesources v Vokellad v Device v  Appication =  User anagement v  Buk Admnstraton v Hep v

Find and List Route Patterns

#mm %suem iw—ﬂmu *mm
— Status
®9nmmshund
' Route Patterns (1- 9 0f 9) MWM_W__"'_
Find Route Patterns where [Patiam V[ begna mih ] | Fnd) Cienr river | (3] (=]
I Pattern Cascription Partition Route Flter Axsociated Device Copy
P 200 Houte to NextiraOne SLUSUNDS1-18Vindaloo 111
r S1S0R0RI00 Enfaiparyer L]
r 3] Route to Compaden SUSUA/DS1-08vindalog ]
r i3 Overlap Route to Nextiradne SLSUQIOS1-1gvndalog L]
r 2.6 Overlap Route to Compidea SLSU0IDS1-08Vindaloo ]
r 916503646325 L/SUIDS] -1 @vendal 1+
= HiRIlLAning SUSUQ'DS1-1gVindaloo [}
233 g | [ovectah [(Searan Dolete Selocted |

Figure 464. Add New
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3. Thefollowing screen appears.

Route Pattern Configuration
LB Save

— Status

@ Status: Ready

— Pattern Definition
Route Pattern™® | |

Route Partition |< None = v|

Description | |

Numbering Plan

Route Filter

MLPP Precedence® |TypePatternPrec:edence.PA'I'I’ERN_PRECEDENCE_D v|
Gateway/Route List* | -- Not Selected -- v| (Edit)
Route Option

® Route this pattern

© Block this pattern | TypeReleaseCauseValue. RELEASECAUSE_NO_ERROR v

Call Classification* | TypeNetworkLocation.NETWORK_LOC_OFF_NET  +|

[J allow Device Override Provide Outside Dial Tone []Allow Overlap Sending L Urgent Priority

L Regquire Forced Authorization Code
Authorization Level* |D |

L Reguire Client Matter Code

— Calling Party Transformations

Ouse Calling Party's External Phone Number Mask
Calling Party Transform Masl-c| |

Prefix Digits (Outgoing Calls) | |

Calling Line ID Presentation® |TypePresentationBit.PRESENTATION_BIT_NOT_SEL v|

Calling Name Presentation® [ TypePresentationBit.PRESENTATION_BIT_NOT_SEL v |

- Connected Party Transformations
Connected Line ID Presentation* | TypePresentationBit. PRESENTATION_BIT_NOT_SEL + |

Connected Name Presentation* |TypePresentationBit.PRESENTATION_BIT_NOT_SEL v|

- Called Party Transformations
Discard Digits

Called Party Transform Masl-c| |

Prefix Digits (Outgoing Calls) | |

- ISDN Network-Specific Facilities Information El t

Network Service Protocel |__ Not Selected -- v|

Carrier Identification Code | |

Network Service Service Parameter Name Service Parameter Value

| -- Not Selected -- - || ||

:

Figure 465. Route Pattern Configuration
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4. Complete the screen as indicated below.

Copy Ell} Add New

— Status

@ Status: Ready

— Pattern Definition
Route Pattern™® |1DDDDXX |

Route Partition |< None = v|

Description | |

Numbering Plan

Route Filter

MLPP Precedence® |TypePatternPrec:edence.PA'I'I’ERN_PRECEDENCE_D v|

Gateway/Route List* | s1/5U0/Ds1-0@ViIndaloo v (Edit)
Route Option ® Route this pattern

© Block this pattern | TypeReleaseCauseValue. RELEASECAUSE_NO_ERROR v
Call Classification* | TypeNetworkLocation.NETWORK_LOC_OFF_NET  +|

[J allow Device Override Provide Outside Dial Tone []Allow Overlap Sending L Urgent Priority

L Regquire Forced Authorization Code

Authorization Level* |D |

L Reguire Client Matter Code

— Calling Party Transformations
Ouse Calling Party's External Phone Number Mask
Calling Party Transform Masl-c| |

Prefix Digits (Outgoing Calls) | |

Calling Line ID Presentation® |TypePresentationBit.PRESENTATION_BIT_NOT_SEL v|

Calling Name Presentation® [ TypePresentationBit.PRESENTATION_BIT_NOT_SEL v |

— Calling Party Transformations
Cuse Calling Party's External Phone Mumber Mask
Calling Party Transform Maskl |

Prefix Digits (Outgoing Calls) | |

Calling Line 1D Presentation™ |TypePresentatlonBlt.PFLESENTATION_BIT_NOT_SEL v|

. P - f
Calling Name Presentation |TypePresentatlUr|Blt.PRESENTATION_BIT_NOT_SEL v|

— Connected Party Transformations
H ; * - B
Connected Line ID Presentation™ [Ty pepresentation Bit. PRESENTATION_BIT_MOT_SEL ~ |

Connected Name Presentation™ | TypePresentationBit.PRESEMTATION_BIT_MOT_SEL |

— Called Party Transformations
Discard Digits

Called Party Transform Maskl |

Prefix Digits (Outgoing Calls) | |

— ISDN Network-Specific Facilities Information
Network Service Protocol [ Not Selected —- B

Carrier Identification Code | |

Metwork Service Service Parameter Name Service Parameter Value

[ -- Mot selected -- | Il

— [save] [Delete | [Copy | [ Add New ]

Figure 466. Route Pattern Configuration Data

394 This document is not to be distributed to a third party without written permission from Dialogic.



Configuring the Cisco Unified Communications Manager

5. Click Save.
ISDN Network-Specific Facilities Information El t
Network Service Protocel | - Not Selected -- v|
Carrier Identification Code | |
Network Service Service Parameter Name Service Parameter Value
| -- Not Selected -- - || ||

— | 5a [ Delete ] [Copy] [ Add New ]

® *_indicates required item.
Figure 467. Save

6. Thefollowing appearsbecause you did not required aForced Authorization
Code. Click OK.

Windows Internet Explorer

<P The Authorization Code will not be activated,
\;/ Press O if you want ko proceed and activate it at a later time,
Press Cancel and check the Force Authorization Code checkbox if wou want to activate it now,

[ Ok ] [ Cancel

Figure 468. OK

7. Click OK.

Windows Internet Explorer

| E Any update to this Route Pattern automatically resets the associated gateway or Route Lisk
L

Figure 469. OK

8. Select Back To Find/List and click Go. Confirm that the new route pattern
appearsin thelist.
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il Cisco Unified CM Administration

CISE0 .o Cisco Unified Communications Solations

System v Calfizetng » Mo Resources ~  Veice Mal »  Device = - U =  Buk = Helo =

Find and List Route Patterns

Status

r@ 9 records found

| Route Patteens (1 - 9of 9)

Find Route Patterns whers | Pattern

I

e IERTICE I

Pattern *

bt P'GUIE'_‘I.Wiﬂf ) |E
Dasaription Bastitinn Foute Filter Azgociated Devio

51/5U0/D5] -DeVindaion

Foute to NextiraOne E1/500/05 1 -18Vindalo
Ep-faxserver

Reats 13 Compides SSRGS L 0dvindaleg

Overfap Route to NextiraOne SL/SUNDS1-1evindalon

Cverlap Route to Compides SL/SURIDSL-O@vindpicd
SU/SU0/0S1-1eYindpio

MM (ciear an ] Lﬂ;m Selactad

Figure 470. New Route Pattern
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Configuring a Route Pattern for a Trunk to the Fax Server

» Follow the steps below to configure aroute pattern for the trunk.

1. Fromthe Call Routing menu, click Route/Hunt, Route Pattern.

Call Routing « | Media Resourcezs + Voice Mail v Device v  Application

[ . _
Dial Rules

3

Route Fitter
Route/Hunt L4 | Route Group
SIP Route Pattern Route List
Clazs of Control 4 | Route Pattern 5
Intercom 3 ——— @
Client Matter Codes Line Group
Forced Authorization Codes Hunt List
| Translation Pattern Hunt Pilot
Call Park

server CM-Vindaloo (Activ
Directed Call Park

Call Pickup Group

Directory Number

Meet-Me Number/Pattern
Dial Plan Installer
Route Plan Report

Transformation Pattern

Mobility Cenfiguration

Figure 471. Route Pattern
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2. Thefollowing screen appears. Click Add New.

W Pod and st Rous Patterrs Bt - B - - [ShPage - G Took » 1

alwl  Cisco Unified CM Administration
CISEO  ror Ciseo Unified Communications Solutions

System v Csificstng v WediaFesources v Vokellad v Device v  Appication =  User anagement v  Buk Admnstraton v Hep v

Find and List Route Patterns

#mm %suem iw—ﬂmu *mm
— Status
®9nmmshund
' Route Patterns (1- 9 0f 9) MWM_W__"'_
Find Route Patterns where [Patiam V[ begna mih ] | Fnd) Cienr river | (3] (=]
I Pattern Cascription Partition Route Flter Axsociated Device Copy
P 200 Houte to NextiraOne SLUSUNDS1-18Vindaloo 111
r S1S0R0RI00 Enfaiparyer L]
r 3] Route to Compaden SUSUA/DS1-08vindalog ]
r i3 Overlap Route to Nextiradne SLSUQIOS1-1gvndalog L]
r 2.6 Overlap Route to Compidea SLSU0IDS1-08Vindaloo ]
r 916503646325 L/SUIDS] -1 @vendal 1+
= HiRIlLAning SUSUQ'DS1-1gVindaloo [}
233 g | [ovectah [(Searan Dolete Selocted |

Figure 472. Add New
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3. Complete the screen as indicated below.

— Pattern Definition
Route Pattern™®

[s1302000%% |

Route Partition |< None = v|

Description | |

Numbering Plan

Route Filter

MLPP Precedence® |TypePatternPrec:edence.PA'I'I’ERN_PRECEDENCE_D v|
Gateway/Route List* | sip-faxserver v| (Edit)

Route Option ® Route this pattern

© Block this pattern | TypeReleaseCauseValue. RELEASECAUSE_NO_ERROR v

Call Classification® | TypeNetworkLocation.NETWORK_LOC_OFF_NET  +|

[J allow Device Override Provide Outside Dial Tone []Allow Overlap Sending L Urgent Priority

L Regquire Forced Authorization Code
Authorization Level* |D |

L Reguire Client Matter Code

— Calling Party Transformations

Ouse Calling Party's External Phone Number Mask
Calling Party Transform Masl-c| |

Prefix Digits (Outgoing Calls) | |

Calling Line ID Presentation® |TypePresentationBit.PRESENTATION_BIT_NOT_SEL v|

Calling Name Presentation® [ TypePresentationBit.PRESENTATION_BIT_NOT_SEL v |

Calling Line ID Presentation® |TypePresentationBit.PRESENTATION_BIT_NOT_SEL v|

Calling Name Presentation® [ TypePresentationBit.PRESENTATION_BIT_NOT_SEL v |

— Connected Party Transformations

Connected Line ID Presentation* | TypePresentationBit. PRESENTATION_BIT_NOT_SEL + |

Connected Name Presentation* |TypePresentationBit.PRESENTATION_BIT_NOT_SEL v|

— Called Party Transformations
Discard Digits

Called Party Transform Masl-c| |

Prefix Digits (Outgoing Calls) | |

— ISDN Network-Specific Facilities Information El t
Network Service Protocel | - Not Selected -- v|
Carrier Identification Code | |
Network Service Service Parameter Name Service Parameter Value

| -- Not Selected -- - || ||

= [Save] [ Delete ] [Copv] [ Add New ]

® *_indicates required item.

Figure 473. Route Pattern Configuration Data

This document is not to be distributed to a third party without written permission from Dialogic. 399



Chapter 13: Topology: SIP - CUCM 6.0(1) - MGCP

4. Click Save.

ISDN Network-Specific Facilities Information El t
Network Service Protocel |__ Not Selected -- v|
Carrier Identification Code | |
Network Service Service Parameter Name Service F
| -- Not Selected -- - || ||
— | 5a [ Delete ] [Copy] [ Add New ]

® *_indicates required item.

Figure 474. Save

5. Thefollowing appears because you did not required a Forced Authorization
Code. Click OK.

Windows Internet Explorer

<P The Authorization Code will not be activated,
\;/ Press O if you want ko proceed and activate it at a later time,
Press Cancel and check the Force Authorization Code checkbox if wou want to activate it now,

[ Ok ] [ Cancel

Figure 475. OK

6. Click OK.

Windows Internet Explorer

| E Any update to this Route Pattern automatically resets the associated gateway or Route Lisk
L
Figure 476. OK

7. SelectBack To Find/List and click Go. Confirm that the new route pattern
appearsin thelist.
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Verifying the Configuration

The Dialogic Brooktrout Fax and Voice Diagnostic Test utility allows you to
test the configuration you completed. You can download the utility and
instructions from the technical support site.

http://www.cantata.com/support/lanfax/fax_testing_diagnostic.cfm
Thistest verifies the following:

m  SR140 Software configuration
m  Cisco Media Gateway configuration
®  Trunksand Route Patterns on the CUCM

Verifying the Fax Server Basic Configuration

Before continuing, refer to Verifying Basic Configuration - Fax Server
172.20.221.20 on page 418 to verify that the Fax Server softwareisinstalled
correctly.
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Outbound Call

» Follow the steps below to verify outbound fax traffic from the CUCM
to the gateway.

1. Open the Fax and Voice Diagnostic Test utility. The following screen
appears. Click the 2. Telephony button (press the Apply button in the
Brooktrout Configuration Tool after configuring). Click the 3.Initialize
button.

_i.. Fax and Voice Diagnostic Test for Windows : SDK 5.0.083
Action Logging  Help

Choose Functionality Board/Module DialiSend ResetfHangup
[2. Telephony] [ 3. Initialize “Dx41 V| [Current ] [Current ] [ Port Hiskory ]
Paort Status Phone number Paort Status Phone number

Mok Available 18, Mot Available %

Mok Available 19, Mot Available

2
3

4

5. Mot Available [ ] o notavalsble [ ]
6. Mot Avalable [ | 21 notavalsble [ ]
7.
5
5

Mok Available 22, Mot Available

Mok Available 23, Mot Available

11, Mot Available 26, Mok Available

12, Mot Available 27, Mot Available

09/13/2007 22:56:41 [**]  Control Proc v0.0.0 {Build 0} ~
09/13{2007 22:56:41 [**]  DSP v0.0.0 (Build 0 B
09/13/2007 22:56:41 [**] ERROR. : BfvBoardMotify {alarms): Misc error: Hardware or firmware does not have a required capability,
09/13/2007 22:56:41 [**] No board-level notifications supported, continuing ...
09/13/2007 22:56:41 [**] @ Initializing 2 channels. ..
09/13/2007 22:57:12 [00] Pausing For 2000ms before Reset,

v
Alarm State: Mo Alarm Framing: MN/A CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: MfA

Figure 477. Fax Diagnostic Test

2. Enter the destination phone number and the I P address of CUCM as shown
below.
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|_§.. Fax and Voice Diagnostic Test for Windows : SDK 5.0.083

Action Logging  Help

Choose Functionality Board/Module DialiSend ResetfHangup

V| [Current ] [Current ] [ Port History ]

(®Fax (O Yoice [2. Telephony] [ 3. Initialize “Dx41

Paort Status Phone number Paort Status

1. Mot fvailable 16. Mot fvailable
2. Nat Avaiable [ 17 Mot Avalable
3. Mokt Available 18, Mot Available
4, Mokt Available 19, Mot Available
5. Mat Avaiable [ ] o notavalsble
& Mat Avaiable [ | 21 notavalsble
7. Mokt Available 22, Mot Available
8. Mokt Available 23, Mot Available
9. Nat Avaiable [ ] 2+ notavalsble
10, Mot fvailable [ | 5 otavalsble
11, Mot Available 26, Mok Available
12, Mot Available 27, Mot Available
13. Mot fvailable [ ] . otavalsble
14, Mot fvailable [ ] 25 notavalsble
15, Mot Available l:l 30, Mok Available

Phone number

[ ]
[ ]

09/13/2007 22:35:57 [**] @DEEUG blsBostHostServiceCurrentlyInstalled = true
09/13/2007 22:35:57 [**] @DEEUG nBtnTelephPressed = 3

138:57 [**] Current directory is "Diisdk”,

138:57 [**] File btcall.cfg already exists, Using the existing file.
09/13/2007 22:38:57 [**] File callctrl.cfg already exists, Using the existing file,
09/13/2007 22:35:57 [**] @DEEUG Spawning Configkoal. ..

v

Alarm State: Mo Alarm

Framing: M/A CRC: N/A Ei-Folar Violstions: N/& Clock Slips:  NJA

Figure 478. IP Address

3. Click Current to send the test fax.
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s g
Choose Functionality Board/Module DialiSend ResetfHangup
(®Fax (O Yoice 2 Telephony] [ 3. Initialize ]Dx41 b CurreEt [Current] [Port History
Paort Status Phone number Port Status Phone number
1. Mot Available 1000000@1?2.20.221.2541 16, Mot Available
2. Mokt Available 17, Mot Available
3. Mokt Available 18, Mot Available
4, Mokt Available 19, Mot Available
5. Mokt Available 20, Mok Available
6. Mok Available 21, Mot Available
7. Mot Available 22, Mot Available
8. Mot Available 23, Mot Available
9. Mokt Available 24, Mokt Available
10, Mot Available 25, Mot Available
11, Mot Available 26, Mok Available
12, Mot Available 27, Mot Available
13, Mot Available 28, Mot Available
14, Mot Available 29, Mokt Available
15, Mot Available 30, Mot Available
09/13/2007 22:35:57 [**] @DEEUG blsBostHostServiceCurrentlyInstalled = truz A

09/13/2007 22:35:57 [**] @DEEUG nBtnTelephPressed = 3

09/13/2007 22:38:57 [**] Current. directory is "Diisdk”,

09/13/2007 22:38:57 [**] File btcall.cfg already exists, Using the existing file,
09/13/2007 22:38:57 [**] File callctrl.cfg already exists, Using the existing file,
09/13/2007 22:35:57 [**] @DEEUG Spawning Configkoal...

Figure 479. Current
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4. When Port 1[00] pauses the call is complete. Click Port History. The
following screen appears. Ensure that the outbound call was successful.

History for Channel 1 g

09/14/2007 03:11:20 Dialing 1000000@172,20,221,254 -
09/14/2007 03:11:20 Resetting Channel

09/14/2007 03:11:22 Connected,

09/14/2007 03:11:22 Fax answer tone detected,

09/14/2007 03:11:27 T Remote ID ™

09/14/2007 03:11:32 Sending Fax,

09/14/2007 03:11:42 BadLines =0

09/14/2007 03:11:42 Baud Rate = 14400 Bps

09/14/2007 03:11:42 Confirm Wal = MCF

09/14/2007 03:11:42  Duraktion = 20 seconds

09/14/2007 03:11:42 ECM =256

09/14/2007 03:11:42 Line Format = MMR

09/14/2007 03:11:42  Resolution = 200Hx200V (Fine)

09/14/2007 03:11:42 Total Lines = 2168

09/14/2007 03:11:42 Page 1:

09/14/2007 03:11:42 Pausing for 2000ms before Reset,

09/14/2007 03:11:42 Success

09/14/2007 03:11:44 Resetting Channel b

Figure 480. Outbound Call Successful
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Inbound Call

» Follow the stepsbelow to verify theinbound fax traffic from the
gateway to the CUCM.

1. Initiateacall fromthe PSTN using 519254000.

2. Watch al channels because a call should come in on one of the waiting
channels

& Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3

Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
[2. TeIephony] [ 3. Initialize “Dx41 V| [Current ] [Current ] [ Port Hiskory ]
Paort Status Phone number Part Status Phone number

T R — —

2. Waiting For IP Cal [ ] 17 watngfor P cal [ ]
3, Waiting For IP Cal [ ] 18 watingfor P cal

4, Waiting for IP Call _ 19, Waiting for IP Call

5. Waiting For IP Cal [ ] a0 watingfor P cal [ ]
& Waiting For IP Cal [ ] 2t watngforpcal [ ]
7. Waiting for IP Call 22, Waiting For IP Call

8, Waiting for IP Call 23, Waiting for IP Call

a,

i for o R —
1. wosr for o R —

11, Waiting for IP Call 26, Waiting for IP Call

12, Waiting for IP Call 27, Waiting For IP Call

. worr for o I —
. wosr for o R —
. Vasnafar e o T @ wesmrc —

09/13/2007 10:19:45 [00] Pausing For 2000ms before Reset, ~
09/13/2007 10:21:08 [02] Pausing For 2000ms before Reset, B
09/13/2007 10:22:22 [03] Pausing for 2000ms before Reset,
09/13{2007 10:23:19 [00] Pausing For 2000ms before Reset,
09/13/2007 10:34:48 [00] Pausing for 2000ms before Reset,
09/13/2007 10:38:16 [04] Pausing for 2000ms before Reset,

v
Alarm State: Mo Alarm Framing: M4 CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: MjA

Figure 481. Fax Diagnostic Test

3. Click the Phone number box on which the call came in and click the
Port History button.

& Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3

Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
[2. TeIephony] [ 3. Initialize “Dx41 V| [Current ] [Current ] [ Port History%S
Paort Status Phone number Part Status Phone number
L v fr e o . I
el LA zikima Fer TO 2l 17 LA zikima Fer TO 2l

Figure 482. Port History
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Verifying the Configuration

4. Thefollowing screen appears. Verify that the inbound call is successful.

History for Channel 2 m

09/14/2007 03:11:15 Wai.n? for 1P Call ~|
09/14/2007 03:13:45 DID 519020123 calleriD: 172.20,221.254 =
09/14/2007 03:13:49 Call answered

09/14f2007 03:13:54 R¥ Remote ID ™

09/14/2007 03:13:57 Receiving Fax,

09/14/2007 03:14:06  BadLines =0

09/14§2007 03:14:06 Baud Rate = 14400 Bps

09/14/2007 03:14:06  Confirm Yal = MCF

09/14f2007 03:14:06  Duration = 17 seconds

09/14/2007 03:14:06  ECM =256

09/14/2007 03:14:06  Line Format = MMR

09/14§2007 03:14:06 Resolution = 200H:x200% (Fine)

09/14/2007 03:14:06  Total Lines = 2168

09/14f2007 03:14:06 Page 1:

09/14/2007 03:14:06 Pausing for 2000ms before Reset,

09/14§2007 03:14:06 Success

09/14/2007 03:14:08 Resetting Channel

8 Waiting For IP Call 2 sl

Figure 483. Inbound Call Successful
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Appendix A

Verifying Basic Configuration

Introduction

Each topology in this document includes a procedure to use the Dialogic
Brooktrout GUI-based Fax and Voice Diagnostic Test Utility to verify the
configuration.

Before testing the full configuration, you should test the basic configuration of
the Fax Server which involves having the SR140 Software place a fax to itself
without accessing the Cisco network. This test verifies that the SR140 license
and the SR140 Software is correctly installed.

This chapter contains the procedures to do that and is organized by the IP
address of the Fax Server.

Note: A network protocol analyzer such as Wireshark will not capture any
packets in this back-to-back test since the packets do not go on to the
ethernet cable.
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Verifying Basic Configuration - Fax Server
172.20.214.241

» Follow the steps below to verify the basic configuration of Fax Server

172.20.214.241.
1. Enter the P address of the NIC interface card of the Fax Server and click
Current.
|E Fax and Voice Diagnostic Tiest for Windows : SDK 5.0.0B3 X
Action  Logging Help
Choose Functionality Board/Module DialiSend Reset/Hangup
[2. Telephony] [ 3. Initialize ] Oxdl w CurreTt [Current ] [ Port Hiskory ]
Paort Status Phone number Part Status Phone number
1. Waiting for IP Call 1234@172.20.214.241 16, Waiting for IP Call
2. Waiting for IP Call 17, Waiting for IP Call
3. Waiting for IP Call 18, Waiting for IP Call
4, Waiting for IP Call 19, Waiting for IP Call
5. ‘Waiting for IP Call 20, Waiting For IP Call
6, ‘Waiting for IP Call 21, Waiting for IP Call
7. Waiting for IP Call 22, Waiting For IP Call
8, Waiting for IP Call 23, Waiting for IP Call
9, Waiting for IP Call 24, ‘Waiting for IP Call
10, Waiting for IP Call 25, Waiting for IP Call
11, Waiting for IP Call 26, Waiting for IP Call
12, Waiting for IP Call 27, Waiting For IP Call
13, Waiting for IP Call 28, Waiting For IP Call
14, Waiting for IP Call 29, ‘Waiting for IP Call
15, ‘Waiting for IP Call 30, Waiting For IP Call
10{02{2007 01:02:46 [**]  Book ROM +3.1.1 (Build 500 -
10/02/2007 01:02:47 [**]  Control Proc +0.0.0 {Build 0)
10/02/2007 01:02:47 [**] D3P v0,0,0 (Buid 0
10/02/2007 01:02:47 [**] ERROR : BfvBoardrotify {alarms): Misc error: Hardware or firmware does not have a required capability,
10/02/2007 01:02:47 [**] No board-level notifications supported, continuing ...
10022007 01:02:47 [**] @ Initializing 30 channels. ..
v
Alarm State: Mo Alarm Framing: M4 CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: MjA

Figure 484. Send Fax
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Verifying Basic Configuration - Fax Server 172.20.214.241

The call comes in on another available channel of the Fax Server.

& Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3
Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
[2. Telephony] [ 3. Initialize “Dx41 V| [Current ] [Current ] [ Port Hiskory ]
Paort Status Phone number Part Status Phone number

1. Disling 1234@172.20.214.241 [iZEirazn el 16 waiting for IP Cal [ ]

2. Waiting For IP Cal [ ] 17 watngfor P cal [ ]
3. Waiting for IP Call 18, Waiting for IP Call

4, Waiting for IP Call 19, Waiting for IP Call 5

5. Waiting For IP Cal [ ] a0 watingfor P cal [ ]
& Waiting For IP Cal [ ] 2t watngforpcal [ ]
7. Waiting for IP Call 22, Waiting For IP Call

8, Waiting for IP Call 23, Waiting for IP Call

a,

i for o R —
1. wosr for o R —

11, Waiting for IP Call 26, Waiting for IP Call

12, Waiting for IP Call 27, Waiting For IP Call

. worr for o I —
. wosr for o R —
. wosr for o R

10/02/2007 01:02:46 [**]  Book ROM +3,1,1 (Build 507 -~
10/02/2007 01:02:47 [**]  Control Proc +0.0.0 {Build 0) B
10/02/2007 01:02:47 [**] D3P v0,0,0 (Buid 0

10/02/2007 01:02:47 [**] ERROR : BfvBoardrotify {alarms): Misc error: Hardware or firmware does not have a required capability,

10/02/2007 01:02:47 [**] No board-level notifications supported, continuing ...

10022007 01:02:47 [**] @ Initializing 30 channels. ..

v

Alarm State: Mo Alarm Framing: M4 CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: MjA

Figure 485. Fax Sent Back to Fax Server
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2. Select the outbound port and click Port History and verify that the call was
successful.

Board/Module DialiSend Reset/Hangup
[2. Telephony] [ 3. Initialize “Dx41 V| [Current ] [Current ] Port[ﬂistory Lo
Port Status Phone number Part Status Phone number

1. Waiting for IP Call

History for Channel 1

16, Waiting for TP Call |

|

10/02/2007 01:03:47 Call Requested
10{022007 01:03:47 Dialing 1234@172,20,214.241

10/02/2007 01:03:47 Resetting Channel

10/02/2007 01:03:51 Connected, I:'
10/02/2007 01:03:51 Fax answer tone detected, |
10{02/2007 01:03:53 T¥ Remote ID ™

10/02/2007 01:03:57 Sending Fax,
10{02/2007 01:04:04 BadLines =0

10{02/2007 01:04:04 Baud Rate = 14400 Bps = e

10/02/2007 01:04:04  Confiem Yal = MCF = |:|

10 10/02/2007 01:04:04  Duration = 13 seconds :
: 10{022007 01:04:04 ECM =256

ST T O S Ca T

11, 10/02/2007 01:04:04  Line Format = MMR,

10/02/2007 01:04:04  Resolution = 200HxZ00Y (Fine)
12, 10/02/2007 01:04:04  Total Lines = 2163

10/02/2007 01:04:04 Page 1 —_—————
13, 10/02{2007 01:04:04 Pausing For 2000ms before Reset,

S - [ ]

10/02/2007 01:02:47 [**]  DSP +0,0.0 (Build 0) ~
10/02/2007 01:02:47 [**] ERROR ; BfvBoardrotify {alarms): Misc error; Hardware or firmware does not have a required capability, g
10/02/2007 01:02:47 [**] Mo board-level notifications supported, continuing ..,

10022007 01:02:47 [**] @ Initializing 30 channels. ..

10/02/2007 01:04:04 [00] Pausing for 2000ms before Reset,

10/02{2007 01:04:04 [29] Pausing for 2000ms before Resat,

v

Alarm State; Mo Alarm Framing: M4 CRC:  NfA  Bi-Polar Yiolations:  Mfa  Clock Slips:  NfA

Figure 486. Outbound Call Successful
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Verifying Basic Configuration - Fax Server 172.20.214.241

Choose functionality

Port Status
1, Waiting for IP Call

‘Waiting For IP Call
‘Waiting For IP Call
‘Waiting For IP Call
‘Waiting For IP Call
‘Waiting For TP Call
‘Waiting For IP Call

LD S L L T T

10, Waiting For IP Call
11, Waiting for IP Call
12, Waiting for IP Call
13, Waiting for IP Call
14, Waiting for IP Call
15, Waiting for IP Call

3. Select theinbound port and click Port History. Verify that the call was
successful.

Board/Module

Dial{Send Reset/Hangup

1, Driver [2. Telephony] [ 3. Initialize: “Dx‘ﬂ V| [Current] Current PorElHistory

Phone number

| 1234@172,20.214,241 16, ‘Waiting For IP Call | |
il '
N Histary for Channel 30 %]

Paort Status Phone number

10022007 01:02:47 Waiting For IP Call

10/02/2007 01:03:47 DID: 1234 CallerID: no_from_info@anonymous.invalid |:|

10/02/2007 01:03:51 Call answered
10{02/2007 01:03:54 Rx Remote ID ™
10/02/2007 01:03:57 Receiving Fax,
10{02/2007 01:04:04 BadLines =0

10/02/2007 01:04:04  Baud Rate = 14400 Bps :I

10022007 01:04:04 Confirm Yal = MCF

10/02/2007 01:04:04  Duration = 13 seconds

10022007 01:04:04 ECM =256
10022007 01:04:04 Line Farmat = MMR,

10/02/2007 01:04:04  Resolution = 200HxZ00Y (Fine) %

10/02/2007 01:04:04  Total Lines = 2168
10/02/2007 01:04:04 Page 1:

10/02/2007 01:04:04 Pausing for 2000ms before Reset,

10/02/2007 01:04:04 Success
10/02/2007 01:04:06 Resetting Channel

-

=

10{02/2007 01:02:47 [**
10{02/2007 01:02:47 [**
10{02}2007 01:02:47 [**
10{02/2007 01:02:47 [**
10{02/2007 01:04:04 [00
10{02/2007 01:04:04 [29

DSP w0,0.0 (Build 0)

ERROR ; BfvBoardiatify (alarms): Misc error;
Mo board-level notifications supported, continuing ...

@ Initializing 30 channels..,
Pausing for 2000ms before Reset,

Pausing for 2000ms before Reset,

Hardware or firmware does not have a required capability,

Alarm State: Mo Alarm

Framing: M4 CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: MjA

Figure 487. Inbound Call Successful
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Verifying Basic Configuration - Fax Server
172.20.231.122

» Follow the steps below to verify the basic configuration of Fax Server
172.20.231.122

1. Enter the IP address of the NIC interface card of the Fax Server and click
Current.

Choose Functionality

Fax

Part Status

1. Waiting for IP Call
‘Waiting For IP Call
‘Waiting For IP Call
‘Waiting For IP Call
‘Waiting For IP Call
‘Waiting For IP Call
‘Waiting For IP Call
‘Waiting for IP Call
‘Waiting For IP Call

il GERR SO TaE o GRO

10, Waiting For IP Call
11, Waiting for IP Call
12, Waiting for IP Call
13, Waiting for IP Call
14, Waiting for IP Call
15, Waiting for IP Call

Board/Module DialiSend Reset/Hangup
1, Drivet [2. Telephony] [ 3. Initialize “Dx41 V| Currﬁt [Current ] [Port History ] Loop
Phone number Part Status Phone number

16, Waiting for IP Call
17. ‘Waiting For IP Call |

18, Waiting for IP Call

19, Waiting for IP Call

20, Waiting For IP Cal |

22, Waiting for IP Call

23, Waiting for IP Call

24, Waiting For IP Call |

25, Waiting for IP Call | |

26, Waiting for IP Call

27, Waiting for IP Call

28, Waiting for IP Cal [
30, Waiting For TP Call |

10/02/2007 00:52:00 [**]  Book ROM +3.1.1 (Build 509 A
10/02/2007 00:52;:00 [**]  Control Proc +0.0.0 (Build 0) i
10/02/2007 00:52:00 [**]  DSP +0.0.0 (Build 0}

10/02/2007 00:52:00 [**] ERROR : BfvBoardiotify {alarms): Misc error: Hardware or firmware does not have a required capability,

10/02}2007 00:52:00 [**] Mo board-level notifications supported, continuing ...

10022007 00:52:00 [**] @ Initializing 30 channels. ..

v

Alarm State: Mo Alarm Framing: MN/A CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: Mja

Figure 488. Send Fax
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Verifying Basic Configuration - Fax Server 172.20.231.122

The call comes in on another available channel of the Fax Server.

& Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3
Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
[2. Telephony] [ 3. Initialize “Dx41 V| Cu[fent [Current ] [ Port Hiskory ]
Paort Status Phone number Part Status Phone number

1. Disling 1234@172.20.231.122 [izEgiraznaEizal 16 waiting for IP Cal [ ]

2, DID: 1234 CallerID: no_from_info@anon l:l 17, Waiting For IP Call l:l
3. Waiting for IP Call 18, Waiting for IP Call

4, Waiting for IP Call 19, Waiting for IP Call

5. Waiting For IP Cal [ ] a0 watingfor P cal [ ]
& Waiting For IP Cal [ ] 2t watngforpcal [ ]
7. Waiting for IP Call 22, Waiting For IP Call

8, Waiting for IP Call 23, Waiting for IP Call

9,

i for o R —
1. wosr for o R —

11, Waiting for IP Call 26, Waiting for IP Call

12, Waiting for IP Call 27, Waiting For IP Call

. worr for o I —
. wosr for o R —
. wosr for o T @ wesmrc —

10/02/2007 00:52:00 [**]  Book ROM +3,1,1 (Build 507 -~

10/02/2007 00:52;:00 [**]  Control Proc +0.0.0 {Build 0) B

10/02/2007 00:52:00 [**] D3P +0,0,0 (Buid 01

10/02/2007 00:52:00 [**] ERROR ; BfvBoardrotify {alarms): Misc error: Hardware or firmware does not have a required capability,

10/02/2007 00:52:00 [**] No board-level notifications supported, continuing ...

10022007 00:52:00 [**] @ Initializing 30 channels. ..

v

Alarm State: Mo Alarm Framing: M4 CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: MjA

Figure 489. Fax Sent Back to Fax Server
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2. Select the outbound port and click Port History and verify that the call was
successful.

Choose Functionality Board{Module DialiSend Reset{Hangup
Fax ‘oice 1, Dijyer [2. Telephony] [ 3, Initialize: “Dx41 'V| [Current] [Current] Port Hiskory | L
Paort Status Phone number Paort Status Phone number
1, Waiting for IP Call 16, Waiting for IP Call |
Waiting Fior TP Call | | 17, waiting for IP Cal | |
Wiaiting Foflim :
il History for Channel 1 X
“Waiting F

Waiting F 10/02/2007 00:53:30 Call Requested ~ |:|
10{02/2007 00:53:30 Dialing 1234@172,20,231.122 =

Waiting F | 10/02/2007 00:53:30 Resetting Channel l:l
10/02/2007 00:53:34 Fax answer tone detected,

“Waiting F 10{02/2007 00:53:35 Connected,

10{02/2007 00:53:36 T¥ Remaote ID ™
waiting fd | 10/02/2007 00:53:41 Sending Fax,
Waiting f 10{02/2007 00:53:45 Bad Lines =0 —l
10{02/2007 00:53:45 Baud Rate = 14400 Bps -

10, Waiting f | 10/02/2007 D0:53:48  Confirm val = MCF
10/02/2007 00:53:48  Duration = 13 seconds
11, Waiting f 10{02/2007 00:53:45 ECM =256
10{02/2007 00:53:45 Line Format = MMR
12, Waiting Fdd | 10/02/2007 00:53:48  Resalution = 200Hx200% (Fine)
13, Waiting f 10{02/2007 00:53:45 Total Lines = 2168

: 10/02/2007 00:53:45 Page 1:
14, ‘Waiting f 10/02/2007 00:53:48 Pausing for 2000ms before Reset,

; 2l
15, Waiting fi - o | [ |

10/02/2007 T
10/02/2007 00:52;00 [**] ERROR ; BfvBoardhotify {alarms): Misc error: Hardware or firmware does not have a required capability,
10/02/2007 00:52:00 [**] Mo board-level notifications supported, continuing ...

10022007 00:52:00 [**] @ Initializing 30 channels. ..

10/02/2007 00:53;48 [00] Pausing For 2000ms before Reset,

10/02{2007 00:53:48 [01] Pausing for 2000ms before Reset,

DR I L A T

v

Alarm State: Mo Alarm Framing: M4 CRC:  N/A  Bi-Polar iolations:  Mf&  Clock Slips:  Nfa

Figure 490. Outbound Call Successful
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Verifying Basic Configuration - Fax Server 172.20.231.122

3. Select theinbound port and click Port History. Verify that the call was
successful.

Choose Functionality Board{Module DialiSend Reset{Hangup
Fax Yo [2. Telephony] [ 3. Initialize ]li‘ll V| [Current ] [Current ] [ Part HiEtory Lo
Port Status Phone number Paort Status Phone number

1. Waiting for IP Call .1234@1?2.20.231.122 | 16, Waiting for IP Call |
Waiting For TP Call I o |

i aitiry

2
3
4
5. Waitin 10{02/2007 00:52:00 Resetting Channel
10{02/2007 00:52:00 Waiting For IP Call
6. Waitind | 10/02/2007 00:53:30 DID: 1234 CallerID: no_from_info@anonymmous.ineyalid |
7
g
9

D

o 10{02/2007 00:53:34 Call answered

Waitind | 1 510242007 00:53:35 RX Remote ID ™

\Waitin 10/02/2007 00:53:41 Receiving Fax,

10/02{2007 00:53:48  Bad Lines =0 [ ————

. Waiting | 10/02/2007 00:53:48  Baud Rate = 14400 Bps | |
10/02{2007 0053148 Confirm Yal = MCF = ———

10, Waiting | 10/02/2007 00:53:43  Duration = 14 seconds |

0 10/02{2007 00:53:148  ECM =256

11, Wating | 1010212007 00:53:48  Line Format = MMR

12, Waitin 10/02/2007 00:53:48  Resolution = 200HxZ00Y {Fine)

10/02{2007 00:53:48  Total Lines = 2168

13, Waitind | 10/02/2007 00:53:48 Page 1: L l:l
» 10/02/2007 00:53:48 Pausing for 2000ms before Reset,
14, ‘Waltind | 10/02/2007 00:53:48 Success é

il

1000212007 00:53:50 i
15, Waitin Resetting Channel ] ’—|
Ok e s

10/02{z0 — = ~
10/02/2007 00:52:00 [**] ERROR ; BfvBoardhotify {alarms): Misc error: Hardware or firmware does not have a required capability,
10/02}2007 00:52;00 [**] Mo board-level notifications supported, continuing ...

10022007 00:52:00 [**] @ Initializing 30 channels. ..

10/02/2007 00:53:48 [00] Pausing for 2000ms before Reset,

10/02/2007 00:53:48 [01] Pausing For 2000ms before Reset,

v

Alarm State; Mo Alarm Framing: M4 CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: NfA

Figure 491. Inbound Call Successful
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Verifying Basic Configuration - Fax Server

172.20.221.20

» Follow the steps below to verify the basic configuration of Fax Server
172.20.221.20.

1. Enter the IP address of the NIC interface card of the Fax Server and click
Current.

Choose Functionality

Fax Voice

Part Status

1. Waiting for IP Call
‘Waiting For IP Call
‘Waiting For IP Call
‘Waiting For IP Call
‘Waiting For IP Call
‘Waiting For IP Call
‘Waiting For IP Call
‘Waiting for IP Call
‘Waiting For IP Call

il GERR SO TaE o GRO

10, Waiting For IP Call
11, Waiting for IP Call
12, Waiting for IP Call
13, Waiting for IP Call
14, Waiting for IP Call
15, Waiting for IP Call

Board/Module DialiSend Reset/Hangup
1 2 Telephony] [ 3. Initialize “Dx41 V| Currﬁt [Current ] [Port History ] Looping OFF
Phone number Part Status Phone number

16, Waiting for IP Call
17. ‘Waiting For IP Call |

18, Waiting for IP Call

19, Waiting for IP Call

20, Waiting For IP Cal |

22, Waiting for IP Call

23, Waiting for IP Call

24, Waiting For IP Call |
25, Waiting far IP Cal |

26, Waiting for IP Call

27, Waiting for IP Call

28, Waiting for IP Cal [
30, Waiting For TP Call |

10/02/2007 00:52:00 [**]  Book ROM +3.1.1 (Build 509 A
10/02/2007 00:52;:00 [**]  Control Proc +0.0.0 (Build 0) i
10/02/2007 00:52:00 [**]  DSP +0.0.0 (Build 0}

10/02/2007 00:52:00 [**] ERROR : BfvBoardiotify {alarms): Misc error: Hardware or firmware does not have a required capability,

10/02}2007 00:52:00 [**] Mo board-level notifications supported, continuing ...

10022007 00:52:00 [**] @ Initializing 30 channels. ..

v

Alarm State: Mo Alarm Framing: MN/A CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: Mja

Figure 492. Send Fax
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The call comes in on another available channel of the Fax Server.

& Fax and Voice Diagnostic Test for Windows : SDK 5.0.0B3
Action  Logging Help

Choose Functionality Board/Module DialiSend Reset/Hangup
[2. Telephony] [ 3. Initialize “Dx41 V| Cu[fent [Current ] [ Port Hiskory ]
Paort Status Phone number Part Status Phone number

1. Disling 1234@172.20.231.122 [izEgiraznaEizal 16 waiting for IP Cal [ ]

2, DID: 1234 CallerID: no_from_info@anon l:l 17, Waiting For IP Call l:l
3. Waiting for IP Call 18, Waiting for IP Call

4, Waiting for IP Call 19, Waiting for IP Call

5. Waiting For IP Cal [ ] a0 watingfor P cal [ ]
& Waiting For IP Cal [ ] 2t watngforpcal [ ]
7. Waiting for IP Call 22, Waiting For IP Call

8, Waiting for IP Call 23, Waiting for IP Call

9,

i for o R —
1. wosr for o R —

11, Waiting for IP Call 26, Waiting for IP Call

12, Waiting for IP Call 27, Waiting For IP Call

. worr for o I —
. wosr for o R —
. wosr for o T @ wesmrc —

10/02/2007 00:52:00 [**]  Book ROM +3,1,1 (Build 507 -~

10/02/2007 00:52;:00 [**]  Control Proc +0.0.0 {Build 0) B

10/02/2007 00:52:00 [**] D3P +0,0,0 (Buid 01

10/02/2007 00:52:00 [**] ERROR ; BfvBoardrotify {alarms): Misc error: Hardware or firmware does not have a required capability,

10/02/2007 00:52:00 [**] No board-level notifications supported, continuing ...

10022007 00:52:00 [**] @ Initializing 30 channels. ..

v

Alarm State: Mo Alarm Framing: M4 CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: MjA

Figure 493. Fax Sent Back to Fax Server
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2. Select the outbound port and click Port History and verify that the call was
successful.

Board{Module DialiSend Reset{Hangup
1, Dijyer [2. Telephony] [ 3, Initialize: “Dx41 'V| [Current] [Current] Port Hiskary | L

Paort Status Phone number Paort Status Phone number
1, Waiting for IP Call 16, Waiting for IP Call |

Waiting Fior TP Call | | 17, waiting for IP Cal | |

Wiaiting Foflim :

il History for Channel 1 X
“Waiting F

Waiting F 10/02/2007 00:53:30 Call Requested ~ |:|
10{02/2007 00:53:30 Dialing 1234@172,20,231.122 =

Waiting F | 10/02/2007 00:53:30 Resetting Channel l:l
10/02/2007 00:53:34 Fax answer tone detected,

“Waiting F 10{02/2007 00:53:35 Connected,

10{02/2007 00:53:36 T¥ Remaote ID ™
waiting fd | 10/02/2007 00:53:41 Sending Fax,
Waiting f 10{02/2007 00:53:45 Bad Lines =0 —l
10{02/2007 00:53:45 Baud Rate = 14400 Bps -

10, Waiting f | 10/02/2007 D0:53:48  Confirm val = MCF
10/02/2007 00:53:48  Duration = 13 seconds
11, Waiting f 10{02/2007 00:53:45 ECM =256
10{02/2007 00:53:45 Line Format = MMR
12, Waiting Fdd | 10/02/2007 00:53:48  Resalution = 200Hx200% (Fine)
13, Waiting f 10{02/2007 00:53:45 Total Lines = 2168

: 10/02/2007 00:53:45 Page 1:
14, ‘Waiting f 10/02/2007 00:53:48 Pausing for 2000ms before Reset,

: 2l
15, Waiting fi - o | [ |

DR I L A T

1040212007 00:
10/02/2007 T ~
10/02/2007 00:52;00 [**] ERROR ; BfvBoardhotify {alarms): Misc error: Hardware or firmware does not have a required capability, =
10/02/2007 00:52:00 [**] Mo board-level notifications supported, continuing ...
10022007 00:52:00 [**] @ Initializing 30 channels. ..
10/02/2007 00:53;48 [00] Pausing For 2000ms before Reset,
10/02{2007 00:53:48 [01] Pausing for 2000ms before Reset,
4
Alarm State: Mo Alarm Framing: M4 CRC:  N/A  Bi-Polar iolations:  Mf&  Clock Slips:  Nfa

Figure 494. Outbound Call Successful
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3. Select theinbound port and click Port History. Verify that the call was
successful.

Choose Functionality Board{Module DialiSend Reset{Hangup

Fax Yojce I [2. Telephony] [ 3. Initialize ]li‘ll V| [Current] Current Port HiEtory Loo
Port Status Phone number Paort Status Phone number
1. ‘Waiting For IP Call |_1 @172,20,231.122 | 16, waiting For IP Cal |

2, Waiting For IP Cal I o |
3. Waitingems - - .
M History for Channel 2
4. Waiir
5. \Waitind |10/02/2007 00:52:00 Resetting Channel V- |:|
10/02{2007 00:52:00 Waiting For IP Call =
6. Waitind | 10/02/2007 00:53:30 DID: 1234 CallerID: no_from_info@anonymmous.ineyalid |
o 10{02/2007 00:53:34 Call answered
7. Waitind |1 0242007 00:53:38 RX Remote ID ™
5. \Waitin 10/02/2007 00:53:41 Receiving Fax,
10/02/2007 00:53:48  Badlines =0 |
9, ‘Wating | 10/02/2007 00:53:48  Baud Rate = 14400 Bps | |
10/02/2007 O0:53:48  Confirm Yal = MCF : —_—
10, Waiting | 10/02/2007 00:53:43  Duration = 14 seconds |
| |1ojozfzo07 00:S3:48 ECM =256
11, Wating | 1010212007 00:53:48  Line Format = MMR
12, Waitin 10/02/2007 00:53:48  Resolution = 200HxZ00Y {Fine)

10022007 00:53:48 Total Lines = 2168

13, Waitind | 10/02/2007 00:53:48 Page 1: L l:l
10/02/2007 00:53:48 Pausing for 2000ms before Reset,
14, ‘Waiting | 10/02/2007 00:53:48 Success
- 10/02/2007 00:53:50 Resetting Charnel )|
15, Waitin [ﬁ |
Ok e s

10/02{z0 — = ~
10/02/2007 00:52:00 [**] ERROR ; BfvBoardhotify {alarms): Misc error: Hardware or firmware does not have a required capability,
10/02}2007 00:52;00 [**] Mo board-level notifications supported, continuing ...

10022007 00:52:00 [**] @ Initializing 30 channels. ..

10/02/2007 00:53:48 [00] Pausing for 2000ms before Reset,

10/02/2007 00:53:48 [01] Pausing For 2000ms before Reset,

v

Alarm State; Mo Alarm Framing: M4 CRC:  NfA  Bi-Polar Violations:  Mfa  Clock Slips: NfA

Figure 495. Inbound Call Successful

This document is not to be distributed to a third party without written permission from Dialogic. 421



Chapter A: Verifying Basic Configuration

422 This document is not to be distributed to a third party without written permission from Dialogic.



Appendix B
Configuration Files for
Topology: FolP Direct - H.323

Introduction

This appendix includes configuration files for the Dial ogic Brooktrout SR140
Software and the Cisco Media Gateway for atopology where the Fax Server
communicates directly with the Cisco Media Gateway.

Use these files to help you configure this topology in afaststart and slowstart
configuration.
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Faststart Configuration - SR140

This section contains the following configuration files for the SR140 Software
for afaststart configuration.

m Dbtcal.cfg

m calctl.cfg

btcall.cfg

#Filenames may contain spaces if enclosed in double quotes ("''")
bft_rcv_cap 0O
bt _cparm BT_CPARM.CFG
cabs O
call_control C:\FVD513\callctrl._cfg
#0ther sample call ctrl config files are also in samples.cfg
ced_timeout 4000
country_code 0010
ecm_enable 1
eff_pt_caps O
error_mult 40
error_thresh 3
error_enable 1
font_file ../bfv.api/fonts/ibmpcps.fz8 0
font_file ../bfv._api/fonts/ibmpcps.fz8 255
id_string
line_compression 5
max_width 0O
max_pagelist 30
restrict_res 1
subpwdsep 0
tone
v_timeout 60
width_res_behavior 1
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max_timeout O
badline_behavior 0
error_mult_rtp 200
min_length O

fax_rtp_enable 1
v34_ci_enable 1
v34_2400_baud_ctrl 1

v34 _enable 1

agc 1

dtmf_thresh 0O
dtmf_hi_to_lo_twist_idle 2
dtmf_hi_to_lo_twist_play 4
dtmf_in_to_in_ratio_idle 16
dtmf_in_to_in_ratio_play 6
dtmf_in_to _out ratio_idle 8
dtmf_in_to_out_ratio_play 2
dtmf_lo_to_hi_twist_idle 2
dtmf_lo_to_hi_twist_play 3
dtmf_min_off_idle 45
dtmf_min_off_play 45
dtmf_min_on_idle 30
dtmf_min_on_play 45

v_play _gain O
silcompr_middle 1000
record_beep_dur 500
record_beep_freq 500
silcompr_start 500
answer_dropout 255
answer_silence_history 2010
answer_spike 45
digital_answer_cp 1
max_answer_analysis 3000
max_answer_silence 1005
max_answer_voice 2010
init_answer_silence 2010
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busy dt _ct 1
line_encoding 0O

callctrl.cfg

# callctrl.cfg

#

# Sample Call Control configuration file for Boston Bfv API.

#

# This is an all-in-one file that contains examples for several

# different types of configurations. All of the configuration lines have

# been commented out. You should uncomment the lines that are

# appropriate for your configuration.

#

# NOTE: Ensure that you use an absolute path for all the parameters that accept
#  File names. For example:

#  protocol_fTile=[INSTALL_LOCATION]/config/analog_loopstart_us.lec

# where [INSTALL_LOCATION] is the location where your software is installed.
#

# For instance if the install location is C:/Brooktrout/Boston. Then

#  protocol_file=C:/Brooktrout/Boston/config/analog_loopstart_us.lec

#

# Refer to the Call Control Configuration File section in the Brooktrout Fax
# and Voice APl Programmer®s Reference Manual for more information.

1314_trace=none
1413_trace=none
api_trace=none
internal_trace=none
host_module_trace=none
ip_stack_trace=none
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# Most of the time a path should be used for this file name.
trace_TfTile=ecc.log
max_trace_files=1
max_trace_file_size=10

[host_module.1]
module_library=brkth323.d11
enabled=true

[host_module.l/t38parameters]
t38_fax_rate_management=transferredTCF
t38_fax_udp_ec=t38UDPRedundancy
rtp_ced_enable=true
t38_max_bit_rate=14400
media_renegotiate_delay_inbound=4000
media_renegotiate_delay_ outbound=-1
t38_fax_Till_bit_removal=false
t38_fax_transcoding_jbig=false
t38_fax_transcoding_mmr=false
t38_t30_fastnotify=false
t38_UDPTL_redundancy_depth_control=5
t38_UDPTL_redundancy_depth_image=2

[host_module.l/parameters]
h323 default_gateway=0.0.0.0:0
h323_el64alias=
h323 FastStart=1
h323_gatekeeper_id=
h323_gatekeeper_ip_address=0.0.0.0:0
h323_gatekeeper_ttl=0
h323_H245Stage=5
h323_h245Tunneling=1
h323_h323IDalias=
h323_local _ip_address=172.20.214.241:1720
h323_Manufacturer=Brooktrout Technology
h323_ManufacturerCode=48
h323_max_sessions=256
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h323_OlcRejectResponseTimeout=-1
h323_register=0
h323_support_alternate_gk=0
h323_t35CountryCode=181
h323_t35Extension=0
[module.41]
mode 1=SR140
virtual=1
exists=1
vb_Ffirm=C:\FVD513\fw\bostvb.dll
channels=60
[module.41/ethernet.1]
ip_interface={A3ES5EAA4-8023-4927-84FB-4A7905FE3987}:0
media_port_min=56000
media_port_max=57000
[module.41/host_cc.1]
host_module=1
number_of_channels=60
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Faststart Configuration - Cisco Gateway-Config

Use the following file to configure the Cisco Media Gateway in a faststart
configuration.

1
version 12.4
service timestamps debug datetime msec
service timestamps log datetime msec
no service password-encryption
1
hostname 3845 West
1
boot-start-marker
boot system flash:c3845-ipvoicek9-mz.124-11.T3.bin
boot-end-marker
!
logging buffered 1000000
enable secret 5 $1$MFhi$AqqpDsFe04Sb/ IkzkrcmO/
1
no aaa new-model
network-clock-participate slot 1
network-clock-select 1 E1 1/0/0
voice-card O
no dspfarm
1
voice-card 1
dspfarm
!
ip cef
ip tcp synwait-time 13
1
1
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1
no ip domain lookup
ip host CM-VENUS 172.20.214.254
ip host CM-JUPITER 172.20.33.254
ip name-server 172.20.33.254
multilink bundle-name authenticated
1
isdn switch-type primary-net5
1
!
voice call carrier capacity active
1
voice service pots
1
voice service Vvoip
fax protocol t38 Is-redundancy 2 hs-redundancy O fallback none
h323
session transport udp
sip
!
1
voice class codec 1
codec preference 1 g7llalaw
1
!
1
voice class h323 1
call start fast
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1
1
!
fax send transmitting-subscriber $s$
1
1
1
!
1
!
controller E1 1/0/0
pri-group timeslots 1-31
1
controller E1 1/0/1
pri-group timeslots 1-31
1
1
1
1
interface GigabitEthernet0/0
description $ETH-LANSSETH-SW-LAUNCH$SINTF-INFO-GE 0/0%
ip address 10.10.10.1 255.255.255.248
shutdown
duplex auto
speed auto
media-type rj45
no keepalive
1
interface GigabitEthernet0/1
ip address 172.20.33.129 255.255.255.0
duplex auto
speed auto
media-type rj45
no keepalive

This document is not to be distributed to a third party without written permission from Dialogic. 431



Appendix B: Configuration Files for Topology: FolP Direct - H.323

interface Seriall/0/0:15
no ip address
encapsulation hdlc
isdn switch-type primary-net5
isdn incoming-voice voice
no cdp enable
1
interface Seriall/0/1:15
no ip address
encapsulation hdlc
isdn switch-type primary-net5
isdn incoming-voice voice
no cdp enable
1
ip route 0.0.0.0 0.0.0.0 GigabitEthernet0/1
ip route 0.0.0.0 0.0.0.0 172.20.33.1
1
1
ip http server
ip http authentication local
no ip http secure-server
1
1
1
!
control-plane
!
1
1
voice-port 0/1/0
1
voice-port 0/1/1
1

voice-port 1/0/0:15
!
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voice-port 1/0/1:15

1

!

1

1

dial-peer cor custom

1

!

1

dial-peer voice 1000000 pots
destination-pattern 10000[012][0-9]
no digit-strip

direct-inward-dial

port 1/0/0:15

!

dial-peer voice 1100000 pots
destination-pattern 11000[012][0-9]
no digit-strip

direct-inward-dial

port 1/0/1:15

1

dial-peer voice 323241 voip
destination-pattern 323241. ..
voice-class h323 1

session target ipv4:172.20.214.241
session transport udp

codec g71lalaw

1

1

banner login

Cisco Router and Security Device Manager (SDM) is installed on this device. This
feature requires the one time use, initial credentials, of username "cisco"
with password *cisco™.
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Please change these publicly known initial credentials through SDM or 10S CLI.
Here"s the Cisco 10S command:

no username cisco
NOTE: Please add a new username to be able to launch SDM for router management.
For more information about SDM please follow the instructions in the QUICK

START GUIDE for your router or at
http://www.cisco.com/go/sdm

line con O
exec-timeout 600 O
password cisco
login
stopbits 1
line aux O
stopbits 1
line vty 0 4
exec-timeout 600 O
privilege level 15
password cisco
login
transport input telnet
line vty 5 15
privilege level 15
login local
transport input telnet
!
scheduler allocate 20000 1000
1

end
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Slowstart Configuration - SR140

This section contains the following configuration files for the SR140 Software
in aslowstart configuration.

m  Dbtcal.cfg

m calctl.cfg

btcall.cfg

#Filenames may contain spaces if enclosed in double quotes ("''")
bft_rcv_cap 0O
bt _cparm BT_CPARM.CFG
cabs O
call_control C:\FVD513\callctrl.cfg
#0ther sample call ctrl config files are also in samples.cfg
ced_timeout 4000
country_code 0010
ecm_enable 1
eff_pt_caps O
error_mult 40
error_thresh 3
error_enable 1
font_file ../bfv.api/fonts/ibmpcps.fz8 0
font_file ../bfv._api/fonts/ibmpcps.fz8 255
id_string
line_compression 5
max_width 0O
max_pagelist 30
restrict_res 1
subpwdsep 0
tone
v_timeout 60
width_res_behavior 1
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max_timeout O
badline_behavior 0
error_mult_rtp 200
min_length O

fax_rtp_enable 1
v34_ci_enable 1
v34_2400_baud_ctrl 1

v34 _enable 1

agc 1

dtmf_thresh 0O
dtmf_hi_to_lo_twist_idle 2
dtmf_hi_to_lo_twist_play 4
dtmf_in_to_in_ratio_idle 16
dtmf_in_to_in_ratio_play 6
dtmf_in_to out ratio_idle 8
dtmf_in_to_out_ratio_play 2
dtmf_lo_to_hi_twist_idle 2
demf_lo_to_hi_twist play 3
dtmf_min_off_idle 45
dtmf_min_off _play 45
dtmf_min_on_idle 30
dtmf_min_on_play 45

v_play _gain O
silcompr_middle 1000
record_beep_dur 500
record_beep_freq 500
silcompr_start 500
answer_dropout 255
answer_silence_history 2010
answer_spike 45
digital_answer_cp 1
max_answer_analysis 3000
max_answer_silence 1005
max_answer_voice 2010
init_answer_silence 2010
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busy dt _ct 1
line_encoding 0O

callctrl.cfg

# callctrl.cfg

#

# Sample Call Control configuration file for Boston Bfv API.

#

# This is an all-in-one file that contains examples for several

# different types of configurations. All of the configuration lines have

# been commented out. You should uncomment the lines that are

# appropriate for your configuration.

#

# NOTE: Ensure that you use an absolute path for all the parameters that accept
#  File names. For example:

#  protocol_file=[INSTALL_LOCATION]/config/analog_loopstart_us.lec

# where [INSTALL_LOCATION] is the location where your software is installed.
#

# For instance if the install location is C:/Brooktrout/Boston. Then

#  protocol_file=C:/Brooktrout/Boston/config/analog_loopstart_us.lec

#

# Refer to the Call Control Configuration File section in the Brooktrout Fax
# and Voice APl Programmer®s Reference Manual for more information.

1314_trace=none

1413_trace=none

api_trace=none

internal_trace=none

host_module_trace=none

ip_stack_trace=none

Most of the time a path should be used for this file name.

This document is not to be distributed to a third party without written permission from Dialogic. 437



Appendix B: Configuration Files for Topology: FolP Direct - H.323

trace_file=ecc.log
max_trace_Tfiles=1
max_trace_file_size=10

[host_module.1]
module_library=brkth323.d11
enabled=true

[host_module.l/t38parameters]
t38_fax_rate_management=transferredTCF
t38_fax_udp_ec=t38UDPRedundancy
rtp_ced_enable=true
t38_max_bit_rate=14400
media_renegotiate_delay_inbound=4000
media_renegotiate_delay_outbound=-1
t38_fax_Ffill_bit removal=false
t38_fax_transcoding_jbig=false
t38_fax_transcoding_mmr=false
t38_t30_fastnotify=false
t38_UDPTL_redundancy_depth_control=5
t38_UDPTL_redundancy_depth_image=2

[host_module.l/parameters]
h323_default_gateway=0.0.0.0:0
h323_el64alias=
h323_FastStart=0
h323_gatekeeper_id=
h323_gatekeeper_ip_address=0.0.0.0:0
h323_gatekeeper_ttl=0
h323 H245Stage=3
h323_h245Tunneling=0
h323 h3231Dalias=
h323_local _ip_address=172.20.214.241:1720
h323_Manufacturer=Brooktrout Technology
h323_ManufacturerCode=48
h323_max_sessions=256
h323_OlcRejectResponseTimeout=-1
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h323 register=0
h323_support_alternate_gk=0
h323_t35CountryCode=181
h323_t35Extension=0
[module.41]
mode 1=SR140
virtual=1
exists=1
vb_Ffirm=C:\FVD513\fw\bostvb.dll
channels=60
[module.41/ethernet.1]
ip_interface={A3E5EAA4-8023-4927-84FB-4A7905FE3987}:0
media_port_min=56000
media_port_max=57000
[module.41/host_cc.1]
host_module=1
number_of_channels=60
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Slowstart Configuration - Cisco Gateway-Config

Use the following file to configure the Cisco Media Gateway in a slowstart
configuration.

1
version 12.4
service timestamps debug datetime msec
service timestamps log datetime msec
no service password-encryption
1
hostname 3845 West
!
boot-start-marker
boot system flash:c3845-ipvoicek9-mz.124-11.T3.bin
boot-end-marker
1
logging buffered 1000000
enable secret 5 $1$MFhi$AqqpDsFe04Sb/ IkzkrecmO/
!
no aaa new-model
network-clock-participate slot 1
network-clock-select 1 E1 1/0/0
voice-card 0O
no dspfarm
1
voice-card 1
dspfarm
1
ip cef
ip tcp synwait-time 13
!
1
1
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no ip domain lookup

ip host CM-VENUS 172.20.214.254

ip host CM-JUPITER 172.20.33.254
ip name-server 172.20.33.254
multilink bundle-name authenticated
1

isdn switch-type primary-net5

!

1

voice call carrier capacity active
1

voice service pots

1

voice service Vvoip

fax protocol t38 Is-redundancy 2 hs-redundancy O fallback none
h323

session transport udp

h245 tunnel disable

sip

!

1
voice class codec 1

codec preference 1 g7llalaw

1

!

1
voice class h323 1

call start slow
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1

1

!
fax send transmitting-subscriber $s$
1

1

1

!

1

!
controller E1 1/0/0

pri-group timeslots 1-31

1
controller E1 1/0/1

pri-group timeslots 1-31

1

1

1

1

interface GigabitEthernet0/0
description $ETH-LANSSETH-SW-LAUNCHSSINTF-INFO-GE 0/0%
ip address 10.10.10.1 255.255.255.248
shutdown

duplex auto

speed auto

media-type rj45

no keepalive

1

interface GigabitEthernet0/1

ip address 172.20.33.129 255.255.255.0
duplex auto

speed auto

media-type rj45

no keepalive
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interface Seriall/0/0:15
no ip address
encapsulation hdlc
isdn switch-type primary-net5
isdn incoming-voice voice
no cdp enable
1
interface Seriall/0/1:15
no ip address
encapsulation hdlc
isdn switch-type primary-net5
isdn incoming-voice voice
no cdp enable
1
ip route 0.0.0.0 0.0.0.0 GigabitEthernet0/1
ip route 0.0.0.0 0.0.0.0 172.20.33.1
1
1
ip http server
ip http authentication local
no ip http secure-server
1
1
1
!
control-plane
!
1
1
voice-port 0/1/0
1
voice-port 0/1/1
1

voice-port 1/0/0:15
!
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voice-port 1/0/1:15

1

!

1

1

dial-peer cor custom

1

!

1

dial-peer voice 1000000 pots
destination-pattern 10000[012][0-9]
no digit-strip

direct-inward-dial

port 1/0/0:15

!

dial-peer voice 1100000 pots
destination-pattern 11000[012][0-9]
no digit-strip

direct-inward-dial

port 1/0/1:15

1

dial-peer voice 323241 voip
destination-pattern 323241. ..
voice-class h323 1

session target ipv4:172.20.214.241
session transport udp

codec g7llalaw

1

1

banner login

Cisco Router and Security Device Manager (SDM) is installed on this device. This

feature requires the one time use, initial credentials, of username "cisco"

with password '‘cisco'.
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Please change these publicly known initial credentials through SDM or 10S CLI.
Here"s the Cisco 10S command:

no username cisco
NOTE: Please add a new username to be able to launch SDM for router management.
For more information about SDM please follow the instructions in the QUICK

START GUIDE for your router or at
http://www.cisco.com/go/sdm

line con O
exec-timeout 600 O
password cisco
login
stopbits 1
line aux O
stopbits 1
line vty 0 4
exec-timeout 600 O
privilege level 15
password cisco
login
transport input telnet
line vty 5 15
privilege level 15
login local
transport input telnet
1
scheduler allocate 20000 1000
1

end
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Appendix C
Configuration Files for
Topology: FolP Direct - SIP

Introduction

This appendix includes configuration files for the Dial ogic Brooktrout SR140
and the Cisco Media Gateway for atopology where the Fax Server
communicates directly with the Cisco Media Gateway.

Use these files to help you configure this topol ogy.
SR140 Configuration Files on page 448
Cisco Gateway-Config on page 454
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SR140 Configuration Files

The two configuration files below show the configuration of the Dialogic

Brooktrout SR140 Software.
m  Dbtcal.cfg
m calctrl.cfg

btcall.cfg

#Filenames may contain spaces if enclosed in double quotes (')
bft_rcv_cap 0O
bt_cparm BT_CPARM.CFG
cabs O
call_control C:\FVD513\callctrl._cfg
#0ther sample call ctrl config files are also in samples.cfg
ced_timeout 4000
country_code 0010
ecm_enable 1
eff_pt_caps O
error_mult 40
error_thresh 3
error_enable 1
font_file ../bfv.api/fonts/ibmpcps.fz8 0
font_file ../bfv.api/fonts/ibmpcps.fz8 255
id_string
line_compression 5
max_width O
max_pagelist 30
restrict_res 1
subpwdsep 0O
tone
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v_timeout 60
width_res_behavior 1
max_timeout O
badline_behavior 0
error_mult_rtp 200
min_length O

fax_rtp_enable 1

v34 _ci_enable 1

v34_ 2400 baud_ctrl 1

v34 _enable 1

agc 1

dtmf_thresh 0
dtmf_hi_to_lo_twist_idle 2
dtmf_hi_to_lo_twist_play 4
dtmf_in_to_in_ratio_idle 16
dtmf_in_to_in_ratio_play 6
dtmf_in_to_out_ratio_idle 8
dtmf_in_to_out_ratio_play 2
dtmf_lo_to_hi_twist_idle 2
dtmf_lo_to_hi_twist_play 3
dtmf_min_off_idle 45
dtmf_min_off_play 45
dtmf_min_on_idle 30
dtmf_min_on_play 45
v_play_gain O
silcompr_middle 1000
record_beep_dur 500
record_beep_freq 500
silcompr_start 500
answer_dropout 255
answer_silence_history 2010
answer_spike 45
digital_answer_cp 1
max_answer_analysis 3000
max_answer_silence 1005
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max_answer_voice 2010
init_answer_silence 2010
busy dt_ct 1
line_encoding 0O

callctrl.cfg

# callctrl.cfg

#

# Sample Call Control configuration file for Boston Bfv API.

#

# This is an all-in-one Tile that contains examples for several

# different types of configurations. All of the configuration lines have

# been commented out. You should uncomment the lines that are

# appropriate for your configuration.

#

# NOTE: Ensure that you use an absolute path for all the parameters that accept
#  File names. For example:

#  protocol_fTile=[INSTALL_LOCATION]/config/analog_loopstart_us.lec

# where [INSTALL_LOCATION] is the location where your software is installed.
#

# For instance if the install location is C:/Brooktrout/Boston. Then

#  protocol_file=C:/Brooktrout/Boston/config/analog_loopstart_us.lec

#

# Refer to the Call Control Configuration File section in the Brooktrout Fax
# and Voice APl Programmer®s Reference Manual for more information.

1314_trace=none
1413_trace=none
api_trace=none
internal_trace=none
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host_module_trace=none
ip_stack_trace=none
# Most of the time a path should be used for this file name.
trace_TfTile=ecc.log
max_trace_Tfiles=1
max_trace_Tile_size=10

[host_module.1]
module_library=brktsip.dll
enabled=true

[host_module.l/t38parameters]
t38_fax_rate_management=transferredTCF
t38_fax_udp_ec=t38UDPRedundancy
rtp_ced_enable=true
t38 _max_bit _rate=14400
media_renegotiate_delay_inbound=4000
media_renegotiate_delay_outbound=-1
t38_fax_Till_bit_removal=false
t38_fax_transcoding_jbig=false
t38_fax_transcoding_mmr=false
t38_t30_fastnotify=Ffalse
t38_UDPTL_redundancy_depth_control=5
t38_UDPTL_redundancy_depth_image=2

[host_module.l/parameters]
sip_Contact=0.0.0.0:0
sip_default_gateway=0.0.0.0:0
sip_description_URI=
sip_email=
sip_From=Anonymous <sip:no_from_info@anonymous. invalid>
sip_Max-Forwards=70
sip_max_sessions=256
sip_phone=
sip_proxy_serverl=
sip_proxy_server2=
sip_proxy_server3=
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sip_proxy_server4=
sip_registration_interval=60
sip_registration_serverl=
sip_registration_serverl_aor=
sip_registration_serverl_expires=3600
sip_registration_serverl_password=
sip_registration_serverl_username=
sip_registration_server2=
sip_registration_server2_aor=
sip_registration_server2_expires=3600
sip_registration_server2_password=
sip_registration_server2_username=
sip_registration_server3=
sip_registration_server3_aor=
sip_registration_server3_expires=3600
sip_registration_server3_password=
sip_registration_server3_username=
sip_registration_server4=
sip_registration_server4_aor=
sip_registration_server4_expires=3600
sip_registration_server4_password=
sip_registration_server4_username=
sip_Route=
sip_session_description=
sip_session_hame=no_session_name
sip_username=-

[module.41]
mode 1=SR140
virtual=1
exists=1
vb_Ffirm=C:\FVD513\fw\bostvb.dll
channels=60

[module.41/ethernet.1]
ip_interface={A3E5EAA4-8023-4927-84FB-4A7905FE3987}:0
media_port_min=56000
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media_port_max=57000
[module.41/host_cc.1]

host _module=1

number_of_channels=60
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Cisco Gateway-Config

1
version 12.4
service timestamps debug datetime msec
service timestamps log datetime msec
no service password-encryption
1
hostname 3845 West
1
boot-start-marker
boot system flash:c3845-ipvoicek9-mz.124-11.T3.bin
boot-end-marker
1
logging buffered 1000000
enable secret 5 $1$MFhi$AqqpDsFe04Sb/ IkzkrcmO/
1
no aaa new-model
network-clock-participate slot 1
network-clock-select 1 E1 1/0/0
voice-card O
no dspfarm
!
voice-card 1
dspfarm
1
ip cef
ip tcp synwait-time 13
1
!
1
1

no ip domain lookup
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ip host CM-VENUS 172.20.214.254
ip host CM-JUPITER 172.20.33.254
ip name-server 172.20.33.254
multilink bundle-name authenticated
1
isdn switch-type primary-netb
1
!
voice call carrier capacity active
!
voice service pots
1
voice service voip
fax protocol t38 Is-redundancy 2 hs-redundancy 0 fallback none
sip
1
1
voice class codec 1
codec preference 1 g7llalaw
!
1
1
fax send transmitting-subscriber $s$
1
!
1
!
1
1
controller E1 1/0/0
pri-group timeslots 1-31
!
controller E1 1/0/1

pri-group timeslots 1-31
!
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1

1

!

interface GigabitEthernet0/0
description $ETH-LANSSETH-SW-LAUNCHS$SINTF-INFO-GE 0/0%
ip address 10.10.10.1 255.255.255.248
shutdown

duplex auto

speed auto

media-type rj45

no keepalive

1

interface GigabitEthernet0/1

ip address 172.20.33.129 255.255.255.0
duplex auto

speed auto

media-type rj45

no keepalive

1

interface Seriall/0/0:15

no ip address

encapsulation hdlc

isdn switch-type primary-net5

isdn incoming-voice voice

no cdp enable
1
interface Seriall/0/1:15

no ip address

encapsulation hdlc

isdn switch-type primary-net5

isdn incoming-voice voice

no cdp enable
1
ip route 0.0.0.0 0.0.0.0 GigabitEthernet0/1
ip route 0.0.0.0 0.0.0.0 172.20.33.1
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1

1

ip http server

ip http authentication local
no ip http secure-server
1

1

!

1

control-plane

1

1

1

voice-port 0/1/0

!

voice-port 0/1/1

1

voice-port 1/0/0:15

1

voice-port 1/0/1:15

1

1

1

1

dial-peer cor custom

1

!

1

dial-peer voice 1000000 pots
destination-pattern 10000[012][0-9]
no digit-strip
direct-inward-dial

port 1/0/0:15

dial-peer voice 1100000 pots
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destination-pattern 11000[012][0-9]
no digit-strip
direct-inward-dial
port 1/0/1:15
1
dial-peer voice 519241 voip
destination-pattern 519241. ..
session protocol sipv2
session target ipv4:172.20.214.241
session transport udp
codec g71lalaw
1
1
banner login
Cisco Router and Security Device Manager (SDM) is installed on this device. This
feature requires the one time use, initial credentials, of username "cisco"
with password 'cisco™.

Please change these publicly known initial credentials through SDM or 10S CLI.
Here®"s the Cisco 10S command:

no username cisco

NOTE: Please add a new username to be able to launch SDM for router management.

For more information about SDM please follow the instructions in the QUICK

START GUIDE for your router or at
http://www.cisco.com/go/sdm

line con O
exec-timeout 600 O
password cisco
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login

stopbits 1

line aux O

stopbits 1

line vty 0 4
exec-timeout 600 O
privilege level 15
password cisco

login

transport input telnet
line vty 5 15

privilege level 15
login local

transport input telnet
!
scheduler allocate 20000 1000
1

end

This document is not to be distributed to a third party without written permission from Dialogic. 459



Appendix C: Configuration Files for Topology: FolP Direct - SIP

460 This document is not to be distributed to a third party without written permission from Dialogic.



Appendix D
Configuration Files for
Topology: I0S Gatekeeper - H.323

Introduction

This appendix includes configuration files for the Dialogic Brooktrout TR1034
board and the Cisco Media Gateway where both are provisioned to use an
H.323 Gatekeeper.

Use these files to help you configure this topol ogy.

m  TR1034 Configuration Files on page 462
m  Sartup-Config (Gatekeeper PV2821) on page 467
m  Sartup-Config (Gateway PV3845) on page 472
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TR1034 Configuration Files

btcall.cfg

The two configuration files below show the configuration of the Dialogic
Brooktrout TR1034 fax board.

m  Dbtcal.cfg
m calctrl.cfg

#Filenames may contain spaces it enclosed in double quotes (")

bft_rcv_cap 0O

bt _cparm BT_CPARM.CFG

cabs 0O

call_control C:\FVD513\callctrl.cfg
#0ther sample call ctrl config files are also in samples.cfg

ced_timeout 4000
country_code 0010
ecm_enable 1
eff_pt_caps O
error_mult 40
error_thresh 3
error_enable 1

font_file ../bfv.api/fonts/ibmpcps.fz8 0
font_Ffile ../bfv._api/fonts/ibmpcps.fz8 255

id_string
line_compression 5
max_width O
max_pagelist 30
restrict_res 1
subpwdsep 0

tone

v_timeout 60
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width_res_behavior 1
max_timeout O
badline_behavior 0
error_mult_rtp 200
min_length O

fax_rtp_enable 1

v34 _ci_enable 1

v34 2400 baud ctrl 1
v34_enable 1

agc 1

dtmf_thresh 0O
dtmf_hi_to_lo_twist_idle 2
dtmf_hi_to_lo_twist_play 4
dtmf_in_to_in_ratio_idle 16
dtmf_in_to_in_ratio_play 6
dtmf_in_to_out_ratio_idle 8
dtmf_in_to_out_ratio_play 2
dtmf_lo_to_hi_twist_idle 2
dtmf_lo_to_hi_twist_play 3
dtmf_min_off _idle 45
dtmf_min_off_play 45
dtmf_min_on_idle 30
dtmf_min_on_play 45
v_play_gain 0O
silcompr_middle 1000
record_beep_dur 500
record_beep_freq 500
silcompr_start 500
answer_dropout 255
answer_silence_history 2010
answer_spike 45
digital_answer_cp 1
max_answer_analysis 3000
max_answer_silence 1005
max_answer_voice 2010
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init_answer_silence 2010
busy dt ct 1
line_encoding 0O

callctrl.cfg

api_trace=none
host_module_trace=none
internal_trace=none
ip_stack_trace=basic
1314_trace=none
1413_trace=none
max_trace_Tfiles=1
max_trace_Tile_size=10
trace_Tfile=ecc.log
[host_module.1]
module_library=brkth323.d11
enabled=true
[host_module.l/t38parameters]
t38_fax_rate_management=transferredTCF
t38_fax_udp_ec=t38UDPRedundancy
rtp_ced_enable=true
t38 _max_bit _rate=14400
media_renegotiate_delay_inbound=4000
media_renegotiate_delay_outbound=-1
t38_fax_Till_bit_removal=false
t38_fax_transcoding_jbig=false
t38_fax_transcoding_mmr=false
t38_t30_fastnotify=Ffalse
t38_UDPTL_redundancy_depth_control=5
t38_UDPTL_redundancy_depth_image=2
[host_module.l/parameters]
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h323 default_gateway=0.0.0.0:0

h323_el64alias=323119000

h323_gatekeeper_id=pv2821

h323_gatekeeper_ip_address=0.0.0.0:0

h323_gatekeeper_ttl1=240

h323_h323I1Dal ias=faxserver

h323_local_ip_address=10.128.53.119

h323_Manufacturer=Brooktrout Technology

h323_ManufacturerCode=48

h323 max_sessions=256

h323 register=1

h323_support_alternate_gk=0

h323_t35CountryCode=181

h323_t35Extension=0

h323 FastStart=0

h323 H245Stage=3

h323_h245Tunneling=0

h323_OlcRejectResponseTimeout=-1
[module.2]

mode 1=TR1034+P24V24FH-T1-1N

exists=1

cc_type=1

channels=24

set_api=bfv

auto_connect=true

pcm_law=mulaw

static_ring_detect_enable=true
[module.2/clock_config]

clock_mode=master

clock_source=internal

clock_compatibility=none

bus_speed=2

master_ref_fallback=disabled

master_drive=clock_a
[module.2/ethernet.1]
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dhcp=disabled
ip_address=10.128.53.20
ip_netmask=255.255.252.0
ip_gateway=10.128.52.254
ip_broadcast=10.128.53.255
media_port_min=56000
media_port_max=57000
ethernet_speed=auto
ethernet_duplex=half
ethernet_flow_control=auto
ip_arp_timeout=10
[modulle.2/port.1]
port_config=inactive
[modulle.2/host_cc.1]
host _module=1
number_of_channels=24
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Startup-Config (Gatekeeper PV2821)

1 Last configuration change at 09:39:20 PST Mon Sep 24 2007
1 NVRAM config last updated at 13:38:15 PST Mon Sep 24 2007

1

version 12.4

service timestamps debug datetime msec
service timestamps log datetime msec
no service password-encryption

!

hostname pv2821

1

boot-start-marker

boot-end-marker

!

card type t1 11

no logging buffered

no logging console

enable password XxXxXXXx

1

no aaa new-model

clock timezone PST -8

no network-clock-participate slot 1

ip cef

ip domain list brooktrout.com
ip domain name brooktrout.com
ip name-server 10.128.48.45
ip name-server 10.128.40.79
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isdn switch-type primary-4ess
1
voice-card O

no dspfarm

1
voice-card 1

no dspfarm

!

1

!
voice service pots

1
voice service Vvoip

fax protocol t38 Is-redundancy 2 hs-redundancy 0 fallback none
h323

session transport udp

h245 tunnel disable

sip

1

!
voice class codec 1

codec preference 1 g7llulaw
1

1

!
voice class h323 1

call start slow

username tester privilege 15 secret 5 XXXXXXXXXXXXXXXXXKXXKIXXXXXXX
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1
1
controller T1 1/0
shutdown
framing esf
clock source internal
linecode b8zs
cablelength short 133
dsO-group O timeslots 1-24 type e&m-wink-start dtmf dnis
description "Cisco drives the clock™”
1
controller T1 1/1
shutdown
framing esf
clock source internal
linecode b8zs
cablelength short 133
dsO-group O timeslots 1-24 type e&m-wink-start dtmf dnis
description "Cisco drives the clock™

1

1

1

interface GigabitEthernet0/0
ip address 10.128.52.6 255.255.252.0
duplex auto

speed auto

no keepalive

no cdp enable

1

interface GigabitEthernet0/1
no ip address

shutdown

duplex auto

speed auto
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no keepalive

ip default-gateway 10.128.52.254

no ip classless

ip route 0.0.0.0 0.0.0.0 10.128.52.254

ip route 10.128.30.0 255.255.255.0 10.128.52.254
ip route 10.128.53.0 255.255.255.0 10.128.52.254
ip route 10.128.54.0 255.255.255.0 10.128.52.254

ip http server
ip http authentication local
ip http timeout-policy idle 5 life 86400 requests 10000

snmp-server community public RO
!

1

1

control-plane

1

!

1

voice-port 1/0:0
shutdown

1

voice-port 1/1:0
shutdown

1

1
!
gatekeeper
zone local pv2821 cantata.com
no shutdown
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banner login

line con O

login local

stopbits 1

line aux O

stopbits 1

line vty 0 4

privilege level 15
password XXXXXX

login

transport input telnet
line vty 5 15

privilege level 15

login local

transport input telnet

1
scheduler allocate 20000 1000
ntp clock-period 17180216
ntp server 10.128.30.1

1

end
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Startup-Config (Gateway PV3845)

1

version 12.4

service timestamps debug datetime msec
service timestamps log datetime msec
no service password-encryption

1

hostname pv3845

1

boot-start-marker

boot system flash flash:c3845-ipvoice_ivs-mz.124-11.T1l.bin
boot-end-marker

1

card type t1 11

card type t1 2 1

no logging buffered

no logging console

enable password XXXXXx

1

no aaa new-model

clock timezone PST -8

no network-clock-participate slot 1
no network-clock-participate slot 2
ip cef

1

ip domain list brooktrout.com

ip domain name brooktrout.com

ip name-server 208.242.16.45
multilink bundle-name authenticated
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1
voice-card 0
no dspfarm
1
voice-card 1
no dspfarm
1
voice-card 2
no dspfarm
!
1
1
1
voice service Vvoip
allow-connections h323 to h323
fax protocol t38 Is-redundancy 2 hs-redundancy O fallback none
h323
session transport udp
h245 tunnel disable
sip
1
1
1
voice class codec 1
codec preference 1 g7llulaw
1
!
1
voice class h323 1
call start slow
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1

1

username tester privilege 15 secret 5 $1$H1wI$PI10gFvQgJ4a9RFjsDO7n0
1

!

controller T1 1/0

framing esf

clock source internal

linecode b8zs

cablelength short 133

dsO-group O timeslots 1-24 type e&m-wink-start dtmf dnis
description "Cisco drives the clock"

1
controller T1 1/1

framing esf

clock source internal

linecode b8zs

cablelength short 133

dsO-group O timeslots 1-24 type e&m-wink-start dtmf dnis
description "Cisco drives the clock™”

1
controller T1 2/0

framing esf

clock source internal

linecode b8zs

cablelength short 133

dsO-group O timeslots 1-24 type e&m-wink-start dtmf dnis
description Cisco drives the clock

controller T1 2/1
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framing esf

clock source internal

linecode b8zs

cablelength short 133

dsO-group O timeslots 1-24 type e&m-wink-start dtmf dnis
description Cisco drives the clock

!

1

!

interface GigabitEthernet0/0

description $ETH-LANSSETH-SW-LAUNCHS$SINTF-INFO-GE 0/0%
ip address 10.128.52.4 255.255.252.0

duplex auto

speed auto

media-type rj45

no keepalive

no cdp enable

h323-gateway voip interface

h323-gateway voip id pv2821 ipaddr 10.128.52.6 1719
h323-gateway voip h323-id pv3845@cantata.com
1

interface GigabitEthernet0/1

no ip address

shutdown

duplex auto

speed auto

media-type rj45

no keepalive

ip default-gateway 10.128.52.254

no ip classless

ip route 0.0.0.0 0.0.0.0 10.128.52.254

ip route 10.128.30.0 255.255.255.0 10.128.52.254
ip route 10.128.53.0 255.255.255.0 10.128.52.254
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1

1

ip http server

ip http authentication local

ip http timeout-policy idle 5 life 86400 requests 10000
1

snmp-server community public RO
!

1

!

control-plane

1

1

1

voice-port 1/0:0

1

voice-port 1/1:0

1

voice-port 2/0:0

!

voice-port 2/1:0

1

1

1

!

1

dial-peer voice 1000000 pots
destination-pattern 10000[01][0-9]
no digit-strip
direct-inward-dial

port 1/0:0

!

dial-peer voice 1000001 pots
destination-pattern 10000[2][0-3]
no digit-strip
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direct-inward-dial

port 1/0:0

!
dial-peer voice 323119 voip
destination-pattern 323119...
session target ras

codec g7l1lulaw

!

1
gateway

timer receive-rtp 1200

1

1
gatekeeper

shutdown

1

banner login

line con O

login local
stopbits 1

line aux O

stopbits 1

line vty 0 4
privilege level 15
password XXXXXX
login

transport input telnet
line vty 5 15
privilege level 15
login local
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transport input telnet

!

scheduler allocate 20000 1000
ntp clock-period 17179696
ntp server 204.176.205.6

1

end
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Appendix E
Configuration Files for
Topology: H.323 - CCM 4.2(3) - H.323

Introduction

This appendix includes configuration files for the Dial ogic Brooktrout SR140
and the Cisco Media Gateway. Use these files to configure these systems.

SR140 Configuration Files on page 480
Cisco Gateway-Config on page 485
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SR140 Configuration Files

The two configuration files below show the configuration of the Dialogic

Brooktrout SR140 Software.
m  Dbtcal.cfg
m  CadlCtrl.cfg

btcall.cfg

#Filenames may contain spaces if enclosed in double quotes ("''")

bft_rcv_cap 0O

bt _cparm BT_CPARM.CFG

cabs O

call_control C:\FVD513\callctrl._cfg

#0ther sample call ctrl config files are also in samples.cfg

ced_timeout 4000

country_code 0010

ecm_enable 1

eff_pt_caps O

error_mult 40

error_thresh 3

error_enable 1

font_file ../bfv.api/fonts/ibmpcps.fz8 0
font_file ../bfv._api/fonts/ibmpcps.fz8 255
id_string

line_compression 5

max_width 0O

max_pagelist 30

restrict_res 1

subpwdsep 0

tone

v_timeout 60

width_res_behavior 1
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max_timeout O
badline_behavior 0
error_mult_rtp 200
min_length O

fax_rtp_enable 1
v34_ci_enable 1
v34_2400_baud_ctrl 1

v34 _enable 1

agc 1

dtmf_thresh 0O
dtmf_hi_to_lo_twist_idle 2
dtmf_hi_to_lo_twist_play 4
dtmf_in_to_in_ratio_idle 16
dtmf_in_to_in_ratio_play 6
dtmf_in_to out ratio_idle 8
dtmf_in_to_out_ratio_play 2
dtmf_lo_to_hi_twist_idle 2
demf_lo_to_hi_twist play 3
dtmf_min_off_idle 45
dtmf_min_off _play 45
dtmf_min_on_idle 30
dtmf_min_on_play 45

v_play _gain O
silcompr_middle 1000
record_beep_dur 500
record_beep_freq 500
silcompr_start 500
answer_dropout 255
answer_silence_history 2010
answer_spike 45
digital_answer_cp 1
max_answer_analysis 3000
max_answer_silence 1005
max_answer_voice 2010
init_answer_silence 2010

This document is not to be distributed to a third party without written permission from Dialogic. 481



Appendix E: Configuration Files for Topology: H.323 - CCM 4.2(3) - H.323

busy dt _ct 1
line_encoding 0O

callctrl.cfg

# callctrl.cfg

H OH OHF OF OHE OH OH OH OH OH OHF O HEHEOHE H OH K

Sample Call Control configuration Ffile for Boston Bfv API.

This is an all-in-one file that contains examples for several

different types of configurations. All of the configuration lines have
been commented out. You should uncomment the lines that are
appropriate for your configuration.

NOTE: Ensure that you use an absolute path for all the parameters that accept
file names. For example:
protocol_File=[INSTALL_LOCATION]/config/analog_loopstart_us.lec
where [INSTALL_LOCATION] is the location where your software is installed.

For instance if the install location is C:/Brooktrout/Boston. Then
protocol_file=C:/Brooktrout/Boston/config/analog_loopstart_us.lec

Refer to the Call Control Configuration File section in the Brooktrout Fax
and Voice APl Programmer®s Reference Manual for more information.

1314_trace=none
1413_trace=none
api_trace=none
internal_trace=none
host _module_trace=none
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ip_stack_trace=none
# Most of the time a path should be used for this file name.
trace_Tfile=ecc.log
max_trace_Tfiles=1
max_trace_file_size=10

[host_module.2]
module_library=brkth323.d11
enabled=true

[host_module.2/t38parameters]
t38_fax_rate_management=transferredTCF
t38_fax_udp_ec=t38UDPRedundancy
rtp_ced_enable=true
t38_max_bit_rate=14400
media_renegotiate_delay_inbound=4000
media_renegotiate_delay_outbound=-1
t38_fax_Fill_bit_removal=false
t38_fax_transcoding_jbig=false
t38_fax_transcoding_mmr=false
t38_t30_fastnotify=Ffalse
t38_UDPTL_redundancy_depth_control=5
t38_UDPTL_redundancy_depth_image=2

[host_module.2/parameters]
h323_default_gateway=0.0.0.0:0
h323 el64alias=
h323_FastStart=0
h323_gatekeeper_id=
h323_gatekeeper_ip_address=0.0.0.0:0
h323_gatekeeper_ttl=0
h323 H245Stage=3
h323_h245Tunneling=0
h323_h3231Dalias=
h323_local _ip_address=172.20.231.122.1720
h323_Manufacturer=Brooktrout Technology
h323_ManufacturerCode=48
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h323_max_sessions=256
h323_OlcRejectResponseTimeout=-1
h323_register=0
h323_support_alternate_gk=0
h323_t35CountryCode=181
h323_t35Extension=0
[module.41]
mode 1=SR140
virtual=1
exists=1
vb_Firm=C:\FVD513\fw\bostvb.dl1l
channels=60
[module.41/ethernet.1]
ip_interface={A3ESEAA4-8023-4927-84FB-4A7905FE3987}:0
media_port_min=56000
media_port_max=57000
[module.41/host_cc.1]
host_module=2
number_of_channels=60
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Cisco Gateway-Config

1
version 12.4
service timestamps debug datetime msec
service timestamps log datetime msec
no service password-encryption
1
hostname 3745B4 _E1
1
boot-start-marker
boot system flash:c3745-ipvoicek9-mz.124-11.T3.bin
boot system flash:c3745-ipvoice-mz.124-3.bin
boot-end-marker
1
logging buffered 1000000
enable password cisco
!
no aaa new-model
no network-clock-participate slot 1
no network-clock-participate slot 2
voice-card 1
dspfarm
1
voice-card 2
dspfarm
1
ip cef
ip tcp synwait-time 13
!
1
no ip dhcp use vrf connected
ip dhcp excluded-address 192.168.10.0 192.168.10.60
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ip dhcp excluded-address 192.168.11.0 192.168.11.10
1
ip dhcp pool hg-pool-phones

network 192.168.10.0 255.255.255.0

option 150 ip 192.168.10.50

default-router 192.168.10.1

ip dhcp pool hg-pool-data
network 192.168.11.0 255.255.255.0
default-router 192.168.11.1

no ip domain lookup
ip host whiz 171.69.1.162
ip host dirt 171.69.1.129
ip host danube 171.69.17.14
ip host CM-VINDALOO 172.20.221.254
ip host CM-Pluto 172.20.238.254
ip host CM-MADRAS 172.20.237.254
ip host CM-MARS 172.20.231.254
ip name-server 172.20.221.254
ip name-server 172.20.238.254
ip name-server 172.20.237.254
ip dhcp-server 192.168.10.1
multilink bundle-name authenticated
isdn switch-type primary-netb
!
1
voice call carrier capacity active
1
voice service pots
!
voice service Vvoip
fax protocol t38 Is-redundancy 2 hs-redundancy 0 fallback none
h323
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session transport udp
h245 tunnel disable
sip
1
1
voice class codec 1
codec preference 1 g7llalaw
!
1
!
voice class h323 1
call start slow

1

!

1

controller E1 2/0
pri-group timeslots 1-31

1

controller E1 2/1
pri-group timeslots 1-31

1
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1

1

interface FastEthernet0/0

ip address 172.20.221.200 255.255.255.0
duplex auto

speed auto

1

interface FastEthernet0/0.10
encapsulation dotlQ 10

!

interface FastEthernet0/0.11
encapsulation dotlQ 11

ip address 192.168.11.1 255.255.255.0
1

interface FastEthernet0/1

no ip address

shutdown

duplex auto

speed auto
!
interface Serial2/0:15

no ip address

encapsulation hdlc

isdn switch-type primary-net5
isdn incoming-voice voice
isdn bchan-number-order ascending
no cdp enable
1
interface Serial2/1:15

no ip address

encapsulation hdlc

isdn switch-type primary-net5
isdn incoming-voice voice

no cdp enable
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ip route 0.0.0.0 0.0.0.0 FastEthernet0/0
ip route 0.0.0.0 0.0.0.0 172.20.221.1
!

ip http server

no ip http secure-server

1

dialer-list 1 protocol ip permit

!

1

!

control-plane

1

1

1

voice-port 2/0:15

1

voice-port 2/1:15

1

1

mgcp package-capability res-package
mgcp package-capability fxr-package
no mgcp timer receive-rtcp

1

1

dial-peer cor custom

1

!

1

dial-peer voice 323254 voip
destination-pattern 323254. _.
voice-class h323 1

session target ipv4:172.20.231.254
session transport udp

codec g7llalaw
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dial-peer voice 1000000 pots
destination-pattern 10000[012][0-9]
no digit-strip
direct-inward-dial

port 2/0:15

1

1

!

line con O

exec-timeout 600 O

password cisco

login

stopbits 1

line aux O

line vty 0 4

exec-timeout 600 O

password cisco

login
1
!

end
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Configuration Files for
Topology: H.323 - CCM 4.2(3) - MGCP

Introduction

This appendix includes configuration files for the Dial ogic Brooktrout SR140
and the Cisco Media Gateway. Use these files to configure these systems.

SR140 Configuration Files on page 492
Cisco Gateway-Config on page 499
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The two configuration files below show the configuration of the Dialogic
Brooktrout SR140 Software.

m  Dbtcal.cfg
m calctrl.cfg
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btcall.cfg

#Filenames may contain spaces if enclosed in double quotes (*''")
bft_rcv_cap 0O
bt_cparm BT_CPARM.CFG
cabs O
call_control C:\FVD513\callctrl.cfg
#0ther sample call ctrl config files are also in samples.cfg
ced_timeout 4000
country_code 0010
ecm_enable 1
eff_pt_caps O
error_mult 40
error_thresh 3
error_enable 1
font_file ../bfv._api/fonts/ibmpcps.fz8 0
font_file ../bfv.api/fonts/ibmpcps.fz8 255
id_string
line_compression 5
max_width 0O
max_pagelist 30
restrict_res 1
subpwdsep 0O
tone
v_timeout 60
width_res_behavior 1
max_timeout O
badline_behavior 0O
error_mult_rtp 200
min_length O
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fax_rtp_enable 1

v34 _ci_enable 1

v34 2400 baud ctrl 1
v34_enable 1

agc 1

dtmf_thresh 0O
dtmf_hi_to_lo_twist_idle 2
dtmf_hi_to_lo_twist play 4
dtmf_in_to_in_ratio_idle 16
dtmf_in_to_in_ratio_play 6
dtmf_in_to _out_ratio_idle 8
dtmf_in_to_out_ratio_play 2
dtmf_lo_to hi_twist _idle 2
dtmf_lo_to_hi_twist_play 3
dtmf _min_off _idle 45
demf_min_off_play 45
dtmf_min_on_idle 30
demf_min_on_play 45
v_play_gain 0O
silcompr_middle 1000
record_beep_dur 500
record_beep_freq 500
silcompr_start 500
answer_dropout 255
answer_silence_history 2010
answer_spike 45
digital_answer_cp 1
max_answer_analysis 3000
max_answer_silence 1005
max_answer_voice 2010
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init_answer_silence 2010
busy dt ct 1
line_encoding O
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callctrl.cfg

HOHF OFE OHE OH OH OH OH OH OHF HFHEHEOHE OH OH K K K

callctrl.cfg

Sample Call Control configuration file for Boston Bfv API.

This is an all-in-one file that contains examples for several

different types of configurations. All of the configuration lines have
been commented out. You should uncomment the lines that are
appropriate for your configuration.

NOTE: Ensure that you use an absolute path for all the parameters that accept
file names. For example:
protocol_file=[INSTALL_LOCATION]/config/analog_loopstart_us.lec
where [INSTALL_LOCATION] is the location where your software is installed.

For instance if the install location is C:/Brooktrout/Boston. Then
protocol_file=C:/Brooktrout/Boston/config/analog_loopstart_us.lec

Refer to the Call Control Configuration File section in the Brooktrout Fax
and Voice APl Programmer®s Reference Manual for more information.

1314_trace=none

1413_trace=none

api_trace=none

internal_trace=none

host_module_trace=none

ip_stack_trace=none

Most of the time a path should be used for this file name.
trace_Tfile=ecc.log

max_trace_files=1

max_trace_Tfile_size=100
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[host_module.1]
module_library=brkth323.d11
enabled=true

[host_module.l/t38parameters]
t38_fax_rate_management=transferredTCF
t38_fax_udp_ec=t38UDPRedundancy
rtp_ced_enable=true
t38 _max_bit _rate=14400
media_renegotiate_delay_inbound=4000
media_renegotiate_delay_ outbound=-1
t38_fax_Till_bit_removal=false
t38_fax_transcoding_jbig=false
t38_fax_transcoding_mmr=false
t38_t30_fastnotify=Ffalse
t38_UDPTL_redundancy_depth_control=5
t38_UDPTL_redundancy_depth_image=2

[host_module.l/parameters]
h323 default_gateway=0.0.0.0:0
h323_el64alias=
h323 FastStart=0
h323_gatekeeper_id=
h323_gatekeeper_ip_address=0.0.0.0:0
h323_gatekeeper_ttl=0
h323_H245Stage=3
h323_h245Tunneling=0
h323_h323IDalias=
h323_local _ip_address=172.20.231.122:1720
h323_ Manufacturer=Brooktrout Technology
h323_ManufacturerCode=48
h323_max_sessions=256
h323_OlcRejectResponseTimeout=-1
h323_register=0
h323_support_alternate_gk=0
h323_t35CountryCode=181
h323_t35Extension=0
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[module.41]
mode 1=SR140
virtual=1
exists=1
vb_Ffirm=C:\FVD513\fw\bostvb.dll
channels=60
[module.41/ethernet.1]
ip_interface={A3E5EAA4-8023-4927-84FB-4A7905FE3987}:0
media_port_min=56000
media_port_max=57000
[module.41/host_cc.1]
host_module=2
number_of_channels=60
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Cisco Gateway-Config

3745B4_El#show ver

Cisco 10S Software, 3700 Software (C3745-1PVOICEK9-M), Version 12.4(11)T3, RELEA
SE SOFTWARE (fc4)

Technical Support: http://www.cisco.com/techsupport

Copyright (c) 1986-2007 by Cisco Systems, Inc.

Compiled Wed 11-Jul-07 20:18 by prod_rel_team

ROM: System Bootstrap, Version 12.2(8r)T2, RELEASE SOFTWARE (fcl)
ROM: Cisco 10S Software, 3700 Software (C3745-1PVOICE-M), Version 12.4(3), RELEA
SE SOFTWARE (fc2)

3745B4_E1 uptime is 18 hours, 40 minutes
System returned to ROM by reload
System image File is "flash:c3745-ipvoicek9-mz.124-11.T3.bin"

agree to comply with applicable laws and regulations. If you are unable
to comply with U.S. and local laws, return this product immediately.

A summary of U.S. laws governing Cisco cryptographic products may be found at:
http://www.cisco.com/wwl/export/crypto/tool/stqrg.html

IT you require further assistance please contact us by sending email to
export@cisco.com.

Cisco 3745 (R7000) processor (revision 2.0) with 241664K/20480K bytes of memory.
Processor board ID JMX0715L08P

R7000 CPU at 350MHz, Implementation 39, Rev 3.3, 256KB L2, 2048KB L3 Cache

2 FastEthernet interfaces

62 Serial interfaces

2 Channelized E1/PRI ports

DRAM configuration is 64 bits wide with parity disabled.

151K bytes of NVRAM.
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125184K bytes of ATA System CompactFlash (Read/Write)
62592K bytes of ATA SlotO CompactFlash (Read/Write)

Configuration register is 0Ox0

3745B4_E1# show mgcp

MGCP Admin State ACTIVE, Oper State ACTIVE - Cause Code NONE

MGCP call-agent: CM-MARS 2427 Initial protocol service is MGCP 0.1
MGCP validate call-agent source-ipaddr DISABLED

MGCP validate domain name DISABLED

MGCP block-newcalls DISABLED

MGCP send SGCP RSIP: forced/restart/graceful/disconnected DISABLED
MGCP quarantine mode discard/step

MGCP quarantine of persistent events is ENABLED

MGCP dtmf-relay voip codec all mode out-of-band

MGCP dtmf-relay for voAAL2 is SDP controlled

MGCP voip modem passthrough mode: NSE, codec: g7llulaw, redundancy: DISABLED,
MGCP voaal2 modem passthrough disabled

MGCP voip modem relay: Disabled

MGCP T.38 Named Signalling Event (NSE) response timer: 200

MGCP Network (IP/AAL2) Continuity Test timer: 200

MGCP "RTP stream loss® timer disabled

MGCP request timeout 500

MGCP maximum exponential request timeout 4000

MGCP rtp unreachable timeout 1000 action notify

MGCP gateway port: 2427, MGCP maximum waiting delay 3000

MGCP restart delay 0, MGCP vad DISABLED

MGCP rtrcac DISABLED

MGCP system resource check DISABLED

MGCP xpc-codec: DISABLED, MGCP persistent hookflash: DISABLED

MGCP persistent offhook: ENABLED, MGCP persistent onhook: DISABLED
MGCP piggyback msg ENABLED, MGCP endpoint offset DISABLED

MGCP simple-sdp ENABLED

MGCP undotted-notation DISABLED

MGCP codec type g7l1lulaw, MGCP packetization period 20
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MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP

MGCP
SGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP

JB threshold Iwm 30, MGCP JB threshold hwm 150

LAT threshold Iwm 150, MGCP LAT threshold hwm 300

PL threshold Iwm 1000, MGCP PL threshold hwm 10000

CL threshold Iwm 1000, MGCP CL threshold hwm 10000

playout mode is adaptive 60, 40, 200 in msec

Fax Playout Buffer is 300 in msec

media (RTP) dscp: ef, MGCP signaling dscp: af3l

default package: trunk-package

supported packages: gm-package dtmf-package trunk-package line-package

hs-package rtp-package atm-package ms-package dt-package
mo-package mt-package sst-package fxr-package pre-package

md-package

Digit Map matching order: shortest match

Digit Map matching order: always left-to-right

VoAAL2 ignore-Ico-codec DISABLED

T.38 Max Fax Rate is DEFAULT

T.38 Fax is ENABLED

T.38 Fax ECM is ENABLED

T.38 Fax NSF Override is DISABLED

T.38 Fax Low Speed Redundancy: O

T.38 Fax High Speed Redundancy: O

Fax relay SG3-to-G3: ENABLED

control bind :DISABLED

media bind :DISABLED

Upspeed payload type for G71lulaw: 0, G71llalaw: 8

Static payload type for G.726-16K codec

Dynamic payload type for G.726-24K codec

Dynamic payload type for G.Clear codec

Dynamic payload type for NSE is 100

Dynamic payload type for NTE is 99

rsip-range is enabled for TGCP only.

Comedia role is NONE

Comedia check media source is DISABLED

Comedia SDP force is DISABLED

Guaranteed scheduler time is DISABLED
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MGCP DNS stale threshold is 30 seconds

3745B4_E1# show run
Building configuration...

Current configuration : 3475 bytes

!

version 12.4

service timestamps debug datetime msec
service timestamps log datetime msec
no service password-encryption

!

hostname 3745B4 _E1

!

boot-start-marker

boot system flash:c3745-ipvoicek9-mz.124-11_.T3.bin
boot system flash:c3745-ipvoice-mz.124-3.bin
boot-end-marker

!

logging buffered 1000000

enable password cisco

!

no aaa new-model

no network-clock-participate slot 1

no network-clock-participate slot 2
voice-card 1

dspfarm

!
voice-card 2

dspfarm

!

ip cef

ip tcp synwait-time 13

!
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ip

ip dhcp use vrf connected
dhcp excluded-address 192.168.10.0 192.168.10.60
dhcp excluded-address 192.168.11.0 192.168.11.10

dhcp pool hg-pool-phones

network 192.168.10.0 255.255.255.0
option 150 ip 192.168.10.50
default-router 192.168.10.1

dhcp pool hg-pool-data
network 192.168.11.0 255.255.255.0
default-router 192.168.11.1

ip domain lookup

host whiz 171.69.1.162

host dirt 171.69.1.129

host danube 171.69.17.14

host CM-VINDALOO 172.20.221.254
host CM-Pluto 172.20.238.254
host CM-MADRAS 172.20.237.254
host CM-MARS 172.20.231.254
name-server 172.20.221.254
name-server 172.20.238.254
name-server 172.20.237.254
dhcp-server 192.168.10.1

multilink bundle-name authenticated

isdn switch-type primary-netb

voice call carrier capacity active

voice service pots

voice service voip
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fax protocol t38 Is-redundancy 2 hs-redundancy O fallback none
h323
session transport udp
h245 tunnel disable
sip
1
1
voice class codec 1
codec preference 1 g7llalaw
!
1
1
voice class h323 1
call start slow

1
1
1
controller E1 2/0
pri-group timeslots 1-31 service mgcp
1
controller E1 2/1
pri-group timeslots 1-31 service mgcp
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1

!

1

interface FastEthernet0/0

ip address 172.20.221.200 255.255.255.0
duplex auto

speed auto

1

interface FastEthernet0/0.10
encapsulation dotlQ 10

1

interface FastEthernet0/0.11
encapsulation dotlQ 11

ip address 192.168.11.1 255.255.255.0
1

interface FastEthernet0/1

no ip address

shutdown

duplex auto

speed auto

1

interface Serial2/0:15

no ip address

encapsulation hdlc

isdn switch-type primary-net5
isdn incoming-voice voice
isdn bind-13 ccm-manager

isdn bchan-number-order ascending
no cdp enable
1
interface Serial2/1:15

no ip address

encapsulation hdlc

isdn switch-type primary-net5

This document is not to be distributed to a third party without written permission from Dialogic.

505



Appendix F: Configuration Files for Topology: H.323 - CCM 4.2(3) - MGCP

isdn protocol-emulate network

isdn incoming-voice voice

isdn bind-13 ccm-manager

no cdp enable

1

ip route 0.0.0.0 0.0.0.0 FastEthernet0/0
ip route 0.0.0.0 0.0.0.0 172.20.221.1

!

ip http server
no ip http secure-server

1
dialer-list 1 protocol ip permit

1

1

!
control-plane

1

1

1
voice-port 2/0:15

1
voice-port 2/1:15

1
ccm-manager mgcp
ccm-manager music-on-hold
ccm-manager config server 172.20.231.254
ccm-manager config

1

mgcp

mgcp call-agent CM-MARS 2427 service-type mgcp version 0.1
mgcp dtmf-relay voip codec all mode out-of-band
mgcp rtp unreachable timeout 1000 action notify
mgcp modem passthrough voip mode nse
mgcp package-capability rtp-package

mgcp package-capability sst-package
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mgcp package-capability pre-package
no mgcp package-capability res-package
no mgcp timer receive-rtcp
mgcp sdp simple
mgcp fFax t38 gateway force
mgcp rtp payload-type g726rl6 static
1
mgcp profile default
1
!
dial-peer cor custom
1
1
1
dial-peer voice 1 pots
service mgcp
port 2/0:15
1
1
!
line con O
exec-timeout 600 O
password cisco
login
stopbits 1
line aux O
line vty 0 4
exec-timeout 600 O
password cisco
login
1
!

end

3745B4_E1#
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Appendix G
Configuration Files for
Topology: H.323 - CCM 5.04 - H.323

Introduction

This appendix includes configuration files for the Dial ogic Brooktrout SR140
Software and the Cisco Media Gateway. Use these files to configure these
systems.

SR140 Configuration Files on page 510
Cisco Gateway-Config on page 515
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SR140 Configuration Files

The two configuration files below show the configuration of the Dialogic

Brooktrout SR140 Software.
m  Dbtcal.cfg
m  CadlCtrl.cfg

btcall.cfg

#Filenames may contain spaces if enclosed in double quotes (")

bft_rcv_cap 0O

bt_cparm BT_CPARM.CFG

cabs O

call_control C:\FVD513\callctrl.cfg

#0ther sample call ctrl config files are also in samples.cfg

ced_timeout 4000

country_code 0010

ecm_enable 1

eff_pt_caps O

error_mult 40

error_thresh 3

error_enable 1

font_file ../bfv._api/fonts/ibmpcps.tz8 0
font_Ffile ../bfv._api/fonts/ibmpcps.fz8 255
id_string

line_compression 5

max_width 0

max_pagelist 30

restrict_res 1

subpwdsep 0O

tone

v_timeout 60
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width_res_behavior 1
max_timeout O
badline_behavior 0
error_mult_rtp 200
min_length O

fax_rtp_enable 1

v34 _ci_enable 1

v34 2400 baud ctrl 1
v34_enable 1

agc 1

dtmf_thresh 0O
dtmf_hi_to_lo_twist_idle 2
dtmf_hi_to_lo_twist_play 4
dtmf_in_to_in_ratio_idle 16
dtmf_in_to_in_ratio_play 6
dtmf_in_to_out_ratio_idle 8
dtmf_in_to_out_ratio_play 2
dtmf_lo_to_hi_twist_idle 2
dtmf_lo_to_hi_twist_play 3
dtmf_min_off _idle 45
dtmf_min_off_play 45
dtmf_min_on_idle 30
dtmf_min_on_play 45
v_play_gain 0O
silcompr_middle 1000
record_beep_dur 500
record_beep_freq 500
silcompr_start 500
answer_dropout 255
answer_silence_history 2010
answer_spike 45
digital_answer_cp 1
max_answer_analysis 3000
max_answer_silence 1005
max_answer_voice 2010
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init_answer_silence 2010
busy dt ct 1
line_encoding 0O

callctrl.cfg

# callctrl.cfg

#

# Sample Call Control configuration Ffile for Boston Bfv API.

#

# This is an all-in-one file that contains examples for several

# different types of configurations. All of the configuration lines have

# been commented out. You should uncomment the lines that are

# appropriate for your configuration.

#

# NOTE: Ensure that you use an absolute path for all the parameters that accept
#  File names. For example:

#  protocol_file=[INSTALL_LOCATION]/config/analog_loopstart_us.lec

# where [INSTALL_LOCATION] is the location where your software is installed.
#

# For instance if the install location is C:/Brooktrout/Boston. Then

# protocol_file=C:/Brooktrout/Boston/config/analog_loopstart us.lec

#

# Refer to the Call Control Configuration File section in the Brooktrout Fax
# and Voice APl Programmer®s Reference Manual for more information.

1314_trace=none
1413_trace=none
api_trace=none
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internal_trace=none
host_module_trace=none
ip_stack_trace=none
# Most of the time a path should be used for this file name.
trace_Tfile=ecc.log
max_trace_files=1
max_trace_file_size=10

[module.41]
mode 1=SR140
virtual=1
exists=1
vb_Firm=C:\FVD513\fw\bostvb.dl1l
channels=60
[module.41/ethernet.1]
ip_interface={A3ES5EAA4-8023-4927-84FB-4A7905FE3987}:0
media_port_min=56000
media_port_max=57000
[module.41/host_cc.1]
host _module=1
number_of_channels=60
[host_module.1]
module_library=brkth323.d11
enabled=true
[host_module.l/t38parameters]
t38_fax_rate_management=transferredTCF
t38_fax_udp_ec=t38UDPRedundancy
rtp_ced_enable=true
t38_max_bit_rate=14400
media_renegotiate_delay_inbound=4000
media_renegotiate_delay_outbound=-1
t38_fax_Fill_bit removal=false
t38_fax_transcoding_jbig=false
t38_fax_transcoding_mmr=false
t38_t30_fastnotify=false
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t38_UDPTL_redundancy_depth_control=5
t38_UDPTL_redundancy_depth_image=2
[host_module.l/parameters]
h323_default_gateway=0.0.0.0:0
h323_el64alias=
h323 FastStart=0
h323_gatekeeper_id=
h323_gatekeeper_ip_address=0.0.0.0:0
h323_gatekeeper_ttl=0
h323_H245Stage=3
h323_h245Tunneling=0
h323_h3231Dalias=
h323_local_ip_address=172.20.214.241:1720
h323_Manufacturer=Brooktrout Technology
h323 ManufacturerCode=48
h323_max_sessions=256
h323_OlcRejectResponseTimeout=-1
h323 register=0
h323_support_alternate_gk=0
h323_t35CountryCode=181
h323_t35Extension=0
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Cisco Gateway-Config

1
version 12.4
service timestamps debug datetime msec
service timestamps log datetime msec
no service password-encryption
1
hostname 3845 West
!
boot-start-marker
boot system flash:c3845-ipvoicek9-mz.124-11.T3.bin
boot-end-marker
1
logging buffered 1000000
enable secret 5 $1$MFhi$AqqpDsFe04Sb/ IkzkrecmO/
!
no aaa new-model
network-clock-participate slot 1
network-clock-select 1 E1 1/0/0
voice-card 0O
no dspfarm
1
voice-card 1
dspfarm
1
ip cef
ip tcp synwait-time 13
!
1
1
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no ip domain lookup

ip host CM-VENUS 172.20.214.254

ip host CM-JUPITER 172.20.33.254
ip name-server 172.20.33.254
multilink bundle-name authenticated
1

isdn switch-type primary-net5

!

1

voice call carrier capacity active
1
voice service pots

1
voice service Vvoip

fax protocol t38 Is-redundancy 2 hs-redundancy O fallback none
h323

session transport udp

h245 tunnel disable

sip

!

1
voice class codec 1

codec preference 1 g71llulaw

1

!

1
voice class h323 1

call start slow
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1
1
!
fax send transmitting-subscriber $s$
1
1
1
!
1
!
controller E1 1/0/0
pri-group timeslots 1-31
1
controller E1 1/0/1
pri-group timeslots 1-31
1
1
1
1
interface GigabitEthernet0/0
description $ETH-LANSSETH-SW-LAUNCH$SINTF-INFO-GE 0/0%
ip address 10.10.10.1 255.255.255.248
shutdown
duplex auto
speed auto
media-type rj45
no keepalive
1
interface GigabitEthernet0/1
ip address 172.20.33.129 255.255.255.0
duplex auto
speed auto
media-type rj45
no keepalive
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interface Seriall/0/0:15
no ip address
encapsulation hdlc
isdn switch-type primary-net5
isdn incoming-voice voice
no cdp enable
1
interface Seriall/0/1:15
no ip address
encapsulation hdlc
isdn switch-type primary-net5
isdn incoming-voice voice
no cdp enable
1
ip route 0.0.0.0 0.0.0.0 GigabitEthernet0/1
ip route 0.0.0.0 0.0.0.0 172.20.33.1
1
1
ip http server
ip http authentication local
no ip http secure-server
1
1
1
!
control-plane
!
1
1
voice-port 0/1/0
1
voice-port 0/1/1
1

voice-port 1/0/0:15
!
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voice-port 1/0/1:15

1

!

1

1

dial-peer cor custom

1

!

1

dial-peer voice 519254 voip
destination-pattern 519254. _.
session protocol sipv2

session target ipv4:172.20.214.254
session transport udp

codec g7llalaw

1

dial-peer voice 323254 voip
destination-pattern 323254. ..
voice-class h323 1

session target ipv4:172.20.214.254
session transport udp

codec g7llalaw

1

dial-peer voice 1000000 pots
destination-pattern 10000[012][0-9]
no digit-strip

direct-inward-dial

port 1/0/0:15

1

dial-peer voice 1100000 pots
destination-pattern 11000[012][0-9]
no digit-strip

direct-inward-dial

port 1/0/1:15
!
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dial-peer voice 519241 voip

destination-pattern 519241. ..

session protocol sipv2

session target ipv4:172.20.214.241

session transport udp

codec g71lalaw

1

dial-peer voice 323241 voip

destination-pattern 323241. ..

voice-class h323 1

session target ipv4:172.20.214.241

session transport udp

codec g71lalaw

1

!

banner login

Cisco Router and Security Device Manager (SDM) is installed on this device. This
feature requires the one time use, initial credentials, of username "cisco"
with password '‘cisco'.

Please change these publicly known initial credentials through SDM or 10S CLI.
Here®s the Cisco 10S command:

no username cisco

NOTE: Please add a new username to be able to launch SDM for router management.

For more information about SDM please follow the instructions in the QUICK

START GUIDE for your router or at
http://www.cisco.com/go/sdm

line con O
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exec-timeout 600 O
password cisco

login

stopbits 1

line aux O

stopbits 1

line vty 0 4
exec-timeout 600 O
privilege level 15
password cisco

login

transport input telnet
line vty 5 15

privilege level 15
login local

transport input telnet
1
scheduler allocate 20000 1000
1

end
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Appendix H
Configuration Files for
Topology: SIP - CCM 5.0(4) - SIP

Introduction

This appendix includes configuration files for the Dial ogic Brooktrout SR140
and the Cisco Media Gateway. Use these files to configure these systems.

SR140 Configuration Files on page 524
Cisco Gateway-Config on page 530
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SR140 Configuration Files

The two configuration files below show the configuration of the Dialogic

Brooktrout SR140 Software.
m  Dbtcal.cfg
m  CadlCtrl.cfg

btcall.cfg

#Filenames may contain spaces if enclosed in double quotes (")

bft_rcv_cap 0O

bt_cparm BT_CPARM.CFG

cabs O

call_control C:\FVD513\callctrl.cfg

#0ther sample call ctrl config files are also in samples.cfg

ced_timeout 4000

country_code 0010

ecm_enable 1

eff_pt_caps O

error_mult 40

error_thresh 3

error_enable 1

font_file ../bfv._api/fonts/ibmpcps.tz8 0
font_Ffile ../bfv._api/fonts/ibmpcps.fz8 255
id_string

line_compression 5

max_width 0

max_pagelist 30

restrict_res 1

subpwdsep 0O

tone

v_timeout 60
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width_res_behavior 1
max_timeout O
badline_behavior 0
error_mult_rtp 200
min_length O

fax_rtp_enable 1

v34 _ci_enable 1

v34 2400 baud ctrl 1
v34_enable 1

agc 1

dtmf_thresh 0O
dtmf_hi_to_lo_twist_idle 2
dtmf_hi_to_lo_twist_play 4
dtmf_in_to_in_ratio_idle 16
dtmf_in_to_in_ratio_play 6
dtmf_in_to_out_ratio_idle 8
dtmf_in_to_out_ratio_play 2
dtmf_lo_to_hi_twist_idle 2
dtmf_lo_to_hi_twist_play 3
dtmf_min_off _idle 45
dtmf_min_off_play 45
dtmf_min_on_idle 30
dtmf_min_on_play 45
v_play_gain 0O
silcompr_middle 1000
record_beep_dur 500
record_beep_freq 500
silcompr_start 500
answer_dropout 255
answer_silence_history 2010
answer_spike 45
digital_answer_cp 1
max_answer_analysis 3000
max_answer_silence 1005
max_answer_voice 2010
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init_answer_silence 2010
busy dt ct 1
line_encoding 0O

CallCtl.cfg

HOH OHF OF OH O OH OH OH OH HF O HEOHE OHE OH OH K K

callctrl.cfg

Sample Call Control configuration file for Boston Bfv API.

This is an all-in-one file that contains examples for several

different types of configurations. All of the configuration lines have
been commented out. You should uncomment the lines that are
appropriate for your configuration.

NOTE: Ensure that you use an absolute path for all the parameters that accept
file names. For example:
protocol_file=[INSTALL_LOCATION]/config/analog_loopstart_us.lec
where [INSTALL_LOCATION] is the location where your software is installed.

For instance if the install location is C:/Brooktrout/Boston. Then
protocol_file=C:/Brooktrout/Boston/config/analog_loopstart us.lec

Refer to the Call Control Configuration File section in the Brooktrout Fax
and Voice APl Programmer®s Reference Manual for more information.

1314_trace=none
1413_trace=none
api_trace=none
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internal_trace=none
host_module_trace=none
ip_stack_trace=nonenone
# Most of the time a path should be used for this file name.
trace_Tfile=ecc.log
max_trace_files=1
max_trace_file_size=10

[host_module.1]
module_library=brktsip.dll
enabled=true

[host_module.l/t38parameters]
t38_fax_rate_management=transferredTCF
t38_fax_udp_ec=t38UDPRedundancy
rtp_ced_enable=true
t38_max_bit_rate=14400
media_renegotiate_delay_inbound=4000
media_renegotiate_delay_outbound=-1
t38_fax_Fill_bit_removal=false
t38_fax_transcoding_jbig=false
t38_fax_transcoding_mmr=false
t38_t30_fastnotify=False
t38_UDPTL_redundancy_depth_control=5
t38_UDPTL_redundancy_depth_image=2

[host_module.l/parameters]
sip_Contact=0.0.0.0:0
sip_default_gateway=0.0.0.0:0
sip_description_URI=
sip_email=
sip_From=Anonymous <sip:no_from_info@anonymous. invalid>
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sip_Max-Forwards=70
sip_max_sessions=256
sip_phone=
sip_proxy_serverl=
sip_proxy_server2=
sip_proxy_server3=
sip_proxy_server4=
sip_registration_interval=60
sip_registration_serverl=
sip_registration_serverl_aor=
sip_registration_serverl_expires=3600
sip_registration_serverl_password=
sip_registration_serverl_username=
sip_registration_server2=
sip_registration_server2_aor=
sip_registration_server2_expires=3600
sip_registration_server2_password=
sip_registration_server2_username=
sip_registration_server3=
sip_registration_server3_aor=
sip_registration_server3_expires=3600
sip_registration_server3_password=
sip_registration_server3_username=
sip_registration_server4=
sip_registration_server4_aor=
sip_registration_server4_expires=3600
sip_registration_server4_password=
sip_registration_server4_username=
sip_Route=
sip_session_description=
sip_session_name=no_session_name
sip_username=-

[module.41]
mode 1=SR140
virtual=1

528 This document is not to be distributed to a third party without written permission from Dialogic.



SR140 Configuration Files

exists=1
vb_Ffirm=C:\FVD513\fw\bostvb.dll
channels=60
[module.41/ethernet.1]
ip_interface={A3E5EAA4-8023-4927-84FB-4A7905FE3987}:0
media_port_min=56000
media_port_max=57000
[module.41/host_cc.1]
host_module=1
number_of channels=60
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Cisco Gateway-Config

1
version 12.4
service timestamps debug datetime msec
service timestamps log datetime msec
no service password-encryption
1
hostname 3845 West
1
boot-start-marker
boot system flash:c3845-ipvoicek9-mz.124-11.T3.bin
boot-end-marker
1
logging buffered 1000000
enable secret 5 $1$MFhi$AqgpDsFe04Sb/ 1kzkrcmO/
!
no aaa new-model
network-clock-participate slot 1
network-clock-select 1 E1 1/0/0
voice-card O
no dspfarm
1
voice-card 1
dspfarm
1
ip cef
ip tcp synwait-time 13
!
1
!
1
no ip domain lookup
ip host CM-VENUS 172.20.214.254
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ip host CM-JUPITER 172.20.33.254
ip name-server 172.20.33.254
multilink bundle-name authenticated
1
isdn switch-type primary-net5
1
1
voice call carrier capacity active
1
voice service pots
1
voice service Vvoip
fax protocol t38 Is-redundancy 2 hs-redundancy O fallback none
h323
session transport udp
h245 tunnel disable
sip
1
1
voice class codec 1
codec preference 1 g7llulaw
1
1
1
voice class h323 1
call start slow
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1

fax send transmitting-subscriber $s$
!

1

1

1

1

!
controller E1 1/0/0

pri-group timeslots 1-31

1
controller E1 1/0/1

pri-group timeslots 1-31

1

!

1

1

interface GigabitEthernet0/0
description $ETH-LANSSETH-SW-LAUNCH$SINTF-INFO-GE 0/0%
ip address 10.10.10.1 255.255.255.248
shutdown

duplex auto

speed auto

media-type rj45

no keepalive

1

interface GigabitEthernet0/1

ip address 172.20.33.129 255.255.255.0
duplex auto

speed auto

media-type rj45

no keepalive

1

interface Seriall/0/0:15

no ip address
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encapsulation hdlc

isdn switch-type primary-net5
isdn incoming-voice voice

no cdp enable
!

interface Seriall/0/1:15

no ip address
encapsulation hdlc

isdn switch-type primary-net5
isdn incoming-voice voice

no cdp enable
!

ip route 0.0.0.0 0.0.0.0 GigabitEthernet0/1
ip route 0.0.0.0 0.0.0.0 172.20.33.1

ip http server

ip http authentication local
no ip http secure-server

!

1

1

1

control-plane

!

1

!

voice-port 0/1/0
1

voice-port 0/1/1
1

voice-port 1/0/0:15
1

voice-port 1/0/1:15
!
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1

1

!

dial-peer cor custom

1

1

1

dial-peer voice 519254 voip
destination-pattern 519254. ..
session protocol sipv2

session target ipv4:172.20.214.254
session transport udp

codec g71lalaw

1

dial-peer voice 323254 voip
destination-pattern 323254. _.
voice-class h323 1

session target ipv4:172.20.214.254
session transport udp

codec g7llalaw

1

dial-peer voice 1000000 pots
destination-pattern 10000[012][0-9]
no digit-strip

direct-inward-dial

port 1/0/0:15

!

dial-peer voice 1100000 pots
destination-pattern 11000[012][0-9]
no digit-strip

direct-inward-dial

port 1/0/1:15

1

dial-peer voice 519241 voip
destination-pattern 519241. ..
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session protocol sipv2

session target ipv4:172.20.214.241

session transport udp

codec g7llalaw

1
dial-peer voice 323241 voip

destination-pattern 323241. ..

voice-class h323 1

session target ipv4:172.20.214.241

session transport udp

codec g71lalaw

1

1

banner login

Cisco Router and Security Device Manager (SDM) is installed on this device. This
feature requires the one time use, initial credentials, of username "cisco"
with password 'cisco™.

Please change these publicly known initial credentials through SDM or 10S CLI.

Here®"s the Cisco 10S command:

no username cisco

NOTE: Please add a new username to be able to launch SDM for router management.
For more information about SDM please follow the instructions in the QUICK

START GUIDE for your router or at
http://www.cisco.com/go/sdm

line con O
exec-timeout 600 O
password cisco
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login

stopbits 1

line aux O

stopbits 1

line vty 0 4
exec-timeout 600 O
privilege level 15
password cisco

login

transport input telnet
line vty 5 15

privilege level 15
login local

transport input telnet
!
scheduler allocate 20000 1000
1

end
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Appendix |
Configuration Files for
Topology: H.323 - CCM 6.0(1) - H.323

Introduction

This appendix includes configuration files for the Dial ogic Brooktrout SR140
Software and the Cisco Media Gateway. Use these files to configure these
systems.

m  SR140 Configuration Files on page 538
m  Cisco Gateway-Config on page 542
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SR140 Configuration Files

The two configuration files below show the configuration of the Dialogic

Brooktrout SR140 Software.
m  Dbtcal.cfg
m calctrl.cfg

btcall.cfg

#Filenames may contain spaces it enclosed in double quotes (")

bft_rcv_cap 0O

bt _cparm BT_CPARM.CFG

cabs 0

call_control C:\FVD513\callctrl.cfg

#0ther sample call ctrl config files are also in samples.cfg

ced_timeout 4000

country_code 0010

ecm_enable 1

eff_pt_caps O

error_mult 40

error_thresh 3

error_enable 1

font_file ../bfv.api/fonts/ibmpcps.fz8 0
font_Ffile ../bfv._api/fonts/ibmpcps.fz8 255
id_string

line_compression 5

max_width O

max_pagelist 30

restrict_res 1

subpwdsep 0

tone
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v_timeout 60
width_res_behavior 1
max_timeout O
badline_behavior 0
error_mult_rtp 200
min_length O

fax_rtp_enable 1

v34 _ci_enable 1

v34_ 2400 baud_ctrl 1

v34 _enable 1

agc 1

dtmf_thresh 0
dtmf_hi_to_lo_twist_idle 2
dtmf_hi_to_lo_twist_play 4
dtmf_in_to_in_ratio_idle 16
dtmf_in_to_in_ratio_play 6
dtmf_in_to_out_ratio_idle 8
dtmf_in_to_out_ratio_play 2
dtmf_lo_to_hi_twist_idle 2
dtmf_lo_to_hi_twist_play 3
dtmf_min_off_idle 45
dtmf_min_off_play 45
dtmf_min_on_idle 30
dtmf_min_on_play 45
v_play_gain O
silcompr_middle 1000
record_beep_dur 500
record_beep_freq 500
silcompr_start 500
answer_dropout 255
answer_silence_history 2010
answer_spike 45
digital_answer_cp 1
max_answer_analysis 3000
max_answer_silence 1005
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max_answer_voice 2010
init_answer_silence 2010
busy dt_ct 1
line_encoding 0O

callctrl.cfg

# callctrl.cfg

1314_trace=none
1413_trace=none
api_trace=none
internal_trace=none
host_module_trace=none
ip_stack_trace=none
# Most of the time a path should be used for this file name.
trace_TfTile=ecc.log
max_trace_files=1
max_trace_Tfile_size=100

[host_module.2]
module_library=brktsip.dll
enabled=true

[host_module.2/t38parameters]
t38_fax_rate_management=transferredTCF
t38_fax_udp_ec=t38UDPRedundancy
rtp_ced_enable=true
t38_max_bit_rate=14400
media_renegotiate_delay_inbound=4000
media_renegotiate_delay_outbound=-1
t38_fax_Fill_bit_removal=false
t38_fax_transcoding_jbig=false
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t38_fax_transcoding_mmr=false
t38_t30_fastnotify=Ffalse
t38_UDPTL_redundancy_depth_control=5
t38_UDPTL_redundancy_depth_image=2
[module.41]
mode 1=SR140
virtual=1
exists=1
vb_Ffirm=C:\FVD513\fw\bostvb.dll
channels=60
[module.41/ethernet.1]
ip_interface={A3E5EAA4-8023-4927-84FB-4A7905FE3987}:0
media_port_min=56000
media_port_max=57000
[module.41/host_cc.1]
host_module=1
number_of_channels=60
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Cisco Gateway-Config

Vindaloo#show ver

Cisco 10S Software, 3800 Software (C3825-1PVOICE_IVS-M), Version 12.4(11)T3,
RELEASE SOFTWARE (fc4)

Technical Support: http://www.cisco.com/techsupport
Copyright (c) 1986-2007 by Cisco Systems, Inc.
Compiled Wed 11-Jul-07 20:47 by prod_rel_team

ROM: System Bootstrap, Version 12.3(11r)T1, RELEASE SOFTWARE (fcl)

Vindaloo uptime is 29 minutes
System returned to ROM by power-on
System image File is "flash:c3825-ipvoice_ivs-mz.124-11.T3.bin"

Cisco 3825 (revision 1.0) with 226304K/35840K bytes of memory.
Processor board 1D FHK0847F0QC

2 Gigabit Ethernet interfaces

62 Serial interfaces

2 Channelized E1/PRI ports

2 Voice FXO interfaces

4 Voice FXS interfaces

DRAM configuration is 64 bits wide with parity enabled.

479K bytes of NVRAM.

62592K bytes of ATA System CompactFlash (Read/Write)

Configuration register is 0x2102

Vindaloo#show run
Building configuration...

Current configuration : 3341 bytes
1

version 12.4
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service timestamps debug datetime msec
service timestamps log datetime msec
no service password-encryption

!

hostname Vindaloo

!

boot-start-marker

boot system flash:c3745-ipvoicek9-mz.124-11.T3.bin
boot system flash:c3745-ipvoice-mz.124-3.bin
boot-end-marker

!

logging buffered 1000000

enable password cisco

!

no aaa new-model

no network-clock-participate slot 1
voice-card O

no dspfarm

!
voice-card 1

dspfarm

!

ip cef

ip tcp synwait-time 13

1

no ip dhcp use vrf connected
ip dhcp excluded-address 192.168.10.0 192.168.10.60
ip dhcp excluded-address 192.168.11.0 192.168.11.10

ip dhcp pool hg-pool-phones

network 192.168.10.0 255.255.255.0
option 150 ip 192.168.10.50
default-router 192.168.10.1
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ip dhcp pool hg-pool-data
network 192.168.11.0 255.255.255.0
default-router 192.168.11.1

no ip domain lookup
ip host whiz 171.69.1.162
ip host dirt 171.69.1.129
ip host danube 171.69.17.14
ip host CM-VINDALOO 172.20.221.254
ip host CM-Pluto 172.20.238.254
ip host CM-MADRAS 172.20.237.254
ip host CM-MARS 172.20.231.254

ip name-server 172.20.221.254

ip name-server 172.20.238.254

ip name-server 172.20.237.254

ip dhcp-server 192.168.10.1
multilink bundle-name authenticated
1

isdn switch-type primary-net5

1

1
voice call carrier capacity active
1
voice service pots

1
voice service Voip

fax protocol t38 Is-redundancy 2 hs-redundancy O fallback none
h323

session transport udp

h245 tunnel disable

sip

1

1

voice class codec 1
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codec preference 1 g7llalaw
1
!
1
voice class h323 1
call start slow

1

!

controller E1 1/0/0
pri-group timeslots 1-31

1

controller E1 1/0/1
pri-group timeslots 1-31

1

!

1

1

interface GigabitEthernet0/0

ip address 172.20.221.202 255.255.255.0

duplex auto
speed auto
media-type rj45
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interface GigabitEthernet0/1
no ip address
shutdown
duplex auto
speed auto
media-type rj45
1
interface Seriall/0/0:15
no ip address
encapsulation hdlc
isdn switch-type primary-net5
isdn incoming-voice voice
no cdp enable
1
interface Seriall/0/1:15
no ip address
encapsulation hdlc
isdn switch-type primary-net5
isdn incoming-voice voice
no cdp enable
1
ip route 0.0.0.0 0.0.0.0 172.20.221.1
1
1
ip http server
1
dialer-list 1 protocol ip permit
1
1
1
control-plane
!
1
1

voice-port 0/1/0
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!

voice-port 0/1/1

!

voice-port 0/1/2

!

voice-port 0/1/3

!

voice-port 0/2/0

!

voice-port 0/2/1

1

voice-port 1/0/0:15

!

voice-port 1/0/1:15

1

!

no mgcp package-capability res-package
mgcp package-capability fxr-package
no mgcp timer receive-rtcp

!

!

dial-peer cor custom

1

!

!

dial-peer voice 323254 voip
destination-pattern 323254. ..
voice-class h323 1

session target ipv4:172.20.221.254
session transport udp

codec g7llalaw

!

dial-peer voice 1000000 pots
destination-pattern 10000[012][0-9]
no digit-strip
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direct-inward-dial

port 1/0/0:15

!
dial-peer voice 519254 voip
destination-pattern 519254. _.
session protocol sipv2
session target ipv4:172.20.221.254
session transport udp

codec g7llalaw

!
dial-peer voice 2000000 pots
destination-pattern 20000[012][0-9]
no digit-strip
direct-inward-dial

port 1/0/0:15

1

1

1
gatekeeper

shutdown

1

1

line con O

exec-timeout 600 O

password cisco

login

stopbits 1

line aux O

stopbits 1

line vty 0 4

exec-timeout 600 O

password cisco

login

1

scheduler allocate 20000 1000
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end
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Appendix J
Configuration Files for
Topology: H.323 - CCM 6.0(1) - MGCP

Introduction

This appendix includes configuration files for the Dial ogic Brooktrout SR140
Software and the Cisco Media Gateway. Use these files to configure these
systems.

m  SR140 Configuration Files on page 552
m  Cisco Gateway-Config on page 558
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SR140 Configuration Files

The two configuration files below show the configuration of the Dialogic
Brooktrout SR140 Software.

m  Dbtcal.cfg

m calctrl.cfg

btcall.cfg

#Filenames may contain spaces if enclosed in double quotes (')
bft_rcv_cap 0O
bt _cparm BT_CPARM.CFG
cabs O
call_control D:\sdk\callctrl.cfg
#0ther sample call ctrl config files are also in samples.cfg
ced_timeout 4000
country_code 0010
ecm_enable 1
eff_pt_caps O
error_mult 40
error_thresh 3
error_enable 1
font_file ../bfv.api/fonts/ibmpcps.fz8 0
font_file ../bfv._api/fonts/ibmpcps.fz8 255
id_string
line_compression 5
max_width 0O
max_pagelist 30
restrict_res 1
subpwdsep 0
tone
v_timeout 60
width_res_behavior 1
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max_timeout O
badline_behavior 0
error_mult_rtp 200
min_length O

fax_rtp_enable 1
v34_ci_enable 1
v34_2400_baud_ctrl 1

v34 _enable 1

agc 1

dtmf_thresh 0O
dtmf_hi_to_lo_twist_idle 2
dtmf_hi_to_lo_twist_play 4
dtmf_in_to_in_ratio_idle 16
dtmf_in_to_in_ratio_play 6
dtmf_in_to _out ratio_idle 8
dtmf_in_to_out_ratio_play 2
dtmf_lo_to_hi_twist_idle 2
dtmf_lo_to_hi_twist_play 3
dtmf_min_off_idle 45
dtmf_min_off_play 45
dtmf_min_on_idle 30
dtmf_min_on_play 45

v_play _gain O
silcompr_middle 1000
record_beep_dur 500
record_beep_freq 500
silcompr_start 500
answer_dropout 255
answer_silence_history 2010
answer_spike 45
digital_answer_cp 1
max_answer_analysis 3000
max_answer_silence 1005
max_answer_voice 2010
init_answer_silence 2010
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busy dt ct 1
line_encoding 0O
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callctrl.cfg

# callctrl.cfg
Sample Call Control configuration file for Boston Bfv API.

This is an all-in-one file that contains examples for several

different types of configurations. All of the configuration lines have
been commented out. You should uncomment the lines that are
appropriate for your configuration.

NOTE: Ensure that you use an absolute path for all the parameters that accept
file names. For example:
protocol_file=[INSTALL_LOCATION]/config/analog_loopstart_us.lec
where [INSTALL_LOCATION] is the location where your software is installed.

For instance if the install location is C:/Brooktrout/Boston. Then
protocol_file=C:/Brooktrout/Boston/config/analog_loopstart_us.lec

Refer to the Call Control Configuration File section in the Brooktrout Fax

HOHF OF OHE OH OH OH OH OH O HF O HEOHE H OH OH K

and Voice APl Programmer®s Reference Manual for more information.

1314_trace=none
1413_trace=none
api_trace=none
internal_trace=none
host_module_trace=none
ip_stack_trace=none
# Most of the time a path should be used for this file name.
trace_TfTile=ecc.log
max_trace_files=1
max_trace_file_size=10
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[host_module.2]
module_library=brkth323.d11
enabled=true

[host_module.2/t38parameters]
t38_fax_rate_management=transferredTCF
t38_fax_udp_ec=t38UDPRedundancy
rtp_ced_enable=true
t38 _max_bit _rate=14400
media_renegotiate_delay_inbound=4000
media_renegotiate_delay_ outbound=-1
t38_fax_Till_bit_removal=false
t38_fax_transcoding_jbig=false
t38_fax_transcoding_mmr=false
t38_t30_fastnotify=Ffalse
t38_UDPTL_redundancy_depth_control=5
t38_UDPTL_redundancy_depth_image=2

[host_module.2/parameters]
h323 default_gateway=0.0.0.0:0
h323_el64alias=
h323 FastStart=0
h323_gatekeeper_id=
h323_gatekeeper_ip_address=0.0.0.0:0
h323_gatekeeper_ttl=0
h323_H245Stage=3
h323_h245Tunneling=0
h323_h323IDalias=
h323_local_ip_address=172.20.221.20:1720
h323_ Manufacturer=Brooktrout Technology
h323_ManufacturerCode=48
h323_max_sessions=256
h323_OlcRejectResponseTimeout=-1
h323_register=0
h323_support_alternate_gk=0
h323_t35CountryCode=181
h323_t35Extension=0
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[module.41]
mode 1=SR140
virtual=1
exists=1
vb_Ffirm=D:\sdk\fw\bostvb.dlI
channels=2
[module.41/ethernet.1]
ip_interface={04BOOFDB-49E8-46FD-A039-7EC153D22EC4}:0
media_port_min=56000
media_port_max=57000
[module.41/host_cc.1]
host_module=2
number_of_channels=2
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Cisco Gateway-Config

Vindaloo#sho ver

Cisco 10S Software, 3800 Software (C3825-1PVOICE_IVS-M), Version 12.4(11)T3,
RELEASE SOFTWARE (fc4)

Technical Support: http://www.cisco.com/techsupport
Copyright (c) 1986-2007 by Cisco Systems, Inc.
Compiled Wed 11-Jul-07 20:47 by prod_rel_team

ROM: System Bootstrap, Version 12.3(11r)T1, RELEASE SOFTWARE (fcl)

Vindaloo uptime is 1 day, 37 minutes
System returned to ROM by reload at 20:25:48 UTC Wed Sep 12 2007
System image File is "flash:c3825-ipvoice_ivs-mz.124-11.T3.bin"

Cisco 3825 (revision 1.0) with 226304K/35840K bytes of memory.
Processor board 1D FHK0847F0QC

2 Gigabit Ethernet interfaces

62 Serial interfaces

2 Channelized E1/PRI ports

2 Voice FXO interfaces

4 Voice FXS interfaces

DRAM configuration is 64 bits wide with parity enabled.

479K bytes of NVRAM.

62592K bytes of ATA System CompactFlash (Read/Write)

Configuration register is 0x2102

Vindaloo#sho mgcp

MGCP Admin State ACTIVE, Oper State ACTIVE - Cause Code NONE

MGCP call-agent: CM-Vindaloo 2427 Initial protocol service is MGCP 0.1
MGCP validate call-agent source-ipaddr DISABLED

MGCP validate domain name DISABLED

MGCP block-newcalls DISABLED
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MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP

send SGCP RSIP: forced/restart/graceful/disconnected DISABLED

quarantine mode discard/step

quarantine of persistent events is ENABLED

dtmf-relay voip codec all mode out-of-band

dtmf-relay for voAAL2 is SDP controlled

voip modem passthrough disabled

voaal2 modem passthrough disabled

voip modem relay: Disabled

T.38 Named Signalling Event (NSE) response timer: 200

Network (IP/AAL2) Continuity Test timer: 200

"RTP stream loss® timer disabled

request timeout 500

maximum exponential request timeout 4000

rtp unreachable timeout 1000 action notify

gateway port: 2427, MGCP maximum waiting delay 3000

restart delay 0, MGCP vad DISABLED

rtrcac DISABLED

system resource check DISABLED

Xpc-codec: DISABLED, MGCP persistent hookflash: DISABLED

persistent offhook: ENABLED, MGCP persistent onhook: DISABLED

piggyback msg ENABLED, MGCP endpoint offset DISABLED

simple-sdp ENABLED

undotted-notation DISABLED

codec type g7llulaw, MGCP packetization period 20

JB threshold Iwm 30, MGCP JB threshold hwm 150

LAT threshold Iwm 150, MGCP LAT threshold hwm 300

PL threshold Iwm 1000, MGCP PL threshold hwm 10000

CL threshold Iwm 1000, MGCP CL threshold hwm 10000

playout mode is adaptive 60, 40, 200 in msec

Fax Playout Buffer is 300 in msec

media (RTP) dscp: ef, MGCP signaling dscp: af3l

default package: trunk-package

supported packages: gm-package dtmf-package trunk-package line-package
hs-package rtp-package atm-package ms-package dt-package
mo-package mt-package sst-package fxr-package pre-package
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md-package
MGCP Digit Map matching order: shortest match
SGCP Digit Map matching order: always left-to-right
MGCP VoAAL2 ignore-Ico-codec DISABLED
MGCP T.38 Max Fax Rate is DEFAULT
MGCP T.38 Fax is ENABLED
MGCP T.38 Fax ECM is ENABLED
MGCP T.38 Fax NSF Override is DISABLED
MGCP T.38 Fax Low Speed Redundancy: O
MGCP T.38 Fax High Speed Redundancy: O
MGCP Fax relay SG3-to-G3: ENABLED
MGCP control bind :DISABLED
MGCP media bind :DISABLED
MGCP Upspeed payload type for G71llulaw: O, G7llalaw: 8
MGCP Static payload type for G.726-16K codec
MGCP Dynamic payload type for G.726-24K codec
MGCP Dynamic payload type for G.Clear codec
MGCP Dynamic payload type for NSE is 100
MGCP Dynamic payload type for NTE is 99
MGCP rsip-range is enabled for TGCP only.
MGCP Comedia role is NONE
MGCP Comedia check media source is DISABLED
MGCP Comedia SDP force is DISABLED
MGCP Guaranteed scheduler time is DISABLED
MGCP DNS stale threshold is 30 seconds

Vindaloo#sho run
Building configuration...

Current configuration : 3504 bytes

1

version 12.4

service timestamps debug datetime msec
service timestamps log datetime msec
no service password-encryption
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!
hostname Vindaloo
!
boot-start-marker
boot-end-marker
!
logging buffered 10000000
enable password cisco
1
no aaa new-model
no network-clock-participate slot 1
voice-card 0O
dspfarm
dsp services dspfarm
!
voice-card 1
dspfarm
1
ip cef
!

ip host CM-VINDALOO 172.20.221.254
ip host CM-MERCURY 172.20.215.254
ip host CM-PLUTO 172.20.238.254

ip host CM-MADRAS 172.20.237.254
ip host cm-venus 172.20.214.254

ip name-server 172.20.2.181

ip name-server 172.20.221.254

ip name-server 172.20.215.254

ip name-server 172.20.237.254

ip name-server 172.20.238.254

multilink bundle-name authenticated
1
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isdn switch-type primary-netb
1
!
1
voice service Vvoip
fax protocol t38 Is-redundancy 2 hs-redundancy O fallback none
h323
session transport udp
h245 tunnel disable
!
1
voice class codec 1
codec preference 1 g7llalaw
1
!
1
voice class h323 1
call start slow

1

!

1

fax interface-type fax-mail
1

1

!

1

controller E1 1/0/0

pri-group timeslots 1-31 service mgcp
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1

controller E1 1/0/1

pri-group timeslots 1-31 service mgcp
1

1

1

1

interface GigabitEthernet0/0
ip address 172.20.221.202 255.255.255.0
duplex auto

speed auto

media-type rj45

1

interface GigabitEthernet0/1
ip address 172.20.237.202 255.255.255.0
duplex auto

speed auto

media-type rj45

1
interface Seriall/0/0:15

no ip address

encapsulation hdlc

isdn switch-type primary-net5
isdn incoming-voice voice
isdn bind-13 ccm-manager

no cdp enable
!
interface Seriall/0/1:15

no ip address

encapsulation hdlc

isdn switch-type primary-gsig
isdn timer T310 120000

isdn protocol-emulate network
isdn incoming-voice voice
isdn bind-13 ccm-manager
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no cdp enable
1
ip route 0.0.0.0 0.0.0.0 GigabitEthernet0/0
ip route 0.0.0.0 0.0.0.0 172.20.221.1
1
1
no ip http server
1
1
1
tftp-server fTlash:c3825-ipvoice-mz.124-3a.bin
1
control-plane
1
1
1
voice-port 0/1/0
1
voice-port 0/1/1
1
voice-port 0/1/2
1
voice-port 0/1/3
1
voice-port 0/2/0
1
voice-port 0/2/1
1
voice-port 1/0/0:15
1
voice-port 1/0/1:15
1
ccm-manager mgcp
ccm-manager music-on-hold
ccm-manager config server 172.20.221.254
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ccm-manager config

1

mgcp

mgcp call-agent CM-Vindaloo 2427 service-type mgcp version 0.1
mgcp dtmf-relay voip codec all mode out-of-band
mgcp rtp unreachable timeout 1000 action notify
mgcp package-capability rtp-package

mgcp package-capability sst-package

mgcp package-capability pre-package

no mgcp package-capability res-package

no mgcp timer receive-rtcp

mgcp sdp simple

mgcp fax t38 gateway force

mgcp rtp payload-type g726rl6 static

!

mgcp profile default

1

sccp local GigabitEthernet0/1

sccp ccm 172.20.221.254 identifier 1 version 4.1
scep

1

sccp ccm group 1

associate ccm 1 priority 1

associate profile 1 register mtp00127f283efl

!

dspfarm profile 1 transcode

codec g7l1lulaw

codec g71lalaw

codec g729ar8

codec g729abr8

maximum sessions 10

associate application SCCP

1

1

dial-peer voice 4151 pots
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port 0/1/0

1
dial-peer voice 999010 pots
service mgcpapp

port 0/1/0

1
dial-peer voice 1 pots
service mgcpapp

1
dial-peer voice 2 pots
service mgcpapp

port 1/0/1:15

1

1
sip-ua
disable-early-media 180
retry options 0O

1

1
gatekeeper

shutdown

1

1

line con O
exec-timeout 600 O
password cisco

login

stopbits 1

line aux O

stopbits 1

line vty 0 4
exec-timeout 600 O
password cisco

login

1
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scheduler allocate 20000 1000
ntp clock-period 17178609

ntp server 192.168.240.254

1

end

Vindaloo#
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Appendix K
Configuration Files for
Topology: SIP - CCM 6.0(1) - SIP

Introduction

This appendix includes configuration files for the Dial ogic Brooktrout SR140
and the Cisco Media Gateway. Use these files to configure these systems.

SR140 Configuration Files on page 570
Cisco Gateway-Config on page 576
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SR140 Configuration Files

The two configuration files below show the configuration of the Dialogic

Brooktrout SR140 Software.
m  Dbtcal.cfg
m  CadlCtrl.cfg

btcall.cfg

#Filenames may contain spaces if enclosed in double quotes (')
bft_rcv_cap 0O
bt _cparm BT_CPARM.CFG
cabs O
call_control C:\FVD513\callctrl._cfg
#0ther sample call ctrl config files are also in samples.cfg
ced_timeout 4000
country_code 0010
ecm_enable 1
eff_pt_caps O
error_mult 40
error_thresh 3
error_enable 1
font_file ../bfv.api/fonts/ibmpcps.fz8 0
font_file ../bfv._api/fonts/ibmpcps.fz8 255
id_string
line_compression 5
max_width 0O
max_pagelist 30
restrict_res 1
subpwdsep 0
tone
v_timeout 60
width_res_behavior 1
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max_timeout O
badline_behavior 0
error_mult_rtp 200
min_length O

fax_rtp_enable 1
v34_ci_enable 1
v34_2400_baud_ctrl 1

v34 _enable 1

agc 1

dtmf_thresh 0O
dtmf_hi_to_lo_twist_idle 2
dtmf_hi_to_lo_twist_play 4
dtmf_in_to_in_ratio_idle 16
dtmf_in_to_in_ratio_play 6
dtmf_in_to out ratio_idle 8
dtmf_in_to_out_ratio_play 2
dtmf_lo_to_hi_twist_idle 2
demf_lo_to_hi_twist play 3
dtmf_min_off_idle 45
dtmf_min_off _play 45
dtmf_min_on_idle 30
dtmf_min_on_play 45

v_play _gain O
silcompr_middle 1000
record_beep_dur 500
record_beep_freq 500
silcompr_start 500
answer_dropout 255
answer_silence_history 2010
answer_spike 45
digital_answer_cp 1
max_answer_analysis 3000
max_answer_silence 1005
max_answer_voice 2010
init_answer_silence 2010
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busy dt _ct 1
line_encoding 0O

CallCtl.cfg

H O OHF OF OH OH OH OH OH OH OHF FE HEHE OHE OH OH K K

callctrl.cfg

Sample Call Control configuration file for Boston Bfv API.

This is an all-in-one file that contains examples for several

different types of configurations. All of the configuration lines have
been commented out. You should uncomment the lines that are
appropriate for your configuration.

NOTE: Ensure that you use an absolute path for all the parameters that accept
file names. For example:
protocol_File=[INSTALL_LOCATION]/config/analog_loopstart_us.lec
where [INSTALL_LOCATION] is the location where your software is installed.

For instance if the install location is C:/Brooktrout/Boston. Then
protocol_file=C:/Brooktrout/Boston/config/analog_loopstart_us.lec

Refer to the Call Control Configuration File section in the Brooktrout Fax
and Voice APl Programmer®s Reference Manual for more information.

1314_trace=none
1413_trace=none
api_trace=none
internal_trace=none
host _module_trace=none
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ip_stack_trace=none
# Most of the time a path should be used for this file name.
trace_Tfile=ecc.log
max_trace_Tfiles=1
max_trace_Tfile_size=100

[host_module.2]
module_library=brktsip.dll
enabled=true

[host_module.2/t38parameters]
t38_fax_rate_management=transferredTCF
t38_fax_udp_ec=t38UDPRedundancy
rtp_ced_enable=true
t38_max_bit_rate=14400
media_renegotiate_delay_inbound=4000
media_renegotiate_delay_outbound=-1
t38_fax_Fill_bit_removal=false
t38_fax_transcoding_jbig=false
t38_fax_transcoding_mmr=false
t38_t30_fastnotify=Ffalse
t38_UDPTL_redundancy_depth_control=5
t38_UDPTL_redundancy_depth_image=2

[host_module.2/parameters]
sip_Contact=0.0.0.0:0
sip_default_gateway=0.0.0.0:0
sip_description_URI=
sip_email=
sip_From=Anonymous <sip:no_from_info@anonymous. invalid>
sip_Max-Forwards=70
sip_max_sessions=256
sip_phone=
sip_proxy_serverl=
sip_proxy_server2=
sip_proxy_server3=
sip_proxy_server4=
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sip_registration_interval=60
sip_registration_serverl=
sip_registration_serverl_aor=
sip_registration_serverl_expires=3600
sip_registration_serverl_password=
sip_registration_serverl_username=
sip_registration_server2=
sip_registration_server2_aor=
sip_registration_server2_expires=3600
sip_registration_server2_password=
sip_registration_server2_username=
sip_registration_server3=
sip_registration_server3_aor=
sip_registration_server3_expires=3600
sip_registration_server3_password=
sip_registration_server3_username=
sip_registration_server4=
sip_registration_server4_aor=
sip_registration_server4_expires=3600
sip_registration_server4_password=
sip_registration_server4_username=
sip_Route=
sip_session_description=
sip_session_nhame=no_session_name
sip_username=-

[module.41]
mode 1=SR140
virtual=1
exists=1
vb_Firm=C:\FVD513\fw\bostvb.dl1l
channels=60

[module.41/ethernet.1]
ip_interface={A3ESEAA4-8023-4927-84FB-4A7905FE3987}:0
media_port_min=56000
media_port_max=57000
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[module.41/host_cc.1]
host_module=2
number_of _channels=60
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Cisco Gateway-Config

Vindaloo#show ver

Cisco 10S Software, 3800 Software (C3825-1PVOICE_IVS-M), Version 12.4(11)T3,
RELEASE SOFTWARE (fc4)

Technical Support: http://www.cisco.com/techsupport
Copyright (c) 1986-2007 by Cisco Systems, Inc.
Compiled Wed 11-Jul-07 20:47 by prod_rel_team

ROM: System Bootstrap, Version 12.3(11r)T1, RELEASE SOFTWARE (fcl)

Vindaloo uptime is 29 minutes
System returned to ROM by power-on
System image File is "flash:c3825-ipvoice_ivs-mz.124-11.T3.bin"

Cisco 3825 (revision 1.0) with 226304K/35840K bytes of memory.
Processor board 1D FHK0847F0QC

2 Gigabit Ethernet interfaces

62 Serial interfaces

2 Channelized E1/PRI ports

2 Voice FXO interfaces

4 Voice FXS interfaces

DRAM configuration is 64 bits wide with parity enabled.

479K bytes of NVRAM.

62592K bytes of ATA System CompactFlash (Read/Write)

Configuration register is 0x2102

Vindaloo#show run
Building configuration...

Current configuration : 3341 bytes
1

version 12.4
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service timestamps debug datetime msec
service timestamps log datetime msec
no service password-encryption

!

hostname Vindaloo

!

boot-start-marker

boot system flash:c3745-ipvoicek9-mz.124-11.T3.bin
boot system flash:c3745-ipvoice-mz.124-3.bin
boot-end-marker

!

logging buffered 1000000

enable password cisco

!

no aaa new-model

no network-clock-participate slot 1
voice-card O

no dspfarm

!
voice-card 1

dspfarm

!

ip cef

ip tcp synwait-time 13

1

no ip dhcp use vrf connected
ip dhcp excluded-address 192.168.10.0 192.168.10.60
ip dhcp excluded-address 192.168.11.0 192.168.11.10

ip dhcp pool hg-pool-phones

network 192.168.10.0 255.255.255.0
option 150 ip 192.168.10.50
default-router 192.168.10.1
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ip dhcp pool hg-pool-data
network 192.168.11.0 255.255.255.0
default-router 192.168.11.1

no ip domain lookup
ip host whiz 171.69.1.162
ip host dirt 171.69.1.129
ip host danube 171.69.17.14
ip host CM-VINDALOO 172.20.221.254
ip host CM-Pluto 172.20.238.254
ip host CM-MADRAS 172.20.237.254
ip host CM-MARS 172.20.231.254

ip name-server 172.20.221.254

ip name-server 172.20.238.254

ip name-server 172.20.237.254

ip dhcp-server 192.168.10.1
multilink bundle-name authenticated
1

isdn switch-type primary-net5

1

1
voice call carrier capacity active
1
voice service pots

1
voice service Voip

fax protocol t38 Is-redundancy 2 hs-redundancy O fallback none
h323

session transport udp

h245 tunnel disable

sip

1

1

voice class codec 1
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codec preference 1 g7llalaw
1
!
1
voice class h323 1
call start slow

1

!

controller E1 1/0/0
pri-group timeslots 1-31

1

controller E1 1/0/1
pri-group timeslots 1-31

1

!

1

1

interface GigabitEthernet0/0

ip address 172.20.221.202 255.255.255.0

duplex auto
speed auto
media-type rj45
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interface GigabitEthernet0/1
no ip address
shutdown
duplex auto
speed auto
media-type rj45
1
interface Seriall/0/0:15
no ip address
encapsulation hdlc
isdn switch-type primary-net5
isdn incoming-voice voice
no cdp enable
1
interface Seriall/0/1:15
no ip address
encapsulation hdlc
isdn switch-type primary-net5
isdn incoming-voice voice
no cdp enable
1
ip route 0.0.0.0 0.0.0.0 172.20.221.1
1
1
ip http server
1
dialer-list 1 protocol ip permit
1
1
1
control-plane
!
1
1

voice-port 0/1/0
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1

voice-port 0/1/1

!

voice-port 0/1/2

!

voice-port 0/1/3

!

voice-port 0/2/0

!

voice-port 0/2/1

!

voice-port 1/0/0:15

!

voice-port 1/0/1:15

!

1

no mgcp package-capability res-package
no mgcp package-capability fxr-package
no mgcp timer receive-rtcp

!

!

dial-peer cor custom

1

!

!

dial-peer voice 323254 voip
destination-pattern 323254. ..
voice-class h323 1

session target ipv4:172.20.221.254
session transport udp

codec g7llalaw

!

dial-peer voice 1000000 pots
destination-pattern 10000[012][0-9]
no digit-strip
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direct-inward-dial

port 1/0/0:15

!
dial-peer voice 519254 voip
destination-pattern 519254. _.
session protocol sipv2
session target ipv4:172.20.221.254
session transport udp

codec g7llalaw

!
dial-peer voice 2000000 pots
destination-pattern 20000[012][0-9]
no digit-strip
direct-inward-dial

port 1/0/0:15

1

1

1
gatekeeper

shutdown

1

1

line con O

exec-timeout 600 O

password cisco

login

stopbits 1

line aux O

stopbits 1

line vty 0 4

exec-timeout 600 O

password cisco

login

1

scheduler allocate 20000 1000
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end
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Appendix L
Configuration Files for
Topology: SIP - CCM 6.0(1) - MGCP

Introduction

This appendix includes configuration files for the Dial ogic Brooktrout SR140
and the Cisco Media Gateway. Use these files to configure these systems.

m  SR140 Configuration Files on page 586
m  Cisco Gateway-Config on page 592
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SR140 Configuration Files

The two configuration files below show the configuration of the Dialogic

Brooktrout SR140 Software.
m  Dbtcal.cfg
m  CadlCtrl.cfg

btcall.cfg

#Filenames may contain spaces if enclosed in double quotes (')
bft_rcv_cap 0O
bt _cparm BT_CPARM.CFG
cabs O
call_control C:\FVD513\callctrl._cfg
#0ther sample call ctrl config files are also in samples.cfg
ced_timeout 4000
country_code 0010
ecm_enable 1
eff_pt_caps O
error_mult 40
error_thresh 3
error_enable 1
font_file ../bfv.api/fonts/ibmpcps.fz8 0
font_file ../bfv._api/fonts/ibmpcps.fz8 255
id_string
line_compression 5
max_width 0O
max_pagelist 30
restrict_res 1
subpwdsep 0
tone
v_timeout 60
width_res_behavior 1
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max_timeout O
badline_behavior 0
error_mult_rtp 200
min_length O

fax_rtp_enable 1
v34_ci_enable 1
v34_2400_baud_ctrl 1

v34 _enable 1

agc 1

dtmf_thresh 0O
dtmf_hi_to_lo_twist_idle 2
dtmf_hi_to_lo_twist_play 4
dtmf_in_to_in_ratio_idle 16
dtmf_in_to_in_ratio_play 6
dtmf_in_to _out ratio_idle 8
dtmf_in_to_out_ratio_play 2
dtmf_lo_to_hi_twist_idle 2
dtmf_lo_to_hi_twist_play 3
dtmf_min_off_idle 45
dtmf_min_off_play 45
dtmf_min_on_idle 30
dtmf_min_on_play 45

v_play _gain O
silcompr_middle 1000
record_beep_dur 500
record_beep_freq 500
silcompr_start 500
answer_dropout 255
answer_silence_history 2010
answer_spike 45
digital_answer_cp 1
max_answer_analysis 3000
max_answer_silence 1005
max_answer_voice 2010
init_answer_silence 2010
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busy dt _ct 1
line_encoding 0O

CallCtl.cfg

H O OHF OF OH OH OH OH OH OH OHF FE HEHE OHE OH OH K K

callctrl.cfg

Sample Call Control configuration file for Boston Bfv API.

This is an all-in-one file that contains examples for several

different types of configurations. All of the configuration lines have
been commented out. You should uncomment the lines that are
appropriate for your configuration.

NOTE: Ensure that you use an absolute path for all the parameters that accept
file names. For example:
protocol_File=[INSTALL_LOCATION]/config/analog_loopstart_us.lec
where [INSTALL_LOCATION] is the location where your software is installed.

For instance if the install location is C:/Brooktrout/Boston. Then
protocol_file=C:/Brooktrout/Boston/config/analog_loopstart_us.lec

Refer to the Call Control Configuration File section in the Brooktrout Fax
and Voice APl Programmer®s Reference Manual for more information.

1314_trace=none
1413_trace=none
api_trace=none
internal_trace=none
host _module_trace=none
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ip_stack_trace=none
# Most of the time a path should be used for this file name.
trace_Tfile=ecc.log
max_trace_Tfiles=1
max_trace_Tfile_size=100

[host_module.2]
module_library=brktsip.dll
enabled=true

[host_module.2/t38parameters]
t38_fax_rate_management=transferredTCF
t38_fax_udp_ec=t38UDPRedundancy
rtp_ced_enable=true
t38_max_bit_rate=14400
media_renegotiate_delay_inbound=4000
media_renegotiate_delay_outbound=-1
t38_fax_Fill_bit_removal=false
t38_fax_transcoding_jbig=false
t38_fax_transcoding_mmr=false
t38_t30_fastnotify=Ffalse
t38_UDPTL_redundancy_depth_control=5
t38_UDPTL_redundancy_depth_image=2

[host_module.2/parameters]
sip_Contact=0.0.0.0:0
sip_default_gateway=0.0.0.0:0
sip_description_URI=
sip_email=
sip_From=Anonymous <sip:no_from_info@anonymous. invalid>
sip_Max-Forwards=70
sip_max_sessions=256
sip_phone=
sip_proxy_serverl=
sip_proxy_server2=
sip_proxy_server3=
sip_proxy_server4=
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sip_registration_interval=60
sip_registration_serverl=
sip_registration_serverl_aor=
sip_registration_serverl_expires=3600
sip_registration_serverl_password=
sip_registration_serverl_username=
sip_registration_server2=
sip_registration_server2_aor=
sip_registration_server2_expires=3600
sip_registration_server2_password=
sip_registration_server2_username=
sip_registration_server3=
sip_registration_server3_aor=
sip_registration_server3_expires=3600
sip_registration_server3_password=
sip_registration_server3_username=
sip_registration_server4=
sip_registration_server4_aor=
sip_registration_server4_expires=3600
sip_registration_server4_password=
sip_registration_server4_username=
sip_Route=
sip_session_description=
sip_session_nhame=no_session_name
sip_username=-

[module.41]
mode 1=SR140
virtual=1
exists=1
vb_Firm=C:\FVD513\fw\bostvb.dl1l
channels=60

[module.41/ethernet.1]
ip_interface={A3ESEAA4-8023-4927-84FB-4A7905FE3987}:0
media_port_min=56000
media_port_max=57000
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[module.41/host_cc.1]
host_module=2
number_of _channels=60
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Cisco Gateway-Config

Vindaloo#sho ver

Cisco 10S Software, 3800 Software (C3825-1PVOICE_IVS-M), Version 12.4(11)T3,
RELEASE SOFTWARE (fc4)

Technical Support: http://www.cisco.com/techsupport
Copyright (c) 1986-2007 by Cisco Systems, Inc.
Compiled Wed 11-Jul-07 20:47 by prod_rel_team

ROM: System Bootstrap, Version 12.3(11r)T1, RELEASE SOFTWARE (fcl)

Vindaloo uptime is 1 day, 37 minutes
System returned to ROM by reload at 20:25:48 UTC Wed Sep 12 2007
System image File is "flash:c3825-ipvoice_ivs-mz.124-11.T3.bin"

Cisco 3825 (revision 1.0) with 226304K/35840K bytes of memory.
Processor board 1D FHK0847F0QC

2 Gigabit Ethernet interfaces

62 Serial interfaces

2 Channelized E1/PRI ports

2 Voice FXO interfaces

4 Voice FXS interfaces

DRAM configuration is 64 bits wide with parity enabled.

479K bytes of NVRAM.

62592K bytes of ATA System CompactFlash (Read/Write)

Configuration register is 0x2102

Vindaloo#sho mgcp

MGCP Admin State ACTIVE, Oper State ACTIVE - Cause Code NONE

MGCP call-agent: CM-Vindaloo 2427 Initial protocol service is MGCP 0.1
MGCP validate call-agent source-ipaddr DISABLED

MGCP validate domain name DISABLED

MGCP block-newcalls DISABLED
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MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP
MGCP

send SGCP RSIP: forced/restart/graceful/disconnected DISABLED

quarantine mode discard/step

quarantine of persistent events is ENABLED

dtmf-relay voip codec all mode out-of-band

dtmf-relay for voAAL2 is SDP controlled

voip modem passthrough disabled

voaal2 modem passthrough disabled

voip modem relay: Disabled

T.38 Named Signalling Event (NSE) response timer: 200

Network (IP/AAL2) Continuity Test timer: 200

"RTP stream loss® timer disabled

request timeout 500

maximum exponential request timeout 4000

rtp unreachable timeout 1000 action notify

gateway port: 2427, MGCP maximum waiting delay 3000

restart delay 0, MGCP vad DISABLED

rtrcac DISABLED

system resource check DISABLED

Xpc-codec: DISABLED, MGCP persistent hookflash: DISABLED

persistent offhook: ENABLED, MGCP persistent onhook: DISABLED

piggyback msg ENABLED, MGCP endpoint offset DISABLED

simple-sdp ENABLED

undotted-notation DISABLED

codec type g7llulaw, MGCP packetization period 20

JB threshold Iwm 30, MGCP JB threshold hwm 150

LAT threshold Iwm 150, MGCP LAT threshold hwm 300

PL threshold Iwm 1000, MGCP PL threshold hwm 10000

CL threshold Iwm 1000, MGCP CL threshold hwm 10000

playout mode is adaptive 60, 40, 200 in msec

Fax Playout Buffer is 300 in msec

media (RTP) dscp: ef, MGCP signaling dscp: af3l

default package: trunk-package

supported packages: gm-package dtmf-package trunk-package line-package
hs-package rtp-package atm-package ms-package dt-package
mo-package mt-package sst-package fxr-package pre-package
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md-package
MGCP Digit Map matching order: shortest match
SGCP Digit Map matching order: always left-to-right
MGCP VoAAL2 ignore-Ico-codec DISABLED
MGCP T.38 Max Fax Rate is DEFAULT
MGCP T.38 Fax is ENABLED
MGCP T.38 Fax ECM is ENABLED
MGCP T.38 Fax NSF Override is DISABLED
MGCP T.38 Fax Low Speed Redundancy: O
MGCP T.38 Fax High Speed Redundancy: O
MGCP Fax relay SG3-to-G3: ENABLED
MGCP control bind :DISABLED
MGCP media bind :DISABLED
MGCP Upspeed payload type for G71llulaw: O, G7llalaw: 8
MGCP Static payload type for G.726-16K codec
MGCP Dynamic payload type for G.726-24K codec
MGCP Dynamic payload type for G.Clear codec
MGCP Dynamic payload type for NSE is 100
MGCP Dynamic payload type for NTE is 99
MGCP rsip-range is enabled for TGCP only.
MGCP Comedia role is NONE
MGCP Comedia check media source is DISABLED
MGCP Comedia SDP force is DISABLED
MGCP Guaranteed scheduler time is DISABLED
MGCP DNS stale threshold is 30 seconds

Vindaloo#sho run
Building configuration...

Current configuration : 3504 bytes

1

version 12.4

service timestamps debug datetime msec
service timestamps log datetime msec
no service password-encryption
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!
hostname Vindaloo
!
boot-start-marker
boot-end-marker
!
logging buffered 10000000
enable password cisco
1
no aaa new-model
no network-clock-participate slot 1
voice-card 0O
dspfarm
dsp services dspfarm
!
voice-card 1
dspfarm
1
ip cef
!

ip host CM-VINDALOO 172.20.221.254
ip host CM-MERCURY 172.20.215.254
ip host CM-PLUTO 172.20.238.254

ip host CM-MADRAS 172.20.237.254
ip host cm-venus 172.20.214.254

ip name-server 172.20.2.181

ip name-server 172.20.221.254

ip name-server 172.20.215.254

ip name-server 172.20.237.254

ip name-server 172.20.238.254

multilink bundle-name authenticated
1
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isdn switch-type primary-netb
1
!
1
voice service Vvoip
fax protocol t38 Is-redundancy 2 hs-redundancy O fallback none
h323
session transport udp
h245 tunnel disable
!
1
voice class codec 1
codec preference 1 g7llalaw
1
!
1
voice class h323 1
call start slow

1

!

1

fax interface-type fax-mail
1

1

!

1

controller E1 1/0/0

pri-group timeslots 1-31 service mgcp
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1

controller E1 1/0/1

pri-group timeslots 1-31 service mgcp
1

1

1

1

interface GigabitEthernet0/0
ip address 172.20.221.202 255.255.255.0
duplex auto

speed auto

media-type rj45

1

interface GigabitEthernet0/1
ip address 172.20.237.202 255.255.255.0
duplex auto

speed auto

media-type rj45

1
interface Seriall/0/0:15

no ip address

encapsulation hdlc

isdn switch-type primary-net5
isdn incoming-voice voice
isdn bind-13 ccm-manager

no cdp enable
!
interface Seriall/0/1:15

no ip address

encapsulation hdlc

isdn switch-type primary-gsig
isdn timer T310 120000

isdn protocol-emulate network
isdn incoming-voice voice
isdn bind-13 ccm-manager
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no cdp enable
1
ip route 0.0.0.0 0.0.0.0 GigabitEthernet0/0
ip route 0.0.0.0 0.0.0.0 172.20.221.1
1
1
no ip http server
1
1
1
tftp-server fTlash:c3825-ipvoice-mz.124-3a.bin
1
control-plane
1
1
1
voice-port 0/1/0
1
voice-port 0/1/1
1
voice-port 0/1/2
1
voice-port 0/1/3
1
voice-port 0/2/0
1
voice-port 0/2/1
1
voice-port 1/0/0:15
1
voice-port 1/0/1:15
1
ccm-manager mgcp
ccm-manager music-on-hold
ccm-manager config server 172.20.221.254
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ccm-manager config

1

mgcp

mgcp call-agent CM-Vindaloo 2427 service-type mgcp version 0.1
mgcp dtmf-relay voip codec all mode out-of-band
mgcp rtp unreachable timeout 1000 action notify
mgcp package-capability rtp-package

mgcp package-capability sst-package

mgcp package-capability pre-package

no mgcp package-capability res-package

no mgcp timer receive-rtcp

mgcp sdp simple

mgcp fax t38 gateway force

mgcp rtp payload-type g726rl6 static

!

mgcp profile default

1

sccp local GigabitEthernet0/1

sccp ccm 172.20.221.254 identifier 1 version 4.1
scep

1

sccp ccm group 1

associate ccm 1 priority 1

associate profile 1 register mtp00127f283efl

!

dspfarm profile 1 transcode

codec g7l1lulaw

codec g71lalaw

codec g729ar8

codec g729abr8

maximum sessions 10

associate application SCCP

1

1

dial-peer voice 4151 pots
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port 0/1/0

1
dial-peer voice 999010 pots
service mgcpapp

port 0/1/0

1
dial-peer voice 1 pots
service mgcpapp

1
dial-peer voice 2 pots
service mgcpapp

port 1/0/1:15

1

1
sip-ua
disable-early-media 180
retry options 0O

1

1
gatekeeper

shutdown

1

1

line con O
exec-timeout 600 O
password cisco

login

stopbits 1

line aux O

stopbits 1

line vty 0 4
exec-timeout 600 O
password cisco

login

1
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scheduler allocate 20000 1000
ntp clock-period 17178609

ntp server 192.168.240.254

1

end

Vindaloo#
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Appendix M

Service Activation and Service
Parameters for CUCM

Version 4.2(3)

Introduction

The appendix contains information for service activation and service
parameters for the CUCM Version 4.2(3) to verify the configurationsin this
document.

Note: Thedefault values support T.38 traffic. It isnot necessary to change any
fieldsto enable T.38 support on CUCM.
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Configuring Service Activation

Thefollowing isthe CUCM services used during this configuration verification
Not all setting are required for T.38 support.
» Follow the steps below.

1. Open the Cisco Unified Communications Manager 4.2.3.

2. Fromthe Application menu, select Cisco Unified CallManager
Serviceability.

wstem  Route Plan

User Application  Help

il . .| Install Plugins
Unified CallManager Admini| undate plugin urL Cisco Syseus

It nications

Mo Ap ;nlin::-atiu:‘.h- Installed

Cisco Unified CallManager 4.2 Administration

Copyright © 1999 - 2004 Cisco Systems, Inc.
&l rights reserved.

This product contains cryptographic features and is subject to United States and local country laws governing import, export,
transfer and use, Delivery of Cisco cryptographic products does not imply third-party authority to import, export, distribute or
use encryption, Importers, exporters, distributors and users are responsible for compliance with U.S, and local country laws,
By using this product you agree to comply with applicable laws and regulations, If you are unable to comply with U.S, and
local laws, return this product immediately.,

A summary of U.S, laws governing Cisco cryptographic products may be found at:
bttpAfwww cisco . cormwwl/e xportyorypto/tool/starg bt
If you require further assistance please contact us by sending email to export@cisco.com,

Figure 496. CUCM Serviceability
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The following screen appears.

Toaols

Cisco SysTEMS

Bl Ehoy Nealflad Coigidaliiivg

Cisco Unified CallManager 4.2 Serviceability

Copyright © 1999 - 2004 Cisco Systems, Inc.
all rights reserved.

This product cantains cryptographic features and is subject to United States and local country laws governing import, expoart,
transfer and use, Delivery of Cisco cryptographic products does not imply third-party autharity to import, export, distribute or usze
encryption. Importers, exporters, distributars and users are responsible for cornpliance with U.5, and local country laws,

By using thiz product you agree to comply with applicable laws and regulations, If you are unable to comply with U.S, and local
laws, return thiz product imrediately,

A sumrnary of U5, laws governing Cisco cryptagraphic products may be found at:
http i/ www. cisco. comy/wwlfexportf crypto/taalistara, html
If vou require further assistance please contact us by sending email to export@cisco, com,

Figure 497. Service Activation
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3. Fromthe Tool menu, select Service Activation.

Cisco SysTems

Cisco Unified CallManager 4.2 Serviceability

Copyright © 1999 - 2004 Cisco Systems, Inc.
all rights reserved.

This product cantains cryptographic features and is subject to United States and local country laws governing import, export,
transfer and use, Delivery of Cisco cryptographic products does not imply third-party autharity to import, export, distribute or usze
encryption, Importers, exporters, distributors and users are responsible for cormpliance with 1.5, and local country laws,

By using thiz product you agree to comply with applicable laws and regulations, If you are unable to comply with U.5, and local
laws, return this product immediately,

A sumrary of U5, laws governing Cisco cryptographic products may be found at:
http i/ www, cisco, comy/wwlfexport/ crypto/taali stara. html
If vou require further assistance please contact us by sending email to export@cisco, com,

Figure 498. Service Activation

4. Thefollowing screen appears. Select your CUCM server in the left pane.
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Alarm race Tools Application

Cisco SysTems

Cisco Unified CallManager

el Ellone Mo flad Cnswinuianilgg

Service Activation

Servers I server: select a Server

of CMTI\\T%RS Status: Ready

Figure 499. Select Server
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The screen below appears. Complete the screen as indicated below.

sy s Cuialo g

..; U ﬁ dC nM ! M Gisco SysTEMS
&CO nifie a anager M

Service Activation

Servers I server: cM-MaRS

ol CM-MARS Status: Ready

Control Center

[ Update ][ Set Default ]

NT Service

Ciscao CallManager Activated
Ciscao Tftp Activated
Cisco Messaging Interface Activated
Cisco IP Yoice Media Streaming App Activated
Cisco CTIManager Activated
Cisco Telephony Call Dispatcher Activated
Cisco MOH Audio Translator &ctivated
Cisco RIS Data Collector 4ctivated
Cisco Database Layer Manitor &ctivated
Cisco COR Insert Activated
Cisco Extended Functions &ctivated
Cisco Serviceahility Reporter Activated
Cisco CTL Provider Activated
Cisco Certificate Authority Proxy Function Activated

Tomcat Web Service

Cisco Extension Mobility Activated
Cisco IP Manager Assistant Activated
Cizco wWebDialer Activated

Mote: While deactivating a service, make sure to deactivate all of the services that are dependent on
this service, Please refer to on-line help for service dependencies for single-server and multi-server
configuration,

Figure 500. Service Activation Data

5. Click Save.
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Configuring Service Parameters

» Follow the steps below to configur e service parametersfor CUCM
version 4.2.3.

1. From the System menu, select Service Parameters.

b Cisco SysTems

b

Cisco Unified CallManager 4.2 Administration

Figure 501. Service Parameters

2. Sdlect the Server.

ystemRou PlanservicereatureDeviceUserApplicationHelp

CiscoUnified CallManager Administration fuiss Suns

For Cisco wnications

Service Parameters Configuration

Select the server and the service you want to configure:

Server*® CM-MARS v
Service* --- Not Selected — v %

Note: If the service you want to configure does not appear in the Service drop-
down, you must activate it using Service Activation.

* indicates required item

Figure 502. Server
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3. Select the Cisco CallManager service.

Ciseo Svstems

Service Parameters Configuration

Select the server and the service you want to configure:

Server* CM-MARS v
Service* — NotSelected — ¥
— Mot Selected —

. : Cisco CallManager . !
Note: If the service “f: appear in the Service drop-
"Clsm Certificate Authority k oYy PP P

down, you must acti
i Cisco CTIManager

Cisco CTL Provider

Cisco Database Layer Monitor
Cisco IP Manager Assistant
Cisco IP Voice Media Streaming
Cisco RIS Data Collector

Cisco Serviceability Reporter
Cisco Thp

Cisco WebDialer

= indicates required item

Figure 503. CallManager Service
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The screen on the following pages appears with the service parameters and
suggested values to use in your configuration.

Service Parameters Select Another
Configuration ; s e

Current Server : PVCCM

Current Service: Cisco CallManager ﬂ
Status: Ready

[ Update || Setmw Default || Advanced |

&8 parameters apply to the curment server except these in the Clusterwide group(s)

Parameter Name Parameter Value Suggested Value

Code Yellow Entry
Latency {msec)* lil:l | 20

Code Yellow Duration |
el {09000 = 99999

System Throttle

Sample Size® |!B | ie

Parameter Name Parameter Value Suggested Value
Dial Plan Path* [C:\Program Files\Cisco\DialPlan] ﬁ}l‘;{%mmamam
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Parameter Name Parameter Value Suggested Value
CDR Enabled Flag® False ~ False

Digit Analysis
Complexity®

@ StandardAnalysis

Maximum Phone o 10
Fallback Queue Depth*

Enable TCP Keepalives p
For SSAPT Interface® |/ 245 ] False

Some parameters in this group are hidden, dick on Advanced button to see hidden parameters

Parameter Name Parameter Value Suggested Value

SOL Trace Data Flags® |0x00000111 | 0x00000111

SDL Trace Data Size* [t}_

SDL TraceType Flags* [u,agnBEms OxBO00EBLS

DR et - _

Some parameters In this group are hidden, click on Advanced button to see hidden parameters
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Parameter Name

Call Diagnostics
Enabled® Falss

Suggested Value

ﬂ False

CT1 New Call Accept

Timer (sec)*

CTI Dial Diglts Interval

250

(msec)*

Retain Media on

Disconnect with PI for  |False

Active Call*

ﬂ False

Station KeepAlive |30
Interval (sec)*® -

30

Strip # Sign from

Called Party Numbers LTe

ﬂl True

oo e 0

T302 Timer (msec)* 15000

15000

303 Timer (msec)® (400

T304 Timer (msec)* (30000

30000

O

T306 Timer (msec)* (30000

30000

0 T ey 100

T300 Timer (msec)* 90000

20000

o e [ooon
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T313 Timer (msec)* 4000 | 4000

Unknown Caller [D |—Tru0 EJ Trirs

Flag*
Call Classification® O s o
Always Display Original |Faisu ﬂ False

Dialed Number™

Parameter Name Parameter Value Suggested Value
Always Use Prime
ey |Falsa - False

Builtin Bridge Enable* [ Off 1~ OFf
Device Mobilty Moge® [on S e
Auta Answer Timer E | 1

(sec)

Alternate Tdle Phone

Auto Anawer Behaviors |15 [ ] False
Lo ClE—

Enabled=

Owerride Auto Answer
IF Speaker Is |Tn.u9 ﬂ True
Disabled®
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Some parameters In this greup are hidden, click on Adwvanced button to see hidden parameters
Parameter Name Parameter Value Suggested Value

CallManager sets the
|Ga|lManagar sats the scraening indicator valus - Dafault 5:5111195 screening indicator value -

Calling Party Numhber

Screening Indicator® Default setting

Device Status Poll
Interval (msec)* (3000 | 3000

Discard Non Tnband i
Progress in Overlap |Farlsa ﬂ False
Saending*

DTMF Sllence Tone

Flag* | Falsa @ False

Enable Sending PRI

NL2 Sarvice Message®  |F252 L] False

Gateway KeepAlive
Timer (sec)* 2 | 25

Location In PRI
Frogress Indicator IE |Llaa the Network Side PRI progress indicator IE
[User Side Only)*

Use the Netwaork Side PRI
progress Indlcator IE

MGCP Database Query

Delay Timer {msec)* |mmI | 1000
MGCP Response Timer |30 | 20

(sec)*
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Numbering Plan Tnfo* |‘l | 1

Port Refease Timer |ﬂ, I
{sec)*

Stable in Slate 4 Flag® |False = False

I-Frame Timer (meec)* (2000 il 2000

Convert European .
Progress Message to | False v Eus

Alerting™

Digital and Analog
Parts Enabled* |True e True

Parameter Name Parameter Value Suggested Value

Accept Unknown TCP

i False =~ False

oRQEnetledt [Fae CE

Flag*

| True = False
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H225 Device Connect
Timer* |ﬂ | 0
H225 TspReq Retry* |2 | 2

H225 T301 Timer

fmgacy* 180000

i

l

H225 T303 Timer
{msec)*

4000

H

l :

H225 7305 Timer |3EIDO|}
{rnsac)* =

‘

0000

L7;]

H225 TCP Timer (sec)* |5

0

1

H323 Calling Party

; Calling number screened
MNumber Screening Calling numbsar scrasned and pasaadil i
Indicator® |— and passed
Falza
RAS ARQ Timer (secl* |3 | 3

]

(5]

RAS DRQ Timer (sec)* |3

1

9]

Ras URQ Timer (sec)* |3

1

B

Retry Count for BRQ* |2

N L=

5]

Retry Count for RRQ* |2
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Retry Count or URQ™ | e s

Send Product ID and
Version 1DF |Falsa [ | Ak

Send H225 User Info 1 User Info for Call Progress
) ge* |U93rh|nhrﬂal Prograss lone ﬂ| Tone

Device Name of GK- —
controlled Trunk That  |Nons | Mone
Will Use Port 1720% i .

Fall Call If MTP -
Allocation Fails* |Falss il False

Some parameters in this group are hidden, click on Advanced button to sea hidden parameters

Parameter Name Parameter Value Suggested Value
Retry Count for S1P o | 10

Bye*

Retry Count for 519

Retry Count for SIP

i [0 | 10

SIPF Connect Timer
(rmsec)®

SIP Explres Timi o
(ms%g': L |18nan0 |

LBOOO0
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Retry Count for SIP

il e 10 | 10

SIP Connect Timer
(rmsec)®

500 | 500

SIP Explres Timer
{msec)* 180000 | 180000

500

SIP Rel1XX Timer
{msac)* 500 |

SIP Default Telephony |11 | 101

Event Payload Type*

X Enablet | False
SIP Min-SE Value {sec) |1gn |

1800
Parameter Name Parameter Value Suggested Value
Call Park Display Timer 10 | 10

(sec)*

Mazxirnum Call Duration
Timer {min)*

720 | 770

Party Entrance Tone™ |'Frua @ True
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Message Waiting
Indicator APDU Digit | < Nana > =
Translation CS5 Z

e = @ e

Advanced Ad Hoco

Conforence Enabled* |22 ] False

Parameter Name Parameter Value Suggested Value
Forward Maximum Hop |12 '| 13

Count*

Max Forward Hops to

B 112 | 12

Forward By Rerouke
Enabled*

|Falsa # Falsa

Always Forward Switch
Volce Mall Calls* | True [

True

Tnclude Griginal Called
Info for Q.5IG Call | Only aftar tha first diversion ﬁ 34‘32’ r:ﬁr the first
Diversione* m :

620
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Some parameters In this group are hidden, click on Advanced button to see hidden parameters

Parameter Name Parameter Value Suggested Value

Hold Reversion | 0 | 0
Duratlon {sec)*

Parameter Name Parameter Value Suggested Value
Locations-based MLPP
Enahle* |False @ False

Parameter Name Parameter Value Suggested Value
Path Replaceament anisba ﬂ False

Enabled*

Start Path
Replacement Minlmum |D | 0
Dalay Time (sac)*

Path Replacement T1
Timer {sec)®

a0 | a0

Path Replacement | |
PINX ID
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Parameter Name Parameter Value Suggested Value
Call Back Enablec |.|.m|= Hl True

Flag*

Connection Proposal

‘3 | Connestion Retention ~ Connection Retention
Type

Default 1o Connection Retention |

Call Back Request
Protection T1 Timer |10 | 10
(sec)*

tall Back Calling

Search Space |‘ e @

o path Resenvaton® [ Tre A4 e
Set Private Numbering =

Plan for Call Back* |Fal56 & False

Parameter Namea Parameter Value Suggested Value
Auto Call Plckup |'False ﬁl Ealis

Enahled®

Parameter Name Parameter Value Suggested Value

Stop Routing on Out of E
Bandwlidth Flag™® |FEIEB ﬂ

False

Stop Routing on User [
Busy Flag* |Tm? ﬂ True

622
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Parameter Name Parameter Value Suggested Value

Stop Hunting on Out of

Bandwidth Flag* [False [ | False

Parameter Name Parameter Value Suggested Value
Default Nebwork Hold |1 | 1

MOH Audio Source ID#*

Duplex Streaming |HEB @

Enabled* False
Maxirmum MesiMa |-'l | 4
Conference Unicast™

Media Exch Ti
{sec.]]?“' change Timer |12_ ] 12

Media Resource
Allocatlon Timer (sec)* 12 | 1z

Silence Suppression*  |Falsa ﬂ False

Strip G.729 Annex B
{Silence Suppression) | False = False

from Capabilitias*
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Parameter Name Parameter Value Suggested Value
Always Use Dial Tone |‘D""f"' i @ Default

Setting*

iCalling Search Space
Initialization Timer (800 | 900

{sec)*

Database Initialization @ﬂ | a00

Timer {zac)¥ -

Digil Anabysis Timer | 5 |
{sec)*

Media Initialization

Timer (sec)® 0 | &

Supplermentary
Services Initialization (900 | ano
Timer (sec)*

Time Of Day e :
Initialization limer [Eﬁ[ll | Q00
{sec)
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Farameater Name Faramater Value Suggested Value
Priority Class® | Marmal Priority = Mormal Priority
EF DSCP (101110}

DSCP for Priority Awsdio
Calla= o [EFDscPpoiey = EF DSCP (101101)

EF DSCP (101100}

DSCP for Flash Audio
Calls=

EF DSCP (101001}

o
'|'|
i
=
g
g
i

EF DSCF {(101010)

DECP Tar o
Orvereide Audlo Calls= | EF DSCP (101010)

]

EF DSCP (101010}

AF41 DXSCE {100010)

DSCR for ICCP Protoco! = m ) DSCP (011000 ) E:asl’:iltpnciedm 3) DSCP

c
2
|

Parameter Name Parameter Value

SDL Listening Port 5 I
MNumber*

g
E

20

Suppress Debug Info
for Router Death®

2

o ]

Parameter Name Parameter Value Suggested Value

Enforce Millisecond
Packet Size* [3ra = s

Locations Trace Detalls F
Enabled® Falsa a Faloe

Preferred G723
Millisecond Packet
Skze*

Parameter Name Parameter Value

Automated Alternate
Routing Enable= [Falsa [ | False

Parameter Name Parameter Value
Packet Capture
Enable* [True

Packet Capture Max —
Real-Time Client &
Connections®

True
= S
] 5

= Indicates required fem
M Chck Tor Mors Falormation,

Figure 504. Service Parameter values
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Appendix N

Service Activation and Service
Parameters for CUCM

Version 5.04

Introduction

The appendix contains information for service activation and service

parameters for the CUCM Version 5.0(4) to verify the configurationsin this
document.

Note: Thedefault values support T.38 traffic. It isnot necessary to change any
fieldsto enable T.38 support on CUCM.
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Configuring Service Activation

Thefollowing is CCM services used during this configuration verification
Not all setting are required for T.38 support.
» Follow the steps below.

1. Open the Cisco Unified Communications Manager 5.0(4).
2. From the Tool menu, select Service Activation.

Dialed Mumber Analyzer

Service Activation |

I}
|
Cortral Center - Featureﬂrvices

Contral Center - Metwork Services

isco Unified CallManager Serviceability

stem version: 5.0,4.2000-1
Hministration version: 1.1.0.0-1

Serviceahilty Reports Archive
CDR Management

Copyright & 1999 - 2005 Cisco Systems, Inc.
All rights reserved.

This product contains cryptographic features and is subject to United States and local country laws governing import, export, transfer and use, Delivery of Cisco

products does not imply third-party authority to import, export, distribute or use encryption. Importers,exporters,distributors and users are responsible for cormpl
local country laws,

By using this product you agree to comply with applicable laws and regulations. If you are unable to comply with U.S, and local laws, return this product immedi:

A summary of U.S, laws governing Cisco cryptographic products may be found at:http: /A www . cisco.comfwwlfexport/eryptoftoal/starg btml
If you require further assistance please contact us by sending email to export@cisco.com,

Figure 505. Service Activation

628 This document is not to be distributed to a third party without written permission from Dialogic.



Configuring Service Activation

The following screen appears.

Cisco Unified CallManager Serviceability ror cisco unified communicatio

Alarm w  Trace = Toolz » Snmp »  Help =

Service Activation

— Select Server
Servar® |- Select a Server - %

@* - indicates required item.|

Figure 506. Select Server

3. Select your CUCM server.

Cisco Unified CallManager Serviceability ror cisco unified communication

Alarm w  Trace = Toolz » Snmp »  Help =

Service Activation

— Select Server
Servar® |- Select a Server - %
- Select a Server

@* -in

Figure 507. Server

The screen below appears. Complete the screen as indicated below.
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— Select Server
Server* | CM-WENLUS W

— CM Services
|Service Name

¥ Cisco CallManager

¥ Cisco Tftp

¥ Cisco Messaging Interface

¥ Cisco IP YWoice Media Streaming App

¥ Cisco CTIManager

¥ Cisco CallManager attendant Console Server
¥ Cisco Extension Mobility

¥ Cisco Extended Functions

¥ Cisco Dialed Number Analyzer

v Cisco DHCP Monitor Service

|activation Status
Activated

Activated
Activated
Activated
Activated
Activated
Activated
Activated
Activated
Activated

— CTI Services
Service Name
r Cisco IP Manager Assistant

v Cisco WehDialer Web Service

|activation Status
Deactivated

Activated

— CDR Services
|service Name

r Cisco S0AP - CORonDemand Service
r Cisco CaR Scheduler
r Cisco CAR Web Service

|activation Status
Deactivated

Deactivated
Deactivated

— Database and Admin Services
Service Name

r Cisco AXL Web Service
r Cisco Bulk Provisioning Service
r Cisco TAPS Service

|activation Status
Deactivated

Deactivated
Deactivated

— Performance and Monitoring Services
Service Name
I~ Cisco Serviceability Reporter

- Cisco CallManager SMMP Service

|activation Status
Activated

Deactivated

— Security Services
Service Name
i~ Cisco CTL Provider

[ Cisco Certificate Authority Proxy Function

|activation Status
Activated

Activated

— Directory Services
Service Name
r Cisco DirSync

|activation Status
Deactivated

|[ Save ” Set Default ” Refresh ]|

single-server and multi-server configuration

@While deactivating a service, make sure to deactivate all of the services that are dependent on this service. Please refer to on-line h

@* - indicates required item.|

Figure 508. Service Activation Data
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4. Click Save.

— Directory Services
|Service Name
r Cisco DirSync

| Save [ Set Default ” Refresh ]|
by

@While deactivating a service, make sure to deactivate all of the services that are dependent on this servi
single-server and multi-server configuration

|actival
Deactis

@* - indicates required item.|

Figure 509. Save
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Configuring Service Parameters

» Follow the steps below to configur e service parametersfor CUCM
version 5.0(4).

1. From the System menu, select Service Parameters.

Sustam Call B dicu

b cli

ager Admin

Server

Cizco Unified CallManager

Cizco Unified CallManager Group

Phone MTFP Reference
DratedTime Group
Presence Group
Region

Device Pool

DHCP

LOAP

Laocation

SRET

MLPP Domain

Erterprize Parameters

Service Parameters U

Security Profile
Application Server

Licensing

3

Bezources »  Woice Mall »  Device = Application »  User Management »  Bulk Administration +  Help

Cisco Unified CallManager Administration

System version: 5.0.4.2000-1
Administration version: 1.1.0.0-1

Copyright @ 1999 - 2006 Cisco Systems, Inc.
All rights reserved.

= features and is subject to United States and local country laws governing import, export, transfer and use, Delivery of Cisco ocry
mport, export, distribute or use encryption. Importers, exporters, distributors and users are responsible for compliance with U.S,
mply with applicable laws and regulations. If you are unable to comply with U.S, and local laws, return this product immediately,

Cisco cryptographic products may be found at: bttp:/fwww . cisco.com/wwl/export/crypto/tool/stgrg.btml,
ease contact us by sending email to export@cisco.com.

Figure 510. Service Parameters
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The following screen appears.

Cisco Unified CallManager Administration Inifie ; Logg

System = Call Routing +  Media Resources = “oice Mail = Device = Application = User Management »  Bulk Administration = Help =

Eervice Parameter Configuration

— Status
Status: Ready

— Select Server and Service
Server*|__ Mot Selected -- v

Mo parameter available for this service.

® *_indicates required item.

Figure 511. Service Parameter Information

2. Sdlect the Server.

Cisco Unified CallManager Administration Fror U mimunic

System = Call Routing +  Medis Resources = “oice Mail = Device = Application = User Management = Bulk Administration +  Help =

ervice Parameter Configuration

- Status
Status: Ready

- Select Server and Service
Server*| _ not Selected -- v
Mot Selected --

Mo parameter available for this service.

® *_indicates required item.

Figure 512. Server
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The screen on the following pages appears with the service parameters and
suggested values to use in your configuration.

Cisco Unified CallManager Administration ro

System = Call Routing +  Media Resources = “oice Mail = Device = Application = User Management »  Bulk Administration = Help =

Fervice Parameter Configuration

PR

— Status
Status: Ready

— Select Server and Service
Server® CM-VENUS (Active) v

Service* Cisco CallManager (Active) v

All parameters apply only to the current server except parameters that are in the Clusterwide group(s).

— Cisco CallManager { Active) Parameters on server CM-YENUS { Active)

Parameter Name Parameter ¥alue Suggested Value
— CCM Call Throttling
Code Yellow Entry Latency * o0 20
Code Yellow Exit Latency Calculation * 40 40
Code vellow Duration * Jeleieee] + |59999
Max Events Allowed * 2000 2000
System Throttle Sample Size * 10 10
— System
COR Enabled Flag * Falza + |False
CDR Log Calls with Zero Duration Flag * Falze + |False
Digit Analysis Complesity * StandardAnalysis + | Standardanalysis
Database Debounce Timer * 0 0
Mazimurm Phone Fallback Queue Depth * 10 10
Maxirurn Mumber of Registered Devices * 5000 5000

There are hidden parameters in this group. Click on Advanced button to see hidden parameters.

— SDL Trace
SOL Trace Data Flags * %B000013F Ox00000111
SOL Trace Flush Immediately * True w | True
SDL Trace Data Size * 0 0
SOL Trace Flag * Falza w | True
SOL TraceType Flags * 0xFODOFEFT O0x8000ER1S
SOL =ML Trace Flag * Falza + |False

There are hidden parameters in this group. Click on Advanced button to see hidden parameters.
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— Clusterwide Parameters (Device - General)

Call Diagnostics Enabled * |Disah|ed v| Disahled
CTI Mew Call Accept Timer * |4 | 4
CTI Generate Digits Interval * |250 |250
CTI Dial Digits Interval * |250 |250
Retain Media on Disconnect with PI for Active Call * |Fa|se v| False
Station and Backup Server Keepdlive Interval * |ED |6D
Station Keepslive Interval * |30 |30
Status Enguiry Poll Flag * |Fa|se v| False
Strip # Sign from Called Party Mumber * |True v|True
T301 Timer * (180000 | 180000
T3202 Timer * (15000 | 15000
13203 Timer * (4000 | 4000
T304 Timer * 30000 | 30000
T30S Timer * 30000 | 30000
T306 Timer * 30000 | 30000
1308 Timer * (4000 | 4000
13209 Timer * 50000 90000
T210 Timer * (B 60000
T213 Timer * 4000 | 4000
T316 Timer * (120000 | 120000
T217 Timer * (100000 | 100000
1321 Timer * 30000 | 30000
1322 Timer * (4000 | 4000
Tone on Hold Timer * |1D | 10
Unknown Caller 1D Flag * |True v|True
Call Classification * |OffNet v| OffNet
There are hidden parameters in this group. Click on Advanced button to see hidden parameters.

— Clusterwide Parameters (Device - Phone)
Always Use Prime Line * |Fa|se v| False
&lways Use Prime Line for Yoice Message * |Fa|se v| False
Builtin Bridge Enable * Off v| off
Auto Answer Timer * q Iy | 1
Extension Display on Cisco IP Phone Model 7910 * |Fa|se v| False
Alternate Idle Phone Auto Answer Behavior * | False v| False
Hold Type * |Fa|se v| False
Line State Update Enabled * |True v|True
Off-hook to First Digit Timer * [15000 | 15000
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Forced Authorization Code Prompt Text * ‘EnterAuthorization Code |Enter Authorization Code
Client Matter Code Prompt Test * ‘Enter Client Mattar Code | Enter Client Matter Code

AMR Metwork Congestion Rerouting Test * |Netw0rk Congestion. Rerouting.

‘Network Congestion. Rerouting.

Ring Setfing of Busy Station Policy * ‘ Only Apply Ring Setting of Busy Station VWhen Incoming Call Ari V| %Tgrﬁgghéiirgrﬁigsmg of Busy Sta

Transfer On-hook Enabled * ‘ False v| False

Ring Setting of Busy Station * ‘ Beep Only v| Beep Only

Ring Setting of Idle Station * ‘ Ring v| Ring

Privacy Setting * ‘True v|True

SIP Station Keendlive Interval * ‘120 | 120

SIP Station Realm * ‘ccmsip\ine |ccmswp\ine

Sneed Dial Await Further Digits * ‘ False v| False

Display CTI Route Point Mame or DM * ‘ False v| False

There are hidden parameters in this group. Click on Advanced button to see hidden parameters.
— Clusterwide Parameters (Device - PRI and MGCP Gateway)

Calling Party Mumber Screening Indicator * ‘ CallManager sets the screening indicator walue - Default setting v| ggllclgﬂjpgggnsgets the screening inc

Clear Calls Flag When Datalink Is Dovwn * ‘True v|True

Device Status Pall Interval * ‘3000 |SDDD

Disable Alerting Progress Indicator * ‘ False v| False

Discard Mon Inband Progress in Overlap Sending * ‘ False v| False
Disahle Resume from Shared-line MGCP FXS Port * |True v|True
DTMF Silence Tone Flag * | False v| False
Enable Display IE in Codeset & * |Fa|se v| False
Enable Sending PRI MI2 Service Message * |Fa|se v| False
Flash Hook Duration * |SDD |SDD
Gateway Poll Timer * |1D | 10
Location In PRI Progress Indicator IE (User Side Only) * |Use the Metwork Side PRI progress indicator [E v| Use the Metwaork Side PR
Matching Calling Party with Attendant Flag * |Fa|se v| False
MGCP Database Query Delay Timer * |1DDD | 1000
MGCP FX5 On-Hook Pending Timer * |3 |3
MGCP Response Timer * |30 | a0
MGCP Timer * |3 |3
Hurmnbering Plan Info * |1 | 1
Overlap Receiving Flag for PRI * |True v|True
Port Release Timer * |D | 0
SMOI Call Delay Timer * |D | 0
Stable in State 4 Flag * |Fa|se v| False
Suppress Out-of-Channels Alarms * |True v|True
I-Frame Timer * |ZDDD |EDDD
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Userto-User IE Status * |Fa|se v| False
Convert European Progress Message to Alerting * | Falza v| Falze
Enable DMS PRI Motify Message from User to Netwark * |True v|True
There are hidden parameters in this group. Click on Advanced button to see hidden parameters.
— Clusterwide Parameters (Device - H323)
Accept Unknown TCP Connection * | False v| False
BRO Enahled * |Fa|se v| False
Call Present Disconnect Flag * | False v| False
Check Progress Indicator Before Establishing Media * |Fa|se v| False
H225 Block Setup Destination * |Fa|se v| False
H225 DB Retry Timer * |D | 0
H225 Device Connect Timer * |D | 0
H225 DTMF Duration * 100 | 100
H225 TspReq Retry * |2 |2
H225 Intercluster Call Throttle Timer * |30 v| 30
H225 T301 Timer * (180000 | 180000
H225 T302 Timer * (15000 | 15000
H225 T303 Timer * 4000 | 4000
H225 T304 Timer * [30000 | 20000
H225 T30S Timer * 30000 | 30000
H225 T310 Timer * l6ooo | 60000
H225 TCP Timer * |5 | 5
H245 TCS Timeout * 1o |10
H323 Calling Party Mumber Screening Indicator * |Ca|ling number screened and passed v| Calling number screem
Tone on Connect * |Fa|se v| False
RAS ARG Timer * |3 | 3
RAS BRO Timer * |3 | 3
RAS DRO Timer * |3 | 3
RAS RRO Timer * |3 | 3
Ras URQ Timer * |3 | 3
Retry Count for ARG * |2 | 2
Retry Count for BRO * |2 | 2
Retry Count for DRO * |2 | 2
Retry Count for RRO * |2 | 2
Retry Count for URG * |1 | 1
Send Product ID and Version 1D * |Fa|se v| False
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Device Mame of GK-controlled Trunk That Will Use Port

MNone
TEmT |N0ne |
Host Name/IP Address of GK That Will Use RAS UDP Port |N0ne |N0ne
1719 *
Eail Call If MTP Allocation Fails * |Fa|se v| False

There are hidden parameters in this group. Click on Advanced button to see hidden parameters.

— Clusterwide Parameters (Device - SIP)

Retry Count for SIP Bye * |1D | 10
Retry Count for SIP Cancel * |1D | 10
Retry Count for SIP Invite * |5 |6
Retry Count for SIP PRACK * |5 |6
Retry Count for SIP Rel1xy * |1D | 10
Retry Count for SIP Response * |5 |6
SIP Connect Timer * |SDD | 500
SIP Disconnect Timer * |SDD | 500
SIP Expires Timer * |1BDDDD | 180000
SIP PRACK Timer * 500 | 500
SIP Rel1xx Timer * 500 | 500
SIP Trying Timer * |SDD | 500
SIP Rellxx Enabled * |Fa|se v| False
SIP Min-SE value * 240 | 1800
5IPS URI Handling * |Reject v| Reject
SIP statistics Periodic update Timer * |2 | 2
SIP Session Expires Timer * |1BDD | 1800
SIP Trunk TspReq Retry * |2 | 2
SIP TCP Timer * |5 | 5
Send SIP Multicast TTL in SDP * |Fa|se v| False
— Clusterwide Parameters (Feature - General)
Call Park Display Timer * |1D | 10
Call Park Reversion Timer * |ED | &0
Magirurn Call Duration Timer * |?20 | 720
Mazirurn Hold Duration Timer * |360 | 360
Party Entrance Tone * |True v|True
Suppress MOH to Conference Bridge * |True v|True
Message Waiting Lamp Policy * |F'rimary Line - Light and Prompt v| Primary Line - Light anc
Message Waiting Indicator Inbound Calling Search |< Maone = v|
Space
Multiple Tenant MWI Modes * |Fa|se v| Falze
MWI Mon Message Center Signaling Call Duration * |D |D
Message Waiting Indicator APDU Digit Translation €SS |< Maone = v|
Block Offtet To OffMet Transfer * | False v| False
Drop Ad Hoc Conference * | Mever v| Never
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— Clusterwide Parameters (Feature - Forward)

Forward Maximurn Hop Count * |12 | 12
Forward Mo Answer Timer * |12 | 12
Max Forward Hops to DN * |12 | 1z
Retain Forward Information * |True v| False
Forward By Reroute Enabled * |Fa|se v| False
Transform Forward by Reroute Destination * |True v|TFUB
Always Forward Switch Voice Mail Calls * |True v|TFUB
Forward By Reroute T1 Timer * |1D | 10

Include Criginal Called Info for §.51G Call Diversions *

|On|y after the first diversion

v| COnly after the first dive

There are hidden parameters in this group. Click on Advanced button to see hidden parameters.

— Clusterwide Parameters (Feature - Call Pickup)

Auto Call Pickup Enabled * |Fa|se v| False
Call Pickup Locating Timer * |1 | 1
Call Pickup Mo Answer Timer * |12 | 12

— Clusterwide Parameters (Feature - Refer)

Walidate Refer-to URT *

|Va|idate Except for Anonymous Users

2 | Walidate Except for &no

— Clusterwide Parameters (Feature - Replaces)

Block Offtet To OffNet Replaces * |Fa|se v| False
— Clusterwide Parameters (Feature - Redirection [3xx])

Redirection Ring Mo Answer Reversion Timer * |24 | 24

Maximurn Redirection Count * |?D |?D
— Clusterwide Parameters (Feature - Multilevel Precedence and Pr ption}

Locations-hased MLPP Enable * |Fa|se v| False

Executive Override Call Preemptable * |Fa|se v| False
— Clusterwide Parameters (Feature - Path Replac t)

Path Replacement Enabled * |Fa|se v| False

Path Replacement on Tromboned Calls * |True v|True

Start Path Replacement Minimurn Delay Time * |D | 0

Start Path Replacement Maximurm Delay Time * |D | 0

Path Replacement T1 Timer * |30 | 30

Path Replacement T2 Timer * |15 | 15

Path Replacement PINY ID | |

Path Replacement Calling Search Space |< Maone = v|
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— Clusterwide Parameters (Feature - Call Back)
Call Back Enabled Flag * |True V|True
Call Back Motification Audio File Mame * |Ca|lElaCk.raw |CaHBack.raw
Connection Proposal Type * |Connecti0n Retention v| Connection Retention
Connection Response Type * |Defau|t to Connection Retention v| Default ta Cannection Retentior
Call Back Reguest Protection T1 Timer * |1D | 10
Call Back Recall T2 Timer * |2D |2D
Call Back Calling Search Space |< None = v|
Mo Path Reservation * |True V|True
Set Private Mumbering Plan for Call Back * |Fa|se v| False
— Clusterwide Parameters {Route Plan}
Stop Routing on Out of Bandwidth Flag * ‘ False w | False
Stop Routing on Unallocated Number Flag * ‘True V|True
Stop Routing on User Busy Flag * ‘True V|True

top Hunting on Cut of Bandwidth Flag * ‘ False v | False

’7 Clusterwide Parameters (Hunt List)
Si

— Clusterwide Parameters (Service)
Default Metwork Hold MOH Audio Source 1D * |1 | 1
Default User Hold MOH Audio Source ID * |1 | 1
Duplex Streaming Enabled * |Fa|se v| False
Maximurm &d Hoc Conference * |4 | 4
Magimurmn MeetMe Conference Unicast * |4 |4
Media Exchange Interface Capability Timer * |8 |El
Media Exchange Timer * |12 | 12
Media Exchange Stop Streaming Timer * |8 |El
Media Resource Allocation Timer * |12 | 12
Intercluster Capabilities Mismatch Timer * |1DDD | 1000
Silence Suppression * |Fa|se v| False
Silence Suppression for Gateways * | False v| False
Strip G.729 Annex B (Silence Suppression) from |Fa|se v| False
Capabilities *
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— Clusterwide Parameters (System - General)
Always Use Dial Tone Setting * |Defau|t v| Default
Max Sirmultaneous Cisco CallManager Initializations * |D |D
Restart Cisco CallManager an Initialization Exception * |True v|True
Call Control Initialization Timer * |QD | a0
Calling Search Space Initialization Timer * |QDD |QDD
Digit Analysis Initialization Timer * |QDD | 900
Database Initialization Timer * |QDD | 900
Device Initialization Timer * |360 | 360
Digit Analysis Timer * |5 | 6
Directory Initialization Timer * |QD | a0
Media Initialization Timer * |QD | a0
Route Plan Initialization Timer * |EDD | 600
Supplementary Services Initialization Timer * |QDD | 900
Statistics Enabled * |True v|True
Tirne Of Day Initialization Timer * |QDD | 900
There are hidden parameters in this group. Click on Advanced button to see hidden parameters.

— Clusterwide Parameters (System - QOS)

Priority Class * |N0rma| Priority v| Normal Priority

DSCP for Audio Calls * | EF DSCP (101110) v| EF DSCP {101110)
DSCP for Video Calls * |AFA‘11 DSCP (100010) V|AF41 DSCP (100010)
DSCP for Audio Calls when RSYP Fails * |defau|t DSCP (000000) v| default DSCP {000000)
DSCP for Video Calls when RSYP Fails * |defau|t DSCP (000000) v| default DSCP {000000)
DSCP for ICCP Protocol Links * |083(precedence 3 DSCP (011000) v| CS3(precedence 3) DSCI

— Clusterwide Parameters (System - SDL)

SOL Listening Port Mumber * |BDDZ | 002
SOL Max Router Latency * |20 | 20
Suppress Debug Info for Router Death * |D | 0
Asynchronous SOL Logging Enabled * |Fa|se v| False
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— Clusterwide Parameters (System - Location and Region)
Enforee Millisecond Packet Size * |True v|True
Locations Initialization Timer * |QD | a0
Locations Trace Details Enabled * |Fa|se v| False
Preferred G711 Millisecond Packet Size * |20 v| 20
Preferred G723 Millisecond Packet Size * |30 v| 30
Preferred G729 Millisecond Packet Size * |20 v| 20
Preferred GSM EFR Bytes Packet Size * |31 v| 31
Regions Initialization Timer * |120 | 120
Intraregion Audio Codec Default * | G711 v| G711
Interregion Audio Codec Default * | G729 v| G729
Intrareqgion Yideo Call Bandwidth Default * |384 |3El4
Interreqgion Yideo Call Bandwidth Default * |384 |3El4

— Clusterwide Parameters (System - CCM Automated Alternate Routing)
Automated Alternate Routing Enable * |Fa|se v| False
AAR Groups Initialization Timer * |QD | a0

— Clusterwide Parameters (System - RSYP)

Default inter-location RSWE Policy * |N0 Resenvation v| No Reservation

RSWVP Retry Timer * |ED | &0

Mandatory RSVP Mid-call Retry Counter * |3 | 1

Mandatory REWVP mid call errar handle option * |Ca|l bacomes bast effort v| Call becomes best effart

RSVP Video Tspec Burst Size Factor * |5 | 5

MLPP EXECUTIVE OWERRIDE To RSWP Priority Mapping * |55535 |65535

MLPP FLASH OVERRIDE To RSYP Priotity Manping * 5534 | 65534

MLPP FLASH To RSVP Priority Mapning * 5533 | 65533

MLPP IMMEDIATE To RSVP Priority Mapning * 532 | 65532

MLPP PL PRIORITY To RSP Priority Mapning * E===] | 65531

MLPP PL ROUTIMNE To RSP Priority Mapning * 5530 | 65530

RSP Audio Application ID0* |Audi08tream |Audi05tream

RSVP Video Application ID * |VideoStream |VideoStream

QoS Policy Initialization Timer * |120 | 120

RSWP Session Manager Initialization Timer * |120 | 120
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— TLS Packet Capture Configurations

Packet Capture Enable * |True v| False
Packet Capture Max File Size (MB) * |2 |2

— Clusterwide Parameters{System - Presence)

Presence Subscription Throttling Threshold * |QDDDD | 90000
Presence Subscription Resume Threshold * |BD |EID
Default Inter-Presence Group Subscription * |Disa|l0w Subscription v| Dizallow Subscription

— Clusterwide Parameters (System - Dual Mode Mobility)
Integrated Dual-Mode Feature Enable * |Fa|se v| False

H1 (Gracefull Handoff Mumber | |

H1 Handoff Number Partition [ < Mone > ]

H2 Handoff Nurmber | |

H2 Handoff Nurmber Partition |< Mone = "|
Minimurm Ring Timer * |2 | 2
Mobility Cisco CallManager Grou |< Mone = "|

—[Save][ Set to Default ][ Advanced

3. Click Save.
H2 Handoff Nurmber Partition |< Mone = "|
Minimurm Ring Timer * |2 | 2
Mobility Cisco CallManager Grou |< Mone = "|

—[Sa\:e” Set to Default ][ Advanced

@ *_indicates required item.

Figure 513. Save
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Appendix O

Service Activation and Service
Parameters for CUCM

Version 6.0(1)

Introduction

The appendix contains information for service activation and service
parameters for the CUCM Version 6.0(1) to verify the configurationsin this
document.

Note: Thedefault values support T.38 traffic. It isnot necessary to change any
fieldsto enable T.38 support on CUCM.
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Configuring Service Activation

Thefollowing is CCM services used during this configuration verification
Not all setting are required for T.38 support.
» Follow the steps below.

1. Open the Cisco Unified Communications Manager 6.0(1).
2. From the Tool menu, select Service Activation.
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3. Thefollowing screen appears. Select the services as indicated.

Status
@ status : Ready

— Select Server
Server= CM-Vindaloo Al

[T Check all Services

Cisco CallManager

Cisco Tftp

Cisco Messaging Interface

Cisco Unified Mobile Voice Access Service
Cisco IP Voice Media Streaming App
Cisco CTIManager

Cisco Extension Mobility

Cisco Extended Functions

Cisco Dialed Number Analyzer

Cisco DHCP Monitor Service

?I?I?I?I?I?I?I?I?I?I.:

Cisco CallManager Attendant Console Server
Cisco IP Manager Assistant

r
-
I Cisco WebDialer web Service

r Cisco SOAP - CDRonDemand Service
r Cisco CAR Scheduler
r Cisco CAR Web Service

r Cisco Bulk Provisioning Service

r Cisco TAPS Service

............... Service Name

Cisco Serviceability Reporter
Cisco CallManager SNMP Service

e
-

Cisco CTL Provider
Cisco Certificate Authority Proxy Function

<R

r Cisco Dirsync

— [save | [ Setto Default || Refresh |

@ *_ indicates required item.

Figure 514. Service Activation
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Configuring System Service Parameters

» Follow the steps below to configur e service parametersfor CUCM
version 6.0(1).

1. From the System menu, select Service Parameters.

System - | Call Routing +  Media Resou

Server

Cizco Unified CM

Cizco Unified CM Group
Phone NTF Reference
Date/Time Group

Prezence Group

Region

Device Pool

Device Mobility 3
DHCP »
LODAP »
Location

Physical Location
SRST
MLPP Domain

Enterprize Parameters

Service Parameters

T

Security Profile
Application Server

Licensing 3

Figure 515. Service Parameters

2. Click Advanced.

e ke | (€ service Parameter Configuration

ahah,  Cisco Unified CM Admir
cisco

For Cisco Unified Communications

System » CallRouting v Media Resources =  Woice

Service Parameter Configuration

_3 Save Set to Default @'% Adva@ed

Figure 516. Advanced button
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Googl

‘l' ) = o M S Favares - - @ -
IBGQO@ M B+ ¥F Bockmarkse Bhzblocked W check w o suslink = o autorll (e Send o

The screen on the following pages appears with the service parameters and
suggested values to use in your configuration

ﬁ '1'# I @Sarwce Parameter Configuration

wliil,  Cisco Unified CM Administration

Cisco

For Cisco Unified Communications Solutions

System » CallRouting v  Media Resources

Service P;

[ sae Settoetaut & condensed

User -

Help =

Related

— Status

@ Status: Ready

— Select Server and Service

Server® [ cM-vindaloo (Active)

Service* ‘ Cisco CallManager (Active)

All parameters apply only to the current server except parameters that are in the Clusterwide group(s).

— Cisco CallManager (Active) Parameters on server CM-Vi

Parameter Name

Parameter Value

Suggested Value

— CCM Call Throttling

Code Yellow Entrv Latency * 20 | 20
Code Yellow Exit Latency Calculstion * ‘40 | 40
Code Yellow Duration * ‘ 5 .,l 5
Max Events Allowed * ‘2000 | 2000
System Throttle Sample Size * ‘IEI | 10

— System
CCT Regression Test Only * o | 0
CDR Enabled Flag * ‘ False vl False
CDR Log Calls with Zero Duration Flag * ‘ False vl False
Digit Analvsis Complexity * ‘ StandardAnalysis v| StandardAnalysis
Database Debounce Timer * ‘U | 0
Maximum Phone Fallback Queue Depth * Im 10
Maximum Number of Registered Devices * ‘5000 | 5000
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— SDL Trace
SDL Trace Data Flags ¥ [oxa000013F | 0x00000111
SDL Trace Flush Immediately * [False ~]| False
SDL Trace Data Size * [o | 0
SDL Trace Flag * [False -] True
SDL Trace Max File Size * 2
SDL Trace Total Number of Files * 375
SDL TraceTvpe Flags * |DxF1E|2FFF7 | 0x3000EB15
SDL XML Trace Flag * [False -] False

— Clusterwide Parameters (Device - General)
Call Diagnestics Enabled * | Disabled ~| Disabled
Display FAC in CDR * [False ] False
Show Line Group Member DN in finalCalledPartyMumber CDR Field * [False ~]| False
CTI New Call Accept Timer * [= | 4
CTI Generate Digits Interval * |250 | 250
CTI Dial Digits Interval * [2s0 | 250
CTI Await Further Digits * [False ~]| False
Disable Monregistered SCCP Keepalives * |True vl True
Retain Media on Disconnect with PI for Active Call * [False ~]| False
Station and Backup Server Keepalive Interval * [0 | 60
Station Keepalive Interval * |30 | 30
Status Enguiry Foll Flag * [False -] False
Strip # Sign from Called Party Number * [True ~]| True
T301 Timer * [180000 | 180000
T302 Timer * [15000 | 15000
T303 Timer * [4000 | 4000
T304 Timer * [30000 | 30000
T305 Timer * [z0000 | 30000
T306 Timer * [30000 ‘ 30000
T308 Timer * [4000 ‘ 4000
T309 Timer * [s0000 | 90000
T310 Timer * [s0000 ‘ 60000
T313 Timer * [4000 | 4000
T316 Timer * [120000 ‘ 120000
I317 Timer * [100000 | 100000
T321 Timer * [30000 ‘ 30000
T322 Timer * [4000 ‘ 4000
Tone on Hold Timer * [10 | 10
Unknown Caller 1D | ‘
Unknown Caller ID Flag * [True v True
Unknown Caller ID Text | ‘
Call Classification * [offnet ~| Offiet
Alwavs Display Original Dialed Number * |Fa\se v‘ False
Out of Bandwidth Cause Code Substitution * |34 ‘ 34
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[ Clusterwide Parameters (Device - Phone)
Always Use Erime Line ™ False -u False
Al o L s o Falea - False
Builtsn Bridae Enabie * off - ot
Device sobility Mods ® of - off
Auta Answer Times * 1 1
Extension Oisplay on Cisco 1P hone Model 3910 * Faisa - False
Alternate ldle Fhone Aut:Answer Behavior Enablad * False - Fatsa
Held Tvoe ® Falca - False
Lina. Skate Medate Enakisd. ® True ~ Trus
’ it 18060 15000
Duscnde Aute Answer If Scesker 1s Disabied. * True - Trus
: 23 Mot Enough Bandwidzh Net Enaugh Bandwidth
Enrced Authonzation Code Promat Text. ® Enter Authoraation Code Enter Authorization Code
= ¢ Code B X Erner Client Matter Code Entar Cliart Matter Code
AME Hetwark Congestion Rerauting Text * Natwork Congastion. Rercuting. Natwork Congasticn, Rerouting.
o Euticy * Orily Apply Ring Sating of Busy Statian Whan Incomin Gk Apply Ring Setting of Busy Station When Incoming Call Arfves
Transter Gn-haok Enabled ™ False - Falsa
Bing Seung of Busy Stmion * Beap Only = Beep Only
Fing Satting of Idie Stauan ® Ring = Ring
Cal Bickus Grous Aldie Aler Ssting of 1dle Statien Rirvg Grice - Rirg Onee
Call Pickup. Groun Audia Alert Setting of Buse Statian * Been Onky - Bean Only
Brivacy Setting * [True - True
force Privacy Ssiting on beld Calls * Falsa - Faice
S10 Station - 135 | 120
SIE Station Bealm. * [comsighne cemsipline
Hurt Grous Legolf Netfication [T Mene
Speed Dl Await Further Digits. * False - False
Display €71 Bouts Point Narme or (N * [ Pates - False
Display Oriinel Calling Nurber vn Transfee fom Cisce Unity ™ | Faise 2 False
Incoming Calling Party National Number Brefix - Phone I
Incoming Calling Party [ Number Profix - Phon T
Incoming Calling party Subscriber Number Erafix - chone I
Incoming Calling Party Unknown Number Prefix - Phone T
Add Incoming Number Profix to COR* [Faise = False
Insert Hyphens in 12-Digit Numbers ™ [False = False
[— Clusterwide Parameters (Device - PRI and MGCP )
ASN.1 ROSE OID Encoding * Use Global Value (ECMA) = Use Local Value
OSIG variant * [EcMA (Protocol Profile 0x01) ~ TS0 (Protocnl Brofile 0xGF)
Caller 10 I
Calling Name Mot Available Timeout * [2000 2000
Calling Party Number Indicatar * [CaliManager sets the screening indicator value - Defar % CallManager sats the scrasning indicator valus - Dafault satting
Change 5-Channel maintenance Status L [
Change B-Channel Maintenance Status 2

Change & Channel Maintenance Status =

[
hanae B-Channal tatu [
Clear Calls Flag When Gatalink 1s Down * [Frue ~ True
Database MGCP Device Reauest Timer * B s
Device Status ol Tnterual * [2000 2000
Disable Alerting broaress indicator * Faise ~ ralse
Discard Non Inband Proaress in Overlap Sending * Faise ~ False.
Disable Resime from Shared-line MGCP £¥S port * True = Trie
DTHME Silence Tone Flay * Faise ~ False.
Enable Display IE in Codeset 6 * False ~ False
Enable Sending PRI NI2 Service Message * Faize ~ False.

This document is not to be distributed to a third party without written permission from Dialogic. 651



Chapter O: Service Activation and Service Parameters for CUCM Version 6.0(1)

*

Gateway Poll Timer [10 ] 10

Location In PRI Progress Indicator IE (User Side Only) *

| Use the Network Side PRI progress indicator 1E ~] Use the Network Side PRI progress indicator IE

Matching Calling Party with Flag *

[ False ~| False

MGCP Database Query Delay Timer *

[1000 ] 1000

MGCP FXS On-Hook Pending Timer *

[z J :

MGCP Response Timer * [0 ] 20

E ] 3

MGCPE Timer *

MGCP Retry Timeeut Handling * | Forceful Failover ~| Forceful Failover

Numbering Plan Info * [ ] 1

Overlap Receiving Flaa for PRI * [True v True

Outaoing Media Connect Time for PRI * | cennect Asap ~| Connect ASAP

Port Release Timer * [o ] 0

PRI 4ESS UUIE Device Type * [o ] o

SMDI Call Delay Timer * [o | °

Stable in State 4 Flag * | False ~| False

Suppress Out-of-Channels alarms *
*

[True ~| True

1-Frame Timer [2000 ] 2000

Convert Progress to Disconnect for User Side PRI EURG *

[False ~| False

User-to-User IE Status * | False ~| False

*

Cenvert Eurepean Prearess Message to Alerting

[ False ~| False

Enable DMS PRI Notify Message from User to Netwark *
Audit 00S Channels Interval *

[True ~| T

[10 ] 10

Use * Kev to Erase Dialed Digits During Hookflash Transfer * |TmE .,\ True

Incoming Calling Party National Mumber Prefix - MGCP [ ]

Incoming Calling Party International Mumber Prefix - MGCP [ ]

Incoming Calling Party Subscriber Number Erefix - MGCP [ ]

Incoming Calling Party Unknown Number Prefix - MGCP [ ]

Digital and Anclog Ports Enabled * [True = True

RAS RRO Timer ™ E

*

Ras URQ Timer E

Retry Count for ARQ * [z

Retry Count for BRQ * [z

Retry Count for DRO * B

Retry Count for RRQ * B

R R C ¥}

Send Product ID and Wersion 1D ¥

[False 3 Falze

Send Progress Timer * [z000 3000

Send H225 User Info Message *

| user Info for call Progress Tone - User Info for Call Progress Tone

*

Status Enquiry Poll Timer [10000 10000

Device Name of GK-controlled Trunk That will Use Port 1720 * None

[Mone

Host Name/IP Address of GK That Will Use RAS UDP Port 1715 * [None None

Fail Call If MTP Allgcaticn Fails *

[False False

Cverlap Receiving Flag for H323 * | False False

|
|

|

|

|

|

Retry Count for URG * B |
|

|

|

|

|

|

|

|

— Clusterwide Parameters (Device - SIP)
Retry Count for SIP Bve * [10

Retry Count for SIP Cancel * [10

Retry Count for SIP Invite * [6

Retry Count for SIP PRACK * [6

Retry Count for SIP Rel1xx * [10

Retry Count for SIP Response * [e

SIP Connect Timer * [s00

*

51P Disconnect Timer [s00

SIP Expires Timer * [180000

180000

|
|
|
|
|
Retry Count for SIP Publish * [6 | 6
|
|
|
|
|

SIP PRACK Timer * [500 500
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SIF Rel1XX Timer ™ |s00 | o0
SIP Trving Timer * [s00 | Exe
=1P Publish Timer * [Soo | soo0
SIP Relixx Enabled * [Faise <~ False
SIP Min-SE value * [1800 ] 1800
SIPS URI Handling * [Reject ~| Reject
SIP statistics Periodic update Timer * B | 2
SIP Session Expires Timer * [1500 ] 1800
S1P Trunk TspRea Retry * [z | 2
SI1P TCP Timer * [s ] s
SIP Station UDP Port Throttle Threshold * [sa ] so
SIP Trunk UDP Port Throttle Threshold * [150 ] =00
Send SIP Multicast TTL in SDE * [False ~] False
Default PUBLISH Expirstion Timer * [z800 | ==
Minimum PUBLISH Expiration Timer * [0 ] eo0
CUE PUBLISH Trunk [ < None = ~|

MOH Direction Attribute for SIP * [Recwonly ~] RecvOnly
— Cl i C - )

Call Park Display Timer * [10 | 13
Caller 1D Display Priority Enabled * [True ~ True
Call Park Reversion Timer * |s0 ] 5o
Maximum Call Duraticn Timer * [720 | 720
Maximum Hold Duration Timer * [3s0 ] 380
Partv Entrance Tone * [True ~| Trus
Suppress MOH to Conference Bridae * [True ~| T
Message Waiting Lamp Policy * [Primary Line - Light and Prompt ~| Primary Line - Light and Prompt
Audible Message Waiting Indication Policy * [oFF ~]| OFF
™M ge Waiting Indicator Inbound Calling Search Space [< None = ~|

Multiple Tenant MWI Modes * [ False ~] False

MWI Mon Message Center Signaling Call Duratien * [0 ] 0

Message Waiting Indicator APDU Digit Translation CSS [< None = v

Block Offiuet To Offiuet Transfer * [ False ~| False

Drop Ad Hoc Conference * [ Mever ~| L=

Advanced Ad Hoc Conference Enabled * [False ~] False

Nen-linear Ad Hoc Conference Linking Enabled * [False ~| False
— Clusterwide (Feature - )]

Forward Maximum Hop Count * [12 | 12

Forward No Answer Timer * [12 | = Iy

Max Forward Hops to DN * [12 | 12

Retain Forward Information * [False ~]| False

Forward By Reroute Enabled * ‘T,ue .,| False

Transform Forward by Reroute Destination * [True ~| T

Include Voice Mailbox Address in QSIG Call Diversion APDUs * [False ~| False

Copv OSIG DivertingNr to Redirecting Number * [ False ~]| False

Alwavs Forward Switch Voice Mail Calls * [True ~] True

Forward By Reroute T Timer * [10 | i

Include Original Called Info for ©.SIG Call Diversions * ‘ Only after the first diversion ...| Only after the first diversion

Max Forward UnReaistered Hops to DN ¥ [o | o

CFA CSS Activation Policy * [With Configured C55S ~] wWith Configured CSS
[~ Clusterwide Parameters (Feature - Hold ion)

Hold Reversion Duration * [o | o

Hold Reversion I Interval * (30 | 30

CFA Destination Override ‘ False .,| False
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— Clusterwide Parameters (Feature - Hold ion)
Hold Reversion Duration * o 0
Hold Reversion Notification Interval * 30 30
CFA Destination Override * Falze - False
— Clusterwide Parameters (Feature - Call Pickup)
Auto Call Pickup Enabled * False - False
Call Pickup Locating Timer * 1 1
Call Pickup Mo Answer Timer * 12 1z
Clusterwide Parameters (Feature - Refer)
F.fa\\date Refer-to URT * Validate Except for Anonymous Users - validate Except for Anonymous Users
Clusterwide Parameters (Feature - Replaces)
(Bh:ck Offet To Offiuet Replaces * False - False
— Clusterwide Parameters (Feature - Redirection [3xx])
Redirection Ring No Answer Reversion Timer * 24 24
Maximum Redirection Count * 0 70
— Clusterwide Parameters (Feature - Multilevel Precedence and Pr ion)
Locations-based MLPP Enable False - False
Exscutive Cverride Call Pr: * False ~ False
— Clusterwide Parameters (Feature - Path Replacement)
Path Replacement Enabled * True - False
Path Repl nt on Tremboned Calls * True v True
Start Path nt Minimum Delay Time * o 0
Start Path | nt Mastimum Delay Time * o 0
Path Replacement T1 Timer * 20 30
Path Replacement T2 Timer * is 15
Path Replacement PINX ID 4100
Path Replacement Calling Search Space = None = -
— Clusterwide Parameters (Feature - Call Back)
Call Back Enabled Flag * True - True
Call Back Notification Audio File Name * CallBack.raw CallBack.raw
Connection Proposal Type * Connection Retention - Connection Retention
Connection Response Type * Default to Connection Retention ~ Default to Connection Retention
Call Back Reguest Protection T1 Timer * 10 10
Call Back Recall T3 Timer * >0 20
Call Back Calling Search Space = None = -
Mo Path Reservation * True - True
Set Private Numbering Plan for Call Back * False - False
— Clusterwide Parameters (Feature - Call Recerding)
Play Recording Motification Tone To Observed Target * False v False
Play Recording Motification Tone To Observed Connected Parties * False - False
— Clusterwide Parameters (Feature - Monitoring)
Play Monitoring Notification Tone To Observed Target * False - False
Play Monitoring Motification Tone To Observed Connected Parties * False - False
— Clusterwide Parameters (Route Plan)
Stop Routing en Cut of Bandwidth Flag * False ~ False
Stop Routing en Unallocated Number Flag * True o True
Stop Routing on User Busw Flag * True - True
Stop Routing on §.931 Disconnect Cause Code
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Clusterwide Parameters (Hunt List)
’751:013 Hunting on Out of Bandwidth Flag * ‘ False vl False
— Clusterwide Parameters (Service)
Default Network Hold MOH Audio Source 1D * 1
1
Default User Hold MOH Audio Source 1D * ‘1 | 1
Duplex Streaming Enabled * ‘ Falze vl False
Maximum Ad Hoc Conference * ‘4 | 4
Maximum MeetMe Conference Unicast * ‘4 | 4
Media Exchange Interface Capability Timer * ‘B | 8
Media Exchange Timer * [12 | 12
Media Exchange Stop Streaming Timer * ‘B | 8
Media Resource Allocation Timer * ‘12 | 12
Intercluster Capabilities Mismatch Timer * ‘1000 | 1000
Silence Suppression * ‘ False vl False
Silence Suppression for Gatewavs * ‘ False \.| Falze
Strip G.728 Annex B (Silence Suppression) from Capabilities * ‘ Falze v| False
— Clusterwide Parameters (System - General)
Alwavs Use Dial Tone Setting * ‘ Default \.| Default
Restart Cisco CallManager on Initialization Exception * ‘True vl True
Call Control Initialization Timer * ‘90 | S0
Calling Search Space Initialization Timer * ‘900 | 900
Diait Analvsis Initialization Timer * ‘900 | 900
Database Initialization Timer * ‘QDD | 900
Device Initialization Timer * ‘350 | 360
Dialing Forest Dump Enabled * ‘ False vl False
Bundle Qutbound SCCP Messages Timer * ‘100 | 100
Digit Analvsis Timer * ‘5 | 5
Directory Initialization Timer * [s0 | 90
Media Initialization Timer * [so ] 90
Route Plan Initislization Timer * [s00 | 500
Supplementary Services Initialization Timer * [s00 ] 900
Statistics Enabled * [True ~| True
Time Of Day Initislization Timer * [s00 ] 900
Device Reaistration/Unregistration Propagation Queue Depth * [2s | 25
— Clusterwide Parameters (System - QOS5)
Priority Class * [Mormal Priority ~| Normal Priority
DSCP for Audio Calls * |EF D3CP (101110) ~| EF DSCP (101110)
DSCP for Priority Audio Calls * ‘ EF DSCP (101101) V| EF DSCP (101101)
DSCP for Immediate Audio Calls * [€F psce (101100) ~| EF DSCP (101100)
DSCP for Flash Audio Calls * ‘ EF DSCP (101001) v| EF DSCP (101001)
DSCP for Flash Override Audio Calls * [€F psce (101010) ~] EF DSCP (101010)
DSCP for Executive Override Audic Calls * ‘ EF DSCP (101010} .,| EF DSCP (101010)
DSCP for video Calls * \AF41 DSCP (100010) v| AF41 DSCP (100010)
DSCP for Audio Calls when RSVP Fails * | default DSCP (D0000D) ~| default DSCP (000000)
DSCP for Video Calls when RSVP Fails * ‘ default DSCP (000000) V| default DSCP (000000)
DSCP for ICCP Protocol Links * [cs3(precedence 3) DSCP (011000) ~| CS3(precedence 3) DSCP (011000)
— Clusterwide Parameters (System - SDL)
SDL Listening Port Number * [s002 | 8002
SDL Max Router Latency * [20 | 20
Suppress Debug Info for Router Death * [0 ] 0
Asynchronous SDL Logging Enabled * |False ~| False
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— Clusterwide Parameters (System - Location and Region)
Enforce Millisecond Packet Size * [True -] True
Locations Initialization Timer * [s0 | 90
Locations Trace Details Enabled * | False -] False
Preferred G.711 Millisecond Packet Size * |2D "l 20
preferred G.722 Millisecond Packet Size * [20 -] 20
preferred G.723 Millisecond Packet Size * [0 ~| 30
Preferred G.729 Millisecond Packet Size * [20 -] 20
preferred GSM EFR Bytes Packet Size * | 31 v| 31
G722 Codec Enabled * [Enabled for All Devices -] Enabled for All Devices
iLBC Codec Enabled * [Enabled for All Devices ~| Enabled for All Devices
Reaicns Initialization Timer * [120 | 120
Intraregion Audio Codec Default * | G711/G722 "l G711/G722
Interregion Audio Codec Default * [G728 -] G725
Intrareqion Video Call Bandwidth Default * [384 | 384
Interregion Videc Call Bandwidth Default * [384 | 384
Link Loss Tvpe Default * [ Low Loss -] Low Loss

— Clusterwide Parameters (System - CCM Automated Alternate Routing)
Automated Alternate Routing Enable * |FE|SE .,| False
AAR Groups Initialization Timer * [0 | s0

— Clusterwide Parameters (System - RSVP)
Default inter-location RSVP Policy * [Ne Reservation ~| No Reservation
RSVP Retry Timer * [s0 | 60
Mandatory RSVP Mid-call Retry Counter * |1 | 1
Mandatory RSVF mid call error handle option * | Call becomes best effart .,| Call becomes best effort
RSVP Video Tepec Burst Size Factor * [s | 5
MLPP EXECUTIVE OVERRIDE To RSVP Priority Mapping * [65535 | 65535
MLPP FLASH OVERRIDE To RSVP Priority Mapping * [65532 ] 65534
MLEP FLASH To RSVE Priority Mapping * [65533 ] 65533
MLEP IMMEDIATE To RSP Priority Mapping * [65832 ] 65532
MLEP PL PRIORITY To RSVP Priority Mapping * [65531 | 65531
MLEP PL ROUTINE To RSVP Priority Mapping * [65530 | 65530
RSVP Audio Application ID * [Audiostream | AudioStream
RSVP Video Application ID * [videostream | videoStream
QoS Policy Initialization Timer * [120 ] 120
ESVP Session Manager Initialization Timer * [120 | 120
RSVP Response Timer * [z ] 2

— TLS Packet Capture Configurations
Packet Capture Enable * [False ~] False
Packet Capture Max File Size (MB) * [z ] 2

— Clusterwide Parameters(System - e)
Eresence Subscription Throttling Thrashold * [15000 ] 15000
Eresence Subscription Resume Threshold * [s0 ] 80
Default Inter-Presence Group Subscription * | Disallow Subscription ~| Disallow Subscription
BLF Status Depicts DND * [False ~] False

— Clusterwide Parameters (System - Mobility)
Enterprise Festure Access Code for Hold * [=s1 | =g1
Enterprise Festure Access Code for Exclusive Hold * [*e= | =82
Enterprise Feature Access Code for Resume * [=e3 | =83
Enterprise Feature Access Code for Transfer * [ea | =84
Enterprise Feature Access Code for Conference * [+as 1 =35
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Enterprise Festure Access Code for Exclusive Hold * [+a2 ] *32
Enterprise Festure Access Code for Resume * [*e3 | *83
Enterprise Feature Access Code for Transfer * B ] =84
Enterprise Feature Access Code for Conference * [~as | =85
Smart Mobile Phone Interdigit Timer * [Soo 500
Non-Smart Mebile Phone Interdigit Timer * [z000 2000
Send Call to Mobile Menu Timer * [60 ] 60
S1F Dual Mode Alert Timer * [1500 ] 1500
Enable Enterprise Feature Access * [False ~| False
Enable Mobile Voice Access * [False ~]| False
Mobile Voice Access Number [ ]
Matching Caller ID with Remote Destination * | complete Match ~| Complete Match
Number of Digits for Caller 1D Partial Match * [10 | 10
Svstem Remote Access Blocked Numbers [ |

— Clusterwide Parameters (Feature - T diate Divert)
Use Legacy Immediate Divert * [False ~| True
Allow QSIG during iDivert * [True ~| False
Immediste Divert User Response Timer * [ ] 5

[ settoDefault | [ Condensed |

@ *_ indicates required item.

® **5et-to-Default button only applies to the madifiable parameters.

Figure 517. Service Parameters - Suggested Values
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3. Click Save.

Clusterwide Parameters (Feature - Immediate Divert)
Use Legacy Immediate Divert * Falze

Allow QSIG during iDivert * True

Immediate Divert User Response Timer * 5

= [Savenj [ Set to Default ] [ Condensed
kW

® *_indicates required item.

® *¥*set-to-Default button only applies to the modifiable parameters.

Figure 518. Save
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